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Ascend Secure Access

A Integrates state-of-the-art firewall technology into Ascend’s
Pipeline and MAX products

» Dynamic firewall technology, replacing older generation static filtering
* Dynamically sets rules to adapt to traffic

* Opens ports only when needed and for only as long as needed

* That which is not expressly permitted is denied

Static Filtering Dynamic Firewall




Ascend Secure Access

With Ascend Secure Access Remote Office
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— All Corporate and Remote LANSs are protected

— Intruders cannot piggy-back on remote traffic and enter corporate LAN

— Secure Access Manager provides configuration of firewalls from a central site
— Cost-effective for network-wide deployment




