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ASCEND COMMUNICATIONS, INC. END-USER LICENSE AGREEMENT

ASCEND COMMUNICATIONS, INC. ISWILLING TO LICENSE THE ENCLOSED
SOFTWARE AND ACCOMPANY ING USER DOCUMENTATION (COLLECTIVELY, THE
“PROGRAM") TO YOU ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF
THE TERMS AND CONDITIONS OF THIS LICENSE AGREEMENT. PLEASE READ
THE TERMS AND CONDITIONS OF THIS LICENSE AGREEMENT CAREFULLY
BEFORE OPENING THE PACKAGE(S) OR USING THE ASCEND SWITCH(ES)
CONTAINING THE SOFTWARE, AND BEFORE USING THE ACCOMPANYING USER
DOCUMENTATION. OPENING THE PACKAGE(S) OR USING THE ASCEND
SWITCH(ES) CONTAINING THE PROGRAM WILL INDICATE YOUR ACCEPTANCE
OF THE TERMS OF THIS LICENSE AGREEMENT. IF YOU ARE NOT WILLING TO BE
BOUND BY THE TERMS OF THIS LICENSE AGREEMENT, ASCEND IS UNWILLING
TO LICENSE THE PROGRAM TO YOU, IN WHICH EVENT YOU SHOULD RETURN
THE PROGRAM WITHIN TEN (10) DAYS FROM SHIPMENT TO THE PLACE FROM
WHICH IT WAS ACQUIRED, AND YOUR LICENSE FEE WILL BE REFUNDED. THIS
LICENSE AGREEMENT REPRESENTS THE ENTIRE AGREEMENT CONCERNING
THE PROGRAM BETWEEN YOU AND ASCEND, AND IT SUPERSEDES ANY PRIOR
PROPOSAL, REPRESENTATION OR UNDERSTANDING BETWEEN THE PARTIES.

1. License Grant. Ascend hereby grants to you, and you accept, a non-exclusive,
non-transferable license to use the computer software, including all patches, error

corrections, updates and revisions thereto in machine-readable, object code form only

(the “Software”), and the accompanying User Documentation, only as authorized in
this License Agreement. The Software may be used only on a single computer owned,
leased, or otherwise controlled by you; or in the event of inoperability of that
computer, on a backup computer selected by you. You agree that you will not pledge,
lease, rent, or share your rights under this License Agreement, and that you will not,
without Ascend’s prior written consent, assign or transfer your rights hereunder. You
agree that you may not modify, reverse assemble, reverse compile, or otherwise
translate the Software or permit a third party to do so. You may make one copy of the
Software and User Documentation for backup purposes. Any such copies of the
Software or the User Documentation shall include Ascend’s copyright and other
proprietary notices. Except as authorized under this paragraph, no copies of the
Program or any portions thereof may be made by you or any person under your
authority or control.

2. Ascend’s Rights.You agree that the Software and the User Documentation are
proprietary, confidential products of Ascend or Ascend’s licensor protected under US
copyright law and you will use your best efforts to maintain their confidentiality. You
further acknowledge and agree that all right, title and interest in and to the Program,
including associated intellectua property rights, are and shall remain with Ascend or
Ascend's licensor. This License Agreement does not convey to you an interest in or to
the Program, but only alimited right of use revocable in accordance with the terms of
this License Agreement.
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3. License Fees. Thelicense fees paid by you are paid in consideration of the license
granted under this License Agreement.

4. Term. This License Agreement is effective upon your opening of the package(s) or
use of the switch(es) containing Software and shall continue until terminated. You
may terminate this License Agreement at any time by returning the Program and all
copies or portions thereof to Ascend. Ascend may terminate this License Agreement
upon the breach by you of any term hereof. Upon such termination by Ascend, you
agree to return to Ascend the Program and all copies or portions thereof. Termination
of this License Agreement shall not prejudice Ascend’s rights to damages or any other
available remedy.

5. Limited Warranty. Ascend warrants, for your benefit alone, for a period of 90

days from the date of shipment of the Program by Ascend (the “Warranty Period”) that
the program diskettes in which the Software is contained are free from defects in
material and workmanship. Ascend further warrants, for your benefit alone, that
during the Warranty Period the Program shall operate substantially in accordance with
the User Documentation. If during the Warranty Period, a defect in the Program
appears, you may return the Program to the party from which the Program was
acquired for either replacement or, if so elected by such party, refund of amounts paid
by you under this License Agreement. You agree that the foregoing constitutes your
sole and exclusive remedy for breach by Ascend of any warranties made under this
AgreementEXCEPT FOR THE WARRANTIES SET FORTH ABOVE, THE PROGRAM

IS LICENSED “AS IS”, AND ASCEND DISCLAIMS ANY AND ALL OTHER

WARRANTIES, WHETHER EXPRESS, IMPLIED OR STATUTORY, INCLUDING,

WITHOUT LIMITATION, ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR
FITNESS FOR A PARTICULAR PURPOSE AND ANY WARRANTIES OF
NONINFRINGEMENT.

6. Limitation of Liability. Ascend’s cumulative liability to you or any other party

for any loss or damages resulting from any claims, demands, or actions arising out of
or relating to this License Agreement shall not exceed the greater of: (i) ten thousand
US dollars ($10,000) or (i) the total license fee paid to Ascend for the use of the
Program. In no event shall Ascend be liable for any indirect, incidental, consequential,
special, punitive or exemplary damages or lost profits, even if Ascend has been
advised of the possibility of such damages.

NavisCorel PNavigator ConfigurationGuide



7. Proprietary Rights Indemnification. Ascend shall at its expense defend you

against and, subject to the limitations set forth elsewhere herein, pay all costs and

damages made in settlement or awarded against you resulting from a claim that the

Program as supplied by Ascend infringes a United States copyright or a United States

patent, or misappropriates a United States trade secret, provided that you: (a) provide

prompt written notice of any such claim, (b) allow Ascend to direct the defense and
settlement of the claim, and (c) provide Ascend with the authority, information, and
assistance that Ascend deems reasonably necessary for the defense and settlement of

the claim. You shall not consent to any judgment or decree or do any other act in
compromise of any such claim without first obtaining Ascend’s written consent. In
any action based on such a claim, Ascend may, at its sole option, either: (1) obtain for
you the right to continue using the Program, (2) replace or modify the Program to
avoid the claim, or (3) if neither (1) nor (2) can reasonably be effected by Ascend,
terminate the license granted hereunder and give you a prorata refund of the license
fee paid for such Program, calculated on the basis of straight-line depreciation over a
five-year useful life. Notwithstanding the preceding sentence, Ascend will have no
liability for any infringement or misappropriation claim of any kind if such claim is
based on: (i) the use of other than the current unaltered release of the Program and
Ascend has provided or offers to provide such release to you for its then current
license fee, or (ii) use or combination of the Program with programs or data not
supplied or approved by Ascend to the extent such use or combination caused the
claim.

8. Export Control. You agree not to export or disclose to anyone except a United
States national any portion of the Program supplied by Ascend without first obtaining
the required permits or licenses to do so from the US Office of Export Administration,
and any other appropriate government agency.

9. Governing Law. This License Agreement shall be construed and governed in
accordance with the laws and under the jurisdiction of the Commonwealth of
Massachusetts, USA. Any dispute arising out of this Agreement shall be referred to an
arbitration proceeding in Boston, Massachusetts, USA by the American Arbitration
Association.

10. Miscellaneous. If any action is brought by either party to this License

Agreement against the other party regarding the subject matter hereof, the prevailing
party shall be entitled to recover, in addition to any other relief granted, reasonable
attorneys’ fees and expenses of arbitration. Should any term of this License
Agreement be declared void or unenforceable by any court of competent jurisdiction,
such declaration shall have no effect on the remaining terms hereof. The failure of
either party to enforce any rights granted hereunder or to take action against the other
party in the event of any breach hereunder shall not be deemed a waiver by that party
as to subsequent enforcement of rights or subsequent actions in the event of future
breaches.
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About This Guide

The NavisCore IP Navigator Configuration Guide is a task-oriented guide that
describes, step-by-step, the process for configuring an IP interface. Thisguideis
intended for users who will be accessing the NavisCore NMS to configure P
interfacesin a network.

What You Need to Know

Asareader of this guide, you should be familiar with the UNIX operating system and
HP OpenView. The system administrator should be familiar with relational database
software to properly maintain Sybase, the database used by NavisCore.

This guide assumes you have already installed the Ascend switch hardware, using one
of the following guides:

« B-STDX 8000/9000 Hardware Installation Guide
¢ CBX500 Hardware Installation Guide

and you have installed the NMS software, using\etgvork Management Station
Installation Guide.

You should also possess a working knowledge of Internet routing architectures and IP
routing procedures. In addition, you should be familiar with the configuration process
for a Frame Relay or ATM logical port. Configuration instructions for an Ethernet
logical port are included in this guide. Seege 1-&or a list of the logical ports that
support IP routing on the B-STDX 8000/9000 and on the CBX 500.
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About This Guide
Reading Path

Reading Path

This section describes all of the documents that support the NavisCore NM S and
switch software. The documents are grouped as follows:

« NMS Documentation
* Switch Software Documentation

* Third Party Documentation

NMS Documentation

Read the following documents to install and operate NavisCore Release 4.0. Be sure
to review the NavisCore Customer Software Release Notice for any changes not
included in these guides.

This guide describes prerequisite tasks, hardware and
software requirements, and instructionsfor installing Solaris,
HP OpenView, and NavisCore on the NM S.

ASCEND

Network

Management
Station Installation
Guide

|
v

ASCEND

This guide describes how to configure and manage
NavisCore, network maps, and Ascend switches.

NavisCore NMS
Getting Started
Guide

[ |
v

This guide describes how to configure processor and 1/0

ASCEND modules on Ascend switches.

NavisCore
Physical Interface
Configuration
Guide

Xviii NavisCorel PNavigator ConfigurationGuide



About This Guide
Reading Path

Switch Software Documentation

Read the following documents to configure switch software for
B-STDX Release 6.0, CBX Release 3.0, and GX Release 1.0. Be sure to review the
appropriate switch software customer software release notice(s) for any changes.

ASCEND

NavisCore

Configuration
Guides

[ |
v

ASCEND

NavisCore

Diagnostic and
Troubleshooting
Guide

[ |
v

ASCEND

NavisCore
Enterprise MIB
Definitions

|
b _4

| ' | |
' ' '
v ’ ’

ASCEND

NavisCore
Console

Command
Reference

These guides describe how to configure WAN services on
the STDX, B-STDX, CBX, and GX switch platforms:

¢ NavisCore Frame Relay Configuration Guide

* NavisCore ATM Configuration Guide

This guide describes how to diagnose and troubleshoot your
NavisCore switch network.

This document gives a brief overview of SNMP and
describes the NavisCore Enterprise MIB definitions.

Thisreference lists and describes the NavisCore switch
console commands.
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About This Guide
How to Use this Guide

Third Party Documentation

« Halabi, Bassam. Internet Routing Architectureblew Riders Publishing, 1997.

* Moy, John T. OSPF Anatomy of an Internet Routing Protoéaddison-Wesley
Publishing Group, 1998.

* Reynolds, JPostel.RFC 1700 ASSGNED NUMBERS. October 1994.

How to Use this Guide

The following table highlights the chapters in this guide.

Read

To Learn About

Chapter 1

An overview of the product.

Chapter 2

How to configure logical ports on the following cards:
e 4-Port Ethernet Card on the CBX

¢ 2-Port Ethernet Card on the B-STDX

Chapter 3

How to configure:

e |IP logical ports on B-STDX and CBX switches. IP logical ports &
ports that support IP routing.

e |P Server logical ports on the CBX. IP Server logical ports provig
method of accepting or transmitting IP traffic on a cell-based car

Chapter 4

How to configure and assign IP packet filters.

Chapter 5

How to provision IP Quality of Service (Qo0S).

Chapter 6

How to define static ARP entries.

Chapter 7

How to configure Routing Information Protocol (RIP) parameters on
IP logical port.

Chapter 8

How to configure Border Gateway Protocol (BGP) parameters
including:

¢ BGP switch parameters
 BGP neighbors

« BGP aggregates

Chapter 9

How to configure Open Shortest Path First (OSPF) parameters for
services.

re

ea

=

an

P

XX
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About This Guide
How to Use this Guide

Read To Learn About
Chapter 10 How to manually configure static routes.
Chapter 11 How to create aroute map. The purpose of aroute map isto control and

modify routing information and to define the parameters that your
system uses to redistribute routes between routing domains.

Chapter 12 How IP Navigator uses Multipoint-to-Point Tunnels (MPTS) as a means
of forwarding IP traffic over switched paths through the Ascend
network.

Appendix A The Upload PRAM function.
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About This Guide
What's New in This Release?

What's New in This Release?

This guide describes the following new product features:

New Enables You To Described in
Features/Functions Chapter
Ethernet Cards Configure Ethernet logical portson the Chapter 2

following cards:
e 2-port Ethernet card on the B-STDX

e 4-port Ethernet card on the CBX 500

IP logical ports on Configure IP logical ports on CBX 500 Chapter 3
CBX 500 switches switches. The following CBX 500 cards
support IP logical ports:

e 6-port DS3 Frame card

e 4-port Ethernet card

IP Server functions Configure logical ports as IP Server logigalChapter 3
ports on either of the following CBX 500
cards:

e 6-port DS3 Frame card

e 4-port Ethernet card

The purpose of an IP Server logical port is|to
provide a method of accepting or
transmitting IP traffic on a cell-based card.

Area border routers Have switches/routers with links to more| Chapter 9
than one area, or links between an area and a
backbone.

Multiple OSPF Area | Use a hierarchical architecture in large Chapter 9

Support networks. This architecture can improve the

performance of route look-ups and reduce the
routing table size.

MPT point-to-point Create user-defined circuits for IP traffic | Chapter 12
connections for routed| between two switches so that you can
paths. provide more bandwidth between two nodes.
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About This Guide
Conventions

Conventions

This guide uses the following conventions to emphasi ze certain information, such as
user input, screen prompts and output, and menu selections. For example:

Convention Indicates Example

Courier Bold User input on a separate line. ej ect cdrom

Couri er Screen or system output. Pl ease wait...

[bold italics] Variable parameters to enter. [your I P address]

<Ret ur n> Press Return or Enter. <Ret ur n>

Boldface User input in text. Typecd install and. . .

Menu [J Option Select an option fromthe menu.  CascadeView []

Logon

Boxes surrounding text Notes and warnings. See exampl es below.

Italics Book titles, new terms, Network Management
filenames, directories, and Sation Installation
emphasized text. Guide

Notes provide additional information or helpful suggestions that may apply to
the subject text.

A Cautions notify the reader to proceed carefully to avoid possible equipment
damage or dataloss.

A Warnings notify the reader to proceed carefully to avoid possible personal injury.
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About This Guide
Related Documents

Related Documents

This section lists the related Ascend documentation that may be helpful to read.
*  Network Management Sation Installation Guide (Product Code: 80014)

* NavisCore NMS Getting Started Guide (Product Code: 80070)

» NavisCore Physical Interface Configuration Guide (Product Code: 80080)
» NavisCore Frame Relay Configuration Guide (Product Code: 80071)

* NavisCore ATM Configuration Guide (Product Code: 80072)

» NavisCore Diagnostic and Troubleshooting Guide (Product Code: 80074)
* NavisCore Console Command Reference (Product Code: 80075)

e B-STDX 8000/9000 Hardware Installation Guide (Product Code: 80005)

* CBX 500 Hardware Installation Guide (Product Code: 80011)
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About This Guide
Customer Comments

Customer Comments

Customer comments are welcome. Please respond in one of the following ways:

* Fill out the Customer Comment Form located at the back of this guide and return
it to us.

e E-mail your comments to cspubs@ascend.com.
* FAX your comments to 978-692-1510, attention Technical Publications.

e Open a case in CaseView for documentation.

Customer Support

To obtain release notes, technical tips, or support, access the Ascend FTP Server or
contact the Technical Assistance Center (TAC) at:

«  1-800-DIAL-WAN or 1-978-952-7299 (U.S. and Canada)
.+ 0-800-96-2229 (U.K.)

e 1-978-952-7299 (all other areas)
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Common Acronyms

Common Acronyms

The following table lists and describes some of the acronyms used throughout this

guide.

Acronym

Description

ARP

Address Resolution Protocol

AS

Autonomous System

ATM

Asynchronous Transfer Mode

BGP

Border Gateway Protocol

CIDR

Classless Inter-Domain Routing

DVMRP

Distance Vector Multicast Routing Protocol

FTP

File Transfer Protocol

ICMP

Internet Control M essage Protocol

IFMP

Ipsilon Flow Management Protocol (RFC 1953)

IGMP

Internet Group Multicast Protocol

INARP

Inverse Address Resolution Protocol

IP

Internet Protocol

MOSPF

Multicast Open Shortest Path First

MPOA

Multi Protocol Over ATM

MPT

Multipoint-to-Point Tunneling

NBMA

Non-Broadcast Multi-Access

NHRP

Next Hop Resolution Protocol

OSPF

Open Shortest Path First

PIM

Protocol Independant Multicast

PNNI

Private Network to Network Interface

PPP

Point-to-Point

PvC

Permanent Virtual Circuit

RARP

Reverse Address Resolution Protocol

RIP

Routing Internet Protocol

XXVi
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About This Guide
Common Acronyms

Acronym

Description

SvC

Switched Virtual Circuit

TCP

Transmission Control Protocol

VCI

Virtual Circuit Identifier

VPI

Virtual Path Identifier

VPN

Virtual Private Network

VNN

Virtual Network Navigator
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Overview

This chapter provides an overview of Ascend’s IP switching technology, called IP
Navigator™, and describes how Ascend uses IP Navigator to implement the TCP/IP
protocol suite into its multiservice switching platforms.

About IP Switching

IP Switching technology allows Ascend’s multiservice WAN switching platforms to
assume the characteristics and role of an IP router. The main difference between
Ascend’s IP switching and traditional IP routing is that in the core of the Ascend
network, IP packets are switched instead of routed. In other words, instead of
examining IP headers at each hop, Ascend switches examine the IP header only at the
ingress and egress ports to the Ascend network. In the core of the network, the
switches function as IP hardware forwarding engines. The advantages to
implementing IP switching technology over traditional routing include lower-layer
packet handling, improved traffic management and throughput, increased
performance, and end-to-end Quality of Service (QoS).

In existing Internet Service Provider (ISP) networks, the addition of IP switching
allows service providers to optimize data traffic flow by eliminating the need for all
data packets to flow through the core router. IP switching also eases the management
and control duties of the core routers by reducing the number of routing sessions,
eliminating IP table lookups, and in some cases, removing the need for the core router
completely.

> Core routers are still required for connecting LAN-based servers.

NavisCore IP Navigator Configuration Guide 1-1



Overview

Ascend’s Implementation of IP Switching

Ascend’s Implementation of IP Switching

Ascend adds its | P Navigator software to existing multiservice WAN platforms

enabling service providers to offer standard or enhanced I P services based on

end-to-end Quality of Service (QoS). IP Navigator is a software upgrade to the NMS

for Ascend’s multiservice switch platforms. (For specific hardware and software
requirements, refer to the software release notes that accompany your IP Navigator
software package.)

IP Navigator enables a B-STDX and/or CBX switch on the edge of a WAN to run
standard IP routing protocols. CBX and/or B-STDX switches are on the edge of the
Ascend cloud forwarding packets based on the IP address of the frames. Frame relay,
ATM, and Ethernet interfaces are supported. Inside the cloud, a CBX 550 can be used
to provide a high-speed ATM backbone, whereby packetsaarehed over

automatically established virtual paths.

IP Forwarding

IP forwarding decisions are based on routes obtained via standard routing protocols
running on the switch. Inside the cloud, OSPF is used as the Interior Gateway Protocol
(IGP). The Border Gateway Protocol (BGP) is used as the Exterior Gateway Protocol
(EGP), learning routes to networks in other autonomous systems (AS). You can use
RIP, OSPF, or static routing on the links to the CPE Routers to learn what networks
are reachable through them.

Routing Protocols

IP Navigator supports a variety of IP routing protocols that are required to
communicate with traditional routers. IP Navigator includes all the necessary
protocols a service provider needs to offer Internet and Intranet services. These
protocols include:

. IP
- OSPF
. RIP

« RIP-2

- BGP-4

Interior Gateway Protocols (IGP)

RIP, RIP-2, and OSPF are interior gateway protocols (IGP). An IGP is used to develop
the routing tables within a network that is administered by one company or
organization. RIP is still widely used in smaller IP networks.

1-2

NavisCorel PNavigator ConfigurationGuide



Overview
Ascend’s Implementation of IP Switching

OSPF isthe routing protocol that is typically used in new or large |P networks. An
expanded version of OSPF is part of the Virtual Network Navigator (VNN), the
connection-oriented routing technology used in Ascend switches.

Exterior Gateway Protocols (EGP)

BGP is an exterior gateway protocol (EGP) that exchanges routing information
between autonomous systems (ASs). An ASis aset of routers having a single routing
policy running under asingle technical administration. BGP advertises routes between
external BGP neighbors or peers, unlike Interior Gateway Protocol (IGP), which
advertises routes within the same autonomous system, such as over OSPF and RIP.
When you configure alist of BGP neighbors and networks, you enable these peersand
networks to exchange routing information with the BGP-configured switch. See
Figure 8-1 on page 8-2 for an example of AS relationships.

The Internet is a collection of autonomous systems. Interconnections among ASs
typically do not use interior gateway protocols, instead they use protocols that are
classified as exterior gateway protocols (EGP), such as BGP.
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Ascend’s Implementation of IP Switching

Exchanging

Internet and Transport Protocols

IP Navigator supports the following Internet and transport protocols:
e Address Resolution Protocol (ARP)

* File Transfer Protocol (FTP)

« Internet Control Message Protocol (ICMP)

* Internet Protocol (IP)

* Inverse Address Resolution Protocol (INARP)

« Simple Network Management Protocol (SNMP)

« Telnet Protocol (Telnet)

e Transmission Control Protocol (TCP)

e User Datagram Protocol (UDP)

Multicast Protocols

Multicasting allows a single packet of information to be sent to multiple destinations.
Audio and videoconferencing are natural applications for this type of connection. In a
future release, IP Navigator will support Internet Group Multicast Protocol (IGMP),
Multicast OSPF (MOSPF), and Distance Vector Multicast Routing Protocol
(DVMRP) for multicasting.

Route Table Information

In any routed network, routers learn about the topology of the network by exchanging
routing information. In an IP Navigator network the same information must be
exchanged so that every router-enabled switch shares the same network view. IP
Navigator uses Ascend’s Virtual Network Navigator (VNN) for this purpose.
Essentially, VNN is OSPF with Ascend-proprietary extensions.

Each switch running IP Navigator in the Ascend network communicates with every
other switch running IP Navigator. Route tables are maintained in each switch and a
master table is maintained in the switch’s control processor (CP) for B-STDX
8000/9000 switches and in the switch processor (SP) for CBX 500 switches. Each I/O
processor (I0OP) module stores routing table information, eliminating a single point of
failure in the switch.
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Mapping Routes to Virtual Circuits

The process of establishing and mapping routes to virtual circuitsis the role of the
Virtual Network Navigator (VNN). VNN establishes virtual circuits between entry
and exit pointsin the network. The virtual circuits are then mapped to routes based on
the egress node. The process of establishing the virtua circuitsis automatic. Topology
changes, such as the addition of a new switch, trigger arecalculation of al virtual
circuits. Moreimportantly, VNN continually monitors the performance of each virtua
circuit, recalculating a new path if a better one exists. The monitoring processis a
standard function of VNN and its functions are expanded to include IP Navigator.

Multipoint-to-Point Tunneling

IP Navigator uses Multipoint-to-Point Tunnels (MPTSs) to interconnect the routers and
switches. An MPT can be thought of as the inverse of the point-to-multipoint virtual
circuits that are used to transmit packets from one source to multiple destinations.
MPT allows multiple nodes to share the same circuit to transmit to asingle
destination. Connections of this type are commonly used in multicast applications
such as video distribution. The MPT reverses the direction of the information flow.
MPTs are a unique feature provided by Ascend.

On adding a new switch to an IP Navigator network, the switch establishes MPTs to
all other switches running IP Navigator in the network. This provides every switch
with a path to the new switch.

MPTs are established using the best route available through the network. The
connections do not have a QoS guarantee. Any information transferred over thelink is
sent with the lowest level priority on the link. For an ATM link, the information is
classified as unspecified bit rate/available bit rate (UBR/ABR). The term best effort is
used to describe this type of service.

Establishing MPT Circuits

Switchesin an IP Navigator network automatically establish MPT circuits upon

startup. However, you must configure one MPT parameter. For more information on

this, see “Configuring IP Parameters” on page 9:MNN calculates the best path

from each node to the new switch using the extended version of OSPF. These paths
are used to form the MPT. Major network changes cause VNN to recalculate the
MPTs. If configured to do so, VNN will continually monitor the MPTs and recalculate
them based on performance. VNN treats the MPTs the same way it treats any other
circuit connection. No special configuration is required for MPT monitoring.
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About MPT Paths

The reverse multipoint tunnel (MPT) enables |P Navigator to switch connectionless
protocols (e.g. IP) across the Ascend switch network. MPTs provide an efficient,
fault-tolerant, high-performance protocol switching layer that is scalable to 400
switchesin anetwork. MPTs run across direct or optimum trunks which connect CBX
500s and B-STDX 9000s.

The reason for using MPTs over point-to-point tunnelsis because MPTs need less
circuits than point-to-point tunnels. MPTs require the number of circuitsto be equal to
the number of nodes, whereas point-to-point tunnels require the number of circuitsto
be equal to the number of nodes squared.

Establishing End-To-End QoS

The basic service offered by IP Navigator is considered best effort. IP trafficis

transmitted with the lowest level of priority. If this best effort service is considered
unacceptable, P Navigator enables you to provision virtual circuits for a specific

route. When you configure a circuit for a specific route, you can assign adesired QoS.

As with all services offered on Ascend’s switch platforms, the QoS is guaranteed on
an end-to-end basis.

Configuration and Management

With the addition of IP Navigator, NavisCore and associated network management
server products provide the required support for all IP switching features.The
protocols required to configure IP switching include: IP, OSPF, RIP, and BGP. In
addition IP Navigator adds new monitoring functions to enable network
administrators to monitor their IP traffic parameters and routing-table contents.

IP Navigator supports the following standard MIBs:
« MIBII

« OSPF V2 MIB [3]

« BGP-4 MIB [4]

¢ Routing Table MIB [5]

« RIP V2 MIB [6]
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Overview
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Logical Port Configuration

You can configure the following types of logical portsfor IP routing:

* |P logical ports on B-STDX 8000/9000 and CBX 500 switches. IP logical ports
are ports that support IP routing.

« |P Server logical ports on the CBX 500. IP Server logical ports provide a method
of accepting or transmitting IP traffic to or from a cell-based logical ports.

Table 1-1lists the logical ports and card types that support IP routing on the B-STDX
8000/9000Table 1-2lists the logical ports and card types that support IP routing on
the CBX 500.

SeeChapter 3, “Configuring IP Logical Ports and IP Servédosfurther details about
logical port configuration.
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Table1-1. Logical Ports Supporting I P Routing on the B-ST DX 8000/9000

L ogical Port Card Types Encapsulation Address Resolution
FR UNI-DCE Franecard?® | RFC1490 INARP (RFC 1293)
FR UNI-DTE ARP (RFC1490)
FR NNI Static configuration
PPP Framecards® | PPP Static configuration
ATM UNI DTE Franecard?® | RFC 1483 INATMARP
ATM UNI DCE ATMARP
ATM UNI DTE ATM cards? RFC 1483 INATMARP
ATM UNI DCE ATMARP
Ethernet 2-port |IEEE SNAP ARP

Ethernet card® | Ethernet |l

@Frame Cards = UIO, 4-T1, 4-E1, DSX-10, HSSI, Ch T3
b ATM Cards= ATM UNI Rev C,ATM CS, ATM DS3, ATM E3, ATM OC3

¢ Please contact your Sales Representative for information regarding the
availability of the 2-Port Ethernet module.

Table1-2. Logical Ports Supporting IP Routing on the CBX 500

Logical Port Card Types Encapsulation Address Resolution
FR UNI-DCE 6-Port DS3 RFC 1490 ARP
FR UNI-DTE Frame card Inverse ARP
FR NNI
Ethernet 4-port |IEEE SNAP ARP
Ethernet card Ethernet 11
ATM UNI DTE ATM card®® | RFC 1483 ARP
ATM UNIDCE | withanIP Inverse ARP
Server PVC
connection
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Configuring Ethernet Logical Ports

This chapter describes how to configure logical ports for the following cards:
e 4-port Ethernet for use on the CBX
e 2-port Ethernet for use on the B-STDX

Each of these Ethernet cards support speeds of up to 100 Mbps full duplex.

> Please contact your Sales Representative for information regarding the
availability of the 2-Port Ethernet module.

Prerequisites

Before you configure an Ethernet logical port, check to make sure that you have:
* Set the Ethernet card’s attributes.
« Defined the physical ports on which the logical port(s) will reside.

For more information about these two tasks, refer tdNdvesCore Physical Interface
Configuration Guide.

Accessing the Logical Port Functions

To access the Logical Port functions in NavisCore:
1. Select the switch to which you want to add a logical port.
2. Log into NavisCore using either a provisioning or operator password.

3. From the Administer menu, select Ascend ParaméteB8et Parameters.
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Accessing the Logical Port Functions

The Switch Back Panel dialog box appears. Figure 2-1 illustrates the Switch Back
Panel dialog box for aCBX 500.

A| HavisCore — Switch Back Panel : Pomona?l B

Switchy IStatus Marginal Card: I Status Up

5] I [ i

15@ 14@ 10@ 1 @ 9@ 8@ 7@
g’ a
E 2
£ al
-
@ (B
@ (@ ‘o

Ethernet EH

11,

®
®
®
®
®
®

EE]

EE]

[

[
[

@
@
@

EE EE B EE

-

B BB B

w

-
-
-

m
k2 9 9 E9 B9 Bl B9 =9
«
k2 9 9 E9 B9 Bl B9 =9

-
-

@
@

- 4-Port Ethernet
Card

&FrD53 E1ATH § 4FEnet SAtmDS3 SP 1-0c1Z | 4FEnet 4-0C3c |1-0clZ | 4FEnet

Plele/leoljle &6 [©] CHECHECEECEECE

Fan & | Fan 5 | Fan 4 | Fan 3 | Fan 2 | Fan 1

Fans Fower Supply 1

Fans Fower Supply 2

Fans Fower Supply 3 |

Selecty
{_ fctions: - | S | Attra,.. | Diag... PRAM. . . Cloze |

Figure2-1. Switch Back Panel (CBX) Dialog Box

4. Select the physical port you want to configure. Choose the Attrs... button. The Set
Physical Port Attributes dialog box appears (Figure 2-2).
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A| NavisCore - Set Physical Port Attributes

Switch Mame: IPomona?l_B

Slot 10|12

Port, 10 |4

Card Type: |4 Port Fast Ethernet

HAC Address: I:I)O:OO:OO:OO:OO:OO

Port Capability: 100M Full Duplex — |

Port Connection Type: RI-45 Connector — |

Port Admin Status:

Oper Status: I Up

Oper MAC Address: IOO:BO:Dl:OO:E2:BB

Oper Clock Speed ¢Kbpzi: |100000 T ggrotobsuettg]ne Logical
Logical Port,.. | Get Oper Info | Statiztics |

Apply | Close |

Figure2-2. Set Physical Port Attributes

5. Choose Logical Port. The Set All Logical Portsin PPort dialog box appears
(Figure 2-3).
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About the Set All Logical Ports Dialog Box

| MavisCore - Set All Logical Ports in PPort

Switch Name: | Pomonarl_6 Switch ID: | 71.6 Slot 1D: |12 PPort I0: |4

Logical Port Slot PPart Interface LPort Service Tupe: IEtharnet
Hame 10 10 Humber 10
"oml: 3 12 4 27

[ LPort Type: Autnsensing 10100 Ethernet

Oper Status: I Up

7 Last Invalid DLCI: Io

Wiew Administrative - | Attributes

Pom1204-5813 Admin Status: Up

Be CIR: FRouting .

Factors (1710002 e
Is Template: Ho

Bandwidth tkbps}; | 100000, 000

Logical Fort Mamei

Add Using Templates ————————————— Selecty
’7 Last Template | Template List | ’7 Options: o | Crge, |

Add... | I’Iuleg.,.l Delete | Get. Oper Info | Close |

Figure2-3. Set All Logical Portsin PPort Dialog Box

About the Set All Logical Ports Dialog Box

The Set All Logical Ports In PPort dialog box displays information about an existing
logical port or enables you to add anew logical port. It also provides several command
buttons that you can use to access additional logica port functions, such as add,
modify, and delete logical ports.

Table 2-1 describes the Set All Logical Ports in PPort command buttons.
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About the Set All Logical Ports Dialog Box

Table2-1. Set All Logical Portsin PPort Command Buttons

Field/Command Action/Description
Add Adds anew logical port.
Modify Modifiesthe selected logical port. The Modify command displaysdialog

boxes which are similar to those displayed when you Add alogical port;
however, you cannot modify the logical port name and the logical port

type.
Delete Deletes the selected logical port.
Get Oper Info Displays a brief status message of the logical port state.

Add Using Template If you have already defined alogical port configuration and saved it asa
template, use this option to define a new logical port using similar
parameters.

¢ Choose Last Template to use the last template you defined for this

switch.

e Choose Template List to display a list of templates previously
defined for this map.

Select:
’7 Options: = | [ |

Use the Select: Options button to select the following logical port
options for Ethernet logical ports.

Options

| P Par ameter s— Displays the Set |P Parameters dialog box
(Figure 3-5 on page 3-8).

Statistics — Displays the summary statistics for the selected logical
port. For more information about summary statistics, see the NavisCore
Diagnostic and Troubleshooting Guide.

Diagnostics — Accesses diagnostic tests for the selected logical port.
For more information about diagnostics, see the NavisCore Diagnostic
and Troubleshooting Guide.

Once you select an option from thislist, choose View to access the
information.

6. Choose Add to define anew logical port. The Add Logical Port Type dialog box
appears (Figure 2-4).
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About the Set All Logical Ports Dialog Box

=] MavisCore — Add Logical Port Type

Switch Mame: IPomona?l_B

—
—

Slot ID:

PPort ID:

Switch 1Dy

71.B

Service Type:

LPort Type:

LPort ID:

Ethernet

=]

10MA100M Ethernet

_lI

—

w |

Cancel |

Figure 2-4. Add Logical Port Type Dialog Box
7. Accept the displayed vaues and choose OK. The Add Logical Port dialog box

appears.

HawisCore - Add Logical Port

Switch Name: IPomuna?l,S

Switch ID; .6

Service Tuped I Ethernet

PPort 1Dz

—

LPart Typst

Autosensing 107100 Ethernet.

Interface Mumber:

Slot 1D |12—
LFort. 10 1

Set.

Administrative =] | Attributes

Logical Port Name: 1

| Adnin Status:

Is Template: o lies

N

Banduidth (Kbps): | 0,000

Ok Cancel

Figure 2-5.

Add Logical Port Dialog Box

Use the Set Attributes
option menu to set
the attributes for a
logical port.
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About the Set All Logical Ports Dialog Box

The Set Attributes Options Menu

When you define a new logical port, the Add Logica Port dialog box displays a Set
Attributes option menu that enables you to set different attributes for each type of
logical port. Attributes that you can set include:

Administrative— Sets the admin status, net overflow, and bandwidth parameters.

Trap Control — Sets the congestion threshold percentage in which traps are
generated and the number of frame errors per minute for each logical port.The
supported logical port types are different for each 1/O module.

Ethernet Frame — Sets the encapsulation type for transmitted IP frames on an

Ethernet port.

Administrative Attributes

Use the Set Administrative Attributes option to complete the fields described in

Table 2-2

Logical Port Mame:

Administrative

Set |

[=] | Attributes

Fuislio =

Admin Status:

LR

el ires CRE a8 =

Is Template:

Bandwidth {Kbpsl: |0.000

Figure2-6. Administrative Attributesfor Ethernet Logical Ports

Table2-2. Administrative Attributes (Ether net Ports) Fields

Field

Action/Description

Logical Port Name

Enter a unique alphanumeric name for this port. NavisCore uses
this name to reference the logical port.

Admin Status Set the Admin Status to Up (the default) to make the port active.
Set the Admin Status to Down to make the port inactive.

Is Template (Optional) Saves these settings as a template to configure another
logical port with similar options. To create atemplate, choose Yes.

Bandwidth The bandwidth for thislogical port. The default is 100,000 Kbps,

which is the optimal physical clock rate.

NavisCore IP Navigator Configuration Guide
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About the Set All Logical Ports Dialog Box

Trap Control Attributes

Use the Set Trap Control Attributes option to complete the fields described in

Table 2-3

Congestion Threshold <E):

Get. | Trap Contral = | Attributes

Figure2-7. Trap Control Attributesfor Ethernet L ogical Ports
Table2-3. Set Trap Control Attributes (Ethernet Ports) Fields

Field

Action/Description

Congestion
Threshold (%)

Enter a value between 0 and 100 to indicate the threshold percentage
for generating and sending traps to the NM S for this logical port. A
congestion trap is generated and sent to the NMSif the rate of
congestion over a one-minute period exceeds the percentage value
you enter.

Adjust the entered value according to how sensitive this port needsto
be to network congestion. Options include:

Low — Generates a trap at the first sign of congestion.
High — Generates traps for serious network congestion.

Zero (default) — Disables the congestion threshold. If you enter zero,

no traps are generated for this logical port.

Frame Err/Min
Threshold

Enter a value from 0 to 16384 to configure the threshold of fram

11°

errors on this logical port. If the number of frame errors received in
one minute exceeds the specified number, a trap is sent to the NMS.

Adjust this value according to how sensitive this port needs to b
frame errors. Options include:

Low — Port is sensitive to frame errors.

High — Generates traps when a significant number of frame erro
occurs within a one-minute period.

Zero (default) — Disables this feature, which prevents traps from
being generated for this logical port.

e to

IS
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Ethernet Attributes

Use the Set Ethernet Frame Attributes option to compl ete the fields described in

Table 2-4.

Frame Encapzulation:

Set. I Ethernet Frame =1 I Attributes

IEEE-SHAP o |

Figure 2-8. Ethernet Attributesfor Ethernet Logical Ports

Table2-4. Set Ethernet Frame Attributes (Ethernet Ports) Fields

Field

Action/Description

Encapsulation Type

Select the Ethernet frame encapsulation type:

Ethernet-1l — (Default) The frame type used in Novell NetWare
networks. The following figure illustrates an Ethernet Il frame. T

he

value of the Ethernet Type (specified in bytes 13 and 14) indicates

the frame type for the packet. If the value of Ethernet type is gre
than or equal to hexadecimal value 0x0600 (decimal value 18(
the packet uses an Ethernet Il frame type.

If Ethernet Type > 0Xx0600
(1800 decimal) then the
Frame Type is Ethernet II.

Destination ' Source IEthernetl Payload
MAC Address| MAC Address | Type |

/
6 Bytes 6 Bytes 2Bytes N Bytes

Ethernet II Frame Type

IEEE-SNAP — An IEEE standard frame type that is 8 bytes larger

than the Ethernet Il type.The following figure illustrates the
IEEE-SNAP Frame. The value of the Length (specified in bytes
and 14) indicates the frame type for the packet. If the value of
Length is less than or equal to hexadecimal value 0x05DC (deg
value 1500), the packet uses an IEEE-SNAP frame type.

If Length < 0x05DC
(1500 decimal) then the
Frame Type is IEEE SNAP.

Destination ' Source I " Payload
MAC Address| MAC Address | Length |
| ) |
6 Bytes 6 Bytes 2 Bytes N Bytes

IEEE SNAP Frame Type

ater
0),

5 13
the
imal
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Configuring IP Logical Ports and IP
Servers

This chapter describes how to configure:

e |Plogical portson B-STDX 8000/9000 and CBX 500 switches. IP logical ports
are ports that support IP routing. $egure 3-1 on page 3¥r a summary of the
IP logical port configuration process.

* |IPserver logical portson the CBX 500 switch. IP server logical ports provide a
method of accepting or transmitting IP traffic on a cell-based card. See
Figure 3-13 on page 3-40r a summary of the IP server logical port
configuration process.
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Prerequisites

Table 3-1 lists the logical ports that support IP routing.
Table3-1. Logical Portsthat Support | P Routing

Switch Logical Port Card Types
B-STDX 8000/9000 FR UNI-DCE Frame cards®
FRUNI-DTE
FR NNI
B-STDX 8000/9000 PPP Frame cards®
B-STDX 8000/9000 ATM UNI DTE Erame cards®
ATM UNI DCE
B-STDX 8000/9000 ATM UNI DTE ATM card
ATM UNI DCE
B-STDX 8000/9000 Ethernet 2-port Ethernet cards®
CBX 500 Frame Relay 6-Port DS3 Frame card
CBX 500 Ethernet 4-port Ethernet card
CBX 500 ATM UNI DTE ATM cards® with an IP
ATM UNI DCE Server PV C connection

8 Frame Cards = U110, 4-T1, 4-E1, DSX-10, HSSI, Ch T3
b ATM Cards= ATM UNI Rev C, ATM CS, ATM DS3, ATM E3, ATM OC3

¢ Please contact your Sales Representative for information regarding the
availability of the 2-Port Ethernet module.

Prerequisites

Prior to configuring I P services, verify that the following tasks are complete.
» Create a network map.

» Configure the switch parameters. If you are configuring an IP logical port on a
CBX 500, you must install and configure a 6-port DS3 Frame card or a 4-port
Ethernet card.

e Configure the physical port parameters.

e If you are configuring an IP logical port on a B-STDX 8000/9000, configure the
logical port for Frame Relay, ATM, or Ethernet service.
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About IP Addresses

For more details about these tasks, see Chapter 2, “Configuring Ethernet Logical
Ports”and the following guides:

* NavisCore Frame Relay Configuration Guiabe information about configuring
logical portsfor frame relay service.

* NavisCore ATM Configuration Guider information about configuring logical
ports for ATM service.

* NavisCore Physical Interface Configuration Guide information about
configuring cards and physical ports.

About IP Addresses

When you specify the | P address, you must specify the type of 1P forwarding the
logical port will use. The following two types of IP forwarding are automatically
enabled by default:

Unicast — Enables IP forwarding from this logical port to a unicast address.

Broadcast — Enables IP forwarding from this logical port to a broadcast address.

Address Resolution Protocol

A node requires the following information to communicate with another node:
* |IP address of the destination node

* Hardware address of the destination node (DLCI for Frame Relay and VPI/VCI
for ATM)

IP services uses one of the following protocols to resolve an unknown hardware or IP
address:

Address Resolution Protocol (ARP) — Is used for Ethernet configurations, when an
IP address of a given destination is known, but the destination hardware address
(DLCI or VPI/VCI) is not.

Inverse Address Resolution Protocol (InARP) — Is used for Frame Relay and ATM
configurations, when the destination hardware address (DLCI or VPI/VCI) is known,
but the destination IP address is not.

The ARP table resides in the CP/SP memory. An ARP entry is stored for 25 minutes
(the same amount of time as a BSD IP stack). All statically configured ARP entries are
stored in PRAM. If there is a change in the ARP table, it is sent to the IOP’s.
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Configuring IP Logical Ports

Figure 3-1 illustrates the steps for configuring an 1P logical port on aB-STDX
8000/9000 or on a CBX 500.

On a B-STDX 8000/9000
or on a CBX 500

s 2

Use the Set All IP LPort
function to add an
IP Logical Port
(page 3-5)

2

Specify the IP Interface Address

(page 3-11)
v V
Specify the DLCI Parameters OR Specify the VPI/VCI Parameters
(Frame Relay LPorts only) (ATM LPorts only)
(page 3-14) (page 3-16)
v v
Enable RIP on this logical port OR Enable OSPF on this logical port
(Chapter 7) (Chapter 9)
S )2
Configure Packet Filters on this
interface
(Chapter 4)

= =

Configure QoS on this logical port

(Chapter 5)

Figure3-1. 1P Logical Port Configuration Process
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Accessing Logical Port Parameters

The following section describes how to access the screens that you will useto
configurethe IP Logical Port Parameters. You can use either of the following methods
to access the Set | P Parameters dia og box:

* From the NavisCore Menu. See the following sectiéogcessing the Set IP
Parameters Dialog Box from the NavisCore Mefar'details about this method
of access.

* From the Set All Logical Ports in PPort dialog box. Seecessing the Set IP
Parameters Dialog Box from the Set All Logical Ports Dialog Box” on page 3-6

Accessing the Set IP Parameters Dialog Box from the NavisCore

Menu

To access the Set IP Parameters dialog box from the NavisCore menu:

1. Select the appropriate switch icon from the network map.

2. From the Administer menu, select Ascend IP Paramet&st All IP Lports. The
Set All IP LPorts dialog box appeafsdure 3-3.

MavisCore - Set all IP LPorts

Switch 13

Switch Mame:

LPort Mames

LPort Type:

Slot ID:

Amity_77.1

Actond3_9
Alameda_250_4
Alexandriafl 6
Fmity 77,1
AnnArborgl_9

77.1-0401<-577,7-0301—1p

7 401 <->77 , 7-0301--ip
77 1-0602<-377, 2-0301—1ip
711014577, 2-1200—1ip

| Frame Relay:UNI DCE

LPort BW (kbpsi: I 2048,000

|4 PPort 1D |1

Can Backup Service Names: IND
IF Parameters | Cancel |

Figure3-2. Set All IP LPorts Dialog Box

3. Select the LPort name from the list of LPorts.

4. Choose IP Parameters.
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If no IP interfaces have already been defined for this switch, the Set | P Parameters
dialog box appears (Figure 3-3).

If IPinterfaces were previously defined for this switch, the Set 1P Parameters
dialog box shown in Figure 3-5 appears.

MavisCore - Set IP Parameters

LPort. Hame: IYork—Fr—dsE—lE‘l—dte

LPort 1Dy |1

Logical Port IP Interface Configuration

P
Ad

P
Ad

Ut
In

LPaort IP Forwarding—————————
min Status:
m?ﬁSStatus: M Ihicast: M

Broadcast: Enable — |

humbered
terface:

R | Add IF LPort Close

Figure 3-3. Set | P Parameters Dialog Box

See “Adding an IP Logical Port” on page 3f8r instructions on adding an IP
LPort from the Set IP Parameters dialog box.

Accessing the Set IP Parameters Dialog Box from the Set All
Logical Ports Dialog Box

To access the Set IP Parameters dialog box from the Set All Logical Ports in PPort

dialog box:

1. From the network map select the appropriate switch icon.

2. From the Administer menu select Ascend Paraméteé3st Parameters. The
Switch Back Panel appears.

3. Select the physical port and choose Attrs... The Set Physical Port Attributes dialog
box appears.

4. Choose Logical Port. The Set All Logical Ports in PPort dialog box appears

(Figure 3-3.

3-6
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MawisCore - Set All Logical Ports in PPort

Suitch Mame: | Mells Suitch D1 | 44,3 Slot ID: |8 FPort 1D: |4
Logical Port Slot PPort Interface LPort Serwice Type: IFrame Relay

10 Mumber 1D

Name i}

[E LPort Type: IUNI I

VPN Hame: IPuhllc
Custoner Hane: IPuhllc
Oper Status: I Up

# Last Inwalid DLCI; |0

View Adninistrative = | Attributes

Logical Port Name: Il»lells*Fel*EA*dce fAdnin Status; Up

Be CIR: PRouting . .
Factors (17100} 100 10 Het Overflow: Public
g::eg?ckup Service Ho Is Template: HNo

—

Channels allocated for a Logical Fort

tfa]a]a]afa]1]s

are marked by their Ilis;

[lafafzfafafe] afafafafafafalafafafafafefa]s]

T%0 0 1 2 3 465 6 78

9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31

Bit Stuffings |Bff Banduidth (Kbps): | 1920

Add Using Template: Select: ﬁ/
’7 Lost Tevplate | | Template List | ( Dptions: _,I e |
Add... | Modify... | Delete | Get Oper Info | Close I

Figure3-4. Set All
5. Select thelogical

Logical Portsin PPort

port name from the list.

6. Select IP Parameters from the Options pull-down menu.
7. Choose Set. The Set | P Parameters dialog box appears (Figure 3-3 on page 3-6).

Select IP
Parameters from the
Options pull-down
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Adding an IP Logical Port

To add an IP logical port:

1. Choose Add IP LPort from the Set | P Parameters dialog box (Figure 3-3 on
page 3-6). The second Set | P Parameters dialog box appears (Figure 3-5).

A| MNavisCore - Set IP Parameters

Logical Port IP Interface Configuration

LPort Mame: I Yarmouth-dsx-5,1-dte

LPort 1Dy |1

IP LPort IP Forwarding————
Admin Statusy Ensble —
éEm?ﬁSStatus: Enable =i | Unicast: Enable .J|

Unrunbered Broadcast: Enable —
Interface:
IF Interface Packet Filter fit e | (oS Profile ILCI |
s Delete s
Statiztics IP LPort | e | Apply | Close |

Figure 3-5. Second Set | P Parameter s Dialog Box

See Table 3-2 for a description of each of the buttons on the Set | P Parameters
dialog box.
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Table3-2. Set |P Parameter s Buttons

Button

Function

IP Interface

Displays the Set |P Interface Addresses dialog box enabling you to configure the | P interface
address. See page 3-11 for details.

Packet Filter

Displaysthe Assign Logical Port IP Filter dialog box enabling you to specify inbound and
outbound packet filters. See “Configuring IP Packet Filters” on page 4f& more details on
this function.

QoS Profile

Displays the Associate LPort QoS Profile dialog box enabling you to add and associate
Quality of Service profiles. Seehapter 5, “Provisioning IP Quality of Servickgt more
details on this function.

DLCI

(For Frame Relay modules only) Displays the IP Protocol Connection ID dialog box enabling
you to specify the Data Link Connection Identifier (DLCI) for the IP logical port:‘Seting
the DLCI for Frame Relay Logical Ports” on page 3fd¥imore details on this function.

VPI/VCI

(For ATM modules only) Displays the IP Protocol Connection ID dialog box enabling you to
specify the Virtual Path Identifier (VPI) and Virtual Channel Identifier (VCI) for the IP log|cal
port. SeéSetting the VPI/VCI for ATM Logical Ports” on page 3-f@r more details on this
function.

Statistics

Displays the IP Lport Statistics dialog box. Sed&l#vesCore Diagnostic and
Troubleshooting Guide for more information about IP logical port statistics.

Delete IP Lport

Choose this option to delete the IP configuration values for this logical port so that the port is

no longer an IP logical port.

Apply

Applies any modifications made to the IP logical port parameters. If you make changeg to the
IP logical port parameters on the Set IP Parameters dialog box, the changes are not actually

made until you choose Apply.

2. Specify the necessary IP Parameter values listed in Table 3-3.
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Table3-3. |P Parameter Fields

ecific
ite from

ast
nicast
2SS

Field Action/Description

Lport Name Displays the name assigned to the L Port at configuration.

If you plan to use thislogical port asa QoS PVC, it is suggested that the L port Name identify
the port as a QoS logical port. When you later use thislogical port to associate to the QoS
PV C, you will have to select the logical port from alist of Lport Names. Chapter 5,
“Provisioning IP Quality of Serviceprovides details about QoS.

Lport ID Displays the ID number that uniquely identifies each logical port.

IP LPort Select one of the following options:

Admin Status Enable — Indicates that the port is activated for IP services.

Disable— Indicates that thport has never been activated for IP services or that the portfis
offline for diagnostics. A logical port card with an IP LPort Admin StatuBisdble is not
operational for IP routing.

IP QoS Admin | Select one of the following options:

Status Enable — Enables the use of QoS flow profiles for the logical port.

Disable — Disables the use of QoS flow profiles.

Unnumbered | Select one of the following options:

Interface Enable — Indicates that this IP logical port is not part of a subnet. It does not have a sp
address and instead uses the router ID as its source address in IP packets that origina
the interface and are forwarded out of the interface. (The router ID is always the internal
address, regardless of whether or not loopbacks are configured.)

Disable —Indicates that this IP logical port is part of a subnet.

Unicast Select one of the following options:

Enable— Specifies that IP forwarding will be allowed from this logical port to a unicast
address.

Disable — Indicates that IP forwarding will not be allowed from this logical port to a unig
address. The specific unicast addresses are specified for each IP interface. See the U
Address descriptions ifable 3-5 on page 3-18r details on how to specify a unicast addre
for an IP interface.

Broadcast Select one of the following options:

Enable — Specifies that IP forwarding will be allowed from this logical port to a broadcast
address.
Disable — Specifies that IP forwarding is not allowed from this logical port to a broadcast
address. The specific broadcast addresses are specified for each IP interface. See the
Broadcast Address descriptionsTiable 3-5 on page 3-1f8r details on how to set a
broadcast address for an IP interface.
The next step is to specify the I P interface address for the P logical port. See the
following section, “Setting the IP Interface Addresdgr details.
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Setting the IP Interface Address

To specify the IP Interface Address:

1. From the Set |P Parameters dialog box (Figure 3-3 on page 3-6) choose IP
Interface. The Set IP Interface Addresses dialog box appears (Figure 3-6).

MavisCore - Set IP Interface Addresses

Unicast

Broadcast Hetwork Mazk

.

Unit ¢

—Unicast Address

IP Address: |8‘1‘1‘2 Address Resolution
Netuwark Mask:l 255,0,0,0 ARP: IEnable

Max Transfer I .
WTLY 5 1500 Irwerse ARP: | Enable

r—EBroadcast Address

. I Max Transfer I
IF Address: Unit ¢HTUS 1500

Modify OSPF | Delete OSPF | add 1P| we |
add... | todify... | Telete | Close |
Figure3-6. Set IP Interface Addresses Dialog Box

Table3-4. Set |P Interface Addresses Buttons

Button

Function

Add OSPF

Displays the Add OSPF Interface dialog box enabling you to specify the OSPF
parameters for the logical port. This button appears only if you have not yet
specified any OSPF parameters for the logical port.

Add RIP

Displays the Add RIP Interface dialog box enabling you to specify the RIP
parameters for the logical port. This button does not appear if you have aready
configured RIP parameters for the logical port.

Modify OSPF

Displays the Modify OSPF Interface dialog box enabling you to modify the OSPF
parameters for the logical port. This button appears only if you have already
specified the OSPF parameters for the logical port.

Modify RIP

Displaysthe Modify RIP Interface dialog box enabling you to modify the RIP
parameters for the logical port. This button appears only if you have already
specified the RIP parameters for the logical port.
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Table3-4. Set IP Interface Addresses Buttons (Continued)

Button Function
Delete OSPF Displays the Delete OSPF Interface dialog box enabling you to delete the OSPF
parameters for the logical port. This button appears only if you have already
specified the OSPF parameters for the logical port.
Delete RIP Displays the Delete RIP Interface dialog box enabling you to delete the RIP

parameters for the logical port. This button appears only if you have already
specified the RIP parameters for the logical port.

Add

Displaysthe Add Interface Address dialog box.

Modify

Displays the Modify Interface Address dialog box.

Delete

Displays the Delete Interface Address dialog box.

2. Choose Add to add an IP interface address. The Set | P Interface Address dialog

box appears (Figure 3-7).

A| MNavisCore - Set I[P Interface Address

—Unicast Address

IP Address: - Address Resolution
Metwork Mask: I: ARF: Enable — |

H:?JE;?S‘;?P IE]_500 Irwerse ARP:  Enable _||

r—EBroadcast Address

. I; Max Transfer Iv
IP Address: |i Unit ¢HTUS 4500

0Ok | Cancel |

Figure3-7. Set IP Interface Address Dialog Box
3. Specify the IP Interface Address values described in Table 3-5.

3-12
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Table3-5. |PInterface AddressFidds

Field Action/Description

Unicast Address

IP Address The IP address for thisinterface. A maximum of 200 IP interface addresses can be
configured on each card. Interface addresses can be distributed across IP logical ports as
required.

Network Mask The mask used to determine the subnet of this IP interface. Once thisvalueis set, you

cannot use the Modify Interface Address function to modify the network mask value. In
order to change the network mask, you must delete the IP interface and then add a new
one using the correct network mask.

Max Transfer Unit | The maximum size of a packet that can be sent through the physical port. The default

(MTU) value for thisfield varies depending on the logical port type as follows:
LPort Type Default
ATM 9180
Frame Relay 4096
Ethernet 1500
Address
Resolution
ARP (Frame Relay Only) Select one of the following options:

Enable — Enables the Address Resolution Protocol (ARP).
Disable — Disables the ARP. Séaddress Resolution Protocol” on page 368 details.

Inverse ARP Select one of the following options:
Enable —Enables the Inverse Address Resolution Protocol (INARP).
Disable — Disables the INARP. Séaddress Resolution Protocol” on page 368

details.
Broadcast
Address
IP Address The address used by this interface for subnet broadcasting.

Max Transfer Unit | The maximum size of a packet that can be sent through the physical port. he default value

(MTU) for this field varies depending on the logical port type as follows:
LPort Type Default
ATM 9180
Frame Relay 4096
Ethernet 1500
4. Choose OK.
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After you assign the IP interface address you can then specify the DLCI (for
Frame Relay logical ports) or the VPI/VCI (for ATM logical ports). See the
following sections for more information on these tasks:

e “Setting the DLCI for Frame Relay Logical Ports” on page 3-14
e “Setting the VPI/VCI for ATM Logical Ports” on page 3-16

Setting the DLCI for Frame Relay Logical Ports

A data link connection identifier (DLCI) number is a 10-bit address that identifies
PVCs. The range for an IP DLCI number is a value from 16 to 991.
To specify the DLCI for Frame Relay Logical Ports:

1. From the Administer menu choose Ascend IP Paramiétesst All IP LPorts.
The Set All IP LPorts dialog box appears.

2. Select the LPort and choose IP Parameters. The Set IP Parameters dialog box
appears.

3. Choose DLCI. The IP Protocol Connection ID dialog box app&agsiie 3-9.

A| HavizCore - IP Protocol Connection I

Link Type

1D
| =

Aszociate Filter,,, |
Add, .. Delete | Cloze |

Figure3-8. 1P Protocol Connection ID Dialog Box

The IP Protocol Connection ID dialog box provides the following option buttons:

Button Function

Add Displays the Set IP Protocol Connection ID dialog box to
enable you to add a DLCI number.

Delete Deletes a selected DLCI number.

Associate Filter  Displays the Associate IP Circuit Filter List dialog box to
enable you to associate a filter with a specific DLCI
address. Se\ssigning IP Packet Filters to Circuits” on
page 4-1&or more information.

3-14
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4. Choose Add. The Set IP Protocol Connection ID dialog box appears (Figure 3-9).

A| MavisCore — Set IP Protocol Connection IT

Logical Port IP Interface Configuration

LPort Mame: IMarbleEat—S‘l—FrameDSE LPort 1Dy |1

0Ok | Cancel |

Figure3-9. Set IP Protocol Connection ID Dialog Box

Specify the field values as described in Table 3-6.

Table3-6. P Protocol Connection ID For Frame Relay L Ports Fields

Field Action/Description

Lport Name Displays the name assigned to the L Port at the time of configuration. The LPort ID uniquely
identifies each logical port within the physical port.

Lport ID Displaysthe ID number that uniquely identifies each logical port.
DLCI The DLCI valuefor thisIP interface. The range for an IP DLCI number is avaue from
16-991:

0-15 —is reserved

16-991 — is available for most link management types. If link management is LMI-1, the
maximum value is 1007.
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Setting the VPI/VCI for ATM Logical Ports

Virtual path identifiers (VPIs) and virtual channel identifiers (V Cls) are addressing
identifiers (similar to Frame Relay’s DLCI) that route cell traffic. The ATM cell
header contains both a VCI and a VPI, which provides an ATM cell with a unique VCI
and associates it with a particular virtual path. Every ATM cell uses these VPI/VCI
identifiers.

o

> The VPI and VCI are used only for establishing connections between tw
ATM entities, not the end-to-end connection.

To specify the VPI and VCI for ATM logical ports:

1. From the Administer menu choose Ascend IP Paramgte3st All IP LPorts.
The Set All IP LPorts dialog box appears.

2. Select the LPort and choose IP Parameters. The Set IP Parameters dialog box
appears.

3. Choose VPI/VCI. The IP Protocol Connection ID dialog box appears
(Figure 3-10.

A| HavizCore - IP Protocol Connection I
In Link Type

Ypisvei

=

.

Aszociate Filter,,, |
Add, .. Delete | Cloze |

Figure 3-10. P Protocol Connection ID Dialog Box (ATM LPorts)

The IP Protocol Connection ID dialog box provides the following option buttons:

Button Function

Add Displays the Set IP Protocol Connection ID dialog box to
enable you to add a VPI/VCI number.

Delete Deletes a selected VPI/VCI number.

Associate Displays the Associate IP Circuit Filter List dialog box to

Filter enable you to associate a filter with a specific VPI/VCI
address. Se@\ssigning IP Packet Filters to Circuits” on
page 4-1&or more information.
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Table 3-7.

4. Choose Add. The Set IP Protocol Connection ID dialog box appears
(Figure 3-11).

A| NavisCore — Set IP Protocol Connection IT

Logical Port IP Interface Configuration

LPort Mame: Isan131—dce—DE3—ISPMiami LPort 1Dy |1

WP €0 ., 15):5%1 0 .. 255 I

0Ok | Cancel |

Figure3-11. Set IP Protocol Connection ID Dialog Box (ATM L Ports)
5. Specify thefield values as described in Table 3-7.

I P Protocol Connection ID For ATM LPortsFields

Field

Action/Description

LPort Name

Displays the name assigned to the LPort at configuration. The LPort ID identifies the selected
logical port.

LPort ID

Displays the unique ID number assigned to the selected logical port.

VP

Thevirtual path identifier (VPI). A virtua path (VP) isagroup of virtual channels (VCs) carried
between two points. VPs provide away to bundle traffic headed in the same direction. The VPI
is an addressing identifier that routes cell traffic. Switching egquipment checks the VPI portion
of the header to route traffic over certain trunks.

Thisfield displays arange of valid values based on the number of valid bits that are configured
for thislogica port. If the number of valid bitsis set to 4, the valid range for the VPI value can
be from 0 to 15. If VPI/VCls aready exist on the selected logical port, you can change the
number of valid bits, however, the new values must be large enough to support the largest PVC
configured for this ATM port.

See the NavisCore ATM Configuration Guide for a complete description of the valid values for
VPI. See“Two Forwarding Engines on Each IP Server Card” on page férispecific
information about VPI values for IP server logical ports.

VCI

The virtual channel identifier (VCI). A virtual channel (VC) is a connection between two
communicating ATM entities.

Thisfield displays arange of valid values based on the number of valid bits that are
configured for thislogical port. If the number of valid bitsis set to 8, the VCI value can
be from 32 to 255 (VCI 0 - 31 are reserved and cannot be used per ATM Forum
standards). If VPI/VCls already exist on the selected logical port, you can change the
number of valid bits, however, the new values must be large enough to support the
largest PV C configured for this ATM port.

See theNavisCore ATM Configuration Guide for a complete description of the valid values fpr
VPI. SeéTwo Forwarding Engines on Each IP Server Card” on page farl§pecific
information about VCI values for IP server logical ports.
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About IP Server Logical Ports on the CBX 500

You can configure logical ports as IP server logical ports on either of the following
CBX 500 cards:

e 6-port DS3 Frame Card
* 4-port Ethernet Card

The purpose of an IP server logical port is to provide a method of accepting or
transmitting IP traffic from or to a cell-based port. All IP traffic entering and exiting a
CBX 500 ATM cell card must be transmitted through an IP server logical port that is
configured on either a 6-port DS3 Frame card or on a 4-port Ethernet card.

You can configure up to 14 IP server cards in one CBX 500. The number of IP server
cards is only limited by the number of slots in the switch.

Two Forwarding Engines on Each IP Server Card

There are two forwarding engines (FEs) on an IP server card. FEs reassemble cells
and perform IP lookups. The NMS identifies the two FEs on an IP server card as
Server 1 and Server 2.

Each of the two FEs have hard-coded values for the VPI and VCI bit parameters. The
value for the VPI bits parameter is permanently set to 6. For this rehson,

maximum number of I P logical portsthat you can createfor each | P server card

is 64 (0-63). Therefore, if you define 64 IP logical ports on the first FE of the card
(which is identified in the NMS as Server 1), you cannot define any IP logical ports on
the second FE (Server 2). You can create any number of IP logical ports (up to a
maximum of 64) between the two FEs.

The value for the VCI bits parameter is permanently set to 8. For this reason, you can
create up to 225 ?‘2 31) PVCs for each IP logical port.

IP Server PVCs

IP Server 1 —D@E == — = = {=\=

IP Server 2 —D@ ATM UNI LPorts

If IP Server 1 has three
PVCs configured with

VPI 0, 1, and 2, any PVCs
created on IP Server 2 must
use a VPI from 3 through 63.

IP Server card

Figure3-12. VPI Parametersfor IP Server Cards
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IP Server Logical Ports

IP server logical portson IP server cards are virtual ports. For this reason, physical
port numbers on 6-port DS3 Frame cards start at 7 and physical port numbers on
4-port Ethernet cards start at 5.

IP server cards do not support multiple | P interfaces on the same | P server logical port.
For thisreason you must create multiple logical ports. You use the Set |P Server
function on the Administer menu to configure IP logical ports on a CBX 500. See
“Creating an IP Server Logical Port” on page 3f@imore information.

Bandwidth Allocation

Multiple PVCs can be defined for an IP server logical port.

Logical port bandwidth on an IP server logical port must be sufficient to support all of
the PVCs traversing the port. For this reason, before you configure IP server logical
ports,you must plan for the total amount of bandwidth that will be required for

all of the PVCsthat are associated with the | P server logical port. If you assign all

of the bandwidth to the first IP server logical port, there will be no bandwidth
available for PVCs that are configured for subsequent IP Server logical ports.

> If you want to create multiple IP server LPorts on the 6-port DS3 Frame [card
or on the 4-port Ethernet card, you must be aware of the following
requirements:

» All of the logical port bandwidth cannot be allocated to the first IP sqrver
LPort that you define (a Direct UNI-DCE LPort).

* For subsequent IP logical ports, a VPI start/stop range must be defjned.
There cannot be any overlap between logical ports. For example, if the
first virtual IP server logical port is configured with a VPI start/stop
range of 1 and 4, the second virtual IP server logical port cannot ude a
VPI start/stop range that includes any VPIs already defined.
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Configuring IP Server Logical Ports

Figure 3-13 illustrates the steps for configuring an | P server logical port on aCBX
500.

Use the Set IP Server LPort
function to add an IP Server
Logical Port
(page 3-21)

=L

Specify the IP Interface Address

(page 3-11)
] V
Enable RIP on this logical port Enable OSPF on this logical port
OR
(Chapter 7) (Chapter 9)

N

Configure Packet Filters on this
interface
(Chapter 4)

~

Configure QoS on this logical port

(Chapter 5)

: 5

Establish IP Server PVCs

(page 3-24)

Figure 3-13. Configuring IP Server Logical Portson the CBX 500
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Creating an IP Server Logical Port

To set an IP server logical port from the NavisCore menu:
1. Select the appropriate CBX 500 switch icon from the network map.

2. Select Ascend IP Parameters I Set IP Servers [0 Set |P Server LPorts from the
Administer menu. The Show IP Servers dialog box appears (Figure 3-2).

A| NavizCore — Show IP Servers

Hode Mame Mode 1D
DemoGHE50 2405

[

FTL_35, 95,2
Falmouth_77 .6 77.B
Fargo_250_5 250,5

)

IF Server Slot Mumber

SERVER 01

SERVER 02 3
SERVER 01 k|
SERVER 02 k|

~ |-

Server LPorts,.. |
IP Server Stats | Close |

Figure3-14. Show IP ServersDialog Box

The Show IP Serversdialog box lists al of the CBX 500 switches in your
network. If a switch has one or more | P server cards installed, the cards are listed
in the IP Server group box. The switch must have an IP server card installed
before you can set an IP logical port. For detailed instructions about how to

configure an IP Server card and physica port, see the NavisCore Physical
Interface Configuration Guide.

Thefollowing list describes the buttons on the Show IP Servers dialog box.

Button Function

Server LPorts Displaysthe Set All Logical Portsin IP Server PPort dialog
box (Figure 3-15) to enable you to add an IP server logical
port.

IP Server Stats Displaysthe Physical Port Summary Statistics dialog box to
enable you to display the statistics for a selected | P Server
physical port. See the NavisCore Diagnostic and
Troubleshooting Guide for more details about physical port
statistics.
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3. Sedlect the IP Server name from the list. There are two |P Server FEs available for
each |P server card on the switch.

4. Choose Server LPorts.The Set All Logical Portsin IP Server PPort dialog box
appears.

— MavisCare - Set ALl Logical Parts in IP Server FPart

Switch Name:lLanglEEElll Suiteh ID: |3.11 Slot I [12 | PPort 10: |G
Logical Port Slat PPort Interface LPort Service Tupe: |

Hane D10 Huwber 1D

LPort Type:

i
el
VPH Name: |
Customer Name: |
Oper Status: I
Loophack Status: I
, |

Last. Irwalid DLCT;

Wiew Administrative — | Attributes

| Adnin Status:
Be CIR: Routing l—l— . li
Factors (1/1000; Het. Overflow;
CDV (microsec): CRC Checking!
ﬁ:;ez?ckup Service li s Towplates li

Logical Port Name:

Bit, Stuffing: li Bandwidth {Kbps}:

Add Using Template; ——————————————— Select; —————————————————————
( Last Tenplate | Tenplate List | ’7 St o S| e |

add. || mesra || e | B, B Tde | Clase |

Figure3-15. Set All Logical Portsin IP Server PPort
5. Choose Add. The Add Logical Port Type dialog box appears.
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A| MavizCore - Add Logical Port Type

Switch Mame: IBiddeFor‘d Switch ID: | 44,6

Slot ID: I 15

FPort ID: I 5

Service Type: | ATH = I
LPort, Type: ATH NI DCE = |
LPort 1Dy I 1

0Ok | Cancel

Figure3-16. Add Logical Port Type
6. Complete the Add Logical Port Type dialog box as follows:
L Port Type— Select ATM UNI DCE.

LPort ID — Defaults to 1 for this type of configuration and cannot be changed.

7. Choose OK. The Add Logical Port dialog box appears.

Mawisl

Core - Add Logical Port

Switeh Names IBiddeFurd Switch ID3 14.6 Slot D |15
Service Tupe: [ ATH PPort 103 5
LPort Typei I]]lr‘et:t UNI DICE Interface Mumber: LPort 1D: Il

Logical Port Hame:

B

o

Can Backup Serwice Mames & Ve

Bandwidth {Kbpsd: |150000,000

Select:
’7 Options: = I ark |

Figure3-17. Add Logical Port Administrative Attributes Dialog Box

Ol Cancel I

8. Configure the logical port as an ATM UNI DCE port using the configuration
instructions in théNavisCore ATM Configuration Guide.

9. The next step is to specify the IP interface address for the IP logical port. See
“Setting the IP Interface Address” on page 3-11
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IP Server PVCs on the CBX 500

For each |P-enabled ATM logical port, you need aworking PV C from an ATM logical
port to an IP server logica port.

Creating an IP Server PVC

To create an |P server PV C from the NavisCore menu:

1. Select the appropriate CBX 500 switch icon from the network map.

2. Sdlect Ascend IP Parameters [1 Set IP Servers I Set IP Server PV Cs from the
Administer menu. The Set All IP Server PV Cs on Map dialog box appears
(Figure 3-18).

The Set All IP Server PV Cs on Map dialog box initially displays no defined
circuit names. To display all of the defined circuit names, position the cursor in

the Search by Name field and press Enter. This search may take several minutes
depending on your configuration.

For apartial search, enter the selected search criteriain the Search by Namefield.
To use awildcard search to find a specific circuit name, you can:

Use an * to match any number of characters
Use a ? to match a single character

Use a \* to match the * character

Use a \? to match the ? character

Use a \\ to match the \ character

3-24
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MavizCore — Set ALl IP Server PVCs On Map

—Defined Circuit Mame ¢ Circuit Alias Mame};
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[~ ]
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r—End Point 2 Logical Fort;
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Switch Name: IEastleB3_10

LPort Name: IEast1511.2—Jasm1ne_atm1/0

LPort Mame: IEastll?-EastlLZ IF Server #1

LPort Tupe: IRTN:]Jirect UNI DCE

LPort Type: IHTM:Dir‘ect UNI DCE

Slot 1Dz |11 Slot 1D |13
PPort 1D |2 PPort 102 |7
wio.am: |7 w7
VT (0..10230: |37 VI 0,255 |3?

Fail Reason at endpoint 1:

Fail Reason at endpoint 21

I0P/I0M is down at switch CastleB3_10, lport
Cast13.7-Castll.2 IP Server 1

A
’j
!

Tefined Circuit Pathg

Circuit Pathy

[Dizabled]
[Hot. Defined]

|

[Disabled]
[Hot. Defined]

~L_}

Y I

Oper Status:
WPN Name:
Customer MName:

Adnin Cost Thresholds

End-End Delay Thresh, tuseck: |Dissbled

Show Administrative —i | Attributes

Inwalid
public
public
Dizabled

Admin Status:
Frivate Net Overflou:

Iz Template:

Is Mgmt Dlei Loopback Ckts

Up
Public
No

No

il

fdd... | rodifu. | Delete |

YPNACustomer | Get Oper InFol

Statisties OAr |

Add using Template 1

Last Template |

I

Aocounting |
Template List | 9

Close

Figure3-18. Set All IP Server PVCson Map Dialog Box
3. Choose Add. The Select End Logica Ports dialog box appears.
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A| MavisCore - Select End Logical Ports

Endpoint 13 Endpoint 23

Switch Mame: Amity_77,1 Switch Mame: Roxburyd3_2
wkk SERVICES sonk Quincyd3_5
Actond3_9 Revered3_d4
Alameda_250_4
Alexandriafl 6 SF170_
Fmity 77,1 SP40test

LPort Hame: 7L 1-1501<-377, 2-1301--ip LPart Mame: rox0E05-IPServerol

5, (L
rox8005-quilEll-ipserverl, 2

LPort Type: IHTM:Direct UNI ICE LPart Type: IHTM:Direct UWI DCE

LPort B {kbps?: |40?04 LPort B tkbps?s |50000

Slot ID: |15 PPort 1D |1 Slot ID: IB PPort 1D |5
Can Backup Service Names: IND Can Backup Service Names: IND

0Ok | Cancel |

Figure3-19. Select End Logical Ports

4. Select the name of the switch where Endpoint 1 resides, then select the name of
the switch where Endpoint 2 resides.

e Endpoint 1 is the ATM cell endpoint.
* Endpoint 2 is the IP Server endpoint.

In order to accept or transmit IP traffic on a cell-based card you must configure a
PVC connection from the cell-based card to an IP server card for all traffic
entering the IP port.

5. Select the name of the logical port for Endpoint 1, then select the name of the
logical port for Endpoint 2.The Select End Logical Ports dialog box displays
information for both Endpoint 1 and Endpoinff2ble 3-8describes each of these
displayed fields.
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Table3-8. Information Displayed for Endpoints 1 and 2

Field Action/Description

L Port Type Displaysthe logical port type for the selected logical ports.

LPort Bandwidth | Displaysthelogical port bandwidth for the selected logical ports. At
each endpoint, logical ports may have a different bandwidth.

Slot ID Displaysthe 1/O slot (number) where the IOMsfor the selected logical
portsreside.

PPort ID Displays the port ID numbers for the selected logical ports.

Can Backup Displays either Yes or No to specify whether or not thislogical port

Service Names can be backed up to a service name binding.

6. Choose OK from the Select End Logica Ports dialog box. The Add PV C dialog
box appears.

7. SeetheNavisCore ATM Configuration Guide to define the following attributes for
each PVC:

Administrative
Traffic Type
User Preference

Frame Discard
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This chapter describes the following tasks:

e Configuring IP packet filters

« Assigning IP packet filters to a logical port
e Assigning IP packet filters to the host

e Assigning IP packet filters to a circuit

* Viewing an IP packet filter configuration

About Packet Filters

IP Header

Packet filtering enables a switch to accept or reject inbound or outbound packets by
comparing a packet’s IP upper-layer header information (see below for the IP header
fields) to configured parameters calldders, which you define in NavisCore.

You define packet filters based on the following fields in the IP packet header:
e IP Header
 UDP/TCP Header

The following sections describe each of these fields.

Source Address — The source address field contains the IP address that sends the
packet.

Destination Address — The destination address field contains the IP address that
receives the packet.

Type of Service (TOS) — The TOS field indicates the packet'’s priority.
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Protocol — The transport field specifies the protocol (TCP or UDP) that enables the
packet to be delivered to the correct destination protocol.

UDP/TCP Header

Sour ce Port — This field contains the 16-bit protocol port number used to
demultiplex datagrams among processes waiting to receive them. The source port is
optional. When used, it specifies the port to which replies should be sent. If not used,
the field should be left blank.

Destination Port — This field contains the 16-bit protocol port number used to
demultiplex datagrams among processes waiting to receive them.

For inbound filters, when a packet is received, the forwarding code checks the packet
against the interface’s list of filters. If the packet matches a filter in the filter list, the
packet is accepted or rejected and further filtering is terminated. The packet goes
through a similar process for outbound filters, however, the process occurs only after
the packet is received and routed to an interface.

Configuring IP Packet Filters

When you define an IP packet filter, you specify specific parameters that control the
processing of inbound and/or outbound packets. After you define the filter, you can
assign it to IP logical ports, the switch itself (host), or PVCs.

This section describes how to:

« Define an IP packet filter

« Assign an IP packet filter to a logical port

e Assign an IP packet filter to a host (switch)
e Assign an IP packet filter to a circuit

« View an IP packet filter’'s configuration and its associated logical port and/or
circuit
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> You can create a maximum of 1024 packet filters per switch.
You can define 128 logical port/circuit filter bindings per IOP.

You can assign a maximum of 32 inbound and 32 outbound filters per logical
port.

You can assign a maximum of 32 inbound and 32 outbound filters per circuit.

Defining an IP Packet Filter

To define an 1P packet filter:
1. From the network map, select the appropriate switch icon.

2. Fromthe Administer menu, select Ascend |P Parameters 0 Set All Packet Filters
O Set All Packet Filters. The Set All Packet Filters dialog box appears
(Figure 4-1).
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NavisCore - Set ALl Packet Filters

Switch Name:

I Pomona?l_&

Switch Number: | 71.6

Filter Mame

Src FAddr Dest Addr

|

Action

Accept Trace I Enable

Sre Address

r—Filtering Option

: Ignore TaS: Ignore

Dest Address: Ignore Protocol: Ignore

Low Source
Service:

High Source
Service:

Source Address —————————— Destination Address
Low IP ~ - Low IP -
Address: M T Address: .

High IP PPN High IP P
Address: e Address: Ty
Hetuwork N - Netuork

Hask M Hask.;

—Protocols:

N wr Tupe of 5
Protocoly Service: g
Low High
Protocol ID: |° Protocal 103 |

. Low Dest P
- Service: o
e High Dest e
* Service: .

Associated to IP LPorts... | Associated to IP Circuits... |

Add. ..

Hadify..., | lelete | Clese |

Figure4-1. Set All Packet Filters Dialog Box
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The Set All Packet Filters dialog box displays the following buttons.

Button Function

Associatedto  Displaysthelogical portsthat are using a selected packet filter. For

IP LPorts more information, see “Viewing an IP Packet Filter’s Configuration”
on page 4-22

Associated to Displays the circuits that are using a selected packet filter. For more

IP Circuits information, seéViewing an IP Packet Filter’s Configuration” on
page 4-22

Add Enables you to add a filter.

Modify Enables you to modify an existing filter.

Delete Enables you to delete an existing filter.

3. Choose Add. The Set Filter dialog box appears (Figure 4-2).

= HavisCore - Set Filter

Filter Name: II

Action: Accept —ll Tracing: Disable _||

r—Filtering Option

Src Address: Use — | Protocols Use -

Dest Addr: Use — | ToS: Use =1

rSource Address———— 1 Destination Address

Low IF Low IP
Address Address:

High IP N High IF
Address: * Address:
Netwark N Hetuork
Hask: * Hask s

rProtocol Filter

Type of
Service:

=]
Low g High g
Pratocol ID% Protocal 104

Destination Port:

Transport?

il

Source Port:

Service; Service; GP =

RGP = B
Low Low
Service: | 17° Services I 17
High High

Service: | 17° Services I 178

Ok Cancel |

Figure4-2. Set Filter Dialog Box
4. Complete the fields as described in Table 4-1.
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Table4-1. Set Filter Fields

Field Action/Description
Filter Name Enter afilter name to identify thefilter.
Action Select one of the following options:

Accept — This parameter instructs the switch to accept packets that
match the filtering criteria.

Reject — This parameter instructs the switch to reject packets that
match the filtering criteria.

Tracing Select one of the following options:

Enable — This parameter instructs the switch to pass matched
packets to the trace manager.

Disable — This parameter instructs the switch not to pass matched
packets to the trace manager.

Filtering Option

Src Address Select one of the following options:

Use — To filter packets based on the source address field in the|IP
packet header.

Ignore — To ignore filtering based on the source address field in|the
IP packet header. If you choose Ignore, the source address fields are
grayed out and cannot be defined.

Protocol Select one of the following options:

Use — To filter packets based on the source address field in the|IP
packet header.

Ignore — To ignore filtering based on the source address field in|the
IP packet header. If you choose Ignore, the protocol fields are
grayed out and cannot be defined.

Dest Addr Select one of the following options:

Use — To filter packets based on the destination address field in[the
IP packet header.

Ignore — To ignore filtering based on the destination address field in
the IP packet header. If you choose Ignore, the Destination Address
fields are grayed out and cannot be defined.

ToS Select one of the following options:

Use — To filter packets based on the destination address field in the
IP packet header.

Ignore— To ignore filtering based on the Type of Service field in the
IP packet header. If you choose Ignore, the Type of Service field is
grayed out and cannot be defined.
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Table4-1. Set Filter Fields (Continued)

Field Action/Description
Source Address
Low IP Address Enter the low IP address of the node that sends the packet.

When you specify the source address you specify one IP address (in
the Low |P Address field) or you can specify a range between the

lowest and highest IP address. If a packet's source address is Within

the range, there is a match.

Note: If you want to filter packets coming from one IP address,
specify the P addressin the low | P addressfield. You do not have to
specify a valuein the high IP address field.

High IP Address

Enter the high IP address of the node that sends the packet (the
default ishigh IP address=Iow |P address).

Network Mask

Enter the Network Mask that applies to the source address.

Destination Address

Low IP Address

Enter the low IP address of the node that receives the packet.

When you specify the destination address you specify one IP

address (in the Low IP Address field) or you can specify a rang
between the lowest and highest IP address. If a packet’s source
address is within the range, there is a match.

(£

1

High IP Address

Enter the high IP address of the node that receives the packet (the

default ishigh IP address=low IP address).

Network Mask

Enter the Network Mask that applies to the destination address.
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Table4-1. Set Filter Fields (Continued)

Field

Action/Description

Protocol Filter

Transport

Select the packet’s transport protocol type:
TCP — Transmission Control Protocol.
UDP — User Datagram Protocol

Others— You must specify protocol IDs in the low and high proto
ID fields.

Transport refers to the protocol (TCP, UDP, or Others) that ena
the packet to be delivered to the correct destination protocol.

Note: When you select TCP or UDP, the low and high protocol
fields are automatically filled in with the protocol’s correspondin
protocol ID.

In addition, if you select TCP or UDP, you must specify the sou

col

bles

[ce

and destination port fields. However, if you select Others, the source

and destination port sections are grayed out and cannot be defi

ned.

Type of Service

Enter avalue between 0 and 254.

Protocols use the type of service value to specify the packet'’s
priority.

Low Protocol ID

If you selected Others in the Transport field, enter the low prot
ID. See RFC 1700 for protocol ID numbers. You can either spe

pcol

Cify

one value (in this field) or you can enter a range between this value

and the high protocol ID. If the packet’s protocol ID is between
low and high protocol ID, there is a match.

the

High Protocol ID

If you selected Others in the Transport field, enter the high pro
ID. See RFC 1700 for protocol ID numbers.

When you enter this value, you enter a range between the low
protocol ID and this value. If the packet’s protocol ID is between
low and high protocol ID, there is a match.

tocol

the

4-8
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Table4-1. Set Filter Fields (Continued)

Field

Action/Description

Source Port

Service

If you selected TCP in the transport protocol field, select one of the
following protocols:

BGP — Border Gateway Protocol.

FTP — File Transfer Protocol.

Gopher — Protocol that facilitates internet access.
IRC — Internet Relay Chat Protocol.

Talk — Unit talk application.

Telnet — Standard terminal emulation protocol in the TCP/IP
protocol stack. Telnet is used for remote terminal connection.

WWW — World Wide Web.
Ignore — Enables you to filter on all UDP packets.

Other — You must specify port numbers in the low and high sery
fields.

If you selected UDP in the Transport Protocol field, select one of {
following protocols:

RIP — Routing Information Protocol.
SNMP — Simple Network Management Protocol.

Traps (SNMP) — Message sent by an SNMP agent to an NMS
station to indicate that an event occurred.

TFTP — Trivial File Transfer Protocol
Ignore — Enables you to filter on any service.

Other — You must specify port numbers in the low and high sery
fields.

Note: When you select a service, the low and high servicefieldsin
the source port field are automatically filled in with the service’s
corresponding port number.

ice

ice

Low Service

If you selected Other in the Service field, enter the low service port
number. See RFC 1700 for the port numbers.

Note: To filter packets that have the same service port number,
specify the port number in the low service field. You do not hav

1)
—
o

specify a value in the high service field.
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Table4-1. Set Filter Fields (Continued)

Field Action/Description

High Service If you selected Other in the Service field, enter the high service port
number. See RFC 1700 for the port numbers.

When you enter this value, you enter a range between the low
service port number and this value. If the packet's service port
number is between the low and high service port numbers, therg is a

match.
Destination Port
Service SeéService”field description in the source port field section.
Low Service Seélow Service”field description in the source port field sectign.
High Service SeéHigh Service”field description in the source port field section.

5. Choose OK.
6. Atthe Set IP Filter List dialog box, choose Close.
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Packet Filter Configuration Example

The following configuration is an example of afilter that restricts packets coming
from a specified source |P address.

1. From the network map, select the appropriate switch icon.

2. Fromthe Administer menu, select Ascend |P Parameters [0 Set All Packet Filters
O Set All Packet Filters. The Set All Packet Filters dialog box appears
(Figure 4-1 on page 4-4).

Choose Add. The Set Filter dialog box appears (Figure 4-2 on page 4-5).
In the Filter Name field, enter:
reject152.148.51.118
5. IntheAction field, select Reject.
In the Tracing field, select Disable to disable the trace manager.

In the Filtering Option fields;
— Select Use in the Source Address field.
— Select Ignore in the Destination Address, Protocol, and TOS fields.

> When you select Ignore in these fields, the Protocol Filter, Source Port, arjd
Destination Port fields are grayed out. These fields are disabled and are npt used
to filter packets.

8. Inthe Low IP Address field for the source address section, enter:
152. 148.51. 118

> You do not have to specify the high IP address for the source address bedause
you are restricting packets coming from one IP address. However, if you want to

restrict packets coming from a range of IP addresses, specify both the low and

high IP addresses.

9. In the Network Mask field, enter:
255. 255. 255, 255

Figure 4-3displays the specified fields.
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HavisCore -

Set Filter

Filter Ma

Actiong

—Filteri

Dest Addr:

ne: | reject152, 148,51, 116

Reject —l| Tracing: Dizable _l|

ng Option

Ignore _l| TaS

Src Address: lUsze = | Protocoly  Ignore = |

H Ignore = |

Source Port:

—Source Address————— | Destination Address
Low IP : Low IP «
Address: |152‘148‘51‘11& Address: Ii
High IP ¥ High IP ¥
Address:  |* Address:  |*
Metwork, Metwork, «
Masks ] 255,255, 255, 255 Masks Ii

—Protocol Filter
Transports ggﬁﬁigg‘ I?
Liow . High .
Protocol 103 | Protocol ID:

Destination Porty

Specify 152.148.51.118 in
the Low IP Address field and
255.255.255.255 in the
Network Mask field.

The Protocol Filter, TOS, and
Source and Destination

Port fields are grayed out
because you selected Ignore
in the Filtering Option fields

Service: Service:
Laow Laow
Service: Service:
High High
Service: Service:
0Ok | Cancel |

Figure4-3. Example Packet Filter Settings
10. Choose OK.

When you assign this filter to a specific logical port or host, all packets coming
from 152.148.51.118 are not allowed to pass through.

4-12
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Assigning IP Packet Filters to Logical Ports

To assign an | P packet filter to alogical port:

1
2.

Select the switch icon from the network map.

From the Administer menu, select Ascend | P Parameters [0 Set All Packet Filters

00 Set All Logical Port Filters. The Set All Logical Port Filters dialog box appears

(Figure 4-4).

MavisCore — Set All Logical Port Filters

Switch Mame:

| Burbank71_4

Switch Mumber: 71.4

—Hssociate Filters

r—Logical Ports:

Bur0B0204
Bur0B0205
Bur0B0206
Bur0B0207

Filter Mame

—Logical Port’s fAssigned Filtersi————————

Direction

[—

=

.

Aszociate Filters |

Close |

Figure4-4. Set All Logical Port Filters
In the Logical Portslist box, select the logical port with which you want to

3.

associate afilter.

Choose the Associate Filters button. The Assign Logical Port IP Filter dialog box
appears (Figure 4-5).

Nawislore - Assign Logical Port IP Filter

Logical Fort IPErslan-EhEl-E.Z-dtk

rFilters Rssociation

Filter Direction:  Inbound =t

fAvailable Filters

Filter Hane

Assigned Filters

Filter Name
HSL”“)I !

Direction

Filter

You can view a packet
filter’s configuration by
double-clicking the
desired filter in either
the Available or

p—————& Irbound [ | Order
3 A
<= Unaszign v
! !
Add Filter Apply Close

Figure4-5. Assign Logical Port I P Filter Dialog Box

Assigned Filter fields.
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>

You can view a packet filter’s configuration by double-clicking the desired filter

in either the Available or Assigned Filters fields. The Show IP Filter
Configuration dialog box appears with the filter’s configuration.

Table 4-2 describes the fields on the Assign Logical Port IP Filter dialog box.

Table4-2. Assign Logical Port IP Filter Fields

Field

Description

Logical Port

Displays the name of the logical port.

Filter Direction

Enables you to indicate the direction (inbound or
outbound) in which you want the packetsfiltered through
thislogical port.

AvailableFilters

Filter Name The name that identifies the filter.

Assigned Filters

Filter Name The name that identifies the filter.

Direction The direction (inbound or outbound) in which you want

the packets filtered.

The following list describes the Assign Logical Port IP Filter buttons.

Button

Assign

Unassign

Filter Order

Add Filter

Apply

Function

Enables you to assign an | P packet filter to this
logical port.

Enables you to remove an | P packet filter from this
logical port.

Enables you to specify the order in which the
defined packet filters are applied. When a match
occurs, the filtering process ends.

Enables you to configure an additional 1P packet
filter.

Applies any of the changes that you have made on
this dialog box.

4-14
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5. IntheFilter Direction field, select either Inbound or Outbound to indicate the
direction you want the packets filtered through this logica port.

6. From the Available Filterslist box, select the filter and choose Assign to assign
the IP packet filter to thislogical port.

7. Repeat step 6 until you have assigned all the necessary |P packet filtersto this
logical port.
When you are done, choose apply.

To configure an additional P packet filter, choose Add Filter. See “Defining an IP
Packet Filter” on page 44&r more information.
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Assigning IP Filters to the Host (Switch)

> You can assign amaximum of 32 | P packet filters per host.

To assign afilter to the host (switch):
1. Select the switch icon from the network map.

2. From the Administer menu, select Ascend IP Parameters[0 Set All Packet
Filters 0 Set All Host Filters. The Set All Host filters dialog box appears
(Figure 4-6).

A| MNavisCore — Set All Host filters

Suitch Mane: IDallasl?0_4

Switch Mumber: |1?0‘4

r—Currently Assigned Filters
Filter Mame Protocol
Y
accept-top-port—2000 TCP
£
Aszociate Filters | Close |

Figure4-6. Set All Host filters Dialog Box
3. Choose Associate Filters. The Associate Host Filters dialog box appears

(Figure 4-7).
= NavisCore — Associate Host Filters
Switch Name? IDallasl?O,d Switch ID: | 170.4
—Host Filter Association
Available Filters———————————————— Assigned Filters
Filter Name Protocol Filter Name Protocol Filter
[incoming—udp-port Order .
postan > acoept-top-port=2000 TCF Iﬂ The Filter Order
buttons enable
P ¥/ || youto change the
5 5 order in which
filters are applied.
Add Filter Apply Close

Figure4-7. Associate Host Filters Dialog Box

4-16 NavisCorel PNavigator ConfigurationGuide



Configuring IP Packet Filters
Configuring IP Packet Filters

> \_(ou can _view a packe_t filter’s conf_iguratio_n by d_ouble-clicking on the_desired
filter in either the Available or Assigned Filters fields. The Show IP Filter
Configuration dialog box appears with the filter’s configuration.
Table 4-3 describes the fields on the Associate Host Filters dial og box.
Table4-3. Associate Host FiltersFields
Field Description
Switch Name Displays the name of the switch.
Switch ID Displays the switch ID.
Avadilable Filters
Filter Name The name that identifies each of the defined filters.
Protocol Displays TCP, UDP, or Others to indicate the filter’s transport protocol. See
Table 4-1for a description of each of these protocol types.
Assigned Filters
Filter Name The name that identifies each of the defined filters that are assigned to the
switch.
Protocol Displays TCP, UDP, or Others to indicate the filter’s transport protocol. $ee
Table 4-1for a description of each of these protocol types.
The Associate Host Filters dialog box provides the following buttons:
Button Function
Assign Enables you to assign an IP packet filter to this host.
Unassign Enables you to delete an IP packet filter from this host.
Filter Order Enables you to specify the order in which the defined packet filters

are applied. When a match occurs, the filtering process terminates.

Add Filter Enables you to configure an additional IP packet filter.

Apply Applies any of the changes that you have made on this dialog box.

4. From the Available Filters List box, select the filter and choose Assign to assign
the IP packet filter to this switch.
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5. Repeat step 4 until you have added the necessary | P packet filters to this switch.

When you are done, choose Apply.

7. To configure an additional |P packet filter, choose Add Filter. See “Defining an IP
Packet Filter” on page 44&r more information.

Assigning IP Packet Filters to Circuits

Circuit filters are similar to logical port filters but differ in that you apply circuit filters
to individual DLCIs (for Frame Relay circuits) or individual VPIs/VCls

(for ATM circuits). Before you assign circuit filters to PVCs, you must define these
PVCs. For more information, refer @hapter 3, “Configuring IP Logical Ports and IP

Servers’
> If you assign packet filters to both logical ports and circuits, the order in which
packets are filtered are as follows:
Inbound
Circuit Filterd] Logical Port Filters
Outbound
Logical Port Filter§l Circuit Filters

To assign a filter to the circuit:
1. Select the switch icon from the network map.

2. From the Administer menu, select Ascend IP ParameteBet All Packet
Filters(0 Set All Circuit Filters. The Set All IP Circuit Filters dialog box appears.
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A| NavisCore — Set ALl IP Circuit Filters

Suitch Mane: IBurbank?1_4

Switch Mumber: 71.4

r—List of Protocol ¢ tion ID=:

Logical Port Mame In Link Type
ur050101

Bur0B0201

Bur(B0202

Bur(B0203

Bur(B0204

Bur(B0205

Bur(B0Z06

BurOB0207 /

~— |

— Agsigned Filters:

Filter Mame Direction

Aszociate Filters | Close

| ~—

Figure4-8. Set All IP Circuit Filters Dialog Box
3. Choose Associate Filters. The Associate | P Circuit Filter List dialog box appears.

WavisCore - Associate IP Circuit Filter List

Logical Port: I zanl3l-dee-0C3-I15PHMiami WPT: I 1 WCI: |55

r—IP Circuit Filters Association

Filter Directiony  Inbound —

r—HAvailable Filters—————————————— r—Hs=igned Filters

Filter Mame Filter Mame Direction

Filter
incoming_top Assign -—> | incoming-udp-port-300 Inbound A Order

trial

=

Tnbound

= Unassignl

<>

.
.

Add Filter | Apply Close

Figure4-9. Associate IP Circuit Filter List

> You can view a packet filter's configuration by double-clicking the desired filter
in either the Available or Assigned Filters fields. The Show IP Filter
Configuration dialog box appears with the filter’s configuration.
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Table 4-4 describes the Associate IP Circuit Filter List dialog box fields.

Table4-4. Associate |P Circuit Filter List Fields

Field

Description

Logical Port

Displays the circuit name.

VPI/VCI
(For ATM logical ports)

Displays the circuit’s VPI/VCI.

DLCI

(For Frame Relay logical ports

Displays the circuit’s DLCI.

Filter Direction

Enables you to indicate the direction (inbound or outbound) in which
want the packets filtered through this circuit.

Available Filters

you

Filter Name The name that identifies the filters available to this circuit.
Assigned Filters
Filter Name The name that identifies the filter(s) assigned to this circuit.
Direction Indicates the direction (inbound or outbound) in which you want the
packets filtered.
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The Associate Protocol Filter dialog box provides the following buttons:

Button Function

Assign Enables you to assign an | P packet filter to this host.

Unassign Enables you to delete an | P packet filter from this circuit.

Filter Order Enables you to specify the order in which the defined packet
filters are applied. When amatch occurs, the filtering process
terminates.

Add Filter Enables you to configure an additional |P packet filter.

Apply Applies any of the changesthat you have made on this dialog box.

4. From the Available Filters List box, select the filter and choose Assign to assign
the IP packet filter to this switch.

5. Repeat step 4 until you have added the necessary | P packet filters to this switch.
When you are done, choose Apply.

7. To configure an additional 1P packet filter, choose Add Filter. See“Defining an IP
Packet Filter” on page 448&r more information.
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Viewing an IP Packet Filter’s Configuration

Once you define an | P packet filter and associate it, you can view its configuration and
associated logical port or circuit. Use the following stepsto view an I P packet filter
configuration for alogical port:

1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters[0 Set All Packet
Filters 0 Set All Packet Filters. The Set All Packet Filters dialog box appears
(Figure 4-10).

~| NavisCore - Set All Packet Filters

Switch Name: I Pomona?1_6

Switch Humber: e

Filter Mame Src Addr Test Addr

(=

First select a filter in the
Filter Name field.

=~

Action Inccept Trace IEnablE

—Filtering Option

Src Address: Ignore TaS: I Ignore
Dest. Address; I Ignore Protocol; I Ignare

Source Address————————— Testination Address
Low IP Low TP
Address: Address:
High IP High 1P
Address: Address:
Network Metwork
Hasks Hask
—Protocols:

. r Type of @
Protocoly I X Services I 9
Low . High .
Protocol 1D | © Protocol IDG | ¥
Low Source  [Lon Low Test, o
Service: . Service: o

High Dest
Serviced

High Source
Serviced

Il _———Then choose the Associated to
IP LPorts button to view the IP
logical port(s) associated with
Modify,.. | Delete | Close | the IP packet filter.

hezociated to [P LPorts... | hssociated to IP Circuits... |

Add..,.

Figure4-10. Set All Packet Filters Dialog Box
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3. Do thefollowing:
a. Sdect afilter in thefilter field.

b. Choosethe Associated to IP LPorts button. The Logical ports using the Packet
Filter dialog box appears (Figure 4-11).

A| CazcadeView — Logical ports using the Packet Filter

IP Filter Name 3 Itracing

Sroc/lest Address: |0‘0‘0‘0/0‘0‘0‘0

r—List of Logical portz using the Packet Filter

Logical Port Mame

)

Close |

Figure4-11. Logical portsusing the Packet Filter Dialog Box

If you selected a packet filter that is not assigned to an IP logical port, the
following message appears.

A| HavizCore — Information

L
g The selected IP Filter iz not associated to any Logical port,

]

Figure4-12. Packet Filter Error M essage Dialog Box
4. Choose Close.

5. Toview apacket filter that is assigned to acircuit, perform step 1 through step 3,
except choose the Associated to | P circuits button instead of the Associated to
I P L Ports button.
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This chapter describes the following tasks:
* Configuring an IP QoS PVC
* Definingan IP Flow Pradile

» Assigning an IP Flow Profile to d_ogical Port

About IP Flow Profiles

An IP Flow Profile directs tiffic from a source adress to a destinat adlressover
an IP QoS PVC. Whe a logical potreceives an IP datagraihcompares it wh a
predefinel IP FlowProfile. If thereis a matchthe logica port forwards the datagram
over the specifie IP QoS PVC. If the datagram does not match an IP Flowfiy, the
logical port forwards it overa MultiPoint-to-Foint Tunnel (MPT), which is abest
effort PVC. You associate IP Flow &files with existing PVCs whi@ you setup with
Quality of Service attributes (QoS class, ffi@ descriptors such as PCR, SCR).

Some important facts bout IP @S ard flow profiles:

* One PVC may be shared by multiple flow profiles.

* One flow profile mg be sharedby multiple logical ports.
e You can assgn uwp to 100 flow profiles b one switt.

* You can assgn uwp to 50 flow profiles to onelogical port.

* You can modify an IP addressiia flow profile with a CIDR mask. Fone@mple, if
the address field is sa1 1.2.34 with a mak of 255.255.25.0, an addressof
1.2.3. + aiything caussa match.

e You must verify there is engh bandwilth on the PVC forhe IP profiles that
share the PVC.
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e You configure IP filtering before IP QoS.
e You can order the importance of the IP Flow Profiles. The first match wins.
* When you reboot the switch, the PVC takes time to become active.

e The CP maintains the QoS information, but then distributes it to the appropriate
IOPs so the CP is not required for proper QoS operation. This step eliminates a
single point of failure.

About IP QoS PVCs

The IP QoS PVC is like an ordinary PVC, except it is a switch-to-switch PVC, not
logical port-to-logical port. You can configure an infinite number of PVCs between
switches. The IP QoS PVC is defined by its logical port ID and source DLCI. To
create the IP QoS PVC, you use a point-to-point connection. The endpoints of the QoS
PVC are special logical ports that you configure when you add the first node to the
map. This release supports IP QoS Frame Relay circuits only.

Provisioning QoS

This section describes how to:
e Configure an IP QoS PVC
« Define an IP flow profile and attach it to the IP QoS PVC

« Assign an IP flow profile to a logical port

Configuring an IP QoS PVC

To configure an IP QoS PVC, you first create the circuit endpoints, then define and
name the circuit connection. You also assign administrative and user preference
attributes to the circuit.

To configure an IP QoS PVC:

1. From the Administer menu, select Ascend IP Parameteget IP QoS PVCs.
The Set All IP QoS PVCs On Map dialog box appe&igufe 5-J.
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—[ NawisCore - Set ALl IP OoS PVCs On Map

—Defined Circuit Name:—_ r—End Point 1 Logical Port; ————————End Point 2 Logical Port:
A Switch Name: I Switch Name: I
LPart Name: I LPart. Name: I
LPart Typst | LPart. Types |
Slot 103 I Slot ID: I
PPort 1D I PPort. 1D I
DLET Mumber: I DLCT Mumber I
Fail Reason at endpoint 13 Fail Reason at endpoint 2%
A A
o ; i

Search by Namet [ Defired Circuit Paths Circuit Path:

(o I
o I

Shaw Administrative | Attributes

Oper Status: Bdnin Status: I
VPN Hame: Private Net Duerflout I
Customer Hame: Is Template; I
fdnin Cost Threshold: Is Hgnt Dlci Loopback Ckt: I
End-End Talay Thresh, {usech: Backup-Up: I
I

Shaper 10

fdd. | rodifun. | | Delete | vPWCustoner | Get Dper Info| Tefine Path...| | Ststistics s o |

Add using Template @
A it WIC Threshold MOC Statist. Cl
’7 Lsat Template | Template List | ceonnting | reshe s| e wsl —Im

Figure5-1. Set All IP QoS PVCsOn Map Dialog Box

The Set All IP QoS PVCson Map dialog box initialy displays no defined circuit
names. To display al of the defined circuit names, position the cursor in the Search by
Name field and press Enter. This search may take several minutes depending on your
configuration.

For apartial search, enter the selected search criteriain the Search by Name field. To
use awildcard search to find a specific circuit name, you can:

e Use an * to match any number of characters
* Use a ? to match a single character

* Use a \* to match the * character

* Use a\? to match the ? character

* Use a\\ to match the \ character

Table 5-1describes the buttons on the Set All PVCs dialog box.
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Table5-1. Set All IP QoS PVCson Map Buttons

Command Button

Description

Add/Modify/Delete

Enables you to add anew circuit or Modify or Delete
an existing circuit.
Note: If the PVC loopback status field does not display

NONE, do not attempt to modify or delete the selected
circuit.

VPN/Customer

Displays the virtual private network customer’s name.

Get Oper Info

Displays a status message irOper Satus field about
the selected circuit. For more information, see the
NavisCore Diagnostic and Troubleshooting Guide.

Define Path Enables you to manually define a circuit path.

Statistics Displays the summary statistics for the selected circu
For information, see thidavisCore Diagnostic and
Troubleshooting Guide.

QoS Displays the Quality of Service values for the selected

circuit.

OAM Alarms ATM CSand
IWU modules only)

Displays the OAM alarms which indicate whether the
circuit is up or down. These alarms send a signal to th
logical port whenever the circuit goes down or comes b

up.

11

ack

Add Using Template

If you have already defined a circuit configuration an
saved it as a template, use this option to define a new
circuit.

Choosd_ast Template to use the last template you defined

for this switch.

ChooseTemplate List to display a list of templates
previously defined for this map.

Accounting

Accesses the accounting functions for a PVC. For mo
information, see thBlavisXtend Accounting Server
Administrator’s Guide.

re

NDC Thresholds

Displays the configured network data collection (NDC)
thresholds for the selected circuit. For more information
about these thresholds, see the NavisCore Diagnostic and
Troubleshooting Guide.

NDC Statistics

Displaysthe NDC statistics for the selected circuit. For
more information about NDC statistics, see the NavisCore
Diagnostic and Troubleshooting Guide.

Close

Exits the dialog box and returns you to the network map.

5-4
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2. Choose Add. The Select End Logica Ports dialog box appears (Figure 5-2).

~| NavizCore - Select End Logical Ports
Endpoint 13 Endpoint 23
Select the Specia”y Suitch Name: FActond3_3 Switch Name: Alexandriadl B
named Frame Relay 1P ek SERVICES ik wkw SERVICES ik
i B ct.onds 9 ActonB3_3
QoS logical ports \mameda_zao_4
riall 6 Plexandriadl &
Amity_77,1 Amity_77,
LPort Mamey IPOoSPYCLPort  SHActong3_9 ‘Mme:\‘ IPQoSPYCLPort., SHAlexandris8l_6
oSPYCLPort,, WAl exandri a6l 6
LPort Types IFrame RelaysIP 0 PC LPort. Types IFr’ame Relay: [P 05 PYC
LPort. B kbps) |40704 LPort. B (kbps)t |40704
Slat IOt 1 FPort 1D; |0 Slot D¢ |1 FPort IDf |o
Can Backup Service Names: Mo Can Backup Service Mames: Ho
Ok Cancel

Figure5-2. Select End Logical Ports Dialog Box

The Select End Logica Ports dialog box displays information based on
configuration selections you made. Table 5-2 describes each field.

Table5-2. Select End Logical PortsFields

Field Description

LPort Type Displaysthe logical port type for each port in the
circuit configuration.

L Port Bandwidth Displays the bandwidth for each logical port in the
trunk configuration.

Slot ID Displaysthe /O slot (number) in which the
module resides.

PPort ID Displays the port number for the physical port.

Can Backup Service Names Displayseither Yes or No to specify whether or not
thislogical port can be backed up to a service
name binding.

3. Configure Endpoint 1 and Endpoint 2 as follows:

a. Select aswitch name from the list.
b. Select the Frame Relay IP QoS logica port.

NavisCore IP Navigator Configuration Guide
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4. Choose OK. The Add PV C dialog box appears displaying the current parameters.

= HavisCore - Add PVC

r—End Point 1 Logical Port; ———— —End Point 2 Logical Port:
Switch Namei ActonB3_9 Switch Namet Alexandriafl_&
LPort Name: I IPOoSPYCLPort., SUActonB3_3 LPort. Namey I IPO0SPYCLPort, SHAlexandriaBl_6
LPort Type: IFr‘amE Relay:IP OoS PVC LPort. Tupei IFramE RelaytIP oS PYC
LPort Banduidthy I 40704 LPort. Bandwidthy I 40704
Slot 1D [ Slat 103 [1
PPort, 1D 0 PRart 1D [o
DLCI Number I | DLCT Munbers [:
Set Attributes
option menu >
p Set Administrative — | Attributes
Circuit Hames I: Adnin Status: Up =
Private Net Owerflow: Public =1
Template: W es o
Mamt Dlci Loopback Ckti ez > No
fdnin Cost Thresholds wEnabled ¢ Disabled weli H
End-End Delay Thresholds <-Enabled ¢ Disabled waliw fwecd) |E
Ok Cancel |

Figure5-3. Add PVC-Set Administrative Attributes Dialog Box (Frame
Relay:IP QoS PVC)

5. Access the Set Attributes option menu and complete the circuit attributes as
described in the following sections.
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Administrative Attributes

Complete the administrative attributes fields described in Table 5-3.
Table5-3. Set Administrative Attributes Fields

Field Action/Description
DLCI Number Enter aunique DLCI for thislogical port. For more
information, see“Setting the DLCI for Frame Relay Logica
Ports” on page 3-14
Circuit Name Enter any unique, continuous, alphanumeric name for {

QoS circuit. Do not use parentheses and asterisks.

he

Admin Status

Select Up or Down to activate or deactivate the circuit.
Up (default) — Activates the circuit.

Down — Takes the circuit off-line to run diagnostics such
PVC loopback.

as

Private Net Overflow

For Virtual Private Networks) Set the Private Net Overflow
parameters, which determine whether circuits originatin
from an Lport will be restricted to trunks of their own VP
or use public (shared) trunks during overflow conditions
Options include:

Public (default) — Enables the circuit to use public trunks
during traffic overflow or trunk failure conditions.

Restrict — Restricts trunks to their own virtual private
network.

Z

Template

Optional) Save these settings as a template to use whe
configuring another circuit with the same options. To cre

ate

a template, choose Yes in tteeTemplate field.

NavisCore IP Navigator Configuration Guide
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Traffic Type Attributes
1. Select Traffic Type from the Set Attributes option menu.
The traffic type fields appear (Figure 5-4).

= NawisCore - Add PYC
—End Point 1 Logical Porty—————————————————— r—End Point 2 Logical Port:
Switch Names In:tnnSZ_B Suitch Mamet I Alexandriall_f
LPort Mane: I IP0oSPYCLPort  ShActond3_9 LPort Mame: I [PQoSPYCLPort SWALexandriaBl 6
LPart Tupe: IFrama Relay:IP (oS PYC LPort Type: IFrame Felay:IP 0o5 PYC
LPort. Banduidth; |40?04 LPort. Bandwidthy |40?04
Slot 1D [2 Slot 1D B
PPort 1D |0 PPort D3 |0
ILCT Mumber |I DLCT Mumber: |
Traffic Type P G | Traffic Type = | Attributes
attributes
r— Forward ¢->} — PReverse (<{-}

0oS Class: WFR {Mon-Real Time} — UoS Class: YFR tMon-Real Time) —
Priority: 1 — Priority: 1 =

— Traffic Descriptor — Traffic Descriptor

CIR Kbpsi: H CIR {Kbps):
BC (Kbitsk: |i BC ¢khitsy: |}
BE (Kbits}t BE {Kbits)t
Rate Enf Scheme: Simple — Rate Enf Scheme: Simple —i
Zero CIR Enabledt OFf = Zero CIR Enabled: off = |

Telta BC (bits): I Delta BC (bits):
Telta BE (hits); I Delta BE {bits): H

Ok | Cancel

Figure5-4. Add PVC - Set Traffic Type Attributes Dialog Box (Frame Relay: 1P
QoS PVC)

2. Complete the required fields described in Table 5-4.

> The left column beneath the (—>) arrow represents the logical port for the circuit

that connects Endpoint 1 to Endpoint 2. The right column beneath the (<-) arrow
represents the logical port for the circuit that connects Endpoint 2 to Endpoint 1.
Enter values in both columns.
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Table5-4. Add PVC - Set Traffic Type Attributes Fields

Field

Action/Description

CIR (Kbps) (Committed
Information Rate)

Enter the rate in Kbps at which the network transfers data
under normal conditions. Normal conditions refer to a
properly designed network with ample bandwidth and
switch capacity. Therate is averaged over aminimum
increment of the committed rate measurement interval
(Tc). The value on each PVC is asymmetric (you can set a
different CIR in each direction), which provides more
efficient use of bandwidth.

BC (Khits) (Committed
Burst Size)

Enter the maximum amount of data, in Kbits, that the
network attempts to transfer data under normal conditions
during a specified time interval, Tc. Tcis calculated as
BC/CIR. This value must be greater than zero and is
typicaly set to the same value as CIR.

BE (Kbits) (Excess Burst
Size)

Enter the maximum amount of uncommitted data, in Kbits,
the network will attempt to deliver during a specified time
interval, Tc. Tcis calculated as BC/CIR. The network
treats this data as “discard eligible” (DE) data.

Circuit Priority (Fwd/Rev)

Seled, 2, or3to configure the priority of data being
transmitted on this circuit. Circuit priority determines th
data’s forwarding priority. The highest priority is 1 (do n
discard data); the lowest is 3 (discards data). See the
Networ king Services Technology Overview for information
about congestion control and circuit priority.

11

Zero CIR Enabled
(Fwd/Rev)

Set the CIR parameter @n or Off.

On - Indicates that the PVC has an assigned CIR valug
zero and is a best-effort delivery service. Customer dat
that is subscribed to zero CIR service can burst to the
speed if there is network bandwidth available to deliver
frames. However, no frame delivery guarantees are ma
All frames entering the network on zero CIR PVCs hav|
DE set to one.

Off (default) — Disables zero CIR.

Note: If you set Zero CIR Enabled to On you cannot set the
CIR, Bc, and Be values.

e of
a
bort

1de.
e

Rate Enf Scheme

Seledimple (default) or Jump. The configurable rate
enforcement scheme provides more flexibility, increase
rate enforcement accuracy, and improved switch
performance.

Note: If you select the Simple scheme, the “bad” PVC
detection feature is disabled.

NavisCore IP Navigator Configuration Guide
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Table5-4. Add PVC - Set Traffic Type Attributes Fields (Continued)

Field

Action/Description

DeltaBC (bits)

Set the number of Delta Bc bits for this circuit between O -
65528 (default 65528).

This value represents the maximum number of bits the
network agrees to transfer over the circuit (as committed
bits) during the measurement interval, provided there is
positive committed bit (Bc) credits before receiving the
frame, but negative Bc credits after accepting the frame.

Delta BE (bits)

Set the number of DeltaBe bits for this circuit between O -
65528 (default 65528).

This value represents the maximum number of bits the
network agrees to transfer over the circuit (as excess bits)
during the measurement interval, provided thereis positive
excess bit (Be) credits before receiving the frame, but
negative Be credits after accepting the frame.

Forward QoS Class

Ascend currently supports only the VBR non-real time
class of service value for non-real time applications. This
option enables the circuit to transfer large amounts of data
over along period of time using a pre-established ATM
connection. Class of service values enable you to prioritize
circuit traffic.

Reverse QoS Class

Ascend currently supports only the VBR non-real time
class of service value for non-real time applications. This
option enables the circuit to transfer large amounts of data
over along period of time using a pre-established ATM
connection. Class of service values enable you to prioritize
circuit traffic.

5-10
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User Preference Attributes
1. Select User Preference from the Set Attributes option menu.

The user preference fields appear (Figure 5-5).

= NavisCore — Add PYC
r—End Point 1 Logical Port;——————— r—End Point 2 Logical Port;
Switch Name: Iﬂct0n83_5 Switch Name: | Alexandriasl_B
LPort Mame: I IPOoSPYCLPort , SWActon3_9 LPart Mame: I [PQaSPYCLPort  SHALexandriaBl_6B
LPort, Type: IFr’ama Relay: IF 005 FVC LPort Tupes IFrame Relay:IF 005 PYC
LPort. Banduidthi IdO?Ud LPart. Bandwidth I 40704
Slat 1D: [+ Slot II: [1
PRart [z [o PRort, 10z [0
DLCT Hunbers [ ILCT Nanbers [:
User Preference )
attnbutes » Set | User Preference =1 I Attributes

Graceful DiscardiFud/Rev): On =1 On — | Reroute Balancing: Enabled =1 |
Red Frame Percent {(Fud/Rev): I,";100 oo Bandwidth Priority (0,.15)1 |l0
PVC Loopback Status (Fwd/Rev}: hone — hong  — | Bumping Priority (0,.73% I:[)

FCP Discard {Fud/Revi: M M

Ok | Cancel

Figure 5-5. Add PVC - Set User Preference Attributes Dialog Box
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2. Complete the required fields described in Table 5-5.

Table5-5. Add PVC - Set User Preference Fidds

Field Action/Description
Graceful Discard Select either On or Off to define how this circuit handles “red” packets.
(Fwd/Rev) Red packets are designated as those bits received during the current time

interval that exceed the committed burst size (Bc) and excess burst|size
(Be) thresholds, including the current frame. The Discard Eligible (De)
bit for a red packet is set to 1, meaning the network can discard thig
packet unless Graceful Discasdset to On.

On — Forwards some red packets if there is no congestion.
Off — Immediately discards red packets.

Red Frame Percent Set this value only if Graceful Discard is set to On. The red frame pefcent
(Fwd/Rev) limits the number of red frames the network is responsible to deliver.

PVC Loopback Status | Displays the current loopback state.
(Fwd/Rev)

Reroute Balance Choo&mable to allow this circuit to use reroute tuning. This feature
enables the switch to redistribute PVCs across trunks based on OSPF
updates and cost metrics. You must first configure the reroute tuning
parameters for the selected switch.

If you Disable this option, this circuit does not use the reroute tuning
parameters.

Bandwidth Priority Set a value from 0 through 3 where 0 is the default and indicates the
highest priority.

Bumping Priority Set a number from 0 through 7 where 0 is the default and indicates| the
highest priority.

QuickPath Segment Not supported.
Size (Bytes)

3. Choose OK to accept the circuit parameters and send the configuration file to the
switch (provided the switch is communicating with the NMS). The Set All PVCs
on Map dialog box reappears.
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Defining an IP Flow Profile

To define an IP QoS PV C Flow Profile:
1. From the network map select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters [ Set All QoS Profiles
O Set All QoS Profiles. The Set All QoS Profiles dialog box appears

(Figure 5-6).

—] NavisCore - Set ALl (oS Profiles

Switch Mane: | Atlantal0 6

Switch Mumber: |180‘B

Profile Hame Source Address Dest Addr
Y
£

Source Destination

Metwork Hask: Metwork Hask:

Circuit Mamey I

Add, .. | i, Iwiste | Close |

Figure5-6. Set All QoS Profiles Dialog Box
The following table describes each of the Set All QoS Profiles buttons.

Button
Add
Modify

Delete

Function
Enables you to add an IP QoS PV C flow profile.
Enables you to modify an IP QoS PV C flow profile.

Enables you to delete an IP QoS PV C flow profile.

3. Choose the Add button. The Add IP QoS PV C Flow Profile dialog box appears

(Figure 5-7).
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=] WavisCore - Add IP (o5 PVC Flow Profile

Profile Mame: II

—Source Address:

IF Address:

Metwork Mask:|%

l

Select Quality of Service PYC

r—lestination Addressy

IF Address:

Metwork Mask:|%

ll

[ |

Cancel |

Figure5-7. Add IP QoS PVC Flow Profile Dialog Box
4. Complete the fields as described in Table 5-6.
Table5-6. Add IP QoS PVC Flow Profile Fields

Field Action/Description
Profile Name Enter aprofile name that associates the profile with alogical port.
Source Address
IP Address Enter the IP address of the network or host that sends the packet.
Network Mask Enter the network mask that applies to the source address.

Destination Address

IP Address

Enter the IP address of the network or host that receives the packet.

Network Mask

Enter the network mask that applies to the destination address.

Select Quality of
Service PVC

Select the PV C to which you want to assign the IP QoS PV C flow

profile.

You do not have to specify both the destination and source address. However,
you must specify at least one.

5. Choose OK.

6. Atthe Set All QoS Profiles dialog box, choose Close.

5-14
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Assigning an IP Flow Profile to a Logical Port

> Before you assigh an IP QoS PV C flow profileto theingress P logical port, you
must enable QoS on the IP logical port. See Chapter 3, “Configuring IP Logica]
Ports and IP Server$dr information.

To assign an IP QoS PV C flow profile to alogical port:
1. From the network map select the appropriate switch icon.

2. From the Administer menu, choose Ascend IP Parameters [0 Set All QoS Profiles
[0 Set All Logical Port QoS Profiles. The Set All Logical Port QoS Profiles
dialog box appears (Figure 5-8).

A| MavizCore — Set All Logical Port OoS Profiles

Switch Mame: IPomona?l_B Switch Mumber: 71.6

r—HAszociate IP Logical Ports OoS Profiles

—IP Logical Ports —IP Logical Port’s Assigned (oS Profiles —
IP Logical Port Hame (o5 Profile Mame

A

[—

pomf30801-ip-server-1
pomf30801-ip-server-2
pomf30801-ip-server-3
pomfZ0601 7

)

fAszoc (oS Profile | tiabielyee | Close |

Figure5-8. Set All Logical Port QoS Profiles Dialog Box

3. SelecttheIP logica port with which you want to associate an IP QoS PV C flow
profile and choose the Assoc QoS Profile button. The Associate L Port QoS
Profile dialog box appears (Figure 5-9).
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WavisCore - Associate LPort (oS Profile

LPort Mame: I Eliot-8,1-IP-1lport

—RAszsociate OoS Flow Profile:

(o5 Flow Profile

—Awailable 0oS Flow Profile:

r—hRssigned 0oS Flow Profile:

QoS Flow Profile Profile

AN Order
Aszign ——» | Al
== Unassignl —l

-
-

Add 0oS Profile

Apply | Cloze

Figure5-9. Associate Lport QoS Profile Dialog Box
4. Specify the parameters as described in Table 5-7.
Table5-7. Lport QoS Profile Fieds

Field

Action Description

LPort Name

Displays the name of the logical port.

Available QoS Fow
Profile

Listsall current IP QoS PV C flow profiles that are available.

Assigned QoS Flow
Profile

Listsall current IP QoS PV C flow profiles assigned to this logical
port.

Assign Button

Enables you to assign an IP QoS PV C flow profile to the logical
port.

Unassign Button

Enables you to delete an IP QoS PV C flow profile from alogical
port.

Profile Order
Buttons

Enables you to assign the flow profile’s order of importance. In
cases where the IP flow profile matches multiple profiles, the fi
profile is always used.

Add QoS Profile

Enables you to define additional IP QoS PVC flow profiles. Se

“Defining an IP Flow Profile’for information.

5. From the Available QoS Flow Profile list box, select the profile to associate with
the logical port and choose Assign.

To delete aprofile from the list, select a profile from the Assigned QoS Flow
Profilelist box and choose Unassign.

6. Choose Apply.
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To create another IP QoS PV C Flow Profile, choose Add QoS Profile and see
“Defining an IP Flow Profile” on page 5-13

Choose Close.

8. Atthe Set All Logical Port QoS Profiles dialog box, choose Close.
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Configuring Static ARP Entries

This chapter describes how to define Static ARP Entries. When you define Static ARP
entries, you create a table that matches | P addresses to specific MAC, DLCI, or
VPI-VCI addresses. The hardware address you define depends on the link type.

Address Resolution Protocol

A node requires the following information in order to communicate with another
node:

+ |P address of the destination node

« Hardware address of the destination node (DLCI for Frame Relay and VPI/VCI
for ATM)

When an interface is configured for Ethernet, the IP addresses of the destination nodes
are known (the hardware addresses are not known). When an interface is configured
for Frame Relay, the hardware addresses of the destination nodes are known. IP
services uses ARP and INARP to resolve the lack of a hardware or IP address.
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Defining a Static ARP Entry

> Before you create a static ARP entry, make sure that the hardware address that

you plan to use as the Static ARP entry (either DLCI or VPI/VCI) has been
aready defined for the IP logical port on the Set |P Protocol Connection 1D
dialog box. See one of the following sections for details:

— “Setting the DLCI for Frame Relay Logical Ports” on page 3-14
— “Setting the VPI/VCI for ATM Logical Ports” on page 3-16

To define astatic ARP entry:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters0 Set All Static ARP
Entries. The Set All Static ARP Entries dialog box appears (Figure 6-1).

A| MNawisCore — Set All Static ARP Entries

Switch Mame: IPomona?l_B

Switch Mumber: 71.6

IP Address MAC Address Link Type

=

: Ethernet
134,226,254 00:20:00:20100120 Ethernet

Fi

add... | Modiby... | | Delete | Close |

Figure6-1. Set All Static ARP EntriesList Dialog Box
The Set All Static ARP Entries dialog box displays the following buttons.

Button Function

Add Enables you to add a static ARP entry.
Modify Enables you to modify a static ARP entry.
Delete Enables you to delete a static ARP entry.
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3. Choosethe Add button. The Set Static ARP dialog box appears (Figure 6-2).

A| NavisCore - Set Static ARP
r—5tatic ARP Entry

Link Type: I =

IP Address: I
DILCI: IILB

0Ok | Cancel |

Figure6-2. Set Static ARP Dialog Box
4. Sdectthelink type and complete the fields described in Table 6-1.

> The hardware address that you specify as the Static ARP entry (either DLCI or
VPI/VCI) must have already been specified for the IP logical port on the Set IP
Protocol Connection ID dialog box. See one of the following sections for details:

— “Setting the DLCI for Frame Relay Logical Ports” on page 3-14
— “Setting the VPI/VCI for ATM Logical Ports” on page 3-16

Table6-1. Static ARP Fields

Link Type Field Action/Description
DLCI IP Address Enter the IP address of the neighbor.
DLCI Enter the DLCI used for the neighbor. Valid values range from 0 throygh
937.

A DLCI is a 10-bit address that identifies PVCs.

VPI-VCI IP Address Enter the IP address of the neighbor.

VPI Enter the VPI used for the neighbor. Valid values range from 0 to 255,

A VPl is an 8-bit field in the ATM cell header that is used as an addressing
identifier to route cell traffic.

VCI Enter the VCI used for the neighbor. Valid values range from 0 to 255,

A VCl is a 16-bit field in the ATM cell header that is used as an addregsing
identifer to route cell traffic.

Ethernet IP Address Enter the IP address of the neighbor.

MAC Address Enter the MAC Address used for the neighbor.

A MAC address is a standardized data link layer address that is requjred
for every port or device that connects to a LAN.
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5. Choose OK. The ARP table entry is created for these addresses.
6. Atthe Set IP ARP List dialog box, choose Close.

6-4 NavisCorel PNavigator ConfigurationGuide



Configuring RIP

This chapter describes how to configure Routing Information Protocol (RIP)
parameterson an IP logical port. RIP is adistance vector protocol, which bases all
routing decisions on the distance to the destination.

Configuring RIP at the Logical Port

To configure RIP at the logical port:

1. AddanIPlogical port and interface. For more details on these procedures, see
“Adding an IP Logical Port” on page 3-8

2. Choose Add RIP from the Set IP Interface Addresses dialog box. The Add RIP
Interface dialog box appearsigure 7-1 on page 7}2
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= MavisCore — Add RIP Interface

IF Addresst |132.9.8‘4

Admin Status: Default Metric: il

Send? RIF 1 Compatible — Authentication Key: T

Receive: RIP1or RIP2 = Authentication Types No -
Split Horizong Simple =]

—Agsign Import Route Maps
—HAvailable Import Route Maps —— rHAszigned Import Route Maps

Aesign—>
<-Unazsign

=
2

<>

—Assign Export Route Maps
r—hvailable Export Route Maps ——— r—Hs=igned Export Route Haps ————

=
2

direct—>ripl,bur,5,3,1

ospf-rripl.bur.5.3.1
Aezign->
<-Unazsign

>

r—4ssign Export Default Route Maps
—huvailable Export Default Route Haps rRzzigned Export Default Route Mapsz

Azsign—> |
<—Unasslgn|

L-
L-

>

-
-

Add Route Map | Ok | Cancel |

Figure7-1. Add RIP Interface Dialog Box

3. To add aroute map for this RIP interface, choose Add Route Map. See
Chapter 11, “Configuring Route Map#dr more information on route maps.
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4. To definethe RIP interface, specify the field values as described in Table 7-1.

Table7-1. RIP InterfaceFields

daes not

Field Action/Description

IP Address The IP address for thisinterface.

Admin Status Select one of the following options:

Enable - ndicates that the port is activated for RIP and RIP packets can be exchanged
over thislogical port.

Disable —Indicates that the port has not been activated for RIP or that the port is offline
for diagnostics. An IP interface with an Admin Status of Disablecannot exchange RIP
packets.

Send Possible values are: Disable, RIP 1, RIP 1 Compatible,
or RIP 2.RIP 1 Compatibleis the default value.

Receive Possiblevaluesare: RIP 1, RIP2, RIP 1 or RIP 2y Disable.RIP1 or RIP Zsthe default
value.

Split Horizon Split horizon is a method for avoiding common situations that require counting to
infinity.

Specify one of the following options:

Disable— Indicates that split horizon will not be used.

Smple — Indicates that split horizon will be used. The simple form of split horizon
specifies that if a router learns of a route from an update received on the link, it
advertise that route on updates that it transmits to the link.

Poison Reverse ks a stronger form of split horizon. In this form, routers do not omit
destinations learned from an interface. Instead, they include these destinations, but
advertise an infinite cost to reach them. This option increases the size of routing updates.
In addition, it provides a positive indication that a specific location is not reachable
through a router.

Default Metric A variable that specifies the metric that is used for the default route entry in RIP updates
that originate on this interface. A value of zero indicates that no default route should be
originated.

Authentication Key | Do not specify this valueif you specified avalue of No as the authentication type.

If you specified avalue of Simpleor MD5 as the authentication type, you must specify
the authentication password in thisfield.
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Table7-1. RIP Interface Fields (Continued)

Field

Action/Description

Authentication Type

This value specifies the type of authentication that RIP uses as a security measure to
ensure that thislogical port and router are exchanging information with proper neighbors.
Possible values are No, Smple, or MD5.

No — Specifies that no authentication will be performed.

Smple — Specifies a simple password authentication method that enables you to
designate a password that is part of all RIP messages on an interface-by-interface

When a router receives a message on an interface that is using simple password
authentication, it checks the incoming RIP message to ensure that the proper pass
included in the message. If the password is correct, the message is processed nor
the password is not part of the incoming message or an incorrect password is use
message is ignored and dropped.

MD5 Authentication — Specifies the Message Digest Algorithm Version 5 (MD5)
authentication. This method is similar to the simple password method, however, th
password is never transmitted. Instead, the router uses the MD5 algorithm to creal
message digest of the password. The message digest is sent instead of the passw,
method prevents the password from being read during transmission.

basis.

word is
mally. If
d, the

e
e a
ord. This

Available Import
Route Maps

The import route maps that are available for assignment to this RIP interface. Use
Assign button to move a route map from the Available to the Assigned list. Use the

the

h

Unassign button to move a route map from the Assigned to the Available list. For more

information about creating route maps, gmpter 11, “Configuring Route Maps”
To display the parameters for any listed route map, double-click on the map.

Assigned Import
Route Maps

The import route maps that are assigned to this RIP interface. All incoming routes ¢
RIP interface are filtered using the assigned route maps in the listed sequence.

Use the Assign button to move a route map from the Available to the Assigned list|
the Unassign button to move a route map from the Assigned to the Available list. U
up and down arrows to change the sequence of the route maps in the Assigned lis
Navigator executes the route maps in the sequence that they are ordered in this lis
mapsshould be ordered from most specific to least specific.

To display the parameters for any listed route map, double-click on the map.

n this

Use
se the
t. IP
. Route

Available Export

The export route maps that are available for assignment to this RIP interface. Use

the

Route Maps Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move a route map from the Assigned to the Available list. For more
information about creating route maps, gmpter 11, “Configuring Route Maps”

To display the parameters for any listed route map, double-click on the map.
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Table7-1. RIP Interface Fields (Continued)

Field Action/Description
Assigned Export The export route maps that are assigned to this RIP interface. All outgoing routes on this
Route Maps RIP interface are filtered using the assigned route maps in the listed sequence.

Use the Assign button to move a route map from the Available to the Assigned list. Use
the Unassign button to move aroute map from the Assigned to the Available list. Usethe
up and down arrows to change the sequence of the route mapsin the Assigned list. IP
Navigator executes the route maps in the sequence that they are ordered in thislist. Route
maps should be ordered from most specific to least specific.

To display the parameters for any listed route map, double-click on the map.

5. Choose OK. NavisCore adds the RIP interface and returns to the Set IP Interface
Addresses dialog box.
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This chapter provides an overview of the Border Gateway Protocol (BGP) and
describes how to perform the following tasks:

About BGP

Defining BGP switch parameters
Defining BGP neighbors
Defining BGP aggregates

Setting IP Loopback addresses

BGP is a protocol that exchanges routing information between autonomous systems,
which is a set of routers having a single routing policy running under a single
technical administration. BGP advertises routes between external BGP neighbors or
peers, unlike Interior Gateway Protocol (IGP), which advertises routes between
internal peers within the same autonomous system, such as Open Shortest Path First
(OSPF) and Routing Information Protocol (RIP).

SeeFigure 8-1for an example of AS relationships.
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About BGP

Autonomous
Systems
BGP

Figure8-1. Autonomous System Examples

BGP Peers and Route Updates

Configuring

BGP is considered a path-vector protocol because it carries a sequence of
autonomous-system numbers that indicate the path aroute has taken. When you
define an autonomous system, you specify the networks to which a BGP peer sends
route information. The network administrator uses a set of BGP parameters astie
breakers to indicate the routes that BGP should select as the best path.

BGP peers form a connection between each other, exchanging messages to open and
confirm a TCP-based connection. Peers exchange route-update messages, which
contain network reachability, path attributes, and preferred-route information. If there
is disagreement between the peers, BGP sends an error to each peer and the
connection is not established.

BGP updates route changes in arouting table. If routing information changes, BGP
informs the peers by removing invalid routes and adding the new route information. If
no changes occur, BGP peers exchange keep-alive messages to ensure the connection
isaive.

IBGP

Typicaly, OSPF and RIP are used as the interior gateway protocol within the
autonomous system. However, you can use BGP asthe IGP. You can configure
Interior Border Gateway Protocol (IBGP) the following ways:

* Full Mesh IBGP

* Route Reflection
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Full Mesh IBGP

In afull mesh IBGP, all IBGP neighbors within an autonomous system must be
connected to exchange route update information. However, thisis not the preferred
configuration due to limited computing resources in a switch environment.

Figure 8-2 displays afull mesh IBGP.

BGP Router
BGP Router Cloud

Cloud

BGP Router
AS3

Figure8-2. Full Mesh Interior Border Gateway Protocol Example

Route Reflection

Route reflection is a better aternative to full mesh IBGP. In route reflection, a BGP
switch is designated as the route reflector, sending or reflecting received route
information to all internal neighbors (or peers). There are two groups of route
reflection peers:

e Client peers

* Non-client peers
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When comparing the two groups, client peers do not have to be meshed, while
non-client peers must be fully meshed together. Client peers are grouped into acluster
and communicate with each other. Client peers cannot communicate with non-client
peers (peers outside of their cluster) but must communicate with the route reflector
that belongs to the non-client peers’ cluster.

Figure 8-3illustrates an example of a route reflection configuration.

Figure8-3. Route Reflection Example
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For every route update received from an advertiser peer, the route reflector does one of
the following (provided the best path selection is applied first):

« Ifthe advertiser peer is a non-client, then the route reflector reflects the route to all
non-clients.

» If the advertiser peer is a client peer, then the route reflector reflects the route to
all non-client peers and all client peers other than the original advertiser.

» If the advertiser peer is an external BGP peer, then the route reflector reflects the
route to all clients and non-clients (normal BGP operation).

Route reflection defines the following attributes for detection and avoidance of path
loops:

ORIGINATOR_ID — This attribute is the router ID of the route originator in the
local AS.

CLUSTER_LIST — This attribute is a sequence of cluster ID values that represent
the reflection path the route passed.

Autonomous systems may have multiple route reflectors. Route reflectors
communicating with each other are considered non-client peers and should be fully
meshed.

BGP Aggregates

An aggregate is the combining of specific network addresses to less specific ones.
This reduces the size of the routing table. Aggregates do the following:

* Reduce the size of the BGP routing table
* Provide better network control over network instability
* Provide a better mechanism to maintain route updates across areas

Aggregate networks are classless (CIDR) and configured with a network prefix and
mask. During the route update process, BGP scans the entire routing table for
networks that are part of the configured aggregate network. If matches are found, BGP
forms the aggregate networks and advertises aggregate routes to peers.
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Configuring BGP

Defining BGP Switch Parameters

Define BGP switch parameters

This section describes how to set BGP parameters on the switch level and includes the
following tasks:

Define a BGP neighbor and assign route maps

Define a BGP aggregate

To define BGP switch parameters:

1. From the network map, select the appropriate switch icon.
2. From the Administer menu, select Ascend IP Parametesst All BGP 0 Set

All BGP Parameters. The Set BGP dialog box appéagsife 8-3.

A| NavizCore - Set BGP

Switch Name: | Dallas170_4

Admin State:

MED Comparizons
Local AS:
Confederation ID:

Default Local Pref:

Enable —

Enable —

—Route Reflector

Operational Status:
Cluster ID:

Client To Clienty

il

Enable —

r—0Other BGP parameters

Heighbors, .. |

T
o
@
]
o]
o
o
o
w
71

Oper InFol Apply | Cancel |

Figure8-4. Set BGP Dialog Box

8-6
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The Set BGP dialog box provides the following option buttons:

Button

Neighbors...

Aggregates...

Function

Choose this button to define BGP neighbor parameters. For more
information, see “Defining a BGP Neighbor and Assigning a
Route Map” on page 8-8

Choose this button to define BGP aggregate parameters. For

more information, se®efining a BGP Aggregate” on
page 8-14

3. Complete the fields described in Table 8-1.
Table8-1. BGP Parameter Fields

Field

Action/Description

Admin State

Select one of the following options:

Enable — Allows the selected switch to exchange route updates us
BGP.

Disable — Prevents the selected switch from exchanging route upd
using BGP.

MED
Comparison

Select one of the following options:

Enable — Allows you to use a multi-exit discriminator (MED) in the
route selection process. MED allows BGP to communicate prefer
path information to external neighbors when the autonomous syst
has multiple exits to another autonomous system.

Disable — Prevents the use of MED in the route selection process.

Local AS

Enter a value between 1 and 65535.
This parameter is the switch’s autonomous system number.

Confederation
ID

Confederation provides a method for dividing a larger AS into
multiple smaller sub-ASs.

If you are using BGP confederation, this value enables you to sp
a unique confederation identifier. The ID may be any unique num
within the range of 1 to 65535.

ing

ates

red
em

ecify

per

Default Local
Pref

Enter a value between 1 and 4294967295
(the default is 100).

This value is sent to internal neighbors. A local preference allows
to rank a route according to its importance. The local preference i
compared to other routes that have the same destination. A higher
preference indicates the route is preferred.

you

local
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Table8-1. BGP Parameter Fields (Continued)

Field

Action/Description

Route Reflector

(For IBGP peers
only)

Operational This parameter identifieswhether or not this peer isaroute reflector. If

Status (READ itis, the peer forwards route information to all clients. The route

ONLY) reflector isimplicitly defined when you define any of its peersto bea
route reflector client.

Cluster ID Enter the internal |P address of the selected switch if the switchisa
route reflector in a cluster, which contains more than one route
reflector.

A cluster isagroup of client peersthat communicate with aBGP route
reflector. A cluster ID specifies the cluster.

Client To Client | Select one of the following options:

Enable — If you enable this parameter, any routes that are receive
the selected switch from a client will be sent to all other clients. En
is the default.

Disable— If you disable this parameter, any routes that are receive

the selected switch from a client will not be sent to all other clients

Note: Disable this parameter if all clients are fully meshed.

d by
able

d by

D.

4. Choose Oper Info to display a status message about the selected port.

5. Choose OK.

Defining a BGP Neighbor and Assigning a Route Map

In addition to defining BGP neighbors, you must assign route filters to these BGP
nodes. Route maps control the flow of route updates. You use aroute filter to
selectively accept, reject, advertise, or hide routes. See Chapter 11, “Configuring
Route Maps'for details on defining route maps.

To define a BGP neighbor to a switch:

1. From the network map select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parametesst All BGP 0 Set
All BGP Neighbors. The Set All BGP Neighbors dialog box appdagsi(e 8-3.

8-8

NavisCorel PNavigator ConfigurationGuide



Configuring BGP Parameters
Configuring BGP

=] Navislore — Set ALl BGP Neighbors
Switch Mame: SF170_2
Remote AS: |5
Update Source: |150.201‘254.2
Adinin State: IEnahle
Next Hop Self: IDJsahle
Route Reflector Clientt IDJsahle
Send Communitys ID]SahlE
Weighty I 0
¥ Confederation Hember: ID]sahlE
Interval
Cornect Retruz 120 Keep Alive: 30 To dISplay the pal’ameters
Hold Tine: * for a listed route map,
r—Assigned Import Route Mapz Assigned Export Route Maps Agzigned Export Default Route Maps double'CIiCk on the route
bop->table bgp->bgp map'
pbd.. | Medifu... | | Delete | Statistics | tlose |

Figure8-5. Set All BGP Neighbors Dialog Box
The Set All BGP Neighbors dialog box displays the following buttons:

Button Function

Add Enables you to add a BGP neighbor.

Modify Enables you to modify a BGP neighbor.

Delete Enables you to delete a BGP neighbor.

Statistics Use the Statistics option to display BGP peer connection statistics. For
more information, see the NavisCore Diagnostic and Troubleshooting
Guide.

3. Choose Add.
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If you selected a switch that has an AS of zero, the following error message
appears:

A| NavizCore — Error

Cannot add BGP Meighbors when the local AS number iz zera,
QS; Please go to the BGP Parameters screen, change the Local AS to
non-zero value and then add the neighbors,

]

Figure8-6. BGP Neighbor Error Message

Go to “Defining BGP Switch Parameters” on page &t change the switch’s
AS number to a non-zero value.

If you selected a switch that has a non-zero AS value, the Add BGP Neighbor
dialog box appears-(gure 8-7:

= MavisCors — Add BGP Heighbor

—_—

Remote Address:

Admin State) Enable =1 Remote ASY

Mext Hop Self: Disable =1 Update Source: 0,0,0,0

Route Reflector Cliemt: Disable - Weight:

Send Communi byt Disable - Confederation Member: Disable =
 Interval

Conmect Retry $120): A0 Keep Alive (307:

Hold Time (9003

r—Aseign Import Route Mape

—Available Import Route Maps rAssigned Import Route Haps ————

bop->table
bgp->tableddeny 12,0,0,0 net}
bgp->tabletdeny 24,0,0,0 net) fssign-

<{-Unassign

=) i)

TRl

Use the arrow buttons to
specify the sequence that IP
Navigator uses to filter
routing information.

—Assign Export Route Mapa
—FAwvailable Export Route Haps

—Assigned Export Route Maps

2
=]

bgp-rbap
bgp->bgp(deng-all}

direct->bgp{next-hop} Assign-> ‘ |
<-Unassign Yl

i

—Asgign Export Default Route Maps
—HAvailable Export Default Route Maps — —Assigned Export Default Route Maps—)

A L

Aszign->
<-Unassign

L TS

Fdd Route Hap Ok Cancel

Figure8-7. Add BGP Neighbor Dialog Box
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4. Specify the values aslisted in Table 8-2.

Table8-2. BGP Neighbor Fields

I.
nbor.

Field Action/Description
Name Enter the name of the BGP neighbor.
Remote Address | Enter the IP address of the BGP neighbor.
Admin State Select one of the following options:
Enable — Activates the connection between the selected switch and this BGP neighbo
Disable — Deactivates the connection between the selected switch and this BGP neig
Remote AS Enter a value between 1 and 65535.

This value is the neighbor’s remote AS number.

Next Hop Self

Select one of the following options:

Enable — For IBGP peers, enabling this parameter forces BGP to advertise the local al
of the BGP connection as the next hop. For EBGP peers, BGP always advertises the
address as the next hop; therefore you do not need to enable next hop self for EBGP

Disable — Disabling this parameter allows BGP to determine the next hop.

ddress
local
peers.

Update Source

Enter a valid IP address for the Update Source address, which is the source addres
BGP TCP connection.

s for the

Route Reflector
Client

Select one of the following options:

Enable — If you enable this parameter, the selected switch’s neighbor is defined as a r
reflector client, implicitly making the selected switch a route reflector.

Disable — If you disable this parameter, the selected switch’s neighbor is not defined g
route reflector client. In addition, if you disable this parameter on all of the selected sw
BGP neighbors, the selected switch is not defined as a route reflector. However, if the
reflector client is enabled on at least one BGP neighbor, the selected switch is still
considered a route reflector.

pute

s a
itch’s
route

Weight

Enter a value between 0 and 65535 (the default value is zero).This parameter repres
path weight (received by the neighbor) that is applied to every EBGP route.

IP Navigator applies the weight value to EBGP routes only. It does not use the weigh
for IBGP routes.

ents the

value
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Table8-2. BGP Neighbor Fields (Continued)

The default value for each interval field in the Add BGP Neighbor dialogHigure 8-7 is in parentheses.

Field Action/Description

Confederation Select one of the following options:

Member Enable — If you enable this parameter, you specify that this BGP neighbor is a confederation
member. Confederation provides a method for dividing a large AS into multiple, smaller
sub-ASs.

While BGP confederations provide some advantages, the migration from a nonconfedgration
to a confederation design requires reconfiguration of the routers and a major change n the
local topology.

Disable — If you disable this parameter, you specify that this BGP neighbor is not part jof a
confederation.

Send Select one of the following options:

Community ; . ; :

Enable — Enables you to send community attributes of all updates to this neighbor. A
community is a group of destinations that share some common property. A community is not
restricted to one network or autonomous system; it has no physical boundaries. You use
community attributes to simplify routing policies by identifying routes based on the logical
property rather than IP prefix or AS number.

Disable — Disables the sending of community attributes of all updates to this neighbor

Interval

Connect
Retry(120)

Enter a value between 1 and 65535 (the default is 120).

This parameter is the time, in seconds, that BGP waits before it tries to connect to thi
neighbor. The number of connection retries due to errors are generated with no regarg
value. The initial value is 60 seconds, which is doubled for each retry after that.

D

I to this

Keep Alive(30)

Enter a value between 0 and 21845 (the default is 30).

This parameter is the time, in seconds, between consecutive keep alive messages se
neighbor. This event occurs after a connection is established. Keep alive messages 4
periodically between BGP neighbors to ensure that the connection is still alive.

nt to this
re sent

Hold Time(90)

Enter either a value of 0, or a range of 3 to 65535
(the default is 90). The value 0 indicates not to use hold time with this neighbor.

This parameter represents the time, in seconds, BGP holds before considering the connection

to be down if messages are not received from this neighbor.

Assign Import Route Maps

Available Import

The import route maps that are available for assignment to this BGP neighbor. Use th

e
Assign
on

Route Maps Assign button to move a route map from the Available to the Assigned list. Use the Un
button to move a route map from the Assigned to the Available list. For more informat
about creating route maps, s€eapter 11, “Configuring Route Maps”

To display the parameters for any listed route map, double-click on the map.
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Table8-2. BGP Neighbor Fields (Continued)

Field Action/Description
Assigned Import | Theimport route maps that are assigned to this BGP neighbor. All incoming routes on this
Route Maps BGP neighbor are filtered using the assigned route maps in the listed sequence.

Use the Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move aroute map from the Assigned to the Availablelist. Use the up and
down arrows to change the sequence of the route mapsin the Assigned list. IP Navigator
executes the route maps in the sequence that they are ordered in this list. Route maps should
be ordered from most specific to least specific.

To display the parameters for any listed route map, double-click on the map.

Assign Export Route Map

Available Export
Route Maps

The export route maps that are available for assignment to this BGP neighbor.

Use the Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move a route map from the Assigned to the Available list. For more
information about creating route maps, see Chapter 11, “Configuring Route Maps”

To display the parameters for any listed route map, double-click on the map.

Route Maps

Assigned Export

The export route maps that are assigned to this BGP neighbor. All outgoing routes on this
BGP neighbor are filtered using the assigned route maps in the listed sequence.

Use the Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move a route map from the Assigned to the Available list. Use the up and
down arrows to change the sequence of the route maps in the Assigned list. IP Navigator

executes the route maps in the sequence that they are ordered in this list. Rosteutdps
be ordered from most specific to least specific.

To display the parameters for any listed route map, double-click on the map.

Assign Export Default Route Maps

Available Export
Default Route
Maps

The export default route maps that are available for assignment to this BGP neighbor|

Use the Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move a route map from the Assigned to the Available list. For more
information about creating route maps, €gmpter 11, “Configuring Route Maps”

To display the parameters for any listed route map, double-click on the map.

Assigned Export
Default Route
Maps

The export default route maps that are assigned to this BGP neighbor. All outgoing routes on
this BGP neighbor are filtered using the assigned route maps in the listed sequence.

Use the Assign button to move a route map from the Available to the Assigned list. Use the
Unassign button to move a route map from the Assigned to the Available list. Use the up and
down arrows to change the sequence of the route maps in the Assigned list. IP Navigator

executes the route maps in the sequence that they are ordered in this list. Rost®utps
be ordered from most specific to least specific.

To display the parameters for any listed route map, double-click on the map.
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5. Inthe Available Import Route Maps List box, specify the import route map and
choose assign.

To remove an import route map from the list, select the import route map from the
Assigned Import Route Maps List box and choose Unassign.

6. Inthe Available Export Route Maps List box, specify the export route map and
choose assign.

To remove an export route map from the list, select the export route map from the
Assigned Export Route Maps List box and choose Unassign.

7. Inthe Available Export Default Route Maps List box, specify the export default
route map and choose assign.

To remove an export default route map from the list, select the export default route
map from the Assigned Export Default Route Maps list box and choose Unassign.

Choose OK.

To add an additional network access list, choose Add Route Map. See “Adding
Route Maps” on page 11-¥6r more information.

10. In the Set All BGP Neighbors dialog box, choose Close.

Defining a BGP Aggregate

To define BGP Aggregates:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, choose Ascend IP Paramigteé3st All BGP [0 Set
All BGP Aggregates. The Set All BGP Aggregates dialog box appears
(Figure 8-§.

A| MavisCore — Set All BGP Aggregates

Switch Mame: IalgeriaS

Hetwork Address Hetwork Hazk Adver, Contributor

=

.

Add Aggregate Route map... |

Figure8-8. Set All BGP Aggregates Dialog Box
The Set All BGP Aggregates dialog box displays the following buttons.
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Button Function
Add Aggregate Enables you to add an Aggregate Route Map. For more
Route Map information, see Table 11-26 on page 11-48.
Add Enables you to add a BGP aggregate.
Modify Enables you to modify a BGP aggregate.
Delete Enables you to delete a BGP aggregate.

3. Atthe Set All BGP Aggregates dialog box, choose Add. The Add BGP
Aggregates dialog box appears (Figure 8-9).

—4 MNavisCore — Add BGP Aggregate

Hetwork Address: I |

Metwork Hask:

Adver, Contributory Dizable -

0Ok | Cancel |

Figure8-9. Add BGP Aggregate Dialog Box
4. Specify the values described in Table 8-3.
Table8-3. BGP Aggregate Fields

Field Action/Description
Network Address This parameter is the aggregate network |1P address.
Network Mask This parameter is the aggregate network mask.
Adver. Contributor Select one of the following options:

Enable — Enabling this parameter allows you to advertise
components of the aggregate network.

Disable — Disabling this parameter enables you to stop
advertising components of the aggregate network.

5. Choose OK.
6. Atthe Set All BGP Aggregates dialog box, choose Close.
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Setting IP Loopback Addresses

The Set IP Loopback Address function enables you to establish an |P loopback
address that is not associated with any physical port. Because the loopback addressis
independent of aphysical interface, the status of the physical link does not affect the
IP loopback address. If you use an | P loopback address as a BGP neighbor address,
you ensure that the BGP connection will not go down.

To set an IP loopback address:

1. From the network map, select the appropriate switch icon.

2. From the Administer menu, choose Ascend | P Parameters [0 Set All IP Loopback
Addresses. The Set All IP Loopback Addresses dialog box appears (Figure 8-10).

A| MWavisCore — Set All IF Loopback Addresses

Switch Mame: IPomona?l_B

fArea I

2

Add, .. | Modify, .. |

Delete | Close |

Figure8-10. Set All IP Loopback Addresses Dialog Box
3. Choose Add. The Add IP Loopback Address dialog box appears (Figure 8-11).

A| CazcadeYiew - Add IP Loopback Address

Address:

frea ID:

I

£,0,0,0

Ok

| Cancel |

Figure8-11. Add IP Loopback AddressDialog Box

Enter the |P address.
Enter the Area ID.

Choose OK. The Set All IP Loopback Addresses dialog box reappears and the
new | P loopback addressisincluded in thelist.

8-16
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This chapter provides an overview of the Open Shortest Path First (OSPF) protocol
and describes how to perform the following tasks:

About OSPF

Configuring OSPF at the Lgical Port
Configuring OSPF Parameters aetBwitch
Configuring IP Parameters

Defining an O$F Neighbor

Defining an O$F Area Aggregate
Defining an OFF Virtual Link

Configuring an OSIF Route Map

Configuring Multiple OSH- Areas

The OSPF protat is a link-state routig protocol. With link-state raiting protoaols,
routers maintai a link-stat database that coniai topoloy current link-state
information. Thisinformation erables routersto determinethe kestroutesto each
destinatiometwork in the autonomas system. The OSPF protocol has the following
advantages over he Raiting Information proocol (RIP):

Authentication — Provides securit. Only an authorized router cegenerate raote
updates to other routers.

Type of Service (TOS) — Enables gur netwok to make routng decisons based on
the quality of srvice required by a host application.

Areas — Restricts fboding to onfigured areas, tereby redcing the database size.
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The Link-State Database

OSPF floods routers with link-state advertisements (L SAs) which contain topology
information. Routers store LSAs in the link-state databases. Flooding ensures that all
routers have identical databases and the same topology information.

Link-state databases include:

* Known router addresses

* Known links and their associated costs
* Known network addresses

Routers use the link-state database and Dijkstra’s algorithm (algorithm used to
calculate best routes) to determine the best route.

Designated Routers and OSPF Relationships

Designated routers are responsible for sending copies of the link-state database to
routers in the network. When new routers send hello packets to the designated router,
the designated router responds with an acknowledgment message. The new router
then sends a database description packet requesting a copy of the link-state database.
The designated router responds by sending a database description packet that contains
a copy of the link-state database to the new router.

In addition, designated routers:
« Monitor the health of adjacent routers
« Establish adjacencies

A backup designated router is defined in case the designated router goes down. The
backup designated router keeps track of the same information as the designated router,
but keeps silent. If the backup detects a failure of the designated router, it immediately
becomes active.
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OSPF Flooding Controls

Fooding isareliable way to send link-state adverti sements because many copies of
the message travel through the network, ensuring that one message will arrive safely
at each node. However, flooding causes significant network traffic. To reduce network
traffic, OSPF implements the following flooding controls:

* The designated router is the only router that can generate link-state updates. This
control reduces the number of copies created.

» Before forwarding OSPF link-state updates, the designated router checks its own
link-state database to see if the update was received. If it was, the copy is
discarded.

« OSPF supports areas where flooding is restricted. Smaller areas mean fewer
copies of a message and less traffic.

Despite these benefits, flooding controls reduce the reliability of flooding. Flooding is
reliable because many copies of the message travel through the network, ensuring a
high probability that one message will arrive safely.
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OSPF Areas
As networks grow large, the link-state database grows large as well. This causes
problems for the following reasons.
¢ Increased memory space is consumed
¢ Route table generation becomes more processor-intensive
« It takes longer to:
— Calculate link costs for more links
— Calculate the spanning tree for a large network
— Generate large routing tables required by large networks
To address large link-state databases, OSPFausss An area is a group of OSPF
routers that exchanges topology information. Designated routers only send link-state
advertisements (LSAS) to routers that are part of the same area. If an autonomous
system has one area, all routers in the autonomous system receive LSAs. However, if
the autonomous system is divided into many areas, LSAs only go to the appropriate
areas, thereby minimizing traffic and the link-state database size. The autonomous
system works like a collection of smaller networks.
Because of flooding controls, the topology of one area is unknown by routers in
another area. This means a router knows nothing of network topology outside its own
area. Each area has a unique link-state database, and all routers in the given area
should have the same database.
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Figure 9-1 illustrates the concept of areas.

Autonomous System

Figure9-1. OSPF Areas

In Figure 9-1, the autonomous system is divided into five areas. Each area represents
smaller networks within the autonomous system, and maintains separate link-state
databases. Area O is the backbone and connects all areas within the autonomous
System.

Area Aggregates

Area aggregates consolidate multiple routes (or addresses) within an area (or areas)
into one single link state advertisement (LSA). This consolidation enables one
advertisement representing a range of addresses within an area (or areas) to be
broadcast.

Area aggregates:

* Reduce the size of the OSPF routing table

» Provide better control over network instabilities

* Provide a better mechanism to summarize route updates across areas
* Reduce memory requirements for link-state databases

* Reduce the cost of route calculation
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« Have a maximum area size of 400 switches and routers, or 1,000 interfaces

The Backbone

Thebackbone is itself an area and is designated as area 0. OSPF requires the backbone
to be contiguous to all areas in the autonomous system (AS). All other non-backbone
areas (areas other than area 0) must have a connection to the backbone area.

Area Border Routers and Switches

Routers that belong to more than one area are referreditesaBorder Routers
(ABRs). ABRs maintain separate link-state databases of each area to which they
belong. A switch that spans one or more OSPF areas is considered tarée an
border switch (ABS).

Virtual Links

OSPF requires that all OSPF areas be directly connected to the OSPF backbone area.
However, you can use virtual links to logically connect physically separate portions of
a network to the backbone.

OSPF uses virtual links for the following purposes:
« To connect areas that are not physically connected to the backbone.
« To patch the backbone if there is a break in backbone continuity.

The two endpoints of a virtual link are ABRs or ABEgure 9-2illustrates a
network that connects Area 0.0.0.4 to the backbone through Area 0.0.0.3 by using a
virtual link from Switch 7 to Switch 4.

About Clustering

Clustering is a way of grouping OSPF areas into subareas. Clustering enables you to
use set increments (allows you to use a set of three bits of the internal IP address to
assign a cluster address between 000 and 111, or 0 and 7) of the host ID address in
different OSPF areas, while performing route aggregation at the ABS or ABR. A
cluster forms a subset of an OSPF area. A cluster enables additional address
aggregation at the ABS and reduces the size of the IP routing table, link-state
database, and the number of summary link state advertisements (LSAS).

Use clustering only if you plan to do the following:
* Implement OSPF areas using switch software Version 5.0 or greater.

* Deploy new nodes with the same subnet addresses into multiple OSPF areas (for
example, due to a lack of IP addresses)
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In Version 2.3 and later versions of the NM S, you can define an | P address subnet as

part of acluster, define a cluster ID, and designate a switch as part of a cluster at

switch deployment.

You assign acluster 1D to the IP address to be clustered. The cluster ID specifies the

upper three bits of the host ID. As switches are added in that cluster ID the switch

number/host ID in the | P address increments according to the cluster ID. For example,
Table 9-1 showsthe cluster ID IP-address range using 107.109.50.x as the default 1P

address.

Table9-1. Cluster ID and IP Addresses

Cluster 1D

IP Address Range

0

107.109.50.1 - 107.109.50.30

107.109.50.33 - 107.109.50.62

107.109.50.65 - 107.109.50.94

107.109.50.97 - 107.109.50.126

107.109.50.129 - 107.109.50.158

107.109.50.161 - 107.109.50.190

107.109.50.193 - 107.109.50.222

107.109.50.225 - 107.109.50.254

Figure 9-2 illustrates the benefits of clustering.
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Area 0.0.0.2
107.109.50.34 '
Switch 1
Switch 5 107.109.110.1 |
107.109.220.23
< . ‘
) 4
Z 9 Area 0.0.0.0
Backbone
Area 0.0.0.1 2
14
10 Switch 4
Switch 3 107.109.221.201 )
107.109.50.1 O A | Dy
1 7l
Switch 6
107.109.220.2 Switch 7

107.109.221.250

Numbers 1-14=Cluster ID

Figure9-2. OSPF Area Configuration Example

Figure 9-2 shows a single OSPF backbone areawith an Area ID of 0.0.0.0. All three
non-backbone areas (0.0.0.1, 0.0.0.2, and 0.0.0.3) are directly connected to the OSPF
0.0.0.0 backbone area. Area 0.0.0.4 is connected to the backbone through the virtual
link that is configured in Area 0.0.0.3.

Packets are forwarded between areas, from the source area, through the backbone, and

then into the destination area.Ascend’s OSPF area implementation assigns each trunk
to a specific area. This provides maximum flexibility in setting area boundaries and
changing area boundaries in the future.
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Summary LSAs

IP addressing information is advertised across area boundaries in OSPF summary
L SAs. Each summary LSA advertises asingle range of 1P addresses. The |P address
ranges are configured in the ABSs.

For example, Area 1 isassigned a subnet of 107.109.220.0/24. The number 24
specifies a subnet mask of 24, so all 1P addresses in the range 107.109.220.1-254 are
sent as asingle OSPF summary LSA. In this example, an OSPF summary LSA is sent
from Area 2 for each address 107.109.50.33 and 107.109.50.34 without clustering.
With clustering, the Areas 107.109.110.1 and 107.109.110.2 are configured for
address range 107.109.50.32/27. A single summary L SA is sent for the
107.109.50.32/27 address range.

Address aggregation is not required, but when used, it resultsin fewer

summary-L SAs. Fewer summary L SAs reduce the size of the routing table and OSPF
link-state databases. In Figure 9-2, the Area 1 routing table would be
107.109.110.0/24, 107.109.50.33, and 107.109.50.34 without OSPF areas. If
107.109.50.0 is designated as cluster 1, the routing tables would have entries for
107.109.110.0/24 and 107.109.50.32/27.

If you anticipate alack of network |P addresses and the use of a particular subnet
address in multiple OSPF areas, you should add new switches to a cluster. Otherwise,
you may hot need to cluster.

OSPF Routing and Router Classifications

There are two types of routing:
* Intra-area routing
* Inter-area routing

Intra-area routing is routing within an area, and inter-area routing is routing between
areas. These types of routing are performed by different classifications of routers,
including:

Internal routers— Routers that are directly connected and belong to the same area.
In addition, routers with interfaces connected only to the backbone are classified as
internal routers.

Area border routers— Routers with links to more than one area, or between an area
and backbone.

Backbonerouter s— Routers with an interface to the backbone. A backbone is either
an area border router or an internal router.
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ASboundary routers— Routers that connect an OSPF autonomous system to a
region that uses a different routing protocol. AS boundary routers may be internal
routers, area border routers, or backbone routers.

Figure 9-3shows an example of OSPF routing and router classifications.

Inter-area Routing

RIP Network

Q— Internal

Router

— Area

_ Border Router

Intra-area Routing

__AS Boundary
Router

Figure9-3. Router Classifications
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Configuring OSPF

This section describes how to set OSPF parameters and includes the following tasks:
» Configuring OSPF parameters at the logical port

» Configuring OSPF parameters at the switch, including
— Configuring IP parameters
— Defining an OSPF neighbor
— Defining an OSPF area aggregate
— Defining an OSPF virtual link
— Configuring OSPF route maps

Configuring OSPF at the Logical Port

To configure OSPF on the logical port:

1. Enable the logical port for IP services as describé@amfiguring IP Logical
Ports” on page 3-4

2. Choose Add OSPF from the Set IP Interface Addresses dialog box. The Add
OSPF Interface dialog box appedrgy(ire 9-3.

A| MWavisCore — Add 0SPF Interface

IP Address: |8‘8‘8‘2

— Interval
Area 103 b.o.o,0
Re-Transmit:
Interface Type: PointToMultipoint — |
Hello:
Admin State: Enable - |
Fouter Dead:
Multicazt Forwarding: Blocked — |
Poll:
Demandy Dizable - |
o 0y tional Info————""—"—"—""
Transit Delay: I;l— peralionat Snte
= Statusy
Router Priority: I;l
= Dezignated Router:
TOS 0 Hetric: I;l
Backup Designated Rtri
Authentication Type: More — |
= Eventsy
Authentication Key: I“

e
= =

e
=3
=

1l

il

0Ok | Cancel

Figure9-4. Add OSPF Interface
3. Complete the fields describedTable 9-2
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Table9-2. Add OSPF Interface Fields

Field

Action/Description

IP Address

Displays the name assigned to the I P unicast address, with which this | P interface will
communicate.

Addressless
Interface

Enter the addressless interface.

If the interface has an IP address, the value is 0.0.0.0. If the interface is addressless, the
value isthelogical port number or interface number.

ArealD

Enter the area ID (x.x.x.X) for the areain which you want to locate this interface. Area
0.0.0.0 is the network backbone area.

Areas are collections of networks, hosts, and routers. The area ID identifies the area.
Note: Area 1 isreserved for Ascend switches. If you configure the OSPF interfacein Area
1, see“Configuring IP Parameters” on page 9-16

Interface Type

Select one of the following options:

Broadcast A broadcast network supports many routers and has a designated routef that
addresses a single physical message to all attached routers. The hello protocol dynamically

discovers neighboring routers on these networks.

NBMA — A non-broadcast multi-access (NBMA) network supports many routers, but
not have broadcast capability. This type of network requires full-mesh connectivity.

does

Point-to-Point — A point-to-point network joins two routers together. The IP address of the

neighboring routers interface is advertised. Hello packets are sent to the neighbor at
intervals based on the value that you specify foH#éo Interval parameter. For more
information on Hello Interval, sgeage 9-13

Point-to-Multipoint — A point-to-multipoint network supports multiple router connectio
which are treated like point-to-point connections. The IP addresses of the remote ro
interfaces are advertised.

Virtual Link — A virtual-link network links areas that are not physically connected to th
backbone and patches the backbone if a disconnect occurs in the backbone.

Admin State

Select one of the following options:

Enable — This parameter allows this interface to communicate OSPF. In addition, this

interface can send or receive Hello packets.

regular
ns,

uters

e

]

Disable — This parameter prevents this interface from communicating OSPF. In addition,

this interface cannot send or receive Hello packets.

Multicast
Forwarding

Not Supported.

Demand

Not Supported.

Transit Delay

Enter a value betweeen 0 and 3600 (the default value is 1).

This value is the estimated number of seconds it takes to transmit a link-state update
over this interface.

packet

9-12
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Table9-2. Add OSPF Interface Fields (Continued)

Field

Action/Description

Router Priority

Enter avalue between 0 and 255.

This number identifies the priority of the router associated with thislogical port and isused
to elect the designated and backup designated routers. The router with the highest priority
isconsidered the designated router. A value of O indicates the router is not eligible to be the
designated or backup designated router. If all routers have the same priority, therouter ID is
used to determine the designated router.

TOS 0 Metric

Enter avalue between 1 and 65535.

This value specifies the type of service cost. The lowest TOS 0 has the highest priority for
routing.

Authentication
Type

Specify the type of authentication that OSPF uses as a security measure to ensure that this
logical port and router exchange information with correct neighbors. Options include:

None — Specifies that no authentication is performed.

Smple Password — Specifies a simple password authentication method that includes
password in all OSPF messages on an interface-by-interface basis. When a router 1
a message on an interface that uses simple password authentication, the router che
incoming OSPF message to see if the password is included in the message. If the p
is correct, the message is processed normally. If the password is not part of the incg
message, the message is ignored and dropped.

MD5 — Specifies that an encryption method be used, which converts the authenticati
to a number. The number is forwarded with the route rather than the actual key.

Authentication
Key

Enter an authentication password in this field if you specified efihgaie or MD5 as the
authentication type. This value is not required if you spechiertk as the authentication

type.

a
eceives
cks the
assword
ming

on key

Interval

Re-Transmit

Enter a value between 0 and 3600 (the default value is 5 seconds).

This value specifies the time to wait before resending a packet if no acknowledgmer
received.

tis

Hello

Enter a value between 1 and 65535 (the default value is 10 seconds).
Specifies the number of seconds between router Hello messages. This parameter ¢

pntrols

the frequency of router Hello messages on an interface.
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Table9-2. Add OSPF Interface Fields (Continued)

Field

Action/Description

Router Dead

Enter avalue greater than or equal to 0 (the default value for thisfield is 40 seconds).

Thisvalueisamultiple of the Hello interval. For example, if the Hello interval is set to 10,
the router dead interval should be configured at 20, 30, 40, etc. Specify this parameter if
you have bad connections or if alink in the network is down.

This parameter is the number of seconds a router waits to hear a Hello message from a

neighbor before the router declares the neighbor “down.” The value that you specify|can

affect OSPF operation. If the interval is too short, neighbors are considered down w

nen

they are reachable. If set for too long, routers that are really down are not considered down

soon enough to properly reroute data.

Poll

Enter a value greater than or equal to O (the default value for this field is 120).

Specifies the time, in seconds, between Hello packets sent to an inactive non-broadcast

multi-access (NBMA) neighbor.

Operational Info (All values are read-only)

Status

Displays the status of OSPF communication.
Options for Point-to-Point, Point-to-Multipoint, Broadcast, and Virtual link networks are:
Up — Indicates the network interface is operational.

Point-to-Point — Indicates the interface is at the highest level of connection. In this st
the interface is operational and connects either to a physical point-to-point network

virtual link. Upon entering this state, the router attempts to form an adjacency with the

ate,
Dr to a

neighboring router. Hello packets are sent to the neighbor at regular intervals based| on the

value that you specify for théello Interval parameter. Segage 9-13or details about the

Hello Interval.

Init — In this state, the neighbor sees a Hello packet. However, bidirectional communication
has not been established with the neighbor. All neighbors in this state are listed in the Hello

packets sent from the associated interface.

Down — Indicates the interface is not usable. No protocol traffic will be sent or received on

this interface.

9-14
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Table9-2. Add OSPF Interface Fields (Continued)

Field

Action/Description

Status

Options for an NBMA network are;

Loopback — In this state, the router’s interface to the network is “looped back.” The
interface may be looped back in hardware and software. While in loopback, the interf
not available for regular traffic data traffic.

Waiting — In this state, the router tries to determine the backup designated router’s id
To do this, the router monitors received Hello packets. The router cannot elect a bac
designated router or designated router until it leaves the waiting state. This preventg
unnecessary changes to the backup designated router.

Designated Router — In this state, the router is the designated router on the attached
network. Adjacencies are established to all other routers attached to the network. T
router must also originate network link advertisements for the network node. The
advertisement provides link information to all routers (including the designated route
itself) attached to the network.

Backup Designated Router — In this state, the router is the backup designated router o
attached network. When the present designated router fails, this router takes over. T
router establishes adjacencies to all other routers attached to the network.

Other — In this state, the router forms adjacencies to both the designated router and
backup designated router.

ace is

entity.
tkup
any

ne

=

n the
'he

the

Designated Route

Displays the 32-bit IP address of the designated router for this network as seen by
advertising router. An IP address of 0.0.0.0 indicates that a designated router has n
specified for this network. If all routers have the same priority, the router ID is used {
specify the designated router.

the
bt been
(0]

Backup
Designated Rtr

Displays the 32-bit IP address of the backup designated router for this network as s¢
the advertising router. An IP address of 0.0.0.0 indicates that a backup designated r
has not been specified for this network.

cen by
outer

Events Displays the number of times this OSPF interface changed its state, or the number pf times
an error occurred.
4. When you are done setting parameters, choose OK.
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Configuring OSPF Parameters at the Switch

This section describes how to configure the following OSPF switch parameters.

IP parameters
OSPF neighbors
OSPF area aggregates

OSPF virtual links

Configuring IP Parameters

Configure this parameter only if you configured the switch’s OSPF interfage in
Area 1, which is used only for Ascend switches.

You also use Area 1 for routing updates between Ascend switches. This ehables
switches running switch software prior to 5.0 to operate with switches runijing

5.0 or later. If the interface is connected to a non-Ascend device, you canijot use
Area 1.

To configure IP parameters:

1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Paramgtes&t IP Parameters.

The Set IP Parameters dialog box appéargi(e 9-5.

A| MNavisCore - Set IP Parameters

Switch Mame: I Pomona?l_6

0SPF Area 1 Backward Compatible: Mo —
HPTsy Enabled —

HPT CIR ¢Kbpsi:

I

0Ok | Cancel |

Figure 9-5. Set |P Parameters Dialog Box
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3. Complete the fields described in Table 9-3.

Table9-3. Set I P Parameters Field Descriptions

Field Action/Description
Switch Name Displays the name of the switch.
OSPF ArealBackward | Select either Yesor No.
Compatible

If you select Yes, the switch:

— can communicate with other Ascend switches running pre-5.0 switch
software

— can communicate with other Ascend switches running 5.0 switch software,

which is set to Yes in this field
— cannot communicate with other vendor routers

If you select No, the switch:

— cannot communicate with other Ascend switches running pre-5.0 switch

software

— can communicate with other Ascend switches running 5.0 switch software,

which is set to No in this field
— can communicate with other vendor routers

MPTs

Set this value to Enable or Disable.

In order for the switch to process MPTise MPT administrative value for the
switch must be set to Enable.

The MPT administrative value that you specify determines the use of MPTs of
switch as follows:

« |f the MPT value is set to Enable and no IP interfaces have been defined,
switchdoes not establish M PTs.

« Ifthe MPT value is set to Enable and IP interfaces have been defined, the 4
does establish MPTsas a means of forwarding IP traffic.

* |f the MPT value is set to Disable and IP interfaces have been defined, the
switchdoes not establish MPTsto forward | P traffic, but instead uses a
hop-by-hop transmission method.

« |f the MPT value is set to Disable and no IP interfaces have been defined,
switchdoes not establish M PTs.

Note: The NM S does not allow you to set an MPT administrative value to
Disable on a switch that has one or more MPT point-to-point connections.
You must delete all MPT point-to-point connections before you set the
administrative value to Disable.

See Chapter 12, “Multipoint-to-Point Tunnelingfor more information.

1 the

he

switch

the
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Table9-3. Set I P Parameters Field Descriptions (Continued)

Field

Action/Description

MPT CIR (Kbps)
(Multi-Point-to-Point

Information Rate)

Tunneling Committed

Enter the rate in Kbps at which the Multipoint-to-Point tunnel (MPT) transfers data,
averaged over aminimum increment of time. In addition, this value reserves
bandwidth for MPTs, which the switch originates. For more information on MPTs,
see Chapter 12, “Multipoint-to-Point Tunneling”

Note: Thisvalue appliesto all linksin the MPT.

4. When you are done setting parameters, choose OK.

Defining an OSPF Neighbor

You do not have to define OSPF neighbors if you assign OSPF to an interface.
OSPF automatically discovers its neighbors through Hello packets. However, if
you configure an NBMA network, you must define OSPF neighbors. See the
description for NBMA networks on page 9-12.

To define an OSPF neighbor:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend |P Parameters [0 Set All OSPF 0 Set
All OSPF Neighbors. The Set All OSPF Neighbors dialog box appears
(Figure 9-6).

MavisCore — Set All OSPF Meighbors

Switch Mame:

ISaco

Heighbor Address

Addressless Interface

Priority

Add, .. |

Figure9-6. Set All OSPF Neighbors Dialog Box
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The Set All OSPF Neighbors dialog box displays the following buttons:

Button
Add
Modify

Delete

Function
Enables you to add an OSPF neighbor.
Enables you to modify an OSPF neighbor.

Enables you to delete an OSPF neighbor.

3. Choose the Add button. The Add OSPF Neighbor dialog box appears

(Figure 9-7).

= NavizCore — Bdd OSPF Meighbor

Heighbor Address: I |
I;l

fiddressless Interface: |}

Priority:

0Ok | Cancel |

Figure9-7. Add OSPF Neighbor Dialog Box

4. Completethe fields described in Table 9-4.
Table 9-4. Add OSPF Neighbor Fields

Field

Action/Description

Neighbor
Address

Enter the | P address this neighbor uses in its | P source address.

On address links, the address is not 0.0.0.0 but the address of the
neighbor’s interface.

Addressless
Interface

Enter the addressless interface.

If the interface has an IP address, the value is 0.0.0.0. If the interfg
addressless, the value is the logical port number or interface num

ace is
ber.

Priority

Enter a value between 0 and 255.

The neighbor with the highest priority is the designated router. Thi
field only applies to NBMA and broadcast networks. The value zef
signifies the neighbor cannot be the designated router on this netv

5
0
vork.

5. When you are done setting parameters, choose OK.
6. Atthe Set All OSPF Neighbors dialog box, choose Close.
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Defining an OSPF Area Aggregate

To define an OSPF area aggregate:

1. From the network map select the appropriate switch icon.

2. From the Administer menu, select Ascend |P Parameters 0 Set All OSPF O Set
All OSPF Area Aggregates. The Set All OSPF Area Aggregates dial og box

appears (Figure 9-8).

A| MNavisCore - Set All 0SPF Area Aggregates
Switch Mame: I Saco
Area 10 LSIE Type Het Mazk Advertize Matching
AN
Add, .. | il Faee | Iwiste | Close |

Figure9-8. Set All OSPF Area Aggregates Dialog Box
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The Set All OSPF Area Aggregates dialog box displays the following buttons:

Button Function

Add Enables you to add an OSPF area aggregate.
Modify Enables you to modify an OSPF area aggregate.
Delete Enables you to delete an OSPF area aggregate.

3. Choose the Add button.The Add OSPF Area Aggregate dialog box appears
(Figure 9-9).

A| MavisCore — Add 0SPF Area Aggregate

LSIE Type: Summary — |
MNet: I
Hazk I

[ ewe =]

Advertize Matching: Enable

0Ok | Cancel |

Figure9-9. Add OSPF Area Aggregate Dialog Box
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4. Complete the fields described in Table 9-5.
Table9-5. Add OSPF Area Aggregate Fields

Field

Action/Description

ArealD

Enter the area ID (x.x.X.X) in which you want to locate the node.
Area 0.0.0.0 is the network backbone.

Areas are collections of networks, hosts, and routers. The area |D
identifies the area.

Note: Area 1 isreserved for Ascend switches. If you configure the
OSPF interfacein Area 1, see“Configuring OSPF Parameters a
the Switch” on page 9-16

LSDB Type

Specify thelink state database type to which this address
aggregate applies.

Options include:

Summary- Area border routers generate summary link

advertisements, which describe inter-area routes (routes betyveen

areas) to networks.

NSSA External — Not So Stubby Area external (NSSA) link
advertisements allow an AS border router within a stub area
the routers within that area to learn about the external netwo
accessible through the AS border router in the area.

and
rks

Net

Enter the IP address of the net or subnet, indicated by the ra

nge.

Mask

Enter the subnet mask that pertains to the net or subnet

Advertise Matching

Select one of the following options:

Enable — If you enable this parameter, you “leak” the net/mas
you specified for the given area.

Disable— If you disable this parameter, you hide the net/mask

you specified for the given area.

5. When you are done setting parameters, choose OK.
6. Atthe Set All OSPF Area Aggregates dialog box, choose Close.
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Defining an OSPF Virtual Link

To define an OSPF virtual link:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend |P Parameters [0 Set All OSPF 0 Set
All OSPF Virtual Links. The Set All OSPF Virtual Links dialog box appears
(Figure 9-10).

A| MNavisCore — Set ALl OSPF Virtual Links

Switch Mame: ISaco

Area 10 Meighbor

Y Transit Delay: I
Authentication Key: I
Authentication Tupe: I

Interval

Retransmissiony I
Hello: I
—~ | Router Dead: I

Figure9-10. Set All OSPF Virtual Links Dialog Box
The Set All OSPF Virtual Links dialog box displays the following buttons:

Button Description

Add Enables you to add an OSPF virtual link.
Modify Enables you to modify an OSPF virtua link.
Delete Enables you to delete an OSPF virtual link.

3. Choose Add. The Add OSPF Virtual Link dialog box appears (Figure 9-11).
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A| MNavisCore — Add 0SPF Virtual Link

Area 1D: I |

Meighbor:

Transit Delay: Iﬁ
futhentication Keys IE
Authentication Type: More —

Interval

Retranzmizsion: |5
Hello: Iho
Router Dead: IEO

Figure9-11. Add OSPF Virtual Link Dialog Box
4. Complete the fields described in Table 9-6.

Table 9-6. OSPF Virtual Link Fields

Field Action/Description
ArealD Enter the area ID (x.x.X.X) in which you want to locate the neighbor. Area0.0.0.0 isthe
network backbone area.
Areas are collections of networks, hosts, and routers. The area ID identifies the area.
Note: Area 1 isreserved for Ascend switches. If you configure the OSPF interfacein
Area 1, see “Configuring OSPF Parameters at the Switch” on page 9-16
Neighbor Address | Enter the IP address this neighbor usesin its | P source address.

On addressless links, the address is not 0.0.0.0 but the address of the neighbor’s
interface.

Transit Delay

Enter a value between 0 and 3600 (the default value is 1).

This field specifies the estimated number of seconds it takes to transmit a link-state
update packet over this interface.

Authentication Key

Enter an authentication password in this field if you specified Sithge or MD5 as
the authentication type. This value is not required if you spedifteg as the
authentication type.
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Table 9-6. OSPF Virtual Link Fields (Continued)

Field

Action/Description

Authentication
Type

Specify the type of authentication that OSPF uses as a security measure to ensure that
thislogical port and router exchange information with correct neighbors. Options
include:

None — Specifies that no authentication is performed.

Smple Password — Specifies a simple password authentication method that include
password in all OSPF messages on an interface-by-interface basis. When a route
receives a message on an interface that uses simple password authentication, the
checks the incoming OSPF message to see if the password is included in the mes
the password is correct, the message is processed normally. If the password is no
the incoming message, the message is ignored and dropped.

MD5 — Specifies that an encryption method be used, which converts the authentic|
key to a number. The number is forwarded with the route rather than the actual ke

s a
r
> router
sage. If
[ part of

ation
V.

Interval

Retransmission

Enter a value between 0 and 3600 (the default value is 5 seconds) This field spe
time to wait before resending a packet if no acknowledgment is received.

cifies the

Hello

Enter a value between 1 and 65535 (the default value is 10 seconds). This field sy
the number of seconds between router Hello messages and controls the frequenc
router Hello messages on an interface.

ecifies
y of

Router Dead

Enter a value greater than or equal to 0 (the default value for this field is 40 seco
This value is a multiple of the Hello interval. For example, if the Hello interval is se
10, the router dead interval should be configured at 20, 30, 40, etc. Specify this
parameter if you have bad connections or if a link in the network is down.

nds).
t to

This parameter is the number of seconds a router waits to hear a Hello message from a

neighbor before the router declares the neighbor “down.” The value that you speci

can

affect OSPF operation. If the interval is too short, neighbors are considered down when
they are reachable. If set for too long, routers that are really down are not considered

down soon enough to properly reroute data.

5. Choose OK.
6. Atthe Set All OSPF Virtual Links dialog box, choose Close.
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Configuring an OSPF Route Map

Chapter 11, “Configuring Route Mapptovides detailed information about all types

of route maps (including OSPF route maps) that you can configure, using IP services.

See Chapter 11 before you begin any route map configuration

To configure an OSPF route map from the OSPF parameter menu:

1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parametebgt All OSPFO Set
All OSPF Route Maps. The Set All OSPF Route Maps dialog box appears
(Figure 9-12.

~| MavisCore - Set A1l OSPF Route Maps
Suitch Name: IBurbank?lA
Route Hap Mame Index  Tupe Admin  Action
ripuspf‘bur.glual ‘ 9 RIP->05PF Enable Fccept
r— Match parameters
rHAssigned Metwork Access Lists
Name Index
’j
Metric: I
Hin Net Prefix Len: I Hax MNet Prefix Len: I
Tagy I
r— Set Parameters
Metric: I Next Hopt I
Taa: I
05PF Metric Type:; IExt. Type 2
Use the OSPF Route Maps
Sequence option and choose
Set to display a dialog box that
Optionss enables you to order the route
( 0SPF Route Maps Sequence = Seta.. | map sequeﬂce-
Add, .. Hodify, .. | Ielete | Claose |
Figure9-12. Set All OSPF Route Maps
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Configuring Multiple OSPF Areas

The configuration of multiple OSPF areas comprises the following configuration
procedures:

* OSPF Area Configuration
» Virtual Link Configuration
» Address Aggregation

See"“Steps for Configuring Multiple OSPF Areas” on page 9%@7more information
about each of these configuration procedures.

> Area 0 is the OSPF backbone area. Areas do not have to be physically atfached
to the backbone. Instead, virtual links can be configured to logically attachjan
area to the backbone.

Every area border router must be connected to the backbone area. You usg area O
trunks or configured virtual links to connect each area border router to the
backbone area.

Steps for Configuring Multiple OSPF Areas

The following sections outline each of the steps for OSPF Area configuration. This
guide describes all configuration steps that reference each of the functions that you
can access from the Ascend IP Parameters menu.

See the following guides for all steps that reference the functions that you access from
the Ascend Parameters menu:

* NavisCore Frame Relay Configuration Guide

* NavisCore ATM Configuration Guide

Prerequisites

* The IP interface must be defined. S8etting the IP Interface Address” on
page 3-11for details.

* Check theNavisCore Frame Relay Configuration Guide and theNavisCore ATM
Configuration Guide for the necessary Frame Relay and ATM prerequisites.
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Configuration Recommendations

Be aware of the following recommendations when configuring multiple OSPF areas:

Do not make areas too small.

— Area boundaries may be difficult to configure, and can cause sub-optimal
routing for both IP and circuits.

— If every switch is an area border switch, there will be no improvements to the
route scaling.

Plan ahead when assigning aredodification of thetrunk ArealD isa
service-affecting procedure that causes the trunk to bounce.

Do not unnecessarily aggregate | P addresses. The process of modifying switch IP
addresses is time-consuming and should not be done for the sole purpose of
aggregation.

OSPF Area Configuration

1

Set the Area ID of all trunks. From the Administer menu, select Ascend
Parameter§] Set All Trunks. The NMS displays the NavisCore Set All Trunks
dialog box. See therame Relay Configuration Guide or theATM Configuration
Guide for more information.

Set the Area ID of the IP logical ports. To do this:

a. From the Administer menu, select Ascend IP Paramgte®gt All IP LPorts.
The Set All IP LPorts dialog box appears.

b. Choose IP Parameters. The Set IP Parameters dialog box appears.
c. Choose IP Interface. The Set IP Interface Addresses dialog box appears.

d. Choose Add OSPF. The Add OSPF Interface dialog box displays. See
“Configuring OSPF at the Logical Port” on page 9f@f more information
about how to complete this dialog box.

Set the Area ID of the IP loopback addresses. To do this:

a. From the Administer menu, select Ascend IP Parameteget All IP
Loopback Addresses. The Set All IP Loopback Addresses dialog box appears.
See"Setting IP Loopback Addresses” on page 8fdicmore information.

Set the Area ID of the Network Service Access Points (NSAPs). To do this:
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a. From the Administer menu, select Ascend Parameters0 Set All SVC
Parameters 1 Set All Node Prefixes. The Set All Node Prefixes dialog box
appears. See the NavisCore Frame Relay Configuration Guide or the
NavisCore ATM Configuration Guide for more information.

> The Area ID of the switch IP address is set automatically to one of the follqwing:
— Area l, if it exists.

— If Area 1 does not exist, the Area ID is set to the ID of the switch with the
lowest Area ID.

Virtual Link Configuration

Areas do not have to be physicaly attached to the backbone. Instead, you can
configure virtual linksto logically attach an areato the backbone. Before you can
configure avirtual link you must know:

— The non-backbone transit area for the virtual link.

— The router IDs for the two endpoint switches. (The router ID of each switch
endpoint is the same value as the switch ID).

In addition, you must ensure that both switches have IP addresses in the transit area.
Add loopback addresses if necessary.

To add a virtual link:

1. From the Administer menu, select Ascend IP Parametesst All OSPHI] Set
All OSPF Virtual Links. The Set All OSPF Virtual Links dialog box displays
(Figure 9-10 on page 9-23

2. Choose Add. The Add OSPF Virtual Link dialog box appefigufe 9-11 on
page 9-24. Complete the fields thakble 9-6 on page 9-2describes.

Address Aggregation

Aggregation is the process of advertising a single address prefix (rather than
advertising multiple, more specific prefixes). Addresses can be aggregated at area
borders. This practice further improves route scaling by reducing the size of the
link-state database and the routing table.

You configure aggregates in the area border switch.

1. Toconfigure an aggregate for an NSAP, from the Administer menu, select
Ascend Parametefs Set All SVC Parametefs Set All Node Prefixes. The Set
All Node Prefixes dialog box appears.

2. Toconfigurean aggregate for an | P Address, from the Administer menu, select
Ascend IP Parametelrs Set All OSPHI Set All OSPF Area Aggregates. The
Set All OSPF Area Aggregates dialog box appearsp8ge 9-2(or details.
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Configuring Static Routes
This chapter describes how to configure static routes.

About Static Routes

You configure static routes manually only if they are reachable. Static routes do not
disappear from the IP routing table and will always be advertised. However, static
routes do not respond to network topology changes. The only way a static route can
changeisif the network administrator changes them. In addition, static routes provide
redundancy if aprimary connection fails.
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Configuring a Static Route

To configure a static route:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend |P Parameters0 Set All Static Routes.
The Set All Static Routes dialog box appears (Figure 10-1).

A| MNavisCore - Set All Static Routes

Switch Mame: IalgeriaS
Switch Mumber: |202‘8
Destination Metwork Maszk Mext Hop

£
Priority: I ggiée‘l
Tag: I
Unnumbered
IF LPorty

Figure10-1. Set All Static Routes Dialog Box
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The Set All Static Routes dialog box displays the following buttons.

Button
Add
Modify
Delete

Function
Enables you to add a static route.
Enables you to modify a static route.

Enables you to delete a static route.

3. Choose the Add button. The Set Static Route dialog box appears (Figure 10-2).

A| MNavisCore - Set Static Route

Switch Mame: I algerial

Switch Mumber: |202‘8

Metwork |+
Hask: :
Mext Hop: I

Priority: |1
1

Tag: Iv

P Select Unnumbered IP LPort

Route: Dizable _||

~ L

0Ok | Cancel |

Figure10-2. Set Static Route Dialog Box
4. Complete the values described in Table 10-1.
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Table10-1. Static Route Fields

Field Description

Switch Name (read only) Displays the name that identifies the switch.

Switch Number (read only) | Displays the switch number.

IP Address Enter the |P address of the destination network.
Network Mask Enter the network mask.
Next Hop Enter the IP address of the next hop.

The next hop field is disabled if you:

— Selected an unnumbered IP logical port (see “Select
Unnumbered IP LPort”), or

— Enabled null route (see “Null Route”)

Priority Enter a value from 1 to 20 to specify the static route
priority. The highest number is the preferred priority. The
priority of the static route is in relation to other route
protocols.

Tag Enter the tag value, which you use to group multiple static
route entries together.

Null Route Select one of the following:

—

Enable — If you enable this parameter, packets destined
this network will be discarded. In addition, the next hop
disabled.

Disable — If you disable this parameter, packets destined
for this network will be forwarded.

or
is

Select Unnumbered IP LPort Select an unnumbered IP logical port to set up a static

route to an IP interface that is not part of a subnet and does
not have a specific address. Instead, the unnumbered |P
logical port uses the router ID as its address.

5. Choose OK.
6. At the Static Route dialog box, choose Close.
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Configuring Route Maps

This chapter describes the following configuration tasks:
* Adding a Network Filter
¢ Adding a Network Access List

¢ Adding a Route Map

About Route Maps

The purpose of a route map is to control and modify routing information and to define
the parameters that your system uses to redistribute routes between routing domains.
Route maps are used to alter route parameters that are then stored in the routing table,
or sent via routing updates to other routers.

You can optionally define the following components for use in a route map:
* Network filters
* Network access lists

After you define the route map, you must assign it to a neighbor (in the case of BGP or
RIP). If you are using multiple route maps for the same neighbor, you can specify the
order that IP Navigator uses the specified maps.

The following sections define the concepts for using network filters, network access
lists, and route maps. In addition, these sections describe how to use route maps to
redistribute routes between routing domains.
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About Network Filters

Network filters control the flow of route distribution. You can use a network filter to
select routes that will be accepted or rejected by route maps. The specified filters must
be used in a network access list and then applied to route maps.

When you create a network filter, you specify the following information:
* A network address

* A network mask value

« Coverage (inclusive or exact)

The network address and network mask value identify the route. The coverage
specifies the type of acces$sclusive filters allow access to all networks that match

the specified network address (including addresses that may be more specific such as
a subnetwork addresgxact filters allow access only to the network that is specified

in the network address.

> A network filter is an optional component of a route map; however, if you yant

to use one or more network filters, you must include the filter in an accesq|list
and then include the access list in a route map. The route map must then pe
assigned to the appropriate neighbor or interface. A network filter by itself
cannot be applied to a route map, neighbor, or interface.

About Access Lists

A network filter access list is an object that contains a set of unique network filters. Up
to 300 network filters can be included in an access list.

You can create an empty network access list and later add defined network filters to
the list. You use network access lists to logically group network filters.

> A network access list is an optional component of a route map; however, if you

want to use one or more network access lists, you must include the list in § route
map and then assign the map to the appropriate neighbor or interface. A ngtwork
access list by itself cannot be applied to a neighbor or interface
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About Route Maps

Route maps enable you to specify the direction of route traffic based on the source of
the traffic or acombination of both the traffic source and destination. You can enable
or disable aroute map as required by setting the Admin Status value for the route map.

When you create aroute map, you specify two routing protocols: a From Protocol and
aTo Protocol. The route map specifies how routes are redistributed from one routing
protocol to another. Thisis done between two different protocols as well aswithin the
same protocol (for example, from BGP to BGP). The route maps are also used to
selectively accept routes from a particular routing protocol into the router’s main
routing table.

In addition, you can optionally specify the following values as route map match or set
parameters:

* Metric value

e Tag value

e Next hop address

e Autonomous System path values (BGP only)
e Community values (BGP only)

*  OSPF route type

Route Map From and To Choices

Each time you define a route map, you must specify a From and a To choice to specify
the two protocols used for route redistribution. The protocols that you specify govern
the direction (import or export) as well as the set of affected routes.

The From choices include the following options:

+ BGP
» OSPF
* RIP

» Static
* Direct

* Aggregate

e Any
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About Route Maps

The Any option enables you to select routes from the routing table regardless of the
origin protocol. For example, you could select a specific route from the routing table
and then advertise that route to BGP. The protocol used to transport the route to the
routing table is not important.

The To choices that you can select vary depending upon the previoudy selected From
choices. For example, the routing table option can only be selected if the From choice
protocol is BGP or RIP.

The possible list of To choices include the following options:

BGP
OSPF
RIP

Routing Table

Determining if a Route Map is for Import or Export

The protocol that you specify for the To choice specifies whether a map is an import
or export map as follows:

Route maps that use a To choice of BGP, OSPF, or RIP are automatically created
as export route maps.

Route maps that use a To choice of Routing Table are created as import route
maps.

All route selections for a route map with the Routing Table as the To choice are
performed before IP Navigator adds the routes to the routing table.

9000 Switch
Neighbor
Neighbor }. _ M| -
~ r— — T-A Route maps are applied to a
™ Routing” p neighbor or interface and can
| Table filter routes coming into or out
Lo of the routing table.

Figure1l-1. Using Route Mapsto Filter Routes
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Route Map Guidelines

Route maps are required if you want to accomplish any of the following tasks:

* Route filtering

* Route redistribution

« Altering route parameters such as metric, next hop, tag, and BGP path attributes.

SeeFigure 11-2and the sections that follow for a description of the guidelines for
route map use.

When are Route Maps Not Used?

You cannot use a route map to specify a routing policy for the following pairs:

OSPF to Routing Table — IP Navigator always adds OSPF routes to the routing
table. For this reason, you cannot use a route map to specify the acceptance or
rejection of specific routes between OSPF and the routing table.

OSPF to OSPF — IP Navigator always advertises OSPF routes to the OSPF
routing domain. Link state protocols assume that all routes share the same
information. For this reason, you cannot use a route map to specify the acceptance
or rejection of specific routes being sent to an OSPF neighbor.

NM S Pathsto OSPF — IP Navigator always advertises any NMS paths
configured as Autonomous System External-Link State Advertisements
(ASE-LSAS). (An NMS path is a static route that uses the Network Management
Station as its destination.) For this reason, you cannot use a route map to specify
the acceptance or rejection of specific NMS paths to the OSPF protocol.
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Figure 11-2 illustrates the logical flow of routing information through the switch
and where route maps can optionally be applied in this flow.

All valid BGP
routes from all

BGP neighbors

All valid OSPF
LSAs from all
OSPF neighbors

All valid RIP
routes from
all RIP
neighbors

_>

| BGP

BGP
Routing

Information
Base
Out

Routing
Information
Base

In

OSPF

database

__>

Optional | Optional
BGP -> Rt. Table | X ->BGP
Route Maps v Route Maps (Note 1)
Routing Optional
B x -> OSPF

Table Route Maps Note 2)
Optional Optional
RIP -> Rt. Table - x->RIP
Route Maps Route Maps (Note 3)
Note 1

X can be any of the routing protocols

Note 2
x can be any of the routing protocols except
OSPF. These route maps affect the

Note 3
X can be any of the routing protocols
including RIP. These route maps are

Selected BGP
routes to each
of the BGP
neighbors

!

OSPF LSAs

—® to all OSPF

neighbors

RIP routes
advertised by
RIP interfaces
(to RIP
neighbors)

Figure11-2. Flow of Routing Information Through the Switch
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What Happens if You Do Not Use a Route Map?

If you do not use aroute map for route filtering or route redistribution, the following
import and export operations occur by default:

* Routes from all protocols, except for EBGP, are imported into the routing table by
default.

« EBGP routes are not imported into the routing table by default for security
reasons. You must specify a route map and optionally specify an access list
containing any EBGP routes that you may want to import into the routing table.

« All RIP routes are exported to any RIP interface addresses that are configured for
the IP interface.

Protocol Pairs That Do Not Require Route Maps

Route maps are not required for each of the following protocol pairs:
* IBGP Peef]l Routing Table

« BGPO BGP

 RIPO Routing Table

 RIPO RIP

NavisCore IP Navigator Configuration Guide 11-7



Configuring Route Maps
Route Map Guidelines

Protocol Pairs That Require Route Maps

Route maps are also required for each of the following protocol pairs:

Protocol

Static 0 OSPF
Direct 0 OSPF
BGP [ OSPF
RIPO OSPF

Staticd RIP
Direct 0 RIP
BGPO RIP
OSPF [0 RIP

Static 0 BGP
Direct 0 BGP
OSPF 0 BGP
RIPO BGP

BGP O Routing Table

Description

Route maps are required in order to advertise any Static,
Direct, BGP, and RIP routes into the OSPF routing
domain. By default, IP Navigator does not advertise
Static, direct, BGP, and RIP routes into the OSPF routing
domain.

Route maps are required to advertise any Static, Direct,
BGPR, and OSPF routes into the RIP routing domain. By
default, IP Navigator does not advertise Static, Direct,
BGP, and OSPF routes into the RIP routing domain.

Route maps are required to advertise any Static, Direct,

BGP, RIP, and OSPF routes into the BGP routing domain.
By default, P Navigator does not advertise Static, Direct,
BGP, RIP, and OSPF routes into the BGP routing domain.

Route maps are required to install any routes advertised
by neighboring EBGP peers into the main routing table.
By default, IP Navigator does not install EBGP routes
into the main routing table. IBGP routes are installed into
the routing table even if there are no route maps.

IP Navigator applies multiple route maps using first match logic. This means
that, as each route map is applied, any matching route entries are accepted or
rejected immediately. Subsequent route maps cannot consider the route entries
that were already accepted or rejected. For this reason, you should arrange the
sequence of multiple route maps so that the more specific matches arefirst in the

list.

11-8
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Steps For Configuring a Route Map

To configure aroute map, use the following steps:

1

(Optional) Define the network filters depending on your system'’s needs. See
“Adding a Network Filter” on page 11-Xbr more information.

(Optional) Use the defined network filters to create the network access lists. See
“Adding a Network Access List” on page 11-fidd more information.

Specify the routing policies that define the match parameters to be used to filter
routes and the set parameters for all selected route$A&@#ieg Route Maps” on
page 11-16or more information.

Assign the route map to a BGP neighbor or a RIP interface. You assign route maps
to BGP interfaces on the Modify BGP Neighbor dialog box. Sespter 8,
“Configuring BGP Parameter$dr more information about accessing the BGP
functions. You assign route maps to RIP interfaces on the Modify RIP Interface
dialog box. Se€hapter 7, “Configuring RIPfor more information about

accessing the RIP functions.

If you are using multiple route maps, specify the order in which IP Navigator
should use the assigned route maps by using the arrow buttons on the Modify
BGP Neighbor and Modify RIP Interface dialog box. Route maps filter routes on
the interface in the order in which they are specified on these dialog boxes. Route
maps should be ordered franost specific to leastspecific.

Route maps that have a To protocol of OSPF are global and for this reasor] do not
need to be assigned to an OSPF interface. IP Navigator uses this type of foute
map as soon as you create the map.
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NavizCore — Modify BGP Meighbor

Hame; Bur-AS3-132,7,4,4

Remote Address:

132,7.4.4

Aduin State:
Hext, Hop Selft
Route Reflector Client!

Send Comnunity}

Enable
Disable
Disable
Disable

Remate AS:
Update Source!

Weight:

£,0,0,0

rInterval

Connect Retry (12001

Hold Time (3032

120
g0

—

Keep Alive (200

I

r—Asegign Import Roule Maps
—Available Import Route Maps

-
-
-
-
Assign->

—Hssigned Import Route Haps

bopotablel,ven.0.2.1 [5] boptablel.ven.7.1.1 [5]
<-Inassian ﬂ

—Azaign Export Route Mapz

—Hvailable Export Route Haps r—Hssigned Export Route Maps

bap->hgpL,ven,8.2,1 [3] direct->bgplven, 71,1 [5]

direct-dbgpl ven,8,2,1 bap-obapt,ven, 71,1 J Use the arrow buttons to
Azsign-> A

ﬂ specify the sequence
<-Unassign .
= i that IP Navigator uses

to filter routing
information.

r—Asgign Export Default Route Mapz
—FAvailable Export Default Route HMaps — r—Assigned Export Default Route Maps —

A A

Assign-> A
<~Unassign| ﬂ

fAdd Route Hap Ok Cancel

Figure11-3. Usingthe Arrow Buttonsto Sequence Route M aps
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Adding a Network Filter

To add a network filter:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters 0 Set All Route Policies
O Set All Network Filters. The Set All Network Filters dialog box displays.

A| MNavisCore — Set All Metwork Filters

Switch Mame: Ipuma

Coverage

Hetwork Address  Metwork Mask Index

=

inclusive
exact
exact
inclusive
exact
exact

0, [i]
51,255,183,0 255,250, 255,0
255,250, 255,0
255,250, 255,0
255,250, 255,0
201,204,195,0 255,250, 255,0

N ] |

.

Azzigned Met Access Lists,.. |

Add, .. | Delete | Cloze |

Figure11-4. Set All Network Filters Dialog Box
Table 11-1 describes each of the Set All Network Filters buttons.

Table11-1. Set All Network Filters Buttons

Button Function
Add Displays the Add Network Filter dialog box to enable you to
add a network filter.
Delete Displays the Delete Network Filter dialog box to enable you
to delete anetwork filter.
Assigned Net Access Displaysalist of any network access lists that use the
Lists selected filter.

3. Choose Add. The Add Network Filter dialog box displays (Figure 11-5).
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A| NavizCore — Add Metwork Filter

Hetwork Address: I
Metwork Hask:

Coverage: Exact —

al

Ok

Cancel |

Figure11-5. Add Network Filter Dialog Box
4. Specify the necessary network filter valueslisted in Table 11-2.
Table 11-2. Network Filter Fields

Field Action/Description

Network Address Specify the network address for thisfilter. For example, 0.0.0.0
specifies al network addresses.

Network Mask Specify the network mask for thisfilter.

Coverage Specify inclusive to alow all networks that match the specified
network address (including addresses that may be more specific
such as subnetwork addresses). Specify exact to alow only the
network that is specified in the network address and the
network mask.
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Adding a Network Access List

A network access list enables you to logically group a set of network filters. To add a
network access list:

1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters 0 Set All Route Policies
O Set All Network AccessLists. The Set All Network Access Lists dialog box

displays.
A| MNavisCore — Set All Metwork Access Lists
Switch Mame: Ipuma
Defined Metwork Access List————————————1 r—Hz=zigned Network Filters
Hame Humber Hetwork Address Hask Index Cowverage

exact K
inclusive

exact

exact

exact

inclusive

K 201,202,3,0 255,250, 255,0
201,203,1,0 255,250, 255,0
201,204,2,0 255,250, 255,0
201,204,195,0 255,250, 255,0
151,255,183,0 255,250, 255,0
151,255,0,0 255,255,0,0

[ B NIV

Add, .. | Modify, .. | Tlelete | Assigned Route Maps... | Close |

Figure11-6. Set All Network Access Lists Dialog Box
Table 11-3 describes each of the Set All Network Access Lists buttons.
Table11-3. Set All Network AccessList Buttons

Button Function

Add Displays the Add Network Access List dialog box to enable
you to add a network access list.

Modify Displays the Modify Network Access List dialog box to
enable you to modify a selected network accesslist.

Delete Displays the Delete Network Access List dialog box to
enable you to delete a selected network access list.

Assigned Route Maps Displaysalist of any route maps that use a selected network
access list.

3. Choose Add. The Add Network Access List dialog box displays (Figure 11-7).
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NavizCore - Add Metwork Access List

Mame: II

—Metwork Filters

—Hhvailable Metwork Filters

Hetuork Address Mask

Index Caverage

151,255,0,0 255,255,0,0

151,205,189,0 255, 266,265,0
201,202,3.0 255,255,255,0
201,203,1,0 255,255, 255,0
201,204,2.0 255,265, 255,0
201,204,195,0  255,205,255,0

£

ol R3O

inclusive |2
exact

exact,
inclusive
exact

exact

—Hssigned Netwark Filters

Metuork Address Mask

Index Caverage

L-|

-~

fdd Metwork Filter

Ok | Cancel |

Figure11-7. Add Network Access List Dialog Box

4. Specify aunique network access list name.

5. Usethe Assign and Unassign buttons to specify the network filters that you want
to include in the network access list. See Table 11-4 for adescription of each of

the fields on the Add Network Access List dialog box.

6. To add afilter to thelist of Available Network Filters, choose Add Network Filter
to display the Add Network Filter dialog box shownin Figure 11-5 on page 11-12.
Any filters that you add are included in either the list of available network filters

or the list of assigned network filters.

7. Choose OK after the Assigned Network Filterslist includes al of the filters that
you want to use in the network access list. One network access list can include up
to 300 network filters.

11-14
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Table 11-4. Network Access List Fields

Field

Action/Description

Name

Specify a unique network access list name.

Available Network
Filters

A list of filtersthat are available for inclusion in the
network access list.

Network Address The network address for thefilter.

Mask The network mask for the filter.

Index Theindex field is generated by NavisCore and is unique
within the switch. Thisfield isfor internal system use
only and cannot be modified.

Coverage Inclusive alows all networks that match the specified

network address (including addresses that may be more
specific). Exact allows only the network that is specified
in the network address.

Assigned Network
Filters

A list of network filtersthat are currently included in the
network access list. Up to 300 filters can beincluded in
the accessllist.

Network Address The network address for thefilter.

Mask The network mask for the filter.

Index Theindex field is generated by NavisCore and is unique
within the switch. Thisfield isfor internal system use
only and cannot be modified.

Coverage Inclusive alows all networks that match the specified

network address (including addresses that may be more
specific). Exact allows only the network that is specified
in the network address.

NavisCore IP Navigator Configuration Guide
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Adding Route Maps

To add a route map:
1. From the network map, select the appropriate switch icon.

2. From the Administer menu, select Ascend IP Parameters 0 Set All Route Policies
O Set All Route Maps. The Set All Route Maps dialog box displays.

= MNavizCore — Set ALl Route Haps

Suitch Name: | Panona?l_f

Route Map Mame Index Tupe Admin  Action

[BGP->Table-[LAT E] BGP->TABLE  Enable Accept &
direct->ospf1,pan,glohal [3 DIRECT->05PF Enable Accept -
direct—>ripl.pom.12,1 7 DIRECT->RIP Enable Accept
direct->ripl.pom.16.1.1 17 DIRECT->RIF Emable Accept
direct->ripl,pom,16,7.1 12 DIRECT->RIP Enable Accept 7
—Match parameters

Assigned Network Access Lists

Hame Index

Ludsd Prefer e I Hext Hop: I
Hin Net Prefix Len: I Hax Net Prefix Len: I
Origin AS: I Origing I
Transit AS: I Communi tys I
Last AS: I

Set Parameters

Local Preference: I Hext Hop: I
Tag: I
Weight? Ii
Community Tupe? Ii
Comnunity Yalue: Ii
Multi-Exit-Disort Ii

Select:
ﬁ Optionss =1 I Yl .. |
Add. .. I Hodify,., Delete Close |

Figure11-8. Set All Route M aps Dialog Box

Table 11-5 describes each of the Set All Route M aps buttons. Table 11-6 describes
the fields at the top of the Set All Route Maps dialog box.

The Match Parameters and Set Parameters on the Set All Route Map dialog box
vary depending on the type of route map that you are defining. See Table 11-9 for
areference to the section of this chapter that describes the Match and Set
parameters for each route map type.
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Table 11-5. Set All Route M aps Buttons

Button

Function

Add

Displays the Add Route Map dialog box to enable you to add a route
policy.

Modify

Displays the Modify Route Map dialog box to enable you to modify a
route policy.

Delete

Displaysthe Delete Route Map dialog box to enable you to delete aroute
policy.

Options

Select:
’7 Options: =1 | Hyew |

Use the Select: Options button to select the following option.

Assigned BGP Neighbors— Lists all BGP neighbors that use a
selected route map.

Assigned RIP Interfaces— Lists all RIP interfaces that use a selected
route map.

BGP Neighbors— Displays the Set All BGP Neighbors dialog box to
enable you to assign a route map to a BGP neighbor.

OSPF Route M aps Sequence — Displays the Change the Order of
OSPF Route Maps dialog box to enable you to change the sequence of
assigned route maps.
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Table11-6. Set All Route Maps Common Values

Field

Action/Description

Switch Name

Displays the name of the currently selected switch.

Route Map Name

A name that uniquely identifies the route map.

Index

Theindex field is generated by NavisCore and is unique within the switch. Thisfield is
for internal system use only and cannot be modified.

Type

Displaysthe From protocol and To protocol that identify the route distribution type. See
Table 11-9 on page 11-21 for alist of route distribution types and a reference to the
section of this chapter that describes how to redistribute routes between various routing
protocols.

Admin

Specify Enable or Disable. Enable indicates that the route map is administratively
enabled and can be used. Disable indicates that the route map is administratively
disabled and cannot be used.

Action

Specify Accept, Deny, or Originate Default.

Accept — indicates that all routes that match the specified Match parameters are
accepted.

Deny — indicates that all routes that match the specified Match parameters are de

Originate Default — indicates that you can specify the match parameters that defir
where to send a default route heading. This option is used for the following types

route maps: BGP to BGP, ANY to BGP, or RIP to RIP.

Choose Add. The Add Route Map dialog box displays.

A| NavisCore — Add Route Map

Switch Mame: Ipuma

From Protocol: BGP —

To Protocol: BGP —

0Ok | Cancel |

Figure11-9. Add Route Map Dialog Box

nied.

e
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4. Specify thevalueslisted in Table 11-7.
Table 11-7. Route Map Descriptions
Field Action/Description
Switch Name Displays the name of the currently selected switch.
From Protocol Specify one of the following values: BGP, OSPF, RIP, STATIC,
Direct, Aggregate, or ANY.
To Protocol Specify one of the following values. BGP, OSPF, RIP, or
Routing Table. The routing table option can only be selected if
the From protocol is either BGP or RIP.

> If you configure aroute map and specify ANY or DIRECT asthe From Protocol,
make sure that you also configure an access list that selects only those routes that
you want to include as export routes.

5. Choose OK. The system displays a dialog box similar to the one shown in
Figure 11-10.

=] NavisCore - Add BGP->BCP Route Hap
T i | pnn status: M
fction: fAceept =1 | il
—Malch parameters
fAssign Network Access Lists
—Available Metwork Access List ~Azsigned Metwork Access List
rip-routes

[

Him Met Prefix Len: |f Hax Met Prefiz Len: i

Tagt

Origin AS: H Origin: Hone =
Transit AS: i Communi by None =
Last. AS: I:i Doininei tig Vasliisg I:i

r—Set Parameters

Mext Hops I:

BS Repeat Counts I:
Origing Hane — Community Tupes Mone =1
Atomic Agaresats: Disable — JER ST
Hulti-Exit-Discrs

hdd Hetwork Access List Ok Cancel |

Figure11-10. Second Add Route Map Dialog Box
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Maps

>

Table11-8. Add

6. Specify the Route Map Name, Admin Status, and Action values as described in
Table 11-8.

7. Specify the necessary match and set parameters for this route map. If you need to
add an access list for inclusion in the route map, choose Add Access Lists.
Instructions for adding access lists start on page 11-13.

The Match parameters and Set parameters on the Add Route Map dialog box vary
depending on the type of route map that you are defining. See Table 11-9 for a
reference to the section of this chapter that describes the Match and Set
parameters for each route map type.

All of the Match and Set Parameter fields described in Table 11-10 through
Table 11-25 are optional. It is possible to specify arouting policy that uses no
match and no set values.

Route Map Fields

Field Action/Description

Route Map Name Specify a unique name to identify the route map.

Admin Status Specify Enable or Disable. Enable indicates that the route map is administratively
enabled and can be used. Disable indicates that the route map is administratively
disabled and cannot be used.

Action Specify Accept, Deny, or Originate Default.

Accept — indicates that all routes that match the specified Match parameters are
accepted.

Deny — indicates that all routes that match the specified Match parameters are denied.

Originate Default — indicates that you can specify the match parameters that define
where to send a default route heading. This option is used for the following types of
route maps: BGP to BGP, ANY to BGP, or RIP to RIP.

11-20
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Table 11-9. Match and Set Parameter Field Descriptions

Route Map Type See...

BGP to BGP Table 11-10 on page 11-22
BGP to OSPF Table 11-11 on page 11-25
BGPto RIP Table 11-12 on page 11-27

BGP to Routing Table

Table 11-13 on page 11-29

OSPF to BGP Table 11-14 on page 11-32
OSPF to RIP Table 11-15 on page 11-34
RIPto RIP Table 11-16 on page 11-35
RIP to BGP Table 11-17 on page 11-36
RIP to OSPF Table 11-18 on page 11-38

RIP to Routing Table

Table 11-19 on page 11-39

Static to OSPF Table 11-20 on page 11-40
Static to BGP Table 11-21 on page 11-41
Staticto RIP Table 11-22 on page 11-43

Any or Direct to BGP

Table 11-23 on page 11-44

Any or Direct to OSPF

Table 11-24 on page 11-46

Any or Direct to RIP

Table 11-25 on page 11-47

Aggregate to BGP

Table 11-26 on page 11-48

> If you configure aroute map and specify ANY or DIRECT asthe From protocol,
make sure that you al so configure an access list that selectsonly those routes that
you want to include as export routes.
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Table11-10. BGP to BGP Match and Set Parameter Fields

Field Description

Match Parameters BGP routes can be distributed to BGP based on matches to the following
parameters. Any fields that you do not plan to use as a match parameter should be
left blank.

Assign Network Use the Assign and Unassign options to specify access lists as necessary.

Access Lists

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag The route tag value. Tag values are used to further identify aroute. Only routes
matching the specified tag value are selected.

Origin AS Specify a match parameter for the Autonomous System (AS) where the route
originated. An AS path value uses the originating, transit, or last AS path to further
identify aroute.

Origin AS path is Last AS path is
the first in the the last in the
segment. segment.
\ T t t T ] ‘/

| | I

I | | | ]

A transit AS path occurs

anywhere between the first

and last endpoints of a

segment.

Transit AS Specify a match parameter for the transit Autonomous System (AS) that is recorded
intheroute. An AS path value uses the originating, transit, or last AS path to further
identify aroute. See the figurein the Origin AS description above for further details.

Last AS Specify a match parameter for the last Autonomous System (AS) in theroute. An
AS path value uses the originating, transit, or last AS path to further identify aroute.
See the figure in the Origin AS description above for further details.

Origin Specify one of the following values to indicate the BGP origin code for use as a
match parameter: |GP, EGP, Incomplete, None.
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Table11-10. BGPtoBGP Match and Set Parameter Fields (Continued)

Field

Description

Community

Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserveq
community values in the Community Value field: No Export, No Advertise, or L¢
AS.

None — Indicates that no community value will be specified.

Community Value

If you chosBefine for the Community field, specify the new community numbe
that will be used as a match parameter.

If you choseéNell Known for the Community field, specify one of the following
three reserved community valué& Export, No Advertise, or Local AS

If you choseNone for the Community field, this field is grayed out to indicate tha
is not used.

Set Parameters

The following parameters are set on all selected routes. Routes are selecte
match the specified match parametérsy fields that you do not plan to use as set
parameters should be left blank. No default is used if the field is left blank.

Origin

Specify one of the following values to indicate the BGP origin code for use as
match parametetGP, EGP, Incomplete, None.

Atomic Aggregate

Specifignable or Disable to indicate whether or not the atomic aggregate attrib
should be set as an indication of information loss.

Multi-Exit-Discr

]
pcal

=

t it

d if they

The multi-exit-discriminator (MED) value. This value indicates the preferred path

into an AS that has multiple entry points. Lower MED values indicate the prefé
path. For example, a route with a MED value of 120 would be preferred over a
with a MED value of 200.

Next Hop

Specify the IP address that identifies the next hop to reach a network.

AS Repeat Count

A multiple number of the local AS number prepended to the existing segme
number is the total number of times that IP Navigator adds the local AS to the
path.

Community Type

Specify one of the following values to identify the community type:
Replacement — Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.

None — No community modification will occur.

erred
route

nt. This
AS

NavisCore IP Navigator Configuration Guide

11-23



Configuring Route Maps
Adding Route Maps

Table11-10. BGPtoBGP Match and Set Parameter Fields (Continued)

Field Description

Community Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known —Indicates that you will specify one of the following three reserved
community values in the Community Value field: No Export, No Advertise, or Local
AS.

None — Indicates that no community value will be specified.

)

Community Value If you chosBefine for the Community field, specify the new community numbe
that will be assigned to selected routes.

If you chosaénell Known for the Community field, specify one of the following
three reserved community valué& Export, No Advertise, or Local AS

If you choseNone for the Community field, this field is grayed out to indicate that it
is not used.
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Table 11-11. BGP to OSPF Match and Set Parameter Fields

Field

Description

Match Parameters

BGP routes can be distributed to OSPF based on matches to the following parameters.
Only routes that match the specified parameters are selected for the Set operations. Any
fields that you do not plan to use as a match parameter should be left blank.

Assign Network
AccessLists

Use the Assign and Unassign options to specify network access lists as necessary.

Min Net Prefix Len

Specify avauefrom 0 to 32 to indicate the minimum network prefix length. Any routes
with a prefix length less than this value are not selected.

Max Net Prefix Len

Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value. Tag values are used to further identify aroute. Only routes
matching the specified tag value will be selected.

Origin AS Specify a match parameter for the Autonomous System (AS) where the route
originated.

Transit AS Specify a match parameter for the transit Autonomous System (AS) that is recorded in
the route.

Last AS Specify a match parameter for the last Autonomous System (AS) in the route.

Origin Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, or None.

Community Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the Commun
Value field.

WEll Known — Indicates that you will specify one of the following three reserved
community values in the Community Value field: No Export, No Advertise, or Loc
AS.

None — Indicates that no community value will be specified.

ty

Community Value

If you chosbefine for the Community field, specify the new community number th
will be used as a match parameter.

If you chosénell Known for the Community field, specify one of the following three
reserved community values: No Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that it
not used.

at

is
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Table11-11. BGP to OSPF Match and Set Parameter Fields (Continued)

Field Description

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric Sets the OSPF route metric to the specified metric value. If you leave thisfield blank, a
default metric from the routing table is used.

Tag Sets the OSPF route tag value to the specified value. If you leave thisfield blank, a
default tag from the routing tableis used.

OSPF Metric Type | Specify External-type-1 or External-type-2. If you leave thisfield blank,
External-type-2 is used as the defaullt.

Next Hop The IP address that specifies the next hop to reach a network. If you leave thisfield
blank, a default of 0 is used.
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Table11-12. BGP to RIP Match and Set Parameter Fidds

Field Description
Match Parameters The redistribution of routes from BGP to RIP are based on matchesto the following
objects. Any fields that you do not plan to use as a match parameter should be left
blank.

Network Access Lists | Usethe Assign and Unassign options to specify network access lists as necessary.

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any routes
with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the tag value to be used as the match parameter. Tag values are used to further
identify aroute. Only routes matching this value are selected.

Origin AS Specify amatch parameter for the Autonomous System (AS) where the route
originated. An AS path value uses the originating, transit, or last AS path to further
identify aroute.

Origin AS path is Last AS path is
the first in the the last in the
segment. segment.
-

T T T T T

| | (.

| | | | |

;

A transit AS path occurs
anywhere between the first
and last endpoints of a
segment.

Transit AS Specify amatch parameter for the transit Autonomous System (AS) that isrecorded in
the route. An AS path value uses the originating, transit, or last AS path to further
identify aroute. See the figurein the Origin AS description above for further details.

Last AS Specify amatch parameter for the last Autonomous System (AS) in the route. An AS
path value uses the originating, transit, or last AS path to further identify a route. See
the figure in the Origin AS description above for further details.

Origin Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, or None.
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Table11-12. BGP to RIP Match and Set Parameter Fields (Continued)

Field

Description

Community

Specify one of the following values to identify the community:

Define— Indicates that you will specify a user-defined community in the Commun
Value field.

Well Known — Indicates that you will specify one of the following three reserved
community values in the Community Value field: No Export, No Advertise, or Log
AS.

None — Indicates that no community value will be specified.

ty

Community Value

If you chosBefine for the Community field, specify the new community number th
will be used as a match parameter.

If you choseAell Known for the Community field, specify one of the following three
reserved community valuelo Export, No Advertise, or Local AS

at

If you choseNone for the Community field, this field is grayed out to indicate that if is
not used.

Set Parameters The following parameters are set on all selected routes. Routes are selected ifl they
match the specified match parametéfrgou leave any of the following parameters
blank, the system uses a default value.

Metric Sets the RIP route metric to the specified metric value. If you leave this field blank, a
default metric from the routing table is used.

Tag Sets the route tag field for the route. If you leave this field blank, a default tag from the
routing table is used.

Next Hop The IP address that specifies the next hop to reach a network. If you leave this field
blank, a default of O is used.
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Table11-13. BGP to Routing Table Match and Set Parameter Fields

Field

Description

Match Parameters

The redistribution of routes from BGP to the routing table is based on matchesto
the following objects. Any fields that you do not plan to use as a match parameter
should be left blank.

Network Access Lists

Use the Assign and Unassign options to specify network access lists as necessary.

Min Net Prefix Len

Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len

Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Origin AS

Specify a match parameter for the Autonomous System (AS) where the route
originated. An AS path value uses the originating, transit, or last AS path to further
identify aroute.

Origin AS path Last AS path is
is the first in the the last in the
segment. segment.

i y -

1 | 1 | 1

A transit AS path occurs
anywhere between the
first and last endpoints
of a segment.

Transit AS

Specify a match parameter for the transit Autonomous System (AS) that is
recorded in theroute. An AS path value uses the originating, transit, or last AS path
to further identify aroute. See the figure in the Origin AS description above for
further details.

Last AS

Specify a match parameter for the last Autonomous System (AS) in the route. An
AS path value uses the originating, transit, or last AS path to further identify a
route. See the figurein the Origin AS description above for further details.

Next Hop

Specify the | P address that specifies the next hop to reach a network. Only routes
that match this next hop value are selected.

Origin

Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, or None.
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Table 11-13. BGP to Routing Table Match and Set Parameter Fields (Continued)

Field

Description

Community

Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserve
community values in the Community Value field: No Export, No Advertise, or
Local AS.

None — Indicates that no community value will be specified.

Community Value

If you chosBefine for the Community field, specify the new community numb
that will be assigned to selected routes.

If you choseAell Known for the Community field, specify one of the following
three reserved community valué& Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate th
it is not used.

at

Set Parameters

The following parameters are set on all selected routes. Routes are selects
match the specified match parametérsy fields that you do not plan to use as set
parameters should be left blank. No default is used if the field is left blank.

2d if they

Local Preference

The value that you specify is used as the local preference value for all sele
routes. Local preference indicates a degree of preference given to a route to
compare it with other routes for the same destination. A higher local preferen
value indicates a preferred route. This value is local to the AS and is exchan
between IBGP peers only. It is not passed to EBGP peers.

cted

yed

Tag

Sets the route tag field for the route.

Weight

A weight value that is assigned to a route. This value is used only for routes
EBGP peers. The weight value is not used for routes from IBGP peers.

from

Multi-Exit-Discr

The multi-exit-discriminator (MED) value. This value indicates the preferred
into an AS that has multiple entry points. Lower MED values indicate the prefé
path. For example, a route with a MED value of 120 would be preferred over
route with a MED value of 200.

ath
2rred
a

Next Hop Specify the IP address that specifies the next hop to reach a network.
Community Type Specify one of the following values.
Replacement — Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.
None — No community modification occurs.
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Table 11-13. BGP to Routing Table Match and Set Parameter Fields (Continued)

Field

Description

Community

Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserved
community values in the Community Value field: No Export, No Advertise, or
Local AS.

None — Indicates that no community value will be specified.

Community Value

If you chosBefine for the Community field, specify the new community numbger
that will be assigned to selected routes.

If you choseAell Known for the Community field, specify one of the following
three reserved community values: No Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that
it is not used.
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Table 11-14. OSPF to BGP Match and Set Parameter Fields

Field

Description

Match Parameters

The redistribution of routes from an OSPF domain into BGP is based on matching
the following objects. Any fields that you do not plan to use as a match parameter
should be left blank.

Network Access Lists

Use the Assign and Unassign options to specify access lists as necessary.

Metric

The OSPF cost. If you leave thisfield blank, adefault value from the routing table
is used.

Min Net Prefix Len

Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len

Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag

Specify the OSPF route tag value to be used as the match parameter. Only routes
matching this value are selected.

OSPF Route Type

Specify one of the following OSPF Metric Type values: Intra, Internal,
External-1, External-2, or None.

Set Parameters

The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. Any fields that you do not plan to use as set
parameters should be left blank. No default is used if thefield is left blank.

Local Preference

The value that you specify is used as the local preference value for al selected
routes. Local preference indicates a degree of preference given to aroute to
compare it with other routes for the same destination. A higher local preference
valueindicates a preferred route. Thisvalueisloca to the AS and is exchanged
between IBGP peers only. It is not passed to EBGP peers.

Origin

Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, Do not set.

Atomic Aggregate

Specify Enable or Disable to indicate whether or not the atomic aggregate
attribute is set as an indication of information loss.

Multi-Exit-Discr

The multi-exit-discriminator (MED) value. Thisvaue indicates the preferred path
into an AS that has multiple entry points. Lower MED valuesindicate the
preferred path. For example, aroute with aMED value of 120 would be preferred
over aroute with aMED value of 200.

Next Hop

Specify the IP address that specifies the next hop to reach a network.

AS Repeat Count

A multiple number of the local AS number prepended to the existing segment.
This number isthe total number of timesthat |P Navigator addsthe local ASto the
AS path.
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Table 11-14. OSPF to BGP Match and Set Parameter Fields (Continued)

Field Description
Community Type Specify one of the following values.
Replacement — Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.
None — No community modification occurs.
Community Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserv

community values in the Community Value field: No Export, No Advertise, of

Local AS.

None — Indicates that no community value will be specified.

Community Value

If you chosBefine for the Community field, specify the new community number

that will be assigned to selected routes.

If you chose\ell Known for the Community field, specify one of the following
three reserved community values: No Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that

it is not used.
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Table 11-15. OSPF to RIP Match and Set Parameter Fields

Field Description

Match Parameters The redistribution of routes from OSPF to RIP are based on matches to the
following objects. Any fields that you do not plan to use as a match parameter
should be | eft blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The OSPF cost. Only routes matching this value are selected.

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the OSPF route tag value to be used as the match parameter. Only routes
matching this value are selected.

OSPF Route Type Specify one of the following OSPF Metric Type values: Intra, Internal, External-1,
External-2, or None.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric The RIP metric. If you leave thisfield blank, a default metric from the routing table
is used.
Tag The route tag field for the route that you want to set. If you leave thisfield blank, a

default tag from the routing table is used.

Next Hop The IP address that specifies the next hop to reach a network. If you leave thisfield
blank, a default value of 0 is used.
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Table 11-16. RIPto RIP Match and Set Parameter Fields

Field Description

Match Parameters The redistribution of routes from RIP or RIP version 2 to RIP or RIP version 2 are
based on matches to the following objects. Any fields that you do not plan to use as
a match parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The RIP metric value that is used as a match parameter. Only routes matching this
value are sel ected.
Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any

routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag val ue to be used as the match parameter. Tag values are used to
further identify aroute. Only routes matching this value are selected.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric The RIP metric. If you leave thisfield blank, a default metric from the routing table
isused.
Tag The route tag field for the route that you want to set. If you leave thisfield blank, a

default tag from the routing table is used.

Next Hop An IP address that specifies the next hop to reach a network. If you leave thisfield
blank, a default value of 0 is used.
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Table11-17. RIPto BGP Match and Set Parameter Fields

Field Description

Match Parameters Routes from RIP and RIP version 2 can be redistributed into a BGP domain based
on matches to one or more of the following objects. Any fields that you do not plan
to use as a match parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The RIP metric value that is used as a match parameter. Only routes matching this
value are selected.
Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any

routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify aroute. Only routes matching this value are selected.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. Any fields that you do not plan to use as set
parameters should be left blank. No default is used if the field is left blank.

Loca Preference The value that you specify is used as the local preference value for all selected
routes. Local preference indicates a degree of preference given to arouteto
compare it with other routes for the same destination. A higher local preference
value indicates a preferred route. Thisvalueisloca to the AS and is exchanged
between IBGP peers only. It is not passed to EBGP peers.

Origin Specify one of the following values to indicate the origin of the route: IGP, EGP,
Incomplete, or None.

Atomic Aggregate Specify Enable or Disable to indicate whether or not the atomic aggregate attribute
is set as an indication of information loss.

Multi-Exit-Discr The multi-exit-discriminator (MED) value. This value indicates the preferred path
into an ASthat has multiple entry points. Lower MED valuesindicate the preferred
path. For example a route with a MED value of 120 would be preferred over a
route with a MED value of 200.

Next Hop Specify the |P address that specifies the next hop to reach a network.

AS Repeat Count A multiple number of thelocal AS number prepended to the existing segment. This
number isthe total number of times that IP Navigator addsthe local AStothe AS
path.
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Table11-17. RIPto BGP Match and Set Parameter Fields (Continued)

Field Description
Community Type Specify one of the following values.
Replacement — Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.
None — No community modification occurs.
Community Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Wl Known — Indicates that you will specify one of the following three reservg
community values in the Community Value fieldb Export, No Advertise, or
Local AS

None — Indicates that no community value will be specified.

d

Community Value

If you chosBefine for the Community field, specify the new community numby
that will be assigned to selected routes.

If you choseAEll Known for the Community field, specify one of the following
three reserved community valué Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate th
it is not used.

at
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Table 11-18. RIPto OSPF Match and Set Parameter Fields

Field Description

Match Parameters Routes from RIP and RIP version 2 can be redistributed into an OSPF domain based
on matchesto one or more of the following objects. Any fields that you do not plan
to use as a match parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as hecessary.

Metric The RIP metric value that is used as a match parameter. Only routes matching this
value are selected.
Min Net Prefix Len Specify avaue from 0 to 32 to indicate the minimum network prefix length. Any

routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avaue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used to
further identify aroute. Only routes matching this value are selected.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric The OSPF cost. If you leave thisfield blank, adefault value from the routing table
isused.
Tag The tag to be set in the redistributed routes to OSPF. If you leave thisfield blank, a

default tag from the routing table is used.

OSPF Metric Type Specify one of the following values: External Type 1 or External Type 2. If you
leave thisfield blank, a value of External Type 2 is used.

Next Hop The | P address that identifies the next hop to reach a network. If you leave thisfield
blank, a default value of Ois used.
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Table 11-19. RIP to Routing Table

Field Description

Match Parameters Routes from RIP and RIP version 2 can be redistributed into an OSPF domain
based on matches to one or more of the following objects. Any fields that you do
not plan to use as a match parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The RIP metric value that is used as a match parameter. Only routes matching this
value are selected.
Min Net Prefix Len Specify avaue from 0 to 32 to indicate the minimum network prefix length. Any

routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify a route. Only routes matching this value are selected.

Next Hop Specify the IP address that specifies the next hop to reach a network. Only routes
that match this next hop value are selected.

Set Parameters The following parameters are set on al selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following
parameters blank, the system uses a default value.

Metric The RIP metric. If you leave thisfield blank, a default metric from the routing
tableis used.

Tag The tag to be set in the redistributed routes. If you leave this field blank, adefault
tag from the routing table is used.
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Table 11-20. Static to OSPF Match and Set Parameter Fields

Field

Description

Match Parameters

Static routes can be distributed to OSPF based on matches to the following lists.
Any fields that you do not plan to use as a match parameter should be left blank.

Network Access Lists

Use the Assign and Unassign options to specify access lists as necessary.

Min Net Prefix Len

Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len

Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag

Specify the route tag value to be used as the match parameter. Tag values are used
to further identify a route. Only routes matching this value are selected.

Set Parameters

The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric The OSPF cost. If no OSPF metric is specified, a default metric value from the
routing tableis used.

Tag The tag to be set in the redistributed routes to OSPF. If noneis specified, then a
default tag value from the routing tableis used.

OSPF Metric Type Specify one of the following values. External Type 1 or External Type 2.

Next Hop The IP address that specifies the next hop to reach anetwork. If you leavethisfield
blank, a default value of 0 is used.
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Table 11-21. Static to BGP Match and Set Parameters

Field Description
Match Parameters Static routes can be distributed to BGP based on matches to the following
parameters. Any fields that you do not plan to use as a match parameter should be
left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify a route. Only routes matching this value are selected.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. Any fields that you do not plan to use as set
parameters should be left blank. No default is used if the field is left blank.

Local Preference The value that you specify is used as the local preference value for al selected
routes. Local preference indicates a degree of preference given to aroute to
compare it with other routes to the same destination. A higher local preference
value indicates a preferred route. Thisvalueislocal tothe AS and is exchanged
between IBGP peersonly. It is not passed to EBGP peers.

Origin Specify one of the following values to indicate the origin of the route: IGP, EGP,
Incomplete, or None.

Atomic Aggregate Specify Enable or Disable to indicate whether or not the atomic aggregate attribute
is set as an indication of information loss.

Multi-Exit-Discr The multi-exit-discriminator (MED) value. This value indicates the preferred path
into an AS that has multiple entry points. Lower MED valuesindicate the preferred
path. For example, aroute with a MED value of 120 would be preferred over a
route with a MED value of 200.

Next Hop Specify the IP address that specifies the next hop to reach a network. The next hop
valueis set to this value on all selected routes.

AS Repeat Count A multiple number of thelocal AS number prepended to the existing segment. This
number is the total number of times that |P Navigator addsthe local AStothe AS
path.

Community Type Specify one of the following values.

Replacement — Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.

None — No community modification occurs.
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Table11-21. Staticto BGP Match and Set Parameters (Continued)

Field Description

Community Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserved
community values in the Community Value field: No Export, No Advertise, or
Local AS.

None — Indicates that no community value will be specified.

Community Value If you chosBefine for the Community field, specify the new community number
that will be assigned to selected routes.

If you choseAell Known for the Community field, specify one of the following
three reserved community valué& Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that it
is not used.
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Table 11-22. Staticto RIP Match and Set Parameter Fields

Field Description

Match Parameters Static routes can be distributed to RIP based on matches to the following lists. Any
fields that you do not plan to use as a match parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify aroute. Only routes matching this value are selected.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric Sets the metric value on all selected routes to the specified metric value. If you
leave this field blank, a default metric value from the routing table is used.

Tag Sets the tag value on all selected routes to the specified tag value. If you leave this
field blank, a default tag value from the routing table is used.

Next Hop An IP address that specifies the next hop to reach a network. If you leave this field
blank, a default value of O is used.
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Table 11-23. Any or Direct to BGP

Field Description

Match Parameters The redistribution of routes from a Direct or Any domain into BGP is based on
matching the following objects. Any fields that you do not plan to use as a match
parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The OSPF cost. Only routes matching this value are selected. This parameter is not
used for Direct to BGP route maps.

Min Net Prefix Len Specify avaue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the OSPF route tag value to be used as the match parameter. Only routes
matching this value are selected. This parameter is not used for Direct to BGP
route maps.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they

match the specified match parameters. Any fields that you do not plan to use as a
set parameter should be left blank. No default is used if the field isleft blank.

Local Preference The value that you specify is used as the local preference value for al selected
routes. Local preference indicates a degree of preference given to aroute to
compare it with other routes to the same destination. A higher local preference
value indicates apreferred route. Thisvalueislocal to the AS and is exchanged
between IBGP peersonly. It is not passed to EBGP peers.

Origin Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, Do not set.

Atomic Aggregate Specify Enable or Disable to indicate whether or not the atomic aggregate attribute
is set asan indication of information loss.

Multi-Exit-Discr The multi-exit-discriminator (MED) value. This value indicates the preferred path
into an ASthat has multiple entry points. Lower MED valuesindicate the preferred
path. For example, aroute with aMED value of 120 would be preferred over a
route with a MED value of 200.

Next Hop An P address that specifies the next hop to reach a network. If you leave thisfield
blank, a default value of 0 is used.

AS Repeat Count A multiple number of thelocal AS number prepended to the existing segment. This
number is the total number of times that IP Navigator adds the local AStothe AS
path.
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Table 11-23. Any or Direct to BGP (Continued)

Field

Description

Community Type

Specify one of the following values.

Replacement —Assigns a new community number to replace the old value.
Additive — Adds a community to an existing community.

None — No community modification occurs.

All selected routes are set to the value that you specify.

Community

Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the
Community Value field.

Well Known — Indicates that you will specify one of the following three reserve
community values in the Community Value field: No Export, No Advertise, or
Local AS.

None — Indicates that no community value will be specified.

Community Value

If you chosBefine for the Community field, specify the new community numb
that will be assigned to selected routes.

If you chosanell Known for the Community field, specify one of the following
three reserved community valué& Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that
it is not used.
NavisCore IP Navigator Configuration Guide 11-45



Configuring Route Maps
Adding Route Maps

Table 11-24. Any or Direct to OSPF Parameters

Field Description

Match Parameters The redistribution of routes from a Direct or Any domain into BGP is based on
matching the following objects. Any fields that you do not plan to use as a match
parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as necessary.

Metric The OSPF cost. Only routes matching this value are selected. This parameter is
not used for Direct to OSPF route maps.

Min Net Prefix Len Specify avalue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avalue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify aroute. Only routes matching this value are selected. This
parameter is not used for Direct to OSPF route maps.

Set Parameters Thefollowing parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following
parameters blank, the system uses a default value.

Metric The OSPF cost. If you leave thisfield blank, a default value from the routing table
isused.
Tag Thetag to be set in the redistributed routes to OSPF. If no valueis specified, atag

value from the routing tableis used.

OSPF Metric Type Specify one of the following values: External Type 1 or External Type 2. The
OSPF Metric Type on selected routesis set to the specified value. A default value
of External Type 2 is used if no valueis specified.

Next Hop The IP address that specifies the next hop to reach a network. If you leave this
field blank, adefault value of 0 is used.
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Table 11-25. Any or Direct to RIP Parameters

Field Description

Match Parameters The redistribution of routes from a Direct or Any domain into RIP isbased on
matching the following objects. Any fields that you do not plan to use as a match
parameter should be left blank.

Network Access Lists Use the Assign and Unassign options to specify access lists as hecessary.

Metric The metric value that is used as a match parameter. Only routes matching this
value are selected. This parameter is not used for Direct to RIP route maps.

Min Net Prefix Len Specify avaue from 0 to 32 to indicate the minimum network prefix length. Any
routes with a prefix length less than this value are not selected.

Max Net Prefix Len Specify avaue from 0 to 32 to indicate the maximum network prefix length. Any
routes with a prefix length greater than this value are not selected.

Tag Specify the route tag value to be used as the match parameter. Tag values are used
to further identify aroute. Only routes matching this value are selected. This
parameter is not used for Direct to RIP route maps.

Set Parameters The following parameters are set on all selected routes. Routes are selected if they
match the specified match parameters. If you leave any of the following parameters
blank, the system uses a default value.

Metric The RIP metric. If no RIP metric is specified, the value in the routing tableis used.

Tag The tag to be set in the redistributed routes to RIP. If no value is specified, atag
value from the routing table is used.

Next Hop The IP address that specifies the next hop to reach anetwork. If you leave thisfield
blank, a default value of O is used.
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Table 11-26. Aggregateto BGP

Field

Action/Description

Match Parameters

There are no match parameters for an Aggregate to BGP route map.

Set Parameters

Thefollowing parameters are set on all selected routes. Routes are selected if they match
the specified match parameters. Any fields that you do not plan to use as a set parameter
should be left blank. No default is used if the field is|eft blank.

Local Preference

The value that you specify is used as the local preference value for al selected routes.
Local preference indicates a degree of preference given to aroute to compare it with
other routesto the same destination. A higher local preference value indicates a preferred
route. Thisvalueisloca to the AS and is exchanged between IBGP peers only. It is not
passed to EBGP peers.

Origin

Specify one of the following values to indicate the BGP origin code: IGP, EGP,
Incomplete, Do not set.

Atomic Aggregate

Specify Enable or Disable to indicate whether or not the atomic aggregate attribute is set
as an indication of information loss.

Multi-Exit-Discr

The multi-exit-discriminator (MED) value. Thisvalueindicates the preferred path into an
AS that has multiple entry points. Lower MED valuesindicate the preferred path. For
example, aroute with aMED value of 120 would be preferred over aroute withaMED
value of 200.

Next Hop

Specify the IP address that specifies the next hop to reach a network. Only routes that
match this next hop value are selected.

AS Repeat Count

A multiple number of the local AS number prepended to the existing segment. This
number is the total number of times that |P Navigator adds the local AS to the AS path.

Community Type

Specify one of the following values.

Replacement — Assigns a new community number is assigned to replace the old val
Additive — Adds a community to an existing community.

None — No community modification occurs.

All selected routes are set to the value that you specify.
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Table 11-26. Aggregate to BGP (Continued)

Field

Action/Description

Community

Specify one of the following values to identify the community:

Define — Indicates that you will specify a user-defined community in the Community
Value field.

Well Known — Indicates that you will specify one of the following three reserved
community values in the Community Value fielb Export, No Advertise, or Local AS.

None — Indicates that no community value will be specified.

Community Value

—

If you chosBefine for the Community field, specify the new community number tha
will be assigned to selected routes.

If you choseAell Known for the Community field, specify one of the following three
reserved community valuelp Export, No Advertise, or Local AS.

If you choseNone for the Community field, this field is grayed out to indicate that it i
not used.

1
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Multipoint-to-Point Tunneling

This chapter provides an overview of Multipoint-to-Point Tunnels (MPTs) and MPT
Point-to-Point connections. The following MPT configuration tasks are also
described:

* Configuring an ATM OPTimum cell trunk for MPT traffic
» Configuring an MPT Point-to-Point connection
» Defining an MPT Point-to-Point connection path

» Displaying the operational status for an MPT Point-to-Point connection path

About MPTs

IP Navigator uses MPTs as a means of forwarding IP traffic over switched paths (no
intermediate IP lookups) through the Ascend network. An MPT allows multiple nodes
to share the same circuit for transmission to a single destination. An MPT can be
thought of as the inverse of the point-to-multipoint virtual circuit used to allow the
sending of packets from one source to multiple destinations. Connections of this type
are commonly used in multicast applications such as video distribution. Because all
nodes in a network share the same circuit to transmit to a specific destination node, the
number of circuits (MPTs) needed to fully interconnect all of the nodes is
approximately equal to the number of nodes.

Every switch maintains one MPT circuit network. This MPT networkated at the
switch. For this purpose, the switch maintains a root, which

» keeps track of MPT nodes
e adds and deletes nodes

* keeps nodes alive
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About MPTs

A root isastandard circuit endpoint that is created at initialization time on every CP
card in the 9000 and every SP card in the 500. All other nodes on this MPT circuit
network are considered leaves. As noted before, traffic flow occurs from the leaves to
the root.

MPT Administrative Value

In order for the switch to process MPTs, the MPT administrative value for the
switch must be enabled. You set the MPT administrative value on the Set IP
Parameters dial og box (Figure 9-5 on page 9-16). The MPT administrative value that
you specify determines the use of MPTs on the switch as follows:

+ |f the MPT value is set to Enable and no IP interfaces have been defined, the
switchdoes not establish MPTs.

+ |f the MPT value is set to Enable and IP interfaces have been defined, the switch
does establish MPTsas a means of forwarding IP traffic.

* If the MPT value is set to Disable and IP interfaces have been defined, the switch
does not establish MPTsto forward | P traffic, but instead uses a hop-by-hop
forwarding method.

* |f the MPT value is set to Disable and no IP interfaces have been defined, the
switchdoes not establish MPTs.

The NMS does not allow you to set an MPT administrative value to Disabl¢ on a
switch that has one or more MPT point-to-point connections. You must delgte all
MPT point-to-point connections before you set the administrative value to
Disable. SeéMPT Point-to-Point Connections” on page 13er more
information.

12-2
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Switch Domains

There are two types of switch domains:
Cell Domain — Paths that traverse direct ATM trunks.
Frame Domain — Paths that traverse pure direct frame trunks.

A switch can belong to multiple domains, however, the domains must be adjacent.
Switches that belong to multiple domains must reside at the border of these domains.
In addition, these switches must perform additional protocol layer processing to
determine routes across the different domains.The root maintains connections to each
domain the switch belongs to.

OSPF determines how MPTs connect two switches in different domains. The
following factors apply when determining MPTs:

» A switch that only belongs to one domain cannot add a switch from a different
domain to its MPTM PTs are only established between switchesin the same
domain.

» If the shortest path between two switches in the same domain traverses a different
domain, the switches cannot add each other to their MPTs.

MPTs use cell and frame domains to circumvent addressing limitations in switching
ATM cells. Whenever you cross boundaries between cell and frame domains, an
IPlookup isrequired.

OSPF Areas

MPTs are limited to a single OSPF area. Within an area, IP traffic can be switched,
however, at area borders IP traffic must be routed. When traffic is routed at the area
boundaries, the IP header must be examined and a routing table lookup is made.
SeeChapter 9, “Configuring OSPF Parametdim”a detailed description of OSPF
areas.
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Processing MPTs

MPTs on the CBX 500 are used to forward | P data over virtua paths (VPs) from one
switch to another. MPTs are initiated on the SP of a CBX 500 in the same way that
they are initiated at the CP on a B-STDX 8000/9000.

However, each leaf that is added to the MPT occurs:
* inthe CP on a B-STDX 8000/9000.

* inthe SP on a CBX 500. Each 9000 node and the SP and each forwarding engine
(FE) on a CBX 500 is added as a leaf of the MPT. FEs reassemble cells and
perform IP lookups. There are two FEs in each of the following CBX 500 cards:

— 6-port DS3 Frame card
— 4-port Ethernet

SP
® S C
868(13Frame (S;:%ef %‘,\IA Cell IOM Frame Card
Ry Frame Frame Card
Card
Cell Card Frame Card
Node 1(500) E'S;’F 4 (9000)
Root Node
S - ©
Cell IOM DS3 Frame Card call 1o DS3 Frame Card @
Cell IOM DS3 Frame Cad@
Cell Card
Node 2 (500) Node 3 (500)
Leaf Leaf
=trunk line
(R) =MPT root
© =MPT leaf

Figure12-1. MPT Leaf Occurrencesin the CBX 500 and B-STDX 8000/9000
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MPTs Over OPTimum Trunks

An OPTimum trunk creates a switch-to-switch Ascend trunk through a Public Data
Network (PDN). The Ascend OPTimum trunk feature allows private enterprise
networks to purchase lower-cost, public-carrier services and configure OPTimum
trunks between two Ascend switches. For more information about configuring an
OPTimum trunk see the following guide:

* NavisCore ATM Configuration Guide

IP Navigator automatically assigns a Permanent Virtual Path (PVP) to each MPT
crossing an OPTimum trunk. These point-to-point PV Ps carry MPT traffic in both
directions and, therefore reduce the number of paths required to interconnect switches
in two given clusters.

Before IP Navigator can assign PV Ps, you must specify arange of VPIsfor each
logical port endpoint of the OPTimum trunk. To do this, you must specify the VPI
range on the OPT Trunk VPl Range attributes dialog box.

Configuring an ATM OPTimum Cell Trunk for MPT Traffic

Use the following steps to configure an ATM OPTimum Cell Trunk for MPT traffic:

1. Accessthe Add Logical Port dialog box. For complete details about how to access
the Add Logical Port dialog box and information about provisioning OPTimum
cell logical ports and trunks, see the NavisCore ATM Configuration Guide.

2. Accessthe Opt Trunk VPl Range attributes on the Set Attributes menu.
NavisCore displays the dialog box shown in Figure 12-2.

For complete detail s about how to access the Set Attributes menu, see the
NavisCore ATM Configuration Guide.
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=] NavizCore - Add Logical Port

Switch Name: Iuganda? Switch 103 2027 Slot. 10 15
Service Tupe: | ATH PPort. 1: P
LPort. Type: IUPTmum Cell Trunk Interface Nunbers LPort 10

Set Opt Trunk YPI Range — || Attributes

Opt. Trunk UPT Start: 1 Opt. Trurk WPT Stopt
Opt. Trunk YPT HPT Stop: |1

r— Select;

Optionsy =1 L Ok Cancel

Figure12-2. Add Logical Port —Opt Trunk VPI Range Dialog Box

3. Specify the Opt Trunk VPI Start and Stop Values. The VPI start and stop values
specify the range of VPIsthat can be created over this OPTimum trunk. The
maximum allowable range is a value from 1 through 255 for a UNI logical port
and 1 through 4095 for an NNI logical port. Since you can specify more than one
OPTimum trunk on the same physical link, make sure that the VPI value on each
trunk does not exceed these limits.

4. Specify the OPT Trunk VPI MPT Stop value. To use an ATM OPTimum cell trunk
for MPT traffic, enter aVPI MPT stop value that specifies the part of the VPI
range that is dedicated to MPT traffic. For example:

VPI start = 2
VPI MPT stop = 10
VPl Stop = 15

VPIs 3 through 10 are dedicated to MPT traffic only; VPIs 2, and 11 through 15
are used for other VPs.

The default value of 0 prevents MPT traffic from using the OPTimum cell trunk.

> The range of VPIs configured for MPT traffic must be identical on both sides of
the trunk.
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MPT Point-to-Point Connections

Switchesin an IP Navigator network automatically establish MPT circuits
upon startup. MPT Point-to-Point connections are user-defined circuits for P
traffic between exactly two switches. This feature enables you to provide
more bandwidth between two nodes. All traffic will use the user-defined
point-to-point connection rather than the automatic connection.

Point-to-Point Connection

— — — —Node 1's MPT
--------- Node 2's MPT
— —— ~— Node 3's MPT

Figure12-3. MPT Point-to-Point Connections
You can define an MPT Point-to-Point connection between:
« Two B-STDX 8000/9000 switches

+ A CBX500 and a B-STDX 8000/9000 switch, if the CBX 500 switch has a DS3
Frame card or if the B-STDX 8000/9000 switch has a cell card. (Cell cards
include any of the following cards: the ATM T3 UNI card, the ATM-CS DS3/E3
card, and the ATM IWU/OC3 card.)

« Two CBX 500 switches.
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Configuring an MPT Point-to-Point Connection

To configure an MPT Point-to-Point Connection from the NavisCore menu:

1. Select Ascend IP Parameters [1 Set MPT Point-to-Point from the Administer
menu. The Set All MPT Point-to-Point Connections dialog box appears
(Figure 12-4). Table 12-1 on page 12-8 describes each of the Set All MPT
Point-to-Point Connections fields.

A| MavisCore — Set All MPT Point-to-Point Connections
HPT Point-to-Point Connections HPT Point-Point Actual Path
alex—iwu(S)—-eoriEji?uFE)rrﬁ op count = 1 A
Fax—iwu{3} Trunk 11 jol32-faiFl-oc3-adtrk,cor
chare-iwu{9}-joliet-oc3ih} Switch 13 FairfaxB1_3
taipei-oc3{hi-beijing-iwu{h}
taipei-oc3{hi-jakarta—oc3{h}
£
7 M | -~
Switch Mane: IJolietSl_li Hop Count. |1
. . Using Defined
Switch 1Dy |81‘11 Path: IND
Switch Mame: I FairfaxBl_3 Fail Reazon: INone
Switch ID: 81,3 Failed Mode: IND failed node
Oper Info: IUp Failed Port: IND failed port
Add, .. | Tlelete | Co;ﬁzgiion Oper Info Define Path Close |

Figure12-4. Set All MPT Point-to-Point Connections Dialog Box

Table 12-1. Set All MPT Point-to-Point Connections Buttons

Button Description

Add Displaysthe Select MPT Point-to-Point Connection Endpoints dialog box (Figure 12-5) to
enable you to specify the endpoints for an MPT point-to-point connection.

Delete Deletes a selected MPT point-to-point connection.

Reset Connection Enables you to reestablish the connection signalling in the event of afailure.

Oper Info Displays operationa information about a selected MPT point-to-point connection.

Define Path Displays the Set MPT Point-to-Point Defined Path dialog box to enable you to define the
path of a selected MPT point-to-point connection. See “MPT Point-to-Point Connections’]
on page 12-7
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MPT Point-to-Point Connections

Table12-2. Set All MPT Point-to-Point Connections Field Descriptions

Field Action/Description

MPT Point-to-Point Displays al of the defined MPT point-to-point connectionsin your network.

Connections

MPT Point-Point Displays the actual path for a selected MPT point-to-point connection.

Actual Path

Switch Name There are two switch name fields. Each field displays the name of each of the switch
endpoints of a selected MPT point-to-point connection.

Switch ID There are two switch ID fields. Each field displays a unique identifier that is assigned
to the two switch endpoints of a selected MPT point-to-point connection. (This value
isthe last two bytes of the switch IP address.)

Oper Info Displays Up or Down to indicate the current operational status of a selected MPT
poi nt-to-point connection.

Hop Count Displays the number of hops used in the path for a selected MPT point-to-point

connection.

Using Defined Path

Displays one of the following values:
Yes — Indicates that the point-to-point connection uses a user-defined path.

No — Indicates that the path uses the point-to-point connection that was automa
defined by the Virtual Network Navigator (VNN).

tically

Fail Reason

Displays the wokébne if no failure exists or displays the reason in the event of g
failure. These fail reasons are reported by the switch to the NidiE 12-2 on
page 12-Qdisplays a list of possible fail reasons.

|

Failed Node

Displays one of the following values:
No Failed Node — Indicates that no failure exists.
A Node ID value — Indicates a failure in the displayed node ID.

Failed Port

Displays one of the following values:
No failed port — Indicates that no failure exists.

Logical Port Interface Number — Indicates the number that identifies a logical port
interface (that MPT is using to access the switch) in the event of a failure.

2. Choose Add. The Select MPT Point-to-Point Connection Endpoints dia og box

appears (Figure 12-5).
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~| NavisCore - Select MPT Point-to—Point Connection Endpoints

Switch Onet Switch Twoi

Camden Biddeford

Biddeford

Landen

Eliot
Falmauth Falmauth
kennebunk kennebunk

Circuit Mamey |7

Ok | Cancel |

Figure 12-5. Select MPT Point-to-Point Connection Endpoints Dialog Box

3. Usethe up and down arrows to select the two switches as the endpoints for this
MPT Point-to-Point connection.

A switch does not appear in the selection list if:

e The MPT administrative value for the switch is set to DisablepSge 12-1
for more information about checking the MPT administrative value.

« There are no IP interfaces configured for the switch.
Specify the Circuit Name for this connection.

Choose OK. The Show All MPT Point-to-Point Connections dialog box reappears
and the Point-to-Point connection is included in the list of connections. The
Virtual Network Navigator (VNN) automatically defines the best path for an MPT
point-to-point connection. However, you can use the Define Path option to create
a user-defined path. See the following sectidfining an MPT Point-to-Point
Connection Pathfor details.

12-10
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Defining an MPT Point-to-Point Connection Path

VNN automatically usesthe best path for an MPT point-to-point connection when you
add the point-to-point connection. However, you can use the Define Path option to
create a user-defined path for an existing MPT point-to-point connection.

To define the path for an MPT Point-to-Point Connection:

1. Select the connection from the Set All MPT Point-to-Point Connections dialog
box (Figure 12-4 on page 12-8).

2. Choose Define Path. The Set MPT Point-to-Point Define Path dialog box appears.

A| NavisCore - Set MPT Point-to-Point Define Path

Connection Mame: I S000Pt_to_Pt

From Switch: I Eliot

To Switchy I Wells

Mext Available Hopy
Trunk.

Hode

fork-32,1-Eliot-9,1-dtk

York-13,2-Eliot-14,2-dtk Yfork
[Any Trunk] ark
Eliot-3,1-Wells-4,1-dtk Wells
Eliot-12,1-Wells-11,5-opt Wells
Eliot-14,1-MWells-12,1-dtk Wells
[Any Trunk] Wells
‘ v’l Add to Path

Defined Hop:

Trunk. Hode

.

A Delete from Path

Path Info: IDeFining Path.,..

Hop Count: |0

Defined Path Status:

Alternate Path Status:

+ Enable  #* Dizable

=

.

Apply |

Close |

Figure12-6. Set MPT Point-to-Point Define Path Dialog Box

3. Usethe Add to Path arrow to add a hop from the Next Available Hop list to the
Defined Hop list. Use the Delete From Path arrow to delete a hop from the

Defined Hop li

st.

4. Specify the necessary field information for the Defined and Alternate Path status
as shown in Table 12-3.
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Table12-3. Set MPT Point-to-Point Defined Path Field Descriptions

Field

Action/Description

Connection Name

Displays a unique name that identifies the MPT Point-to-Point connection.

From Switch Displays a name that identifies the first switch endpoint of the MPT point-to-point
connection.
To Switch Displays a name that identifies the second switch endpoint of the point-to-point

connection.

Next Available Hop

Liststhe trunks that are available for use in defining the path for this point-to-point
connection.

Defined Hop Liststhe trunks that you are using for this user-defined point-to-point connection.
Path Info Displays the status of the user-defined path.
Hop Count Displays the number of hops used in the user-defined path for this MPT

point-to-point connection.

Defined Path Status

Select Disable to indicate that the path is administratively Down. Select Enable to
indicate that the path is administratively Up.

Alternate Path
Status

Select Disable to indicate that the alternate path is administratively Down. The
alternate path is the path that VNN automatically defined before you created that
user-defined path. If you select Disable and the user-defined path for the MPT
point-to-point connection fails, VNN will not use the alternate path.

Select Enable to indicate that the alternate path is administratively Up. If you select
Enable, VNN will use the alternate path if the user-defined path fails.

12-12
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Displaying the Operational Status

To display the operational status for an MPT Point-to-Point connection path:

1. Select the connection from the Set All MPT Point-to-Point Connections dialog
box (Figure 12-7).
2. Choose Oper Info. The system then polls the network and updates the information
in the right-hand portion of the dialog box if necessary.
A| MavisCore — Set All MPT Point-to-Point Connections
HPT Point-to-Point Connections HPT Point-Point Actual Path
alex-pearia i — A
op count = 1 .

Trunk  1: ohald0l-beilB0l-hssi-dtrk Operatlonal status
peo=ann Switch 13 BeijingS2_65 displays for the
revTRIIn selected connection

£
7 M ] -

Switch Mame: I Ohare85_7 Hop Counts I 1

Switch 1; | 85,7 oty Lo INo

Switch Mame: IBeijin982_85 Fail Reason INone

Switch ID: |82‘85 Failed Mode: IND failed node

Oper Info: IUp Failed Port: IND failed port

Add, .. | Tlelete | CoaneeScettion Oper Info Define Path Close |

Figure12-7. Displaying the Operational Status

See Table 12-4 for a description of each of the possible failure reasons.
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Table 12-4. MPT Point-to-Point Connection Failure Reasons

Field Action/Description
None No failure condition exists.
Unknown The error condition that the switch reported does not match any
of the error conditionsin this table.
Tpcalling VNN detected an MPT port caling error.
Vcalling VNN detected acircuit endpoint calling error.
Tpdead A dead MPT port exists.
Route L ookup A route lookup failure exists.

Confirm Timeout

The confirm timer has expired.

Path Clear An OSPF Path clear condition exists.

Trunk Down A trunk down condition exists.

Dead Hello packets are no longer being received.

Grooming A better path existsin the network.

Path Registering Indicates afailure to register a path with OSPF.

Impure path A shorter mixed (cell/frame) path exists.

Receiver died The Reassembly Virtual Circuit (RVC) has died.

Invalid Trunk Aninvalid trunk was found in the path.

VPC Allocate VNN could not allocate a VPC.

VCC Allocate VNN could not allocate a VCC.

ADD RVC VNN could not add a reassembly virtual circuit (RVC).
NORIDS No more RIDs are available at this node.

FE Calling VNN encountered an MPT Forwarding Engine (FE) calling error.
FE Dead VNN was notified of adead MPT Forwarding Engine (FE).
FE Active VNN was notified of an active MPT Forwarding Engine (FE).
Invalid FE ID Aninvalid Forwarding Engine (FE) ID exists at the leaf.

12-14
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PRAM Upload

This appendix describes the uses for the Upload PRAM feature and supported | P
objects. For complete details about Upload PRAM, see the NavisCore Getting Sarted
Guide.

Using the Upload PRAM Command

Occasionally the switch configuration file for a specific 1/0 module and the
configuration stored in the NM S database do not match. This situation can occur when
you upgrade your switch software, use a network management product to manage the
switch, or use the MIB to change a switch configuration.

> If you remove an I/O Module from one switch and install thismodulein a

second switch, you get a PRAM conflict. This happens because the module
contains an unknown configuration. Do not use PRAM upload to clear this
condition. Instead, use the Erase PRAM function to clear PRAM on thismodule;
then reconfigure the module. Refer to the NavisCore Getting Started Guide for
more information.

To resolve PRAM conflicts, use the Upload PRAM function to view the switch
configuration file stored in PRAM. This enables you to compare the configuration file
in the switch (PRAM) to the configuration file in the NM S database.
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Using Upload PRAM After Configuring IP Objects

>

Upload PRAM currently does not support MPT Point-to-Point connections] All
other IP objects are supported. SeeNhe sCore Console Command Reference
Guide for more information.

Before you use the Upload PRAM function, review the following points:

If you configure IP parameters using the console commands instead of using
NavisCore, you need to upload the switch configuration to the NMS database. See
theNavisCore Getting Started Guide for detailed instructions about how to upload

a switch configuration file.

You can use Upload PRAM to add objects from switch PRAM to the NMS
database, as long as the objects being added do not conflict with existing objects
in the database; for example, if the NMS database already contains a switch with a
switch that you are adding, there would be a conflict.

Due to the interdependency of objects with other objects in the database,

careful when you use Upload PRAM to delete objects from the database. In
general, do not create a situation where there are dangling objects (i.e., an object
without a parent) in the switch before applying Upload PRAM.

For example, deleting a logical port without first deleting all associated individual
addresses or address screens, creates dangling objects and causes a problem
during the Upload PRAM process.

A-2
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Glossary

A

ARP

See Address Resolution Protocol.
Address Resolution Protocol

IP services uses this protocol to resolve the lack of a hardware address when an IP
address of a given destination is known but the destination hardware address (DL CI or
VPI/VCI) ishot.

AS
See Autonomous System.
Asynchronous Transfer Mode

A method used for transmitting voice, video, and data over high-speed LAN and
WAN networks.

ATM
See Asynchronous Transfer Mode.
Autonomous System

A set of routers having a single routing policy running under a single technical
administration.

B
Backward Explicit Congestion Notification

A bit in the Frame Relay header that indicates the frame has passed through a
congested node from traffic traveling in the opposite direction.
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Bc

See Committed Burst Size.

Be

See Excess Burst.

BECN

See Backward Explicit Congestion Notification.

BGP

See Border Gateway Protocol.

Border Gateway Protocol

A protocol that exchanges routing information between autonomous systems.
C

CIDR

See Classless Inter-Domain Routing.

CIR

See Committed Information Rate.

circuit

A communications channel or path between two devices.
Clasdess Inter-Domain Routing

An interim solution to the scarcity of |P addresses. CIDR allows routers to group
routes together. This practice minimizes the quantity of information carried by core
routers. CIDR requires that | P addresses and their subnet masks be written as 4 octets,
separated by periods, followed by aforward slash (/) and atwo-digit number that
indicates the subnet mask.

Committed Burst Size

The maximum amount of data, in bits, that the network agrees to transfer under
normal conditions, during atimeinterval Tc. Committed Burst Size is defined for each
PVC.

Glossary-2
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Committed Information Rate

The rate at which the network agrees to transfer information under normal conditions.
Therate is averaged over a minimum increment of time, Tc.

D
datagram

A message unit that contains source- and destination-address information, as well as
the data itself, which is routed through a packet-switched network.

Data Link Connection Identifier

A 10-bit address that identifies PV Cs.

DLCI

See Data Link Connection Identifier.
Distance Vector Multicast Routing Protocol

A multicast routing protocol that maintains its own unicast routing table by
exchanging routing messages with DVMRP neighbors. In this technique a router that
receives amulticast packet needsto know if other multicast routers to which it has
connections need to receive the packet. DVMRP sends the packet to all attached
routers and waitsfor areply. Routers with no group members return a prune packet to
alow routersto leave a multicast group.

DVMRP

See Distance Vector Multicast Routing Protocol.

E

Ethernet

A popular LAN protocol and cabling scheme with a transfer rate of 10 Mbps.

Excess Burst

The maximum allowed amount of uncommitted data (in bits) in excess of Bc that the

network attempts to deliver during time interval Tc. In generd, this data (Be) is
delivered with alower probability than Bc.

F
FECN

See Forward Explicit Congestion Notification bit.
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File Transfer Protocol

A method of transferring information from one computer to another, either over a
modem and telephone line, or over a network. FTP isa TCP/IP application utility.

Forward Explicit Congestion Notification bit

A bit in the Frame Relay header that indicates the frame has passed through a node
that is experiencing congestion in the same direction in which the frameis traveling.

Frame Relay

A type of data transmission based on a packet-switching protocol, with transmission
rates up to 2 Mbps. Frame Relay provides for bandwidth-on-demand.

FTP

See File Transfer Protocol.

I

ICMP

See Internet Control Message Protocol.
IFMP

See Ipsilon Flow Management Protocol.
IGMP

See Internet Group Multicast Protocol.
INARP

See Inverse Address Resol ution Protocol.
Input/Output Adapter

A module that connects the various |OP and |OP Plus modulesin a switch. IOA
configurations vary according to the specific |OP module they support.

Input/Output Processor

A module in a switch that manages the lowest level of a node’s trunk or user
interfaces. An IOP performs physical data link and multiplexing operations on
external trunks and user links.

Internet Control M essage Protocol
An error-reporting protocol that works with IP.

Glossary-4
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Internet Group Multicast Protocol
An Internet protocol that isused to join or remove a host from a multicast group.
Inter net Protocol

The TCP/IP session-layer protocol that regulates packet forwarding. See also Internet
Control Message Protocol.

I nter net Protocol address

A 32-bit address assigned to hosts using TCP/IP. The address is written as four octets
separated with periods (dotted decimal format), which are made up of a network
section, an optional subnet section, and a host section.

I nver se Address Resolution Protocol

IP services uses this protocol to resolve the lack of a hardware address when the
destination hardware address (DL CI or VPI/VCI) of agiven destination is known but
the destination |P addressis not.

I psilon Flow M anagement Protocol

(RFC 1953). A protocol that communicates route information between controllersin
an | P switching environment.

IP

See Internet Protocol.

|P address

See Internet Protocol address.
K

Kbps

Kilobits per second.

M

MAC Address

A standardized data link layer address that is required for every port or device that
connectsto aLAN.
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Management | nfor mation Base

The set of variables forming a database contained in a CMIP or SNM P-managed node
on a network. Network management stations can fetch/store information from/to this
database.

Mbps

Megabits per second.

MIB

See Management Information Base.
M OSPF

See Multicast Open Shortest Path First.
MPOA

See Multi Protocol Over ATM.

MPT

See Multipoint-to-Point-Tunneling.
Multicast Open Shortest Path First

A protocol that is designed for use with autonomous systems. MOSPF is an Open
Shortest Path First routing protocol that determines the best path through the network
to a specific multicast router.

Multipoint-to-Point-Tunneling

MPT allows multiple nodes to share the same circuit for transmission to asingle
destination. An MPT can be thought of asthe inverse of the point-to-multipoint virtual
circuit used to allow the sending of packets from one source to multiple destinations.
Connections of this type are commonly used in multicast applications such as video
distribution.

Multi Protocol Over ATM

A method for overlaying Layer 3 network routing protocols (like IP) over an ATM
switched network environment. MPOA isan ATM Forum specification.
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N

NavisCore

The UNIX-based graphical user interface used to configure and monitor an Ascend
switch network.

NBMA

See Non-Broadcast Multi-Access.
NHRP

See Next Hop Resolution Protocol.
network address

A network layer address refersto alogical, rather than aphysical network device; also
called protocol address.

Next Hop Resolution Protocol

An address resolution protocol that provides a source station (host or router) with the
NBMA address of the next hop to a destination station.

node

Any device such as a PC, terminal, workstation, etc., connected to a network and
capable of communicating with other devices.

Non-Broadcast Multi-Access

A network to which multiple computers and devices are attached, but datais
transmitted directly from one computer to another over avirtual circuit or across a
switching fabric. ATM and Frame Relay are examples of NBMA media

O

Open Shortest Path First

A routing protocol that takes into account network loading and bandwidth when
routing information over the network. Incorporates least-cost routing, equal-cost
routing, and load balancing.

OPTimum PVC trunk

A logical port configuration that optimizes interoperability in performance and
throughput in networks where both ends are connected by Ascend switches.
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OPTimum trunking

A software function that allows public data networks based on Frame Relay, SMDS,
or ATM to be used as trunk connections between Ascend switches.

OSPF
See Open Shortest Path First.
P

packet

Any block of data sent over a network. Each packet contains sender, receiver, and
error-control information in addition to the actual message; sometimes called payload
or data bits.

Parameter Random Access Memory

The PRAM on a switch that contains the module’s downloaded configuration file, and
which is stored in battery backup.

Peak Cedll Rate

In ATM transmission, the maximum transmission rate that cells are transmitted.
Equivalent to Be for Frame Relay, PCR is measured in cells per second and converted
internally to bits per second. PCR defines the shortest time period between two cells.

Permanent Virtual Circuit

A logical connection across a packet-switched network that is always in place and
always available along a predetermined network path.

PIM

SeeProtocol Independent Multicast

PNNI

SeePrivate Network to Network Interface

Point-to-Point Protocol

A protocol that provides router-to-router and host-to-network connections.
PPP

SeePPP
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PRAM
See Parameter Random Access Memory.
Private Network to Network Interface

An ATM routing and signalling protocol jointly designed by member companies of
the ATM Forum. It serves as an industry standard for dynamically routing scalable
ATM switched Virtual Circuits (SVCs).

Protocol | ndependent Multicast

A multicast routing protocol that can provide scalable inter-domain multicast routing
across the Internet, independent of the mechanisms provided by any particular unicast
routing protocol. PIM has two operational modes, one for densely distributed
multicast groups and one for sparsely distributed multicast groups.

protocol

A set of rules governing communication between two entities or systemsto provide
interoperability between services and vendors. Protocols operate at different layers of
the network, e.g., data link, network, and session.

PvC

See Permanent Virtual Circuit.

Q

QoS

See Quiality of Service.
Quiality of Service

A statistical report that specifies certain characteristics of network services, sessions,
connections, or links. For example, a NavisCore statistics report describes the lost
packets and round-trip delay measurements.

R

Request For Comment

A series of notes and documents available on-line that describe surveys,
measurements, ideas, techniques, and observations, as well as proposed and accepted
Internet protocol standards, such as Telnet and FTP.

RFC

See Request For Comment.
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RFC1294

A specification documenting multi-protocol access over Frame Relay.
RIP

See Routing Information Protocol.

router

Anintelligent LAN-connection device that routes packetsto the correct LAN segment
destination address(es). The extended LAN segments may or may not use the same
protocols. Routers link LAN segments at the |SO/OSI network layer.

routing
The process of directing data from a source node to a destination node.
Routing I nformation Praotocol

A routing protocol that maintains alist of accessible networks and calculates the
lowest hop count from a particular location to a specific network.

routing protocol

A protocol that implements routing using a specific routing algorithm. Routing
protocolsinclude IGRP, OSPF, and RIP.

S

static route

A route or path that is manually entered into the routing table. Static routes take
precedence over routes or paths specified by dynamic routing protocols.

subnet address

An extension of the Internet addressing scheme that allows asite to use asingle
Internet address for multiple physical networks.

subnet mask
A 32-bit address mask used in | P to specify a particular subnet. See also address mask.
Switched Virtual Circuit

A logical connection across a packet-switched network providing as-needed
connections to any other node in the network.

Glossary-10

NavisCorel PNavigator ConfigurationGuide



T
TCP
See Transmission Control Protocol.

topology

Themap or configuration design of anetwork. Physical topology refersto the location
of hardware. Logical topology refers to the paths that messages take to get from one
node to another.

traffic shaping

In Frame Relay, a set of rules that describes traffic flow. The sender has a mechanism
to ensure that the transmission of its guaranteed packets behavesin a certain way. The
network knows what kind of traffic to expect, and can monitor the behavior of the
traffic.

Transmission Control Protocol

The Internet standard, transport-level protocol that provides the reliable, full duplex,
stream service on which many application protocols depend.

trunk

The communications circuit between two switches.

\

VC

See Virtual Channdl; Virtual Circuit.

VCI

See Virtua Circuit Identifier.

Virtual Channel

A connection between two communicating ATM networks.
Virtual Circuit

A logical circuit set up to ensure reliable communication between two network
devices.
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Virtual Circuit Identifier

A 16-bit field in the ATM cell header that is used as an addressing identifier to route
cell traffic.

Virtual Network Navigator
The connection-oriented routing technology used in Ascend switches.
Virtual Path

A group of VCs carried between two points that provides away to bundle traffic
headed in the same direction.

Virtual Path Identifier

An 8-bit field in the ATM cell header that is used as an addressing identifier to route
cell traffic.

Virtual Private Network

A network that provides dedicated bandwidth and guaranteed performance, reliability,
and privacy.

VNN

See VP.

VP

See Virtua Path.

VPI

See Virtua Path Identifier.
VPN

See Virtua Private Network.
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Index

A

Access Lists 11-2
Address resolution 3-3, 6-1
Address Resolution Protocol 3-3
Admin status

setting for circuits 5-7
Area border routers 9-6
ARP 3-3
ARP. See Address Resolution Protocol
Attributes

Ethernet 2-9

trap control 2-8

B

Bandwidth
specifying on UNI ports 2-7
BGP
defining aggregates 8-14
defining neighbors and assigning route filters to
them 8-8
defining switch parameters 8-6

C

Cell domain 12-3
Circuit priority 5-9
Class of service 5-10
Clustering 9-6

Clusters 9-6
Committed burst size (BC) 5-9
Committed information rate (CIR) 5-9
Configuring
Enabling Lportsfor IP 3-4 to 3-9
OSPF virtua links 9-23 to 9-25
VPI/VCI 3-16
Constant bit rate (CBR) 5-10

D

Data Link Connection Identifier
for frame relay circuits 5-7
for frame relay OPTimum trunk ports 3-14
Dialog boxes
Add BGP Aggregate 8-15
Add BGP Neighbor 8-10
Add IP Loopback Address 8-16
Add Logical Port 2-6
Add Logica Port - OPT Trunk VPl Range 12-6
Add Logica Port Administrative Attributes 3-23
Add Logical Port Type 2-6
Add Network Access List 11-14
Add Network Filter 11-12
Add OSPF Area Aggregates 9-21
Add OSPF Interface 9-11
Add OSPF Neighbor 9-19
Add OSPF Virtua Link 9-24
Add PV C - Set Traffic Type Attributes 5-8
Add PVC - Set User Preference Attributes 5-11
Add RIP Interface 7-2
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Index

Add Route Map 11-18, 11-19

Assign Logical Port IP Filter 4-13

Associate Lport QoS Profile 5-16

Associate Protocol Filters 4-16

CBX Switch Back Panel 2-2

Ethernet Encapsulation LPort Attributes 2-9
Ethernet L Port Administrative Attributes 2-7
IP Protocol Connection ID (ATM) 3-16

IP Protocol Connection ID (Frame Relay) 3-14
Select End Logical Ports 5-5

Select MPT Point-to-Point Connection
Endpoints 12-10

Set Administrative Attributes 5-6

Set All BGP Aggregates 8-14

Set All BGP Neighbors 8-9

Set All Circuitson Map 5-3

Set All 1P Loopback Addresses 8-16

Set All IP LPorts 3-5

Set All Logical Portsin PPort 2-4

Set All MPT Paint-to-Point Connections 12-8

Set All Network Access Lists 11-13

Set All Network Filters 11-11

Set All OSPF Area Aggregates 9-20

Set All OSPF Neighbors 9-18

Set All OSPF Virtual Links 9-23

Set All PVCsOn Map 5-3

Set All Route Policies 11-16

Set BGP 8-6

Set Filter 4-4, 4-22

Set IPArpList 6-2

Set IP Interface Address 3-12

Set IP Interface Addresses 3-11

Set | P Parameters 3-6

Set IP Protocol Connection ID (Frame Relay)
3-15

Set Logical Port IP Filter 4-13

Set MPT Point-to-Point Define Path 12-11

Set Physical Port Attributes 2-3

Set Protocol Engine Filter 4-16

Set Static ARP 6-3

Set Static Route 10-3

Set Traffic Type Attributes 5-8

Set User Preference Attributes 5-11

Show All MPT Point-to-Point Connections
12-13

Show IP QoS Filter 5-15

Show IP QoS PV C Flow Profile 5-13

Static Route 10-2

Trap Control Ethernet LPort Attributes 2-8
DLCI

defined 7-1
DLCI. See DataLink Connection Identifier
Domains 12-3

cdl 12-3

switch 12-3

E

Enabling Lportsfor IP 3-4 to 3-9
Ethernet Attributes 2-9
Ethernet L Ports

prerequisites to configuring 2-1
Ethernet L ports

configuring 2-1 to 2-9
Excess burst size (Be) 5-9

F

frame 12-3
Frame domain 12-3

G

Graceful discard
defining for framerelay circuits 5-12

H

how applied 11-6

INARP 3-3
INARP. See Inverse Address Resolution Protocol
Inter-area routing 9-9
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Intra-area routing 9-9
Inverse Address Resolution Protocol 3-3
|P address resolution 3-3, 6-1
IP Flow Profile
assigning to alogical port 5-15
defining 5-13
IP interface address
setting 3-11 to 3-14
IP logical port
definition of 3-1
IPlogical ports
configuring 3-4 to 3-10
IP Server logical port
configuring 3-20 to 3-23
definition of 3-1
IP Server PVCs
setting 3-24 to 3-27

L

Link State Advertisements 9-9
Logical ports

that support IP Routing 3-2
L oopback status

for PVCs5-4
LSAs9-9

M

MPTs. See Multipoint-to-Point Tunnels
Multipoint-to-Point Tunnels 1-6, 12-1 to 12-4
configuring PPP connectionsin 12-8
failure reasons for PPP connectionsin 12-14
in OSPF areas 12-3
leaf occurrencesin 12-4
over OPTimum trunks 12-5to 12-6
point-to-point connectionsin 12-7
processing 12-4
purpose of root 12-1

N

Network access list
adding 11-13 to 11-15
Network Filter 11-2
Network filter
adding 11-11 to 11-12

O

OSPF
configuring at the logical port 9-11
defining area aggregates 9-20
defining neighbors 9-18
defining virtual links 9-23

OSPF clusters 9-6

OSPF routing 9-9

P

Packet filters
assigning to logical ports 4-13
assigning to protocol engines 4-16
defining 4-3
Point-to-Point connection
defining a path 12-11
displaying status of 12-13
Point-to-Point connections 12-7
onfiguring
failure reasons 12-14
PPP connections. See Point-to-Point connections
PRAM
clearing STDX 3000/6000 PRAM A-1
PRAM upload A-1to A-2
Private net overflow
configuring 5-7

Q

Quality of service values 5-9
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R

Rate enforcement scheme
configuring 5-9
Reroute balance
enabling 5-12
Route Maps
flow of route information 11-6
guidelines 11-5
overview 11-3to 11-9
protocol pairs that do not require maps 11-7
protocol pairs that require maps 11-8
steps for configuring 11-9
using multiple 11-8
when not to use 11-5
Route maps
Adding 11-16
Configuring 11-16
router classifications 9-9

S

Static ARP entry
defining 6-2

Static routes
configuring 10-2

Summary LSAs 9-9

Switch domains 12-3

T

Templates
for ATM logical ports 2-5
for circuits 5-4, 5-7

Trap Control 2-8

Tuning
enabling circuitsto use 5-12

U

UNI logical ports
bandwidth 2-7

Unspecified bit rate (UBR) 5-10
Uploading PRAM. See PRAM upload

Vv

Variable bit rate (VBR) 5-10
VCI
Setting 3-16
Virtua channels 3-16 to 3-17
Virtua links 9-6, 9-8, 9-12, 9-23t0 9-25
Virtua paths 3-16 to 3-17
VPI
setting 3-16
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