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ASCEND COMMUNICATIONS, INC. END-USER LICENSE AGREEMENT

ASCEND COMMUNICATIONS, INC. IS WILLING TO LICENSE THE ENCLOSED
SOFTWARE AND ACCOMPANYING USER DOCUMENTATION (COLLECTIVELY, THE
“PROGRAM”) TO YOU ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF
THE TERMS AND CONDITIONS OF THIS LICENSE AGREEMENT. PLEASE READ
THE TERMS AND CONDITIONS OF THIS LICENSE AGREEMENT CAREFULLY
BEFORE OPENING THE PACKAGE(S) OR USING THE ASCEND SWITCH(ES) CON-
TAINING THE SOFTWARE, AND BEFORE USING THE ACCOMPANYING USER DOC-
UMENTATION. OPENING THE PACKAGE(S) OR USING THE ASCEND SWITCH(ES)
CONTAINING THE PROGRAM WILL INDICATE YOUR ACCEPTANCE OF THE
TERMS OF THIS LICENSE AGREEMENT. IF YOU ARE NOT WILLING TO BE BOUND
BY THE TERMS OF THIS LICENSE AGREEMENT, ASCEND IS UNWILLING TO
LICENSE THE PROGRAM TO YOU, IN WHICH EVENT YOU SHOULD RETURN THE
PROGRAM WITHIN TEN (10) DAYS FROM SHIPMENT TO THE PLACE FROM WHICH
IT WAS ACQUIRED, AND YOUR LICENSE FEE WILL BE REFUNDED. THIS LICENSE
AGREEMENT REPRESENTS THE ENTIRE AGREEMENT CONCERNING THE PRO-
GRAM BETWEEN YOU AND ASCEND, AND IT SUPERSEDES ANY PRIOR PRO-
POSAL, REPRESENTATION OR UNDERSTANDING BETWEEN THE PARTIES.

1. License Grant.Ascend hereby grants to you, and you accept, a non-exclusive,
non-transferable license to use the computer software, including all patches, error
corrections, updates and revisions thereto in machine-readable, object code form only
(the “Software”), and the accompanying User Documentation, only as authorized in
this License Agreement. The Software may be used only on a single computer owned,
leased, or otherwise controlled by you; or in the event of inoperability of that
computer, on a backup computer selected by you. You agree that you will not pledge,
lease, rent, or share your rights under this License Agreement, and that you will not,
without Ascend’s prior written consent, assign or transfer your rights hereunder. You
agree that you may not modify, reverse assemble, reverse compile, or otherwise
translate the Software or permit a third party to do so. You may make one copy of the
Software and User Documentation for backup purposes. Any such copies of the
Software or the User Documentation shall include Ascend’s copyright and other
proprietary notices. Except as authorized under this paragraph, no copies of the
Program or any portions thereof may be made by you or any person under your
authority or control.

2. Ascend’s RightsYou agree that the Software and the User Documentation are
proprietary, confidential products of Ascend or Ascend's licensor protected under US
copyright law and you will use your best efforts to maintain their confidentiality. You
further acknowledge and agree that all right, title and interest in and to the Program,
including associated intellectual property rights, are and shall remain with Ascend or
Ascend's licensor. This License Agreement does not convey to you an interest in or to
the Program, but only a limited right of use revocable in accordance with the terms of
this License Agreement.
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3. License FeesThe license fees paid by you are paid in consideration of the license
granted under this License Agreement.

4. Term. This License Agreement is effective upon your opening of the package(s) or
use of the switch(es) containing Software and shall continue until terminated. You
may terminate this License Agreement at any time by returning the Program and all
copies or portions thereof to Ascend. Ascend may terminate this License Agreement
upon the breach by you of any term hereof. Upon such termination by Ascend, you
agree to return to Ascend the Program and all copies or portions thereof. Termination
of this License Agreement shall not prejudice Ascend's rights to damages or any other
available remedy.

5. Limited Warranty. Ascend warrants, for your benefit alone, for a period of 90
days from the date of shipment of the Program by Ascend (the “Warranty Period”) that
the program diskettes in which the Software is contained are free from defects in
material and workmanship. Ascend further warrants, for your benefit alone, that
during the Warranty Period the Program shall operate substantially in accordance with
the User Documentation. If during the Warranty Period, a defect in the Program
appears, you may return the Program to the party from which the Program was
acquired for either replacement or, if so elected by such party, refund of amounts paid
by you under this License Agreement. You agree that the foregoing constitutes your
sole and exclusive remedy for breach by Ascend of any warranties made under this
AgreementEXCEPT FOR THE WARRANTIES SET FORTH ABOVE, THE PROGRAM

IS LICENSED “AS IS”, AND ASCEND DISCLAIMS ANY AND ALL OTHER

WARRANTIES, WHETHER EXPRESS, IMPLIED OR STATUTORY, INCLUDING,

WITHOUT LIMITATION, ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR
FITNESS FOR A PARTICULAR PURPOSE AND ANY WARRANTIES OF
NONINFRINGEMENT.

6. Limitation of Liability. Ascend’s cumulative liability to you or any other party

for any loss or damages resulting from any claims, demands, or actions arising out of
or relating to this License Agreement shall not exceed the greater of: (i) ten thousand
US dollars ($10,000) or (ii) the total license fee paid to Ascend for the use of the
Program. In no event shall Ascend be liable for any indirect, incidental, consequential,
special, punitive or exemplary damages or lost profits, even if Ascend has been
advised of the possibility of such damages.
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7. Proprietary Rights Indemnification. Ascend shall at its expense defend you
against and, subject to the limitations set forth elsewhere herein, pay all costs and
damages made in settlement or awarded against you resulting from a claim that the
Program as supplied by Ascend infringes a United States copyright or a United States
patent, or misappropriates a United States trade secret, provided that you: (a) provide
prompt written notice of any such claim, (b) allow Ascend to direct the defense and
settlement of the claim, and (c) provide Ascend with the authority, information, and
assistance that Ascend deems reasonably necessary for the defense and settlement of
the claim. You shall not consent to any judgment or decree or do any other act in
compromise of any such claim without first obtaining Ascend’s written consent. In

any action based on such a claim, Ascend may, at its sole option, either: (1) obtain for
you the right to continue using the Program, (2) replace or modify the Program to
avoid the claim, or (3) if neither (1) nor (2) can reasonably be effected by Ascend,
terminate the license granted hereunder and give you a prorata refund of the license
fee paid for such Program, calculated on the basis of straight-line depreciation over a
five-year useful life. Notwithstanding the preceding sentence, Ascend will have no
liability for any infringement or misappropriation claim of any kind if such claim is
based on: (i) the use of other than the current unaltered release of the Program and
Ascend has provided or offers to provide such release to you for its then current
license fee, or (ii) use or combination of the Program with programs or data not
supplied or approved by Ascend to the extent such use or combination caused the
claim.

8. Export Control. You agree not to export or disclose to anyone except a United
States national any portion of the Program supplied by Ascend without first obtaining
the required permits or licenses to do so from the US Office of Export Administration,
and any other appropriate government agency.

9. Governing Law. This License Agreement shall be construed and governed in
accordance with the laws and under the jurisdiction of the Commonwealth of
Massachusetts, USA. Any dispute arising out of this Agreement shall be referred to an
arbitration proceeding in Boston, Massachusetts, USA by the American Arbitration
Association.

10. Miscellaneouslf any action is brought by either party to this License

Agreement against the other party regarding the subject matter hereof, the prevailing
party shall be entitled to recover, in addition to any other relief granted, reasonable
attorneys’ fees and expenses of arbitration. Should any term of this License
Agreement be declared void or unenforceable by any court of competent jurisdiction,
such declaration shall have no effect on the remaining terms hereof. The failure of
either party to enforce any rights granted hereunder or to take action against the other
party in the event of any breach hereunder shall not be deemed a waiver by that party
as to subsequent enforcement of rights or subsequent actions in the event of future
breaches.
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About This Guide

This guide describes how to use Ascend’s NavisCore network management software
to set up and manage a switch network. Specifically, this guide describes how to
manage the Network Management Station (NMS), configure a gateway switch (the
first switch in the network), and manage network maps and switches.

This guide supports the following NMS and switch software releases:
* NavisCore, Release 4.0

* B-STDX, Release 6.0

+ CBX 500, Release 3.0

e GX 550, Release 1.0

What You Need to Know

As a reader of this guide, you should be familiar with the UNIX operating system and
HP OpenView. You should also understand relational database software to properly
maintain Sybase, the database used by NavisCore.

This guide assumes you have already installed the Ascend switch hardware, using one
of the following guides:

* STDX 6000 Hardware Installation Guide

* B-STDX 8000/9000 Hardware Installation Guide
* CBX 500Hardware Installation Guide

* GX 550 Hardware Installation Guide

and you have installed the NMS software, usinghbwork Management Station
Installation Guide
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About This Guide
Reading Path

Reading Path

This section describes all of the documents that support the NavisCore NMS and
switch software. The documents are grouped as follows:

« NMS Documentation

e Switch Software Documentation

NMS Documentation

Read the following documents to install and operate NavisCore Release 4.0.

This guide describes prerequisite tasks, hardware and
software requirements, and instructions for installing Solaris,
HP OpenView, and NavisCore on the NMS.

ASCEND

Network

Management
Station Installation
Guide

¥

ASCEND

This guide describes how to configure and manage
NavisCore, network maps, and Ascend switches.

NavisCore NMS
Getting Started
Guide

\ 4

ASCEND

This guide describes how to configure processor and I/O
modules on Ascend switches.

NavisCore

Physical Interface
Configuration
Guide
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Switch Software Documentation

Read the following documents to configure switch software for
B-STDX Release 6.0, CBX Release 3.0, and GX Release 1.0.

These guides describe how to configure WAN services on
ASCEND the STDX, B-STDX, CBX, and GX switch platforms:

« NavisCore Frame Relay Configuration Guide

NavisCore « NavisCore ATM Configuration Guide

Configuration

Guides « NavisCore IP Configuration Guide

« NavisCore ISDN Configuration Guide

‘ « NavisCore SMDS Configuration Guide

This guide describes how to diagnose and troubleshoot your

ASCEND NavisCore switch network.

NavisCore

Diagnostic and
Troubleshooting
Guide

\ 4

ASCEND

This reference lists and describes the NavisCore switch
console commands.

NavisCore
Console

Command
Reference
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How to Use This Guide

The following table highlights the chapters in this guide.

Read To Learn About
Chapter 1 General features of the Network Management Station (NMS).
Chapter 2 The following NMS system administration tasks:

¢ NMS startup and shutdown
* NavisCore security passwords

e Audit Trail utility

Chapter 3 Creating a direct trunk between two switches. This configuration
example enables you to verify the software and hardware installation.

Chapter 4 Managing network maps, for example:
e Create and add objects to a network map

« Designate the Class-B IP-addressing scheme

Chapter 5 Configuring the NMS and gateway switch.

Appendix A Downloading the configuration file to the switch.

Appendix B The cascadeview.cfgonfiguration file.

Appendix C Configuring the poll server product.

Appendix D The NavisCore menu system.
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Conventions

This guide uses the following conventions to emphasize certain information, such as
user input, screen prompts and output, and menu selections. For example:

Convention Indicates Example

Courier Bold User input on a separate line.  eject cdrom

Courier Screen or system output. Please wait...

[bold italic Variable parameters to enter.  [your IP addres§

Boldface User input in text. Typed installand . . .

Menul[l Option Select an option from the menu. NavisCorel] Logon

Boxes surrounding text Notes, cautions, and warnings. See examples below.

Italics Book titles, new terms, Network Management
filenames, directories, and Station Installation
emphasized text. Guide

Notes provide additional information or helpful suggestions that may apply to
the subject text.

—

ﬁ Cautions notify the reader to proceed carefully to avoid possible equipmer
damage or data loss.

ﬁ Warnings notify the reader to proceed carefully to avoid possible personal jnjury.
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Related Documents

This section lists the related Ascend documentation that may be helpful to read.

Network Management Station Installation Gu{eeoduct Code: 80014)
NavisCore Physical Interface Configuration Guigoduct Code: 80080)
NavisCore Frame Relay Configuration Guidoduct Code: 80071)
NavisCore ATM Configuration Guid@roduct Code: 80072)

NavisCore Diagnostic and Troubleshooting GujBeoduct Code: 80074)
NavisCore Console Command Referefr®duct Code80075)

B-STDX Hardware Installation Guid@roduct Code: 80005)

CBX 500 Hardware Installation Guid®@roduct Code: 80011)

GX 550 Hardware Installation Guid@roduct Code: 80077)

Customer Comments

Customer comments are welcome. Please respond in one of the following ways:

Fill out the Customer Comment Form located at the back of this guide and return
it to us.

E-mail your comments to cspubs@ascend.com.
FAX your comments to 978-692-1510, attention Technical Publications.

Open a case in CaseView for documentation.

Customer Support

To obtain release notes, technical tips, or support, access the Ascend FTP Server or
contact the Technical Assistance Center (TAC) at:

1-800-DIAL-WAN or 1-978-952-7299 (U.S. and Canada)
0-800-96-2229 (U.K.)

1-978-952-7299 (all other areas)

XX
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Acronyms

Table 1lists and describes some of the acronyms useddhout this guide.

Table 1. Common Acronyms
Acronym Description
ATM Asynchronous Transfer Mode
CDE Common Desktop Environment
CIR committed information rate
CLP cell loss priority
CP control processor
DLCI data link connection identifier
EFCI explicit forward congestion indication
FCP flow control processor (FCP)
HSSI High-Speed Serial Interface
IOM input/output module
IP Internet Protocol
ISDN Integrated Services Digital Network
MIB Management Information Base
NMS network management station
NP node processor
OSPF Open Shortest Path First
PDU protocol data unit
PRAM parameter random access memory
PVC permanent virtual circuit
QoS Quiality of Service
RADIUS Remote Authentication Dial-In User Service
RIP Routing Information Protocol
SLIP Serial Line Internet Protocol
SNMP Simple Network Managment Protocol
SP switch processor
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Table 1. Common Acronyms (Continued)

SvC switched virtual circuit
UDP User Datagram Protocol
VC virtual channel

VCI virtual circuit identifier
VPI virtual path identifier
VPN virtual private network
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NavisCore QOverview

NavisCore is an integrated network management software package that runs on a
Network Management Station (NMS). NavisCore enables you to:

* Create and edit network maps

» Configure Ascend switches

» Configure multiple networks from a single NMS
» Create trunks and circuits

* Monitor and troubleshoot the network

Figure 1-lillustrates the various software packages that make up the NMS:

C_Nevsoore
HP OpenView )
Sybase 11 SQL Server )

Figure 1-1. NavisCore Network Management Station (NMS)
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About the Network Management Platform

Combined, these software programs present an easy-to-use graphical user interface
that allows you to configure and maintain an Ascend network. A description of these
software programs follows:

Solaris Operating System— The operating system you install on your
SPARCSstation. Solaris is a UNIX-based operating system used to design and develop
complex networks.

MOTIF and CDE — Window managers that run client applications. MOTIF and
CDE (Common Desktop Environment) enable you to customize your window’s visual
display.

SYBASE 11 SQL Server— SYBASE 11 SQL Server is a relational database
software program used to store database information and provide backup and recovery
of database files.

HP OpenView— HP OpenView provides the interface to add, modify, and delete
nodes, trunks, and switch configurations from the network map and database.

NavisCore— NavisCore provides a graphical user interface for setting up a switch
network.

About the Network Management Platform

NavisCore runs under the HP OpenView platform, which provides integrated network
and systems management solutions on an industry-standard platform.

HP OpenView software enables you to create a graphical network map and use
pull-down menus to configure, monitor, and diagnose equipment in the network.

NavisCore provides a logical network configuration interface for setting network-wide
parameters, provisioning individual circuits, and configuring other switch functions.
NavisCore provides defaults for all required parameters and prompts you for missing
parameters, if necessary.

You download the initial network configuration and any updates from the NMS to the
switch. The switch stores this configuration in parameter random access memory
(PRAM).
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About Ascend Multiservice WAN Switches

About Ascend Multiservice WAN Switches

Monitoring

Each Ascend multiservice WAN switch contains a Simple Network Management
Protocol (SNMP) agent, which enables you to manage an Ascend switch from any
SNMP management system that supports the Ascend Enterprise MIB extensions.
When you configure an NMS with NavisCore, the NMS communicates with the
switches through either the Internet Protocol (IP) for in-band management
connections, or the Serial Line Internet Protocol (SLIP) for out-of-band management.

Running NavisCore, the NMS supports in-band management using an Ethernet
connection to a local Ascend switch; alternately, you can configure the NMS and the
switch on the same IP network.

Features

After you create your Ascend network, you can closely monitor network activity
through the NavisCore monitoring features. NavisCore provides several options for
obtaining status information from the network, including:

* A pop-up menu that enables you to obtain configuration information for a
physical port, logical port, and circuit on a per-card or per-port basis.

» The Monitor Ascend Objects selection enables you to obtain status information
for a switch, port, trunk, and circuit.

* You can also monitor the network by running diagnostics, collecting statistical
data, generating reports, and reviewing the traps log.

See théNavisCore Diagnostic and Troubleshooting Guideinformation on these
NavisCore monitoring features.

Troubleshooting Features

NavisCore uses a color scheme to identify network problems. When you open a
network map, all nodes that are operating and communicating with the NMS appear
green. Nodes that are either not operational or unable to communicate with the NMS
appear red or wheat, respectively. An 1/O module in a switch that is out of synch
appears yellow.

NavisCore also uses a color scheme to indicate the status of a configured trunk link
between two Ascend switches, the status of I/O modules, processor modules, fans,
power supplies, etc. For more information, seeNtaeisCore Diagnostic and
Troubleshooting Guide.
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Administering NavisCore

This chapter describes the following administrative tasks:

This guide assumes you have already installed NavisCore and its supporting

Starting the NMS
and Running
NavisCore

Defining Passwords
and Assigning
Access Levels

Using the
Audit Trail Feature

to Track Changes

Shutting Down
the NMS

Performing
Backup Procedures

applications. If you have not installed all of these software products, refer to the
Network Management Station Installation Gufdedetailed instructions on how to
perform the NMS installation.

NavisCore NMS Getting Started Guide
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Starting the NMS and Running NavisCore

Before you can access NavisCore, you must start the Sybase Server and initiate an HP
OpenView session as described in the following procedure. If you need to start a
remote session to the NMS, contact your UNIX system administrator to set up an
Xterm session.

To start the NMS:

1. Power on the Sparc Station.

2. At the console prompt, log in as the nms user and enter the appropriate password
(the login you used when you installed Solaris).

The system starts Solaris OpenWindows and displays the $ prompt in the Cmdtool
(CONSOLE) window.

3. If you are using Sybase ,14kip toStep 11 Otherwise, followStep 4through
Step 10to start the Sybase Server and access HP OpenView.

4. Log in as the sybase user by entering:
su - sybase
At the prompt, enterypur Sybase passwalrd
Enter the following commands to start the Sybase Server:

cd install
startserver -f RUN_CASCADE

When the system displays the last line of text, ‘iso_1' (ID = 1)., press Return.
At the $ prompt, entezxit to log out as the sybase user.
Log in as the root user and at the prompt, enter the root password.
10. To start HP OpenView processes enter:
/usr/OV/bin/ovstart

11. To start HP OpenView, entarsr/OV/bin/ovw & in a console window. The
default HP OpenView window appears ($egure 2-J.
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| |
= Root [=10]

Map Edit Locate Wiew Performance Configuration Fault Hise Options Report Honitor Administer Diagnose Help

default [Read-lirite] [Aute-Layout] |

<&—— NAVISCORE ICON

HavisCore

Figure 2-1. NavisCore Window

> The NavisCore icon should appear on the window-manager desktop. The jicon
indicates that NavisCore is running. Do not invoke any NavisCore commafpds

until this icon appears. Do not close this icon unless one of the supporting

programs (such as HP OpenView) stops processing.

Defining Passwords

When you access HP OpenView, you can display network maps and use any of the
monitoring functions without having to log on. However, you cannot perform any
network management functions without logging on with the appropriate password.

> When you install Sybase, the maximum number of users is set to 50. In a jypical
network operations center, you assign only one administrator password. Ypu
then need at least one operator logon to use all network features.
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You can define three levels of access for NavisCore:

Administrator — To create passwords. The defauldsnin For security rea-
sons, you should first create a new administrator password, then create operator
and provisioning passwords.

Operator — To provision (configure) and manage all network features. The
default iscascade You must log on with this password to configure physical ports
and download a switch configuration.

Provisioning — To configure and monitor logical ports, trunks, and circuits on
the network. The default jgovision The provisioning password only allows you
to perform the basic configuration tasks. You log onperatorto download soft-
ware and configure switch and physical port parameters.

Assigning Access Levels

To define access levels and modify the default passwords:

1. From the Administer menu, select NavisCoreSet Password and select one of
three access levels: Administrator, Operator, or Provisioning. The Change
Provision Password dialog box appears (sgere 2-3.

A| MC - Change Provizion Password

fdmin Pazsword;

Mew Provision Passwords

Retype Mew Provizion Password:

0Ok | Cancel |

Figure 2-2. Change Provision Passwordgvel Dialog Box
Enter the Admin Password.

Enter a new password.

Retype the password in the field provided.

Choose OK.

2 T

RepeatStep 1throughStep 5to define additional passwords for each access level.
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Logging On

To log on to NavisCore:

1. From the HP OpenView Misc menu, select NavisCaoreogon. The NavisCore -
Logon dialog box appears (segure 2-3.

~| NavisCore - Logon

Passwords

[ |

Figure 2-3. NavisCore Logon Dialog Box

2. Enter the appropriate password.

You can now perform NavisCore administrative tasks.

Using the Audit Trail Utility

The Audit Trail utility keeps a record of the changes you make to a network map. You
can retrieve this information from the database whenever you need to review these
changes.

The Audit Trail utility logs the following network activity:
* Switch status

* Invalid login attempts

* Login or logoff actions

* Add, modify, or delete functions for a switch, module, logical port, trunk, or
circuit

 Reboot functions for a switch or module

« Download activity for switch software, initialization script files, or PRAM synch
files

» Standby module activity when it takes over in a redundant pair
* Add, delete, or modify functions for a Management Path or NMS entry

e User session timeout
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Enabling/Disabling the Audit Trail

To enable the Audit Trail:

1. Login as the root user by enterisig - root. At the prompt, enter the root

password.
In a command window, edit tteascadeview.cfjle by entering:
vi Jopt/CascadeView/etc/cascadeview.cfg

Set theCV_AUDIT_TRAIL_ENABLE environment variable inascadeview.cfg
by entering:

CV_AUDIT_TRAIL_ENABLE=TRUE
export CV_AUDIT_TRAIL_ENABLE

To disable Audit Trail, ente€V_AUDIT_TRAIL_ENABLE=FALSE

Enter:wq! to exit the vi editor and save your changes.

You must now shut down and then restart NavisCore, as follows:

a. From the File menu, select Filé Exit to exit NavisCore.

b. Entersu - root

c. Atthe prompt, enter the root password.

d. Enter the following command lines to shut down HP OpenView services:

cd /usr/OV/bin
Jovstop

e. Enter/usr/OV/bin/ovstart to restart HP OpenView.
f. Enter/usr/OV/bin/ovw & to restart NavisCore.

The Audit Trail utility creates an ASCII log file in the directory
/opt/CascadeView.var/auditlog he directory and file permissions
are set for the world, read/write (“rw”).

The filename format isv-audit-log.[day of the week].[dateffor example, the file
cv-audit-log.thu.5-7-98ontains information for May 7, 1998.

The Audit Trail utility creates a different file for each day of operation (a file for
Monday, a file for Tuesday, and so on).

To view the ASCII log file, enter:

cd /opt/CascadeView.var/auditlog/
more cv-audit-log.[day of the week].[date]

2-6
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Figure 2-4shows the Audit Trail Window with an example log file, which you can
display through thenore command.

= xterm A=
yoohoo: more cv-audit-log.tue.12-16-1997
1271671997 06:56:41 By operator bakerj. Deleting a logical port. Switch ID: 1.3
. Logical port ID: 1. Logical port name: 8-1-dce. Logical port interface index:
45. Switch name Krychek. Operation was successful.

1271671997 06:56:41 By operator bakerj. Deleting a lport ATM accounting. Switch
name: Krychek. Switch ID: 1.3. Logical Port Name: 8-1-dce. Logical Port ID: 1.
Logical Port interface index: 45. Operation was successful.

1271671997 06:56:57 By operator bakerj. Deleting a logical port. Switch ID: 1.3
. Logical port ID: 1. Logical port name: 8-2-dce. Logical port interface index:

5. Switch name Krychek. Operation was successful.

1271671997 06:56:58 By operator bakerj. Deleting a lport ATM accounting. Switch
name: Krychek. Switch ID: 1.3. Logical Port Name: 8-2-dce. Logical Port ID: 1.

Logical Port interface index: 5. Operation was successful.

1271671997 06:57:13 By operator bakerj. Deleting a logical port. Switch ID: 1.3

. Logical port ID: 1. Logical port name: 8-3-dce. Logical port interface index:
Switch name Krychek. Operation was successful.

1271671997 06:57:14 By operator bakerj. Deleting a lport ATM accounting. Switch
name: Krychek. Switch ID: 1.3. Logical Port Name: 8-3-dce. Logical Port ID: 1.
Logical Port interface index: 4. Operation was successful.

1271671997 06:57:38 By operator bakerj. Deleting a logical port. Switch ID: 1.3
. Logical port ID: 1. Logical port name: 8-5-dce. Logical port interface index:
2. Switch name Krychek. Operation was successful.

1271671997 06:57:39 By operator bakerj. Deleting a lport ATM accounting. Switch
name: Krychek. Switch ID: 1.3. Logical Port Name: 8-5-dce. Logical Port ID: 1.
Logical Port interface index: 2. Operation was successful.

Figure 2-4.  Audit Trail Window

Shutting Down the NMS

To close all NMS processes and power off the UNIX workstation:
1. From the HP OpenView File menu, select FEileExit to exit NavisCore.
2. Log in as the root user by enterisig - root
3. At the prompt, enter the root password.
4. Enter the following command to shut down HP OpenView services:
/usr/OV/bin/ovstop
Log in as the Sybase user by entesng sybase
At the prompt, enter the Sybase password.
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7. If you are using Sybase ldnter the following commands to shut down the
backup server. Otherwise, proceed viétep 8

isql -U sa -P superbase
1>shutdown SYB_BACKUP
2>go

8. To shut down the Sybase server, enter:

isql -U sa -P superbase
1>shutdown
2>go

9. Log in as the root user by enterisig - root
10. At the prompt, enter the root password.
11. At the # prompt, enteanit O to halt the system. This may take a few seconds.

12. At the ok prompt, power off the system.

Performing Backup Procedures

As the NavisCore administrator, you should back up the NMS database on a regular
basis. For more information on Sybase and HP OpenView backup procedures, see the
Network Management Station Installation Guide

> The Ascend Technical Assistance Center (TAC) recommends that you pellform

daily backups of the Sybase server and the HP OpenView database.
If you need to recover switch data in the database, contact the TAC for spgcific
instructions Do not attempt to restore this database without Ascend’s help.JYou
can contact the TAC at one of the following numbers:

1-800-DIAL-WAN for the United States and Canada
1-978-952-7299 for all other areas

0-800-96-2229 for the United Kingdom
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Creating and Managing Network Maps

This chapter describes IP addressing and subnet addressing concepts. It also describes

how to create a network map and subnet ID and add the Ascend switch objects to the
network map.

This chapter describes the following topics and tasks:

IP Address
Overview
Creating the
Network Map
Creating a
Subnet ID
Creating a Cluster

Adding an Ascend
Switch Object to
the Map

Creating a Submap

Deleting a
Network Map
Database
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About IP Addresses

About IP Addresses

This section provides an overview of IP addresses and describes the three primary
classes of IP addresses (specifically, Class B IP). SedatlisCore IP Configuration
Guidefor a detailed description of the supported IP features.

IP addresses are 32-bit numbers represented by four sequential fields of decimal
integers, separated by dots (.) For example, 152.148.225.10. The value of each field
(referred to as aactetor bytd can range from 0 to 255.

The position of the first zero bit in the first four bits determines the class to which an
address belongs. The remaining bits specify two subfielustygork identifiernetid)

and ahost identifier(hostid. The netid defines what network the system belongs to,
and the hostid represents the specific location on that networki(gee 3-J.

Network ID Host ID
152.148 225.10

Figure 3-1. Class B IP Address

Three Primary Classes of IP Addresses

There are three primary classes of IP addresses. Each class uses a different address
format to accommodate different size networlksle 3-1shows the network id and

host id formats for each class. This guide does not discuss Class D addresses (used for
multicasting).

Table 3-1. IP Address Classifications

Class | Network ID Host ID Format

A 7 bits 24 bits )
Class A addresses are used in large

networks and allow 16 million host
addresses.

0 | Network (7) |Local Address (24)

B 14 bits 16 bits .
Class B addresses are used in

intermediate size networks and allow
65,534 host addresses.

10 | Network (14) | Local Address (16)

3-2
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About IP Addresses
Table 3-1. IP Address Classifications (Continued)
Class | Network ID Host ID Format
C 21 bits 8 bits Class C addresses are used in smaller
networks and allow 254 host
addresses.

100 | Network (21) | Local Address (8)

Class B IP Addresses

Ascend supports Class B IP addresses for internal routing (OSPF), enabling you to
expand your network to configure an unlimited number of switches and trunks (see the
NavisCore IP Navigator Configuration GuideClass B addresses use the first two

bytes for the network address and the last two bytes for the host address. For example,
if your Class B network number is 150.100.0.0, you can start numbering your hosts at
150.100.0.1 and go up to host number 150.100.255.254. Using this example, you
would have a total of 65,534 host addresses in the Class B network. Using Class B IP
addresses, you can group single addresses into subnets to create several smaller
networks.

> If you have a mixed network (for example, switches running two versions ¢f
switch code), you must configure all switches running the same version o
switch code with circuits within the same subnet.
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About Subnets

A subnet divides a large network into smaller groups (subnets). Subnets support a
three-level hierarchy (as opposed to a two-level hierarchy) in which the host number is
divided into two parts, the subnet number and the host number on that subnet (see
Figure 3-3.

Two-Level Class B IP Address

Network Prefix Host Number
152.148 225.10
Three-Level Subnet / \
Network Prefix Subnet Number | Host Number
152.148 225 10

Figure 3-2. Subnet Example

You can use a subnet to:

« Connect different physical networks

« Distinguish between different network LANs
* Isolate parts of the network

» Delegate network administration by assigning administrators to different subnets

Choosing a Subnet ID (Mask)

The subnet ID represents a smaller group to which individual addresses belong. When
choosing a subnet mask, you must consider the following:

* Number of subnets in your network

* Number of hosts accessing each subnet

3-4
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Creating the Network Map

When you create a network map, you specify a unique name for the map and you
configure network-wide parameters, such as the network number. These parameters
enable the NavisCore application to manage the network map from within HP
OpenView.

Use the following procedure to configure a new NavisCore ifilaig.procedure
assumes you have started NavisCore.

To create the network map:

1. Access HP OpenView and start NavisCore as describ&tarnting the NMS and
Running NavisCore” on page 2-2

2. Tolog on, select NavisCofeé Logon from the Misc menu. The Logon dialog box
appears (sekigure 3-3.

= | NavizCore - Logan

Logon As: Operator — |

Paszwords:

Figure 3-3. NavisCore Logon Dialog Box
Enter the Operator password.

From the Map menu, select MagsNew. The New Map dialog box appears (see
Figure 3-3.
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|
=| Mew Hap [=10]

Mame s

Layout. For Root Submap: Row/Column  — |

Compound Status:

# Tefault
+ Propagate Host Critical

+ Propagate At Threshold Values {0 - 100%)

Configurable Applications:

= e Configure For Thiz Map ...
Comments s
0K | Cancel | Help |

Figure 3-4. New Map Dialog Box

> Once set, you cannot modify the map parameters. If you need to change te
network number after it is set, you must delete the map and start over. OSHF uses

the network number for path selection. If you must change this setting, fir

check with the Ascend Technical Assistance Center for recommended

guidelines.

3-6 NavisCore NMS Getting Started Guide



Creating and Managing Network Maps
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5. Complete the fields describedTable 3-2
Table 3-2. New Map Fields

Field

Action/Description

Name

Enter an alphanumeric name that identifies the map.

Layout For Root
Submap

The Row/Column map layout is the default setting. This
option affects how the objects are arranged on the map

Compound Status

Specify a status propagation. Compound status defing
HP OpenView propagates symbol status in a low-level
submap up to parent submaps to warn you of a problem
more information, see thdéP OpenView User’s Guide

Options include:

Default -Causes HP OpenView to propagate status
according to a predefined algorithm.

Propagate Most Critical Causes HP OpenView to
propagate the status of the most critical symbol in the cl
submap, to the symbols of the parent object.

Propagate At Threshold Values (0 - 1009b)isplays four
fields that enable you to set threshold values which
determine when HP OpenView propagates status. The
number shown for each field is the default value.

— %warning 30
—  %minor 20
— %major 10

— Y%critical 5

s how

For

nild

Comments

Enter any additional information for this map.

Configurable
Applications

Select CascadeView. Choose Configure For This Map. ]
Configuration dialog box appears (d&gure 3-5.

'he
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CazcadeView Configuration

CascadeYiew
Should this map be managed by MavisCore?

& True < False

Hetwork Number:

Address Significance:

Maximum Segment Size (Bytes), 0 to disable QuickPath:
b
56
112
168

Mezzages:

Figure 3-5. Configuration Dialog Box
6. Complete the fields describedTable 3-3

Table 3-3. Configuration Fields

Field Action/Description

Should this map be Select True.

managed by

NavisCore?

Network Number Displays the switch IP network number you specified when
you added a static route during the NavisCore installatian.
Contact the Ascend Technical Assistance Center if you must
change this number.

Address Significance Defaults to Local and cannot be changed.

Maximum Segment This option is not supported.

Size (Bytes), 0 to

disable Quickpath

7. Choose Verify to confirm your settings, then choose OK. The New Map dialog
box reappears.
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8. Choose OK. The system displays the following confirmation message
(seeFigure 3-9.

=| Openyiew Windows WARNING

Map Bozton has been created,

¢

% Pressz 0K to open your new map,
or Cancel to remain in the current map,

Figure 3-6. OpenView Windows WARNING Dialog Box

9. Choose OK to open the new network map.

> If the IP Internet icon appears on the map, select the icon and from the M3p
menu, select Unmanage Objects. Then, from the Edit menu, seledil Hidem
All Submaps.

10. To log on to the network map, select NavisCdré.ogon from the Misc menu
and enter the logon password (cascade is the defaultfi@ee 3-7

~| NavizCore - Logan

Logon As: Operator — |

Paszwords:

Ok | Cancel |

Figure 3-7. Logon Dialog Box

You are now logged on to the new map.
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Creating a Subnet ID

You must create at least one subnet ID between 1 and 255. The subnet ID becomes the
third byte of the IP address and the switch ID becomes the last byte of the IP address.
For example, an IP address of 152.148.225.10 has a subnet ID of 225 and a switch ID

of 10.

To add a subnet ID:
1. From the Administer menu, select Ascend Parameé&teg&et All Subnets.

The Set All Subnets dialog box appears (Sgere 3-9.

4| MavizCore - Set All Subnets

Subnet IP Address

Is Cluster Subret

e, 44, 44,0

!

Add. .. |

Dielete | Close |

Figure 3-8. Set All Subnets Dialog Box

2. Select Add. The Add Subnet dialog box appearsksgee 3-9.

—'| MavizCore - Add Subnet

Submet 1D (1-255): II

Iz Cluster Subnet: Mo - |
Apply | Cloze |

Figure 3-9.

Add Subnet Dialog Box
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3. Complete the fields describediable 3-4
Table 3-4. Add Subnet Fields

Field Action/Description
Subnet ID (1-255) Enter a subnet number between 1 and 255.
Is Cluster Subnebptional) Select Yes to make this subnet a cluster subnet

(See‘Creating a Cluster” on page 3-1dr

instructions). The default is No. If you select No
proceed witHAdding an Ascend Switch Object t
the Map” on page 3-13

4. Choose Apply to add the subnet ID.
5. Choose Close to exit the Add Subnet dialog box.

Creating a Cluster

A cluster defines a group of switches that operates in a single OSPF routing domain.
The switch number in the IP address increments according to the cluster ID, as shown
in Table 3-5

Table 3-5. Cluster ID and IP-Address Range

Cluster ID IP-Address Range
0 152.148.x.1 - 152.148.x.30
1 152.148.x.33 - 152.148.x.62
2 152.148.x.65 - 152.148.x.94
3 152.148.x.97 - 152.148.x.126
4 152.148.x.129 - 152.148.x.158
5 152.148.x.161 - 152.148.x.190
6 152.148.x.193 - 152.148.x.222
7 152.148.x.225 - 152.148.x.254
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See théNavisCore IP Configuration Guider information about configuring OSPF
parameters. If you selected Yes in the Is Cluster Subnet fieldg{bée3-4, you must
create a cluster.

To create a cluster:
1. From the Administer menu, select Ascend Parameé&teget All Clusters.

The Set All Clusters dialog box appears (Begire 3-10).

~| MavizCore - Set All Clusters

Cluster Mame SubMetAddress Cluster ID

fdd... | sointe | Close |

Figure 3-10.  Set All Clusters Dialog Box
2. Select Add. The NavisCore - Add Cluster dialog box appeard-(gaez 3-1).

~| NavizCore - Add Cluster

Subnet Address:

Cluster Name: I i

Cluster ID {0-7)1 |

Apply | Cloze |

Figure 3-11.  Add Cluster Dialog Box
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3. Complete the fields describedTable 3-6
Table 3-6. Add Cluster Fields

Field Action/Description
Subnet Address Select the subnet address to which this cluster
belongs.
Cluster Name Select a name for this cluster.
Cluster ID (0-7) Select an ID between 0-7 for this cluster.

Adding an Ascend Switch Object to the Map

When you add an Ascend switch object to the network map, you first select and drag
the switch object to the network map. You then define the object attributes that enable

NavisCore

to manage this switch through HP OpenView.

To add an Ascend switch object to the network map:

1. From the Edit menu, select Add Object. The Add Object : Palette dialog box
appears (seeigure 3-13.

)
Add Dbject ; Palette [=10]

Instructions;

|yse the niddle mous

= button to drag a subclass icon to the submap,

Symbol Classes:

Cards! Client| Cumuuter\ Cunneclur| Dewce| Dumam| Location| Luuu| NelDewce\ Nelwurk\ H

Serverl  Softwarel S Utisl Cascae Otject]

= 3 B & N
Generic|  STOX 3000] STOX 6000 B-STOX 900B-STOX EDDDCasc@ G550 i
[ %)
Clow | Help |
Figure 3-12. Add Object : Palette Dialog Box
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2. Scroll through the Object Palette to locate the Cascade Object symbol.
3. Select Cascade Object. The symbol subclasses appear.

4. Add the desired Ascend switch(es) to the network map (STDX 3000, STDX 6000,
B-STDX 8000, B-STDX 9000, CBX 500, and GX 550). To do this, position the
mouse pointer on the object, hold down hieddlemouse button, drag the object
to the map, and release the mouse button. The Add Object dialog box appears
(SeeFigure 3-13.

‘ ‘
=] fidd Ohject [=10]

Symbol Type:
Tascade Object:B-STDX 9000

Label:

Display Label: 4 Yes wrho

Behavior: 4 Explode  Execute

For explodable sumbols, you can create a child submap
by double-clicking on the symbol after you Ok thiz box,
Fn application may create the child submap for you,

Object Attributes:

Set. Object Attributes,,,

Selection Hame:

Set Selection Mame ..

Camments:

0k | Cancel | Help |

Figure 3-13.  Add Object Dialog Box

3-14 NavisCore NMS Getting Started Guide



Creating and Managing Network Maps
Adding an Ascend Switch Object to the Map

5. Complete the fields describedTable 3-7

Table 3-7. Add O

bject Fields

Field

Action/Description

Symbol Type

Displays the selected switch type (object) to add to the
network map.

Label

Enter a name to identify the object.

Display Label

D

Select Yes to display the label beneath the object on th
network map. Select No if you do not want the label to
appear.

Behavior

Displays the default (Explode). SeeltirOpenView
User’s Guidefor more information about using the Execu
function.

te

Object Attributes

Select CascadeView and then choose Set Object Attributes.
The Add Object- Set Attributes dialog box appears

(seeFigure 3-14.

fAdd Object - Set Attributes |

€ True < False

#fzcend Switch Names

Should this switch be managed by MavisCore?

Cascadetiew

| westford

fAscend Subnet:

|§3‘o‘0‘o

fAscend Subnety

152,

fAscend Cluster Mamey

Mezsages:

Verify

Figure 3-14. Add Object - Set Attributes Dialog Box
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6. Complete the fields describedTable 3-8

Table 3-8. Add Object-Set Attributes Fields

Field

Action/Description

Should this switch be managed
by NavisCore?

Select True.

Ascend Switch Name

Enter a uniqgue name for the switch.

Ascend Subnet

Highlight the Ascend subnet to which this switch
belongs.

Ascend Cluster Name

Displays the name of the cluster to which this su
belongs. Se&Creating a Cluster” on page 3-fdr
more information.

Should this switch be a gatewa;
switch of the selected cluster?

y Select True to make this a gateway switch. Select F
if you do not want this switch to be a gateway switg
for the selected cluster.

Ascend Switch IP Address

NavisCore displays the switch’s IP address. Eve
time you add an object to the map, NavisCore
increments the last octet (host id) by 1. If the next h
ID number is already in use in the network, NavisCq
selects the next available number.

If you want a different IP address from the one
displayed, you can manually change the last octet.
you created a cluster, the system displays the IP
address range (shownTable 3-5 on page 3-}1

Number of Power Supplies

Select the number of power supplies that this switc

(CBX 500 only)

supports; either two (2) or three (3).

A chassis that supports three power supplies must have at least two powg
supplies installed at all times.

-

bnet

alse

h

ost
pre
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7. Choose Verify to confirm your settings. The following message appears in the
Message field:

Verification has completed.

> If the message “access denied” appears, you may not have logged on to the
network map. Choose Cancel to return to the network map, then select Ldgon
from the Misc menu. Enter the default operator logaiscade

8. Choose OK to return to the Add Object dialog box.

The Selection Name field automatically defaults to the value you entered for the
Label name. The Selection Name must be a unique name throughout all HP Open-
View objects. Ascend recommends that you leave the selection name as it appears.
In the comments field, enter any additional information pertaining to this object.

9. Choose OK. The Add Object Palette dialog box reappears.

10. Choose OK. The network map displays an object icon representing the new
switch. The object appears blue and quickly turns red, indicating that the NMS
cannot access the switch.

11. Select the switch object and from the Map menu, select Unmanage Objects. The
switch object turns to a wheat color, indicating that the object is in an unmanaged
state.

12. RepeatStep 1throughStep 11to add more Ascend switches to the network map.

When you finish adding switch objects to your network map, continueGhidipter 5,
“Setting Switch Parameter$d configure switch parameters and define the path
between the NMS and an Ascend switch.

> To turn off the automatic layout feature so you can move a switch object oh the
map. From the View menu, choose Automatic LayouEor All Submaps]
Off for All Submaps.
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About Submaps

Small to medium size WANSs are easy to configure and manage from a single-level
network map. As the WAN grows larger, the network often becomes difficult to
manage because of its increased complexityKggpee 3-15. A submap enables you
to organize a growing network.

Figure 3-15.  Top-level Map without Submaps

A submap is a hierarchical approach to network management. With submaps, a
network administrator can divide a map into multiple submaps, then view the overall
organization of the network from the top-level maure 3-16illustrates a top-level
map with submaps.
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Figure 3-16. Top-Level Map with Submaps
Submaps provide the following features:

* A high-level network view

* Atop-level status summary

+ Ease of use

e Scalability

* Enhanced map detalil

These features are described in the following paragraphs.

High-Level Network View

Submaps enable you to view the overall organization of the network by viewing the
top-level map. The top-level map summarizes the logical connectivity between
submaps without cluttering the map with the details of each physical connection.
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Top-Level Status Summary
The status of individual network components propagates upward through the layers of

submaps so that the top-layer map shows a status summary of the entire network that
is easy to interpret.

Ease of Use

Well-organized submaps make it easy to locate a particular piece of information (in
much the same way that directories make it easy to find the correct file).

Scalability

Submaps can be easily moved on a top-level map without the need to move multiple
objects. All switches contained in the submap will automatically move with the
submap with no further user interaction required.

Enhanced Map Detail

With submaps, you can size individual icons large enough so that you can recognize
them on the top-level map. Without submaps, you must reduce the icons to fit onto one
map, making them impossible to identify.

3-20 NavisCore NMS Getting Started Guide



Creating and Managing Network Maps
Creating a Map with Submaps

Creating a Map with Submaps

To create a map with submaps:

Develop a Submap Plan

The submap plan should cover the following areas:

* Number of submaps on the main map

e Submap names

« Submap division criteria (by geography, network operations center, etc.)
« List of switches in each submap

« Connectivity between switches within a submap

e Connectivity between submaps

Create a New Map

See“Creating the Network Map” on page 3f&r information on how to create a new
network map.

Add Submap Icons to the Main Map
1. Select Edit] Add Object and select the Location symbol.
A selection of icon types appears.

2. Position the pointer over the Generic symbol, press the middle mouse button, then
drag the symbol onto the map.

The Add Object window appears.

3. Enter the submap name in the label field and choose OK.
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Arrange Submap Icons

Disable automatic layout by choosing ViewAutomatic Layout] For All Submaps
O Off for All Submaps

Once automatic layout is disabled, you can arrange the submaps on the root map in
any way you want.

(D
o
=

It may be helpful to move all switch objects on the top-level map to the sid
the map while you are positioning the submaps.

(Optional) Disable User Plane Shadow
Select View] User Plané] Off For All Submaps

Disabling User Plane Shadow will help to eliminate any confusion as to whether or
not the submap can be managed.

Create Submaps for Each Submap Icon
1. Double-click on each submap icon.

2. Choose OK to create the submap.

Create New Switches

See"Adding an Ascend Switch Object to the MajBe sure to drag the switch icon to
the submap, instead of to the root-level map.

Create an Intra-Submap Connection

See“Configuring a Trunk Connection”
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Create an Inter-Submap Connection

1. Select Edit] Add Connectiorio draw a connection between Submap A and
Submap B

Enter an appropriate label for the inter-submap connection and choose OK.
Verify that the new connection is blue in color.

Select the blue line using the right mouse button; then select the Describe/Modify
symbol.

5. Set the Status Source field to the Compound (Propagated) value; then choose OK
to close this window.

6. Double-click on the blue connection line on the map and choose OK to open a
submap for that line.

Leave this connection submap open.

7. Double-click on the Submap A icon to open Submap A. Highlight all switches in
Submap A that have connections into Submap B by holding down the <Ctrl> key
and clicking on each switch.

Select Edit] Copyd From This Submap; then close Submap A.
Click on the connection submap and select EdiPaste

A copy of the switches from Submap A will be pasted into the new object holding
area of the connection submap.

10. Drag these switches to the desired location on the connection submap window.
11. Double-click on the Submap B icon (double-clicking opens).

12. Highlight any switches in Submap B that have connections into Submap A by
holding down the <Ctrl> key and clicking on each switch.

13. Select Editd Copyd From This Submap; then close Submap B.
14. Click on the connection submap and select EdiPaste.

A copy of the switches from Submap B is pasted into the new object holding area
of the connection submap.

15. Drag these switches to the desired location on the connection submap window.

The connected nodes from Submap A and Submap B are copied into the
connection submap.

16. Select Edit] Add Connection to add the trunks that connect switches inside the
connection submap. S&€onfiguring a Trunk Connectiorfor a description of
how to configure the trunks.
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>

Only add the connections that go between Submap A and Submap B in tlis
connection submap. The intra-submap connections already exist in the sypomaps
themselves and do not need to be added.

17.
18.

Close the connection submap.
Verify that the connection line on the root map is no longer blue.

The connection line will change colors to reflect the status of the underlying trunk
connections.

Create Connections from Switches on the Root Map to Switches in
Submaps

1.

o ~ w N

10.

11.
12.

13.

14.

Select Edit] Add Connection to draw a connection between Submap A and
Switch B.

Enter an appropriate label for the inter-submap connection and choose OK.
Verify that the new connection is blue.
Select the blue line and choose the Describe/Modify Symbol.

Select Status Source/Compound (Propagate) from the Describe/Modify Symbol
menu.

Select the blue connection line on the map and choose OK to open the submap for
that line.

Leave this connection submap open.

Double-click on Submap A.

Select any switches in Submap A that have connections to Switch B.

You can do this by holding down the <CTRL> key and selecting each switch.
Select Edit] Copyld From This Submap; then close Submap A.

Select the connection submap and chooselEd#aste.

A copy of the switches from Submap A is pasted into the new object holding area
of the connection submap.

Drag these switches to the desired location in the connection submap window.

Select Switch B on the root-level submap and choose Ed@opy[] From This
Submap.

Select the connection submap and chooselEdMaste.

A copy of Switch B is pasted into the new object holding area of the connection
submap.

Drag this switch to the desired location in the connection submap window.
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15. Select Edit] Add Connection to add the trunks that connect Switch B and the

switches from Submap A inside the connection submap'.(Gediguring a
Trunk Connectionfor a description of how to add the trunks.

Only add the connections that go between Submap A and Switch B in this
connection submap. The intra-submap connections already exist in the supmaps
themselves and do not need to be added to this connection submap.

16. Close the connection submap.

17. Verify that the connection line on the root map is no longer blue.

The line will change colors to reflect the status of the underlying trunk connec-
tions.

18. Repeat Step 9 for each switch-to-submap connection on the root map.

Deleting a Network Map Database

Deleting a network map removes the map information from the HP OpenView
database, enabling you to create a new map. To delete a map:

1.

N o g b~ w

From the Map menu, select MapsOpen/List Maps. Select the map you want to
delete.

Delete each object from the map. From the Edit menu, select Deletem All
Submaps. Use the Delete command, do not use Cut.

Delete the map from HP OpenView.

From the File menu, select Exit to close HP OpenView.
To log in as the root user, engar - rootand press Return.
Type the root password.

To shut down HP OpenView services, enter:
/usr/OV/bin/ovstop

Step 8completely removes the database. There is no database recovery grocess
after you execute this command.

8. Enter the following command to completely remove the database:

rm -rf /usr/OV/databases/openview/*/*
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10.

11.
12.

13.

14.

15.

16.

Enter the following commands to remove the events and trap alarm logs
associated with the database:

rm /usr/OV/log/xnmevents.[ username ]
rm /usr/OV/log/trapd.log
rm /usr/OV/log/trapd.log.old

Enter the following commands to run the HP OpenView database daemon, register
the fields in the database, and start all other OpenView daemons:

/usr/OV/bin/ovstart ovwdb

/usr/OV/bin/ovw -fields

/usr/OV/bin/ovstart

Log in as the root user by enterigig - root

Enter the following command at the # prompt:
/opt/CascadeView/bin/cv-install.sh

The system displays the following message:
Verifying super user privileges...

Would you like to view (tail -f) the install log (default=y)?
(The tail window enables you to view the installation log.)
Press Return to view the Tail window.

The Tail window and NavisCore Installation menu appear. You can exit the script
at any time by typing &trl>c.

At the NavisCore Installation menu, en8dio select HP OpenView Integration
Only (NO DB Action).

The system displays the message:
No Sybase Functionality will be altered.

At the “Do you wish to extract CV/UX Installation media y/n” prompt, press
Return.

At the “Do you wish to continue y/n” prompt, press Return.
The system displays the following message:
Configuring NavisCore Environment.

Install NavisCore successful...

The system recreates the NavisCore environment. You now have a clean
HP OpenView database.
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Configuring the Gateway Switch

This chapter describes how to configuredhtgeway switch— the first switch in your
network — and add a second switch to enable NMS communications. This chapter
describes the following topics and tasks:

Gateway
Connections
Before You Begin
Configuring Switch
Attributes

Configuring the

Second Switch

Configuring a
Trunk Connection
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About Gateway Connections

The gateway switch acts as a master switch and communicates the status of all
switches on the Ascend network to the NMS. Once the NMS can communicate with

the gateway switch, you can configure the second switch (and subsequent switches) on
the network.

Figure 4-1lillustrates an Ascend switch network with a local Ethernet or Serial Line
Internet Protocol (SLIP) connection to the gateway switch.

Ascend
Switch

Ascend

Switch Ascend Network

Ascend
Switch

AN

Direct-Line Trunk Gateway Switch
Connection

NMS I

Figure 4-1. NMS with a Local Connection to the Gateway Switch

Figure 4-2illustrates an Ascend switch network with a remote connection to the
gateway switch.
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Ascend
Switch

Ascend
Switch

Ascend Network

Switch

DLCI 1000 Gateway Switch
Frame Relay
Router I
B

192.85.20.1

NMS

Figure 4-2. NMS with a Remote Connection to the Gateway Switch

This chapter describes a typical configuration in which the NMS uses a local Ethernet
or SLIP connection to access the switch (Sgere 4-) and the switch has never

been initialized. Se€hapter Sor information about connecting if the NMS connects

to the Ascend switch network via remote access (for example, the NMS and the switch
are on separate LANs ashigure 4-2 or through a management PVC.
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Before You Begin

Before you set up the gateway switch and NMS, verify the following tasks are
complete:

] Connect the NMS SPARCSstation to the switch through one of the methods
described in your hardware installation guide. Note whether the NMS is
connected via direct Ethernet, indirect Ethernet (on a separate LAN segment),
or through a SLIP connection (sé&&out Gateway Connections” on

page 4-2.

Connect the NMS SPARCSstation (either directly or through modems) to the
switch through its serial port. This enables you to download the configuration
file from the NMS to the switch. (If you choose not to download the
configuration file from the NMS, you can copy the configuration file to any
workstation that can access the switch. You can then run any terminal
emulation package to download the configuration to the switch’s PRAM.)

O

Clear switch PRAM if the switch has an existing configuration.
SeeAppendix A, “Erasing PRAMfor a description.

Create the network map and add the first switch object to it.(Seating the
= Network Map” on page 3-for a description.

Creating the Network Map

SeeChapter 3, “Creating and Managing Network Mafms”"a complete description of
how to create a network map and configure the first switch on the network map.
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Configuring Switch Parameters

To configure switch parameters:

1.

Select the switch object and from the Misc menu, select NavisCdregon.
Enter your operator password.

From the Administer menu, select Ascend Paraméte8et Parameters. The
Switch Back Panel dialog box appears for your type of switch.

To configure switch parameters, choose Attrs... The Set Switch Attributes dialog
box appears (sdegure 4-3.

=) MavisCare - Set Switch Attributes

Switch Name: ISamantha

Switch MNumber: I 1.5

Gateway Switch Attributes:

Ethernet IP Address:

Ethernet IP Mask:

Fhone Humber

Telnet Sessiont  Enable =
Console Idle
Timeout ¢mind:
LAN Idle
Timeout (zecl:

Switch Rewt

=

Contact:

=

Location:

Smds Cir
{kbpsit

Bulk Stats
Period {minlt

o

Il

Select:
’7 Options: — | e, |

Figure 4-3. NavisCore - Set Switch Attributes Dialog Box
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4. Complete the Gateway Switch Attributes fields as describé&dhte 4-1

Table 4-1. Set Switch Attributes Fields (Gateway Switch)

Field

Action/Description

Ethernet IP Address

Enter the local IP address of the switch. This address

external Ethernet address of the switch. See your netwqrk

administrator if you do not know this address.

Note You only need to enter the Ethernet IP address for

switch or switches that have an Ethernet connection and

will communicate with the NMS via this connection

is the

the

Ethernet IP Mask

Enter the in-band (Ethernet) IP mask for this switch. T
default is 255.255.255.0.

5. Complete the required dialog box fields describetkinle 4-2
Table 4-2. Set Switch Attributes Fields

Field

Action/Description

Phone Number

Enter the phone number of the contact person respon
for switch operations.

sible

Telnet Session

Specify Enable (default) to allothe switch to connect tg
a remote terminal for troubleshooting purposes.
Ascend recommends that you do not disable this
function.

Console Idle Timeout
(min)

Specify the time period (in minutes) that the console
remains inactive before it is logged off. The default is 5
minutes.

LAN Idle Timeout
(sec):

Specify the Idle Timeout interval, in seconds, for the
Ethernet interface that connects the switch to the NMS.

If

the Ethernet interface receives no valid IP traffic during this

period, the interface is marked as idle and will not be us
for outbound traffic. Receipt of a valid IP packet restarts
Idle Timeout counter and reactivates the idle interface.

ed
the

Switch Rev:

Displays the current switch-software revision level.

Contact

Enter the name of the contact person responsible for
operating the switch.

Location

Enter the switch’s physical location.
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Table 4-2. Set Switch Attributes Fields (Continued)

Field Action/Description

SMDS CIR (Kbps) Enter the committed information rate (CIR), in Kbps,
allocated to the SMDS virtual paths originating at the
switch. See thdlavisCore SMDS Configuration Guidter
additional information.

Number of Power The number of power supplies located in the switch.
Supplies
(CBX 500 only)

6. Choose Apply to set the parameters.

7. Choose Close to exit the dialog box.

Configuring the Processor Module

To configure the processor module, point to the processor-module slot on the switch
back panel and double-click the left mouse button. The Set Card Attributes dialog box
appears.

1. Complete the fields described in the appropriate table:
» Table 4-3for a control processor (B-STDX CP)
« Table 4-4for a switch processor (CBX 500 SP)
» Table 4-5for a node processor (GX 550 NP)

Table 4-3. Set Card Attributes Fields (CP Module)

Field Action/Description

Redundant Slot ID@ptional To configure a redundant CP, select the redundant
Slot ID 2. You must always configure the main ¢P
in Slot 1. The default, NULL, indicates there is rjo
redundant CP module installed.

Card Type This read-only field automatically defaults to
control processor.

Admin Status Set this field as follows:

Up (default)— This CP becomes fully operational
when you start the switch.

Down-— This CP does not come online when you
start the switch. This setting saves the
configuration in the database but does not
download it to the switch. Use this option when
you run foreground diagnostics.
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Table 4-3. Set Card Attributes Fields (CP Module) (Continued)

Field Action/Description

Capability Set this field as follows:

CP Basic- This CP module has a black dip switch
located on the front panel. It is often used in both
the B-STDX 8000 and 9000 models.

CP Plus— This CP module has a red dip switch
located on the front panel. It has more memory
than the CP Basic and can be used in either
B-STDX model. This CP type is required for
SMDS Billing.

Note If you do not know the CP type and canng
physically view it, you can use the show card or
show system console commands to retrieve this
information. See thidavisCore Console Command
Referencdor a list of console commands.

The CP 30, 40, and 50 use a 260 or 520 MB
internal disk and each CP supports a different
amount of memory. For switch code versions 4.p
and higher, set this field as follows. For more
information on installing these CP cards, see th
B-STDX 8000/9000 Hardware Installation Guide.

CP 30- This CP module replaces the CP Basic
and has 16 MB IRAM.

CP 40- This CP module replaces the CP Plus and
has 64 MB memory for IP routing.

CP 50- This CP module replaces the CP Plus and
has 128 MB memory for IP routing.

—

4]
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Table 4-4. Set Card Attributes Fields (SP Module)

Field

Action/Description

Redundant Slot ID@ptional

Select NULL if you have a non-redundant SP

configuration. Select 2 if you have a redundant 5

installed in the switch.

Card Type

Select one of the following:
e Switch Processor 10 (Model 10)
e Switch Processor 20 (Model 20)
e Switch Processor 30 (Model 30)

e Switch Processor 40 (Model 40)

Admin Status

Select one of the following:

Up (default)— The SP module becomes fully
operational when you start the switch. To becon
operational, the module gets its application cod
from the PCMCIA hard drive card, which reside
in the SPA module.

Down— The SP module does not come on-line
when you start the switch. The configuration is
saved in the switch configuration table, but is ng
downloaded to the switch. Use this option when
running foreground diagnostics.

Maintenance- The SP module does not receive t
application code when you start the switch. A

module in this state runs only from boot code. T
setting enables you to reset PRAM for a modulg
that is failing to boot due to invalid PRAM. You
can also use this option to troubleshoot a possil
hardware problem.

ne

Ur—

he

nis
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NavisCore NMS Getting Started Guide

4-9



Configuring the Gateway Switch
Configuring Switch Parameters

Table 4-5. Set Card Attributes Fields (NP Module)

Field Action/Description

Node Processor

Redundancy Select Stand Alone if you have a non-redundant
NP configuration. Select Redundant if you have|a
redundant NP installed in the switch.

Admin Status Select one of the following:

Up (Default)-The NP module becomes fully
operational when you start the switch. To become
operational, the module gets its application cod
from the NP disk drive.

Down— The NP module does not come on-line
when you start the switch. The configuration is
saved in the switch configuration table, but is ngt
downloaded to the switch. Use this option when
running foreground diagnostics.

U

Maintenance- The NP module does not receive
the application code when you start the switch. A

module in this state runs only from boot code. This
setting enables you to reset PRAM for a module
that is failing to boot due to invalid PRAM. You
can also use this option to troubleshoot a possible
hardware problem.

Switching Fabric (SF) Module

Redundancy Select Stand Alone if you have a non-redundant SF
configuration. Select Redundant if you have a
redundant SF installed in the switch.

Oper Status Displays the operational status of each SF madule
(SF1 and SF2) installed in the GX switch.

Timing Module (TM)

Redundancy Select Stand Alone if you have a non-redundant

TM configuration. Select Redundant if you have| a
redundant TM installed in the switch.

Oper Status Displays the operational status of each TM module
(TM1 and TM2) installed in the GX switch.
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To continue, use one of the following methods to define clock source:

To use either of the external clock sources or the internal clock as the switch clock
source, define the switch clock sources and clock source priorities as described in
“Defining System Timing” on page 4-11

To use a BIO module’s clock source as the switch clock source, you must
configure one of the BIO module’s physical ports as a clock source for the switch.
Choose OK and see tiNavisCore Physical Interface Guidier information

regarding the physical port type you are using as the clock source.

Defining System Timing

The SP/NP system-timing function enables you to:

Specify the primary and secondary clock sources for the switch.

Specify whether or not the switch clock source reverts from secondary back to
primary in situations where the primary clock has become unavailable, forcing the
switch to get its timing from the secondary clock source.

Enable or disable the external clock output.
Specify the external line build-out of the external clock output.
Manually select the active system-timing clock.

Configure an SP/NP for international use.

To view the configured system-timing options, see Chapter 2 iNdkiesCore
Diagnostic and Troubleshooting Guidio define system-timing parameters:

1. From the Set Card Attributes dialog box (SP or NP module), choose the System

Timing. The Set System Timing dialog box appears sgere 4-3.

=| NavisCore - Set System Tining
Switch Name D Tupe
dunmyG00_1 7.3 CBH-OD
Prinary Clock Source: Internal ] Fort e 1 Prinary Clock Ref. Oper. State:
Secondary Clock Source: Internal | Port Ref 20 Secandary Clock Ref, Oper. State
Revertive Hode: Disabled = Prinary FLL Dper. State:
External Clock Dut: Tx IS = Secandary PLL Oper, State:
R T - 13 5t = External Clock 1 Oper, State:
Trteriaee Topes T uire-urap = External Clock 2 Oper. State:
Epcterred Susten Tining Primary = Port Clock Ref. 1 Oper State:
Holdaver Hods: Enabled = Port Clock Ref, 2 Oper, State:
Actusl Externsl Clock li
Interface Type:

Figure 4-4. Set System Timing Dialog Box
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2. Complete the fields describedTable 4-6

Table 4-6. Set System Timing Fields

Field Action/Description

Primary/Secondary | Select a different option for both the Primary and Secondary clock soyrces.
Clock Source If the Primary source becomes unavailable, the Secondary source
automatically takes control of system timing.

Options include:

Internal (default) — The switch uses the Stratum 3 clock on the SP/NP
module as the primary (or secondary) clock source.

External Clock 1- To use this option, you must connect an external clgck
source to th@rimary external clockconnection on the SPA/NPA module
(see your switch hardware installation guide for connection instructions).

This connection is labeled “In 1.” The switch uses this external clock ap the
primary (or secondary) system timing source.

External Clock 2- To use this option, you must connect an external clgck
source to theecondary external clodonnection on the SPA/NPA module
(see your switch hardware installation guide for connection instructions).

This connection is labeled “In 2.” The switch uses this external clock as the
primary (or secondary) system timing source.

Port Reference % To use this option, first configure one of the physical
ports on the switch as the Primary System Clock Source. The switch uses
the incoming clock signal on the selected physical port as the primary|(or

secondary) system timing source.

Port Reference 2 To use this option, first configure one of the physical
ports on the switch as the Secondary System Clock Source. The switch uses
the incoming clock signal on the selected physical port as the primary|(or

secondary) system timing source.

Revertive Mode Select one of the following options:

Enabled- If the switch loses the primary clock source, causing the
secondary clock source to take over system timing, the system

automatically reverts back to the primary clock source when it becomes
available again.

Disabled(default) — If the switch loses the primary clock source, the
secondary clock source takes over system timing. However, the system will
not automatically revert back to the primary clock source once it is restored.

Note: If you disable Revertive Mode, use the Manual Restore command on
the Set System Timing dialog box to revert back to the primary clock spurce.

4-12 NavisCore NMS Getting Started Guide



Configuring the Gateway Switch
Configuring Switch Parameters

Table 4-6. Set System Timing Fields (Continued)

Field

Action/Description

External Clock Out

Select one of the following options:

Tx AlS(default) — In the event of system clock loss, the external clock
output transmits an AlS signal.

Primary— The external clock output references the clock that the swit¢

uses as the primary source.

Secondary- The external clock output references the clock that the sw
uses as the secondary source.

Loopback ext: The clock that is wired to the external clock input #1 o
the SPA/NPA module is fed directly to the external clock output jack.

itch

External Clock Out
Line Build Out

If the External Clock Interface Type is T1 wire-wrap, select a value for
External Clock Out Line Build Out field that matches the distance from
external clocking device. The default is 0 — 133 ft.

the
the

External Clock
Interface Type

Select one of the following options:

T1 wire-wrap(default) — The SP/NP accepts T1 timing inputs and provi
T1 timing outputs. The signalling is D4 framed.

E1 BNC- The SP/NP accepts E1 timing inputs and provides E1 timing
outputs.

des

Preferred System
Timing Clock

Select one of the following options:

Primary— The switch uses the clock source specified in the Primary G
Source field.

Secondary- The switch uses the clock source specified in the Second
Clock Source field.

Note: If the primary clock source becomes unavailable, the system
automatically provides the secondary clock source to the 1/O modules

lock

ary

Holdover Mode

Enables Stratum 3 system timing support. If you enable holdover mod
system can continue to synchronize from a failed clock until a valid clq
can be re-established. This feature provides an enhanced clock state
controller for both primary and secondary clock recovery.

e, the
nck

3. Choose OK to apply. The Switch Back Panel dialog box reappears.

4. To continue, configure the I/O modules in your gateway switch.
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Configuring 1/0 Modules

Configure your 1/0O modules:

1. To configure the first I/O module, double-click on its slot. The Set Card Attributes
dialog box appears.

> You must configure each I/O module in the switch for the switch to be fully
synchronized with the NMS. However, you do not have to configure all physical
and logical ports on each 1/O module at this time.

2. See theNavisCore Physical Interface Configuration Gufde instructions on
how to configure each supported 1/0O module.

Configure I/0O module attributes (if necessary) for your module.

4. Choose OK. When you finish configuring the necessary I/O modules, choose
Close to return to the network map.

> You must configure each I/O module in the switch for the switch to be fully
synchronized with the NMS. However, you do not have to configure all physical
and logical ports on each I/0O module at this time.

About Management Paths

The Set Management Path function enables you to configure the IP address and access
attributes for the NMS workstations. If you do not specify the NMS IP address, the
NMS cannot configure a switch or receive switch status information.

The Management Path configuration is node-specific and identifies each NMS that
attaches via the gateway switch. You only need to define the Management Path for the
switch that contains one of the following connections for sending
management-protocol requests and responses:

Serial (SLIP) — The NMS workstation connects to the switch’s serial Network
Management port on either the packet processor (PP) (STDX 3000/6000) or con-
trol processor (CP) (B-STDX 8000/9000) module. The NMS IP address must be
the same as the workstation IP address. Serial (SLIP) is not supported on a UNIX
workstation.

Direct Ethernet — The NMS connects to the same LAN as the switch’s Ethernet
connection. You can use only direct Ethernet if the switch can reach the NMS
(address) without going through a gateway router.
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Indirect Ethernet — This connection indicates that the NMS and the switch's
Ethernet IP address are on two separate LANs and communicate via a gateway
router(s). For this connection method, you enter both the NMS IP address and the
associated gateway router IP address. Also, when you installed NavisCore, you
entered a “static route” in the gateway router to specify how it is to reach the inter-
nal IP network address. This is the network number you specified in the Configu-
ration dialog box irfCreating the Network Map” on page 4-4

Management DLCI — This connection is used when the NMS connects to a

LAN that contains a router with a Frame Relay connection to the switch. The
switch does not need an Ethernet module in the processor module for this type of
NMS connection. Network traffic is tunneled through the attached Frame Relay
UNI-DCE connector as a PVC.

Management Address (SMDS In-band Management- This connection indi-
cates that the NMS is connected remotely to the Ascend network using SMDS ser-
vices to transport the SNMP/UDP/IP protocol packets.

Management PVC— This connection is used when the NMS or IP host connects
to the switch via an ATM router or network interface card (NIC). You can use this
type of connection for all applications involving a switch and an attached NMS or
IP host. Because the management PVC is an actual PVC between the UNI port to
which the NMS or IP host connects and the remote switch processor module, the
switch to which the NMS or IP host connects is not burdened by the traffic travers-
ing the management PVC.

Management VPI/VCI — This connection is used when the NMS or IP host con-
nects to the switch via an ATM router or network interface card (NIC). This is the
preferred method if you only use the attached NMS or IP host to transfer informa-
tion between the host and the local switch. You can use a management VPI/VCI
connection to transfer information between the host and remote switch(es); how-
ever, using this method to transfer large amounts of information can negatively
affect the local switch.
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Setting the Management Path

To set the Management path:
1. On the network map, select the switch to connect to the NMS.

2. From the Administer menu, select Ascend ParaméteB8et All Management
Paths. The Set All Management Paths dialog box appearSi(see 4-5.

l=l| NavisCore — Set ALl Management Paths

Switch Mame: I aventuraldd_2

HHS IP Address  Access Path Dlefault GatewaysMgmt Conn, Addr Mame
152,148,81,102  Ethernet (Direct)

02,148,81,219  Ethernet {Indirect} 150,201,185,320

ASE Mask: |255‘255‘255‘255
add... | wodifu... | Telete | Close |

Figure 4-5. Set All Management Paths Dialog Box

3. Choose Add to create a new management path. The Add Management Path dialog
box appears (sdégure 4-§.

l=l| NavisCore — Add Management Path

Management IP Address: _

>

W
P
P
P
P
P
P

0Ok | Cancel |

Figure 4-6. Add Management Path Dialog Box (Direct Ethernet)
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4. Complete the Add Management Path dialog box fields, as follows:

a. Inthe Access Path field, select the connection type you used to connect the
NMS to the switch.

b. Enter the NMS IP address. This should be the IP address of the
SPARCSstation.

c. The fields that appear depend on the connection type you select.

d. Choose OK to save your changes or Cancel to exit.

5. Choose Close to return to the network map.

Generating and Downloading the Configuration File

You now need to initialize the switch to generate an ASCII text file. This text file
contains the basic parameters needed to activate the switohpSaedix A,
“Downloading the Configurationfor instructions.

Configuring the Second Switch on the Network Map

Before you set up your next switch, verify the following tasks are complete:

Set up the NMS SPARCstation and gateway switch as described in the
“Adding an Ascend Switch Object to the Map” on page 371& gateway
switch object should be green on the map.

@ Install the physical connection for creating a trunk line between this switch
and the gateway (or any active switch you can configure as a hop between
this switch and the gateway). See the appropriate switch hardware
installation guide.
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The following procedure describes the basic steps required to get your second switch
(and any other switches) synchronized and communicating with each other and the
NMS. To do this, you must add a second switch to the same map, configure the
physical and logical port, and define a trunk connection between the two switches.

1. If necessary, start the NMS and access NavisCore.
2. From the Misc menu, select NavisCareLogon.

3. From the Map menu, select MadsOpen/List Maps and select the desired map.
Choose OK.

4. To add the second switch to the map, ‘Bekling an Ascend Switch Object to the
Map” on page 3-13When you finish, the network map should display the second
switch, which is “unmanaged” (wheat color).

5. From the Administer menu, select Ascend ParaméteBet Parameters. The
Switch Back Panel dialog box appears.

6. To configure the process module, double-click the left mouse button on the
module slot. Verify that the Admin Status is Up and configure the module as
described inrable 4-3 on page 4-7

Choose OK. The Switch Back Panel dialog box reappears.

8. To configure the first /O module, double-click on its slot. Refer taN@sCore
Physical Interface Configuration Guider a detailed description of how to
configure each supported 1/0 module.

9. Choose OK. Repeé&tep 8for each I/O module in this switch. When you finish
setting the card attributes, choose Close to return to the network map.

You must configure each I/O module in the switch for the switch to be fully
synchronized with the NMS. However, you do not have to configure all the
physical and logical ports on each 1/0 module at this time.

4-18
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Configuring a Trunk Connection

This section describes how to configure a direct-line trunk connection between the
first switch (thegateway switchand the second switch in a new Ascend network. To
configure a direct-line trunk, you must first configure the physical port and logical
port on the gateway switch and the second switchure 4-7shows an example of a
direct-line trunk connection.

Ascend
Second Switch
Switch

S

Ascend Ascend

Ascend Network

Switch Switch

Direct-Line Trunk Gateway Switch
Connection

NMS I

Figure 4-7. Direct-Line Trunk Connection

Configuring the Trunk’s Physical Port

To configure the physical port:

1. On the network map, select thateway switctand from the Administer menu,
select Ascend ParameteéisSet Parameters. The Switch Back Panel dialog box
appears.

2. To configure a physical port, select the appropriate 1/O module. Double-click on
the port to use for the trunk connection. The Set Physical Port Attributes dialog
box appears.

3. Specify the trunk connection’s physical port attributes as described in the
NavisCore Physical Interface Configuration Guide

4. Choose Apply to enter your selections.
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Configuring the Trunk’s Logical Ports

To configure the logical port settings for the trunk:

1. Choose the Logical Port button on the Set Physical Port Attributes dialog box. The
Set All Logical Ports dialog box appears.

Choose Add. The Add Logical Port dialog box appears.

3. Configure the logical port as described in one of the following NavisCore
configuration guides:

— NavisCore Frame Relay Configuration Guide
— NavisCore ATM Configuration Guide
— NavisCore IP Configuration Guide
— NavisCore ISDN Configuration Guide
— NavisCore SMDS Configuration Guide
Choose Close, then Cancel to return to the network map.

Repeat théConfiguring the Trunk’s Physical Porgnd“Configuring the Trunk’s
Logical Portsto configure a physical and logical port for the switch (second
switch) at the other end of the trunk connection

Defining the Trunk Configuration

To configure the trunk between the gateway switch and the second switch:

1. From the Administer menu, select Ascend Paramé&teset All Trunks The Set
All Trunks dialog box appears.

2. Choose Add. The Select End Logical Ports dialog box appears. Choose Add. The
Select Logical Ports dialog box appears.

3. Complete the required dialog box fields describetiable 4-7for both Logical
Port 1 and Logical Port 2.
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Table 4-7. Select Logical Port Fields

Field Action/Description

Switch (Name, ID) Select a switch for each endpoint. The dialog hox
displays the parameters for the selected switch.

=y

LPort (Name, Slot, PPort, Inf) Select the same trunk logical port type for eag
endpoint. This field also displays the physical port
number and 1/O slot (number) in which the module
resides.

Note: Review the LPort Bandwidth field for each
endpoint to make sure the bandwidth is the same.

LPort Type Displays the configured logical port type.

LPort BW (kbps Displays the bandwidth configured for the logidal
p play g g
port. This must be the same for both endpoints.

LPort ID Displays the logical port number.

4. Choose OK. The Add Trunk dialog box appears, displaying the trunk’s parameters
for both Logical Port 1 and Logical Port 2.
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5. Complete the fields describedTable 4-8

Table 4-8. Add Trunk Fields

Field

Action/Description

Trunk Name

Enter a unique alphanumeric name to identify {
trunk. You use this same name when you create
trunk connection (see your service configuration
guide for more information).

Area ID

The ID of the OSPF area to which the trunk
belongs.

Subscription Factor (%)
(Not for ATM services)

The trunk oversubscription factor percentage
enables you to optimize the aggregate CIR you
configure on the trunk, by allowing you to
oversubscribe bandwidth on the trunk. The
oversubscription factor represents the V value f
this trunk. The bandwidth on a trunk is reserved
runtime, based on the configured CIR value of t
PVCs that traverse that trunk. For details on this
parameter, see your service configuration guide.

Admin Cost (1-65534)

Assign an administrative cost value of 1 to 655
The lower the admin cost of the path, the more
likely that OSPF will select it for circuit traffic.
The default admin cost value is 100. For details
this parameter, see your service configuration
guide.

Note When you increase or decrease the
administrative cost of a trunk, the reroute tuning
parameters control the rate at which the switch
adds or removes circuits from the trunk. See
page 5-16or information about reroute tuning.
You cannot use trunk admin cost to disable a try

he
the

can

at
he

D

34.

on

nk.

Keep Alive Error Threshold
(3-255)

You can configure the keep-alive threshold for &
value between 3 and 255 seconds. The default
seconds. For details on this parameter, see you
service configuration guide.

Note Service is disrupted if you change this val
after the trunk is online.

is 5
r

e
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Table 4-8. Add Trunk Fields (Continued)

Field Action/Description

Traffic Allowed Specify one of the following options to designat
the type of traffic allowed on this trunk:

[1°

All — The trunk can carry network management
traffic, user traffic, and OSPF address distributian.

Mgmt Only— The trunk can carrgnly network
management traffic, such as SNMP
communication between a switch and the NMS|

Mgmt & User— The trunk can carry network
management traffic and user traffic.

Note To calculate the most efficient route for
network management traffic, OSPF uses Trunk
Admin Cost. OSPF ignores trunk bandwidth wh
it selects a route for management traffic;
management traffic can use a negative bandwidth
trunk.

1%
=

Virtual Private Network Select a virtual private network (VPN) if
applicable. The default is Public.

Static Delay Defaults to Maintain.

Trunk Type Display$Normal, Primaryor Backup Normal is a
common trunk. Primary indicates that the trunk has
a backup for fault tolerance. Backup indicates that
it is the backup trunk (when failure occurs on th
primary trunk). If you select Backup, complete
Step 7

11

6. (Optional If you selectedPrimary as the trunk type, complete the additional
parameters that appear on the Add Trunk dialog box or accept the default
parameters.

7. (Optiona) If you selectedackupas the trunk type, complete the additional
parameters that appear on the Add Trunk dialog box:

Primary Trunk of the backupSelect the name of the trunk to back up to this
configuration.

Switch Initializing the Call SetupSelect the name of the switch initializing
the call setup.

8. Choose Close to return to the network map.
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Adding a Trunk Line Connection

To add the trunk line graphic to the network map:

1. From the Edit menu, select Add Connection. The Add Connection dialog box
appears (seeigure 4-9.

=| Add Connection [=]o

IZSelect a connection type,

® | Help

Figure 4-8. Add Connection Dialog Box
2. Select a connection type.

3. To create a trunk-line connection between the two Ascend switches on the
network map, click on the first switch object (source symbol) and then the second
switch object (destination symbol).

The Add Object dialog box appears (ségure 4-9.
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I
= Add Dbject | B[]

Symbol Type:

Ifonnectiontﬁeneric

Label:

Display Label: tes #No

Behawior: 4 Explode - Execute

For explodable symbols, you can create a child submap
by double-clicking on the =symbol after you OK this box,
An application may create the child submap for you,

Object Attributes:
Capabilities
CazcadeView
General Attributes

Selection Mamey

Y oot seiction i ...|

Comments s

I3 | Cancel | Help |

Figure 4-9. Add Object Dialog Box
4. Complete the fields describedTable 4-9
Table 4-9. Add Object Fields

Field

Action/Description

Symbol Type

Displays the type of connection you are adding
the map.

Label

Enter the trunk name you specified on the Add
Trunk dialog box (sepage 4-2).

Display Label

Select Yes to have the label appear below the
object on the network map. Seléa if you do not
want the label displayed.

Behavior

Select Explod® create the basic NavisCore
network configuration. See th¢P OpenView

User’s Guidefor more information about the
Execute function.

Object Attributes

Select NavisCore, then choose Set Object
Attributes. The Add Object — Set Attributes dialg
box appears (sdégure 4-10).
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= Add Object - Set Attributes

CazcadeView
Dloes this connection reprezent a Ascend trunk?

+ True  “ False

Should thiz trunk be managed by MavizCore?
+ True  “ False

#fzcend Trunk Mamey

Ascend Trunk Mame:

Mezsages:

i | Verify Cancel Help |

Figure 4-10. Add Object - Set Attributes Dialog Box
5. Complete the fields describediable 4-10
Table 4-10. Add Object - Set Attributes Fields

Field Action/Description

Does this connection represent|aSelect True.
Ascend Trunk?

Should this trunk be managed hySelect True.
NavisCore?

Ascend Trunk Name Enter the name you assigned to the trunk. This
should be the same name you entered for the label
in the Add Object dialog box grage 4-25

Choose Verify to confirm your selections.
Choose OK to return to the Add Object dialog box.

8. Choose OK to return to the network map. The trunk line appears between the two
switches on the network map.
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Downloading the Configuration File to the Second Switch

Download the configuration file, and synchronize the second switctGeadix A,
“Downloading the Configurationfor instructions.

When you finish, the trunk line graphic and switch objects should be green, indicating
a successful configuration.

> If the trunk graphic is black, make sure the following environment variablelis
specified in each NMS userrofile:

$ XUSERFILESEARCHPATH =/opt/CascadeView/app-defaults/%N
$ export XUSERFILESEARCHPATH

If necessary, log in as root and modify theofile or .cshrc file Then log out of
NavisCore and log in again to restart the system.
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Setting Switch Parameters

Once you have created a network map and defined the first switch in NavisCore, you
can set the switch parameters. This chapter describes the front and back panels of a

switch and how to set various switch parameters. These steps are the same for all

Ascend switches.

This chapter describes the following topics and tasks:

Accessing the
Switch Back Panel
Accessing the
Switch Front Panel
Configuring the
Switch
Setting Switch
Attributes
Configuring the
Switch IP Address
Setting the
Management Path

Deleting a
Switch Configuration

NavisCore NMS Getting Started Guide
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Accessing the Switch Back Panel

Before you configure switch parameters, verify the following tasks are complete:

Create a network mapdge 3-%

Create a subnet IDpége 3-1)

Add an Ascend switch to the network maade 3-13

Accessing the Switch Back Panel

Figure 5-1shows a graphical representation of a switch back panel. From the switch
back panel, you can configure each 1/O module in the switch. When the modules are
configured, you can then select each physical port on the module to configure both
physical and logical port attributes. See lavisCore Physical Interface

Configuration Guiddor physical port configuration information. See tRelated
Documents’section in the About Guide for a list of the appropriate NavisCore service
configuration guides that contain logical port configuration information.

='| NavisCore - Switch Back Panel : Kennebunk

Switchy ISt.at.us Harginal Card; IStat.us Marginal + Dut of Sunc

@

™
[

ED B2 B2 B8 ©

-

[ [ R

=
S

7

8

DR DR R R R Q

o

Select:
( fActions: o | Goen | Attrs, ., Diag... Close |

Figure 5-1. Switch Back Panel Dialog Box (B-STDX)
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Accessing the Switch Back Panel

Table 5-1describes the buttons on the switch back panel dialog box.

Table 5-1. Switch Back Panel Buttons

Button

Description

Actions
Option Menu

Displays a list of actions you can perform (Described in detail in
Table 5-2.

Go

Confirms the selected action.

Attrs

Enables you to set switch, module, physical, and logical port attribu

Diag

Enables you to run foreground and background diagnostics.

PRAM

Ascend switches use battery backed-up PRAM to store switch
configuration files. When you download a configuration file from the

NMS to the switch, the NMS generates an initialization script. This fi

contains the SNMP SET commands that control the switch’s
configuration. Use the PRAM button to access one of the following
functions:

Synchronize PRAM If the switch already contains a configuration fil
sends an updated binary image of the configuration to the selected
module.

Erase PRAM- Clears a configuration file from PRAM. Use Erase
PRAM before you replace an existing configuration file.

Upload PRAM- Uploads the switch configuration file stored in PRAN
to the NMS. This feature is supported for Pports, Lports, and SMDS
services.

Generate PRAM- Generates SET commands to configure PRAM by
does not upload the switch configuration file to the NMS. This optio
enables you to view the file before uploading it.

tes.

e

1%

I/0

- —+
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The Actions option menu button displays a list of functions that you can select in
conjunction with the Go button. Although the Actions list is similar from switch type
to switch type, some selections will vary.

Table 5-2. Actions Option Menu Selections

Function

Description

Set Switch Attributes

Enables you to set the switch attributes, including
local IP address of the switch. See ‘tBw/itch Back
Panel Dialog Box (B-STDX)” on page 5-2

View Front Panel

Displays the front panel of the switch."Seétch
Front Panel Dialog Box” on page 5f@é more
information.

the

Coldboot Restarts the switch as if it were powered off, then an.

Warmboot Resets the selected module. As it reboots, all physjcal
ports, logical ports, and PVCs on the module stall fqr
approximately 20-30 seconds.

Switch to Redundant Unit Passes operation changes from an active 1/O module to
a redundant standby module. SeeNa&isCore
Diagnostic and Troubleshooting Guifer more
information.

View Port Redundancy Displays physical port redundancy pairings.

ISDN Status Displays the Show ISDN Status dialog box. This dialog

(Not for ATM Services) box shows the call status and alarm status of all 4 ports
on an ISDN module. This option is enabled when yau
select a slot containing an ISDN module.

Erase Standby Erase a standby CP, SP, or NP module.

Enable Pop-up Help Enables the back-panel Help/Info pop-up menu far
quick module and port statistics.

Disable Pop-up Help Disables the back-panel module and port pop-up Help.
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Switch Back-Panel Status LEDs

Table 5-3describes the operating status indicators of fans and power supply units.

Table 5-3. Back Panel Status LEDs

LED Color Indicates
Green Fan or power supply unit is operational.
Red Fan or power supply unit is not operational.
Blue NMS cannot access a fan or power supply unit for status.

Switch Back-Panel Port Colors

Table 5-4describes the physical port colors, which indicate port operational status.

Table 5-4. Back Panel Port Colors

Port Color Indicates

Gray Port is unknown. This condition usually occurs if the configuration has
not been downloaded or if the NMS and PRAM configurations do not
match.

Green Port is accurately configured and operational.

Red Port is configured but has an admin status of Down and/or an operational
status of Down or no logical port has been configured.

Cyan Port is configured but one or more (but not all) logical ports have an
Admin Status or an Operational Status of Down.

Switch Back-Panel Module Colors

Table 5-5describes the 1/0 module colors, which indicate operational status.

Table 5-5. Back Panel Module Colors

Module Color Indicates

Red Module is bad or not present.

Yellow Module may be in a marginal state or “out of sync.”
Gray Module is operational.
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Accessing the Switch Front Panel

The NavisCore - Show Switch Front Panel dialog box displays a graphical
representation of the front panel configuration of a switch.

To display the NavisCore - Switch Front Panel dialog box, choose View Front Panel
from the Actions Option menu and select Go. The Switch Front Panel dialog box
appears (sekigure 5-2.

A| MNavizCore - Show Switch Front Panel
Q@O [® OO [®® [0 [“® [4® [“® [“® [“® [@® [“®
Switch | Switch
Status | Status
» »
Card Card Card Card Card Card Card Card Card Card Card Card Card
Status | Status | Status | Status | Status | Status | Status | Status Status | Status | Status Status | Status
» » » » » » ] » » » ] » »
Alarms | Alarms | Alarms | Alarms | Alarms | Alarms Alarms | Alarms | Alarms Alarms | Alarms
1 1 1 1 1 1 1 1 1 1 1
2 zip zip zip zip zip zip zip 2 zip zip
3 3 3 3 3 3 kX 3 3 3 3
44 4 44 44 44 44 44 44 4 44 44
L ] L ] 5 5 5 5 5 5
& il & il & il [} & il [} 6 il 6 il
EX EX 7 EX EX 78 7
L g L L =L L 2
4-0C3c | 4-0C3c | 2AtmD: 3 SAtmD: E SP SP SAtmDSE 4-0C3c | 6FrDS3 SAtmDSE SAtmDSS
] »
Redund | Redund
Status | Status
Fan 1 Fan 2 Fan 3 Fan 4 Fan 5 Fan &
* * * * * *
F. 7
: F:: s # Power Supply 1
% Fan 2
P S 1y 2
& Fan 10 & Fouer Supply

Figure 5-2. Switch Front Panel Dialog Box

As with the back panel, status LEDs indicate the operational status of components.
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Switch Front-Panel Status LEDs

Table 5-6describes the front-panel status LED indicators.

Table 5-6. Switch and Module Status LEDs

LED Color

Indicates

Green

Module is operational.

Red

Module is not operational.

Blue

Blue LEDs are used on the CBX 500 switch processor, the GX 550
processor, the STDX 3000/6000 packet processor, and the B-STD

8000/9000 control processor. For all switches, blue LEDs are also uised

on the fan and power supply units. Blue indicates that the NMS can
access the unit for status.

node

not

Yellow

Switch is “out of sync” or the switch reports a module-type mismatc

N or

marginal state.

Switch Front-Panel Alarm Status LEDs

The numbeand type of alarms differ depending on the type of moduleT&de 5-7
for a description of alarm LEDs.

Table 5-7.

Alarm Status LEDs

LED Color

Indicates

No LED

No alarm conditions.

Red

Red alarm condition.

Yellow

Yellow alarm condition.
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Before You Begin

Before you configure the switch, you need to know the following information:
» Thelocal IP address of the gateway switch.

* The SNMP community name specified in tascadeview.cfijle in
/opt/CascadeView/etdo view the contents of this file enter:

more /opt/CascadeView/etc/cascadeview.cfg
« The IP address of the SPARCstation (for serial connections).
« The IP address of the router that connects the NMS to the switch (if applicable).
Use the following configuration sequence to configure and manage a switch:

Step 1. (Optional) Set up an authentication domain.

Step 2.  Set the switch attributes.

Step 3. Define an additional NMS, if necessary (sege 5-13
Step 4. Define the circuit reroute tuning parameters (sage 5-1%
Step 5. Define the console authentication parametersifage 5-1).

Step 6. Configure the IP address and access attributes for the NMS or IP host (see
page 5-23

Step 7. Configure the processor module (seeNa&isCore Physical Interfaces
Configuration Guidg
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Setting Switch Attributes

To set the switch attributes:
1. Start NavisCore and access the network map.

2. Select the switch object and from the Misc menu, select NavisCdregon.
Enter your operator password.

3. From the Administer menu, select Ascend Paraméteget Parameters. The
Switch Back Panel dialog box appears for the selected switcki(gee 5-1 on
page 5-2.

4. To configure switch parameters, choose the Attrs button. The NavisCore - Set
Switch Attributes dialog box appears ($égure 5-3.

'='| NavisCore - Set Switch Attributes

Switch Mames Samantha

Switch Mumber: I 1.5

Gateway Switch Attributes:

Ethernet IP Address:

Ethernet IP HMask:

Phone Humber:

Telnet Session: Enable =

Console Idle
Timeout {(min}:

LAN Idle
Timeout {zechi

Switch Rew:

)

Contact:

)

Locationg

Smds Cir
{Kbp=ziz:

Bulk Stats
Period imin}:

Select:
’7 Optionz: = | Bt |
Apply | Close |

Figure 5-3. Set Switch Attributes Dialog Box

| |

3z
L
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This dialog box displays the switch name (assigned to the switch when you added
the object to the map) and the unique number of the switch (switch number). If
this switch belongs to a cluster subnet, the switch number increments according to
the Cluster ID. Se&Creating a Cluster” on page 4-1@ more information.

5. Do one of the following:

» If this is a gateway switch, complete the Gateway Switch Attributes fields in the
Set Switch Attributes dialog box as describedable 5-8

» If this is not a gateway switch, proceedSiep 6

Table 5-8. Set (Gateway) Switch Attributes Fields

Field Action/Description

Ethernet IP Address Enter the local IP address of the switch. This addressi|is the
external Ethernet address of the switch. See your netwqrk
administrator if you do not know this address.

Note You only need to enter the Ethernet IP address for|the
switch or switches that have an Ethernet connection andgl
will communicate with the NMS via this connection

Ethernet IP Mask Enter the in-band (Ethernet) IP mask for this switch. The
default is 255.255.255.0.

6. Complete the fields describedTable 5-9
Table 5-9. Set Switch Attributes Fields

Field Action/Description

Phone Number Enter the phone number of the contact person responsible
for switch operation.

Telnet Session Specify Enable (default) to allow the switch to connectto a
remote terminal connection for troubleshooting purpose
Ascend recommends that you do not disable this functign.

U)

Console Idle Specify the time period (in minutes) that the console

Timeout (min) remains inactive before it is logged off. The default is 5
minutes.

LAN Idle Specify the Idle Timeount interval, in seconds, for the

Timeout (min): Ethernet interface that connects the switch to the NMS. |If

the Ethernet interface receives no valid IP traffic during this
period, the interface is marked as idle and will not be used
for outbound traffic. Receipt of a valid IP packet restarts the
Idle Timeout counter and reactivates the idle interface.

Switch Rev: Displays the current switch-software revision level.
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Table 5-9. Set Switch Attributes Fields (Continued)
Field Action/Description
Contact Enter the name of the contact person responsible for s
operations.
Location Enter the switch’s physical location.
SMDS Cir Enter the committed information rate (CIR), in Kbps,
(Kbps) allocated to the SMDS virtual paths originating at the
(9000 only): switch. See th&lavisCore SMDS Configuration Guidter

additional information.

Number of Power
Supplies?
(CBX 500 only)

Enter the number of power supplies.

Options:
(menu)

Lists additional attributes you can configure. $ekle 5-10
for information.

witch

Table 5-10describes the additional switch attributes that you can set through the

Options menu.

Table 5-10. Options Pull-Down Menu Features

Option

Action/Description

NMS Entries

(Optional) Select this option to define additional NMS and

continue with‘Defining Additional Network Management
Stations” on page 5-13

Tuning

(Optional) Select this option to define parameters that
enable the NMS to balance circuits between switches. 3
“Defining Circuit Reroute-Tuning Parameters” on

page 5-16or more information.

ee

Accounting

(Optional) Select this option to define parameters t
enable, disable, and calculate PVC and SVC
accounting. See thidavisXtend Accounting Server
Administrator’s Guideo configure this parameter.

hat

Clock Sources

(Optional) Select this option to define the clock source
an ATM CS or ATM IWU module. You must first configur
an ATM CS or ATM IWU module in the switch before yo
set the clock source (see thavisCore Physical Interface
Configuration Guiddor more information).

on

11

|
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Table 5-10. Options Pull-Down Menu Features

Option Action/Description

Console Authen (Optional) Select this option to set password protection for
the switch, and continue witlhhbout Console

Authentication” on page 5-1Tonsole authentication
allows you to assign a password (other than “cascade”) to
each switch.

Bulk Stats Optional) Select this option to access switch attributes for
ATM bulk statistics. See thdavisXtend Bulk Statistics
Collector User’s Guide

RIP Configuration Optional) Select this option to configure RIP parameters
for a switch running IP Navigator. See thavisCore IP
Configuration Guiddor more information.

Trap Config Optiona) Select this option to clear contact alarm relays
that are used to notify you of switch malfunctions. You can
also use this function to disable the dry contact alarm relay
function for this switch. See tidavisCore Diagnostics and
Troubleshooting Guidéor information about these alarms.

Time Server Optional) Select this option to specify a reference time
server(s) to be used as a clock synchronization source for
the switches in your network. S&@onfiguring Time
Servers” on page 5-Zbr more information.

Set Switch Time Optional) Select this option to configure the switch’s time.

Billing (Optional) Select this option if you are using the Ascend
Billing feature. See th8MDS Billing System
Administrator's Guiddor more information.

7. When you are finished with this screen, choose Apply to set the parameters and
choose Close to exit the dialog box.
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Defining Additional Network Management Stations

Ascend switches support a maximum of 256 NMS entries and 256 NMS paths on a
per node basis. Through the NMS Entries option, you can configure additional NMS
workstations for read/write or read only access to the same switch. Through NMS
workstations, you can communicate with switches on the network via SNMP
commands.

As you configure additional switches on your network map, use the Set Switch
Attributes option to enter an Ethernet IP address, if applicable. Always leave the
Telnet Session parameter enabled, so that each switch can accept remote terminal
connections for troubleshooting purposes.

To define an NMS entry, enter the IP address of each workstation and use the same
community name for each NMS you define. The filsscadeview.cf¢n
/opt/CascadeView/etgrovides the default read/write community name.

To define an additional NMS:

1. From the Set Switch Attributes dialog bdXdure 5-3 on page 5}9choose NMS
Entries. The Set NMS Entries dialog box appears, displaying the current NMS
entries as shown iRigure 5-4

MavisCore - Set WMS Entries

Suitch Mane: IDallasl?0_4

II Community Mame

WS IP Address

RN Access

Receive Traps

1 public
2 cascade
3 marvin
B faulty

/ cartman

0,0,0,0
152,148,81.1
152,148,81,213
152,148,82,93

Read Only
Read Only
Read/Write
Read/Write

Read/Write Yes

Add, .. |

Modify, .. |

Delete |

Figure 5-4. Set NMS Entries Dialog Box

Choose Add. The Add NMS Entry dialog box appears fsgere 5-5.
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A| MavisCore — Add WHS Entry

Community Mame:

HHS TP Address:

Read Write Access:

Receiving Traps:

0Ok | Cancel |

Figure 5-5. Add NMS Entry Dialog Box
3. Complete the required dialog box fields describetkible 5-11
Table 5-11. Add NMS Entry Fields

Field Action/Description

Community Name Enter the community name.

Note If you need to modify the community name
you must first change the name from this dialog
box and then edit the value
CV_SNMP_READ_WRITE_ COMMUNITYjn
the cascadeview.cfg file.

NMS IP Address Enter the NMS IP address for the target NMS
workstation.
Read Write Access Select the access rights for this NMS.

Read Only- Enables you to monitor network
functions from this NMS.

Read/Write- Enables you to monitor and
configure network maps from this NMS.

Receiving Traps Select no to prevent the NMS from receiving traps.
This option is on by default. Trap alarm conditions
notify the operator of events taking place on the
switch.

4. Choose OK to set the parameters. Refegh 1throughStep 3for each NMS you
want to add. The Set NMS Entries dialog box reappears with the new NMS
confirmation.

5. (Optional) Choose Modify to modify an NMS entry or Delete to delete an NMS
entry.
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About Reroute Tuning

TheReroute Tunindeature enables the switch to rapidly redistribute permanent
virtual circuits (PVCs) across trunks, based on OSPF updates and cost metrics. In
large networks with thousands of PVCs, rerouting circuits while re-establishing a
trunk is very time-consuming.

The Tuning option enables you to tune the rate of reroute requests per switch by
defining the number of reroute requests during a single reroute batch request. You can
also set the time delay (in seconds) that the switch waits between each batch request.

> When you define individual circuits, you must enable the Reroute Balance
parameter for circuits to benefit from the tuning parameters you define forfa
switch.

Load balancingenables the switch to route a circuit to a path that provides more
bandwidth than the current path. You can select a load-balancing algorithm that
configures the switch to aggressively search for an alternate path with greater
bandwidth.

Load Balancing Example

If a switch has four modules, each with 50 PVCs, and you set the reroute count to

5 circuits and the reroute delay to 50 seconds, the switch performs a batch reroute
consisting of the first five circuits on each module (for a total of 20 circuits). The
switch then waits 50 seconds before it begins to reroute the next batch of 20 circuits.

> Under normal circumstances, the reroute ratio should be no greater than (lne
circuit (reroute count) in 10 seconds (reroute delay). A higher reroute ratig
(e.g., two circuits in 10 seconds) can cause network instability, and circuity may
bounce from one trunk to the next indefinitely. To balance a set of circuits gfter a
trunk failure, use the above example to set the reroute count to 5 circuits, dnd the
reroute delay to 50 seconds.
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Defining Circuit Reroute-Tuning Parameters

To set the tuning parameters:

1. From the Set Switch Attributes dialog badxdure 5-3, choose Tuning. The Set
Switch Tuning Attributes dialog box appears (egure 5-9.

—4 MNavisCore - Set Switch Tuning Attributes

Switch Mame: IDenuerl?O_E

Switch Mumber: |1?0‘3
Reroute Count: -

Reroute Delay {sec,):

0Ok | Cancel |

Figure 5-6. Set Switch Tuning Attributes Dialog Box
2. Complete the fields describediable 5-12
Table 5-12. Set Switch Tuning Attributes Fields

Field Action/Description

Reroute Count Enter a value between 0 and 64. The reroute count specifies
the number of circuits from each module that can issue
reroute requests in a single batch. The default is 1 circujt.

Reroute Delay Enter a value between 1 and 32767. The reroute delay
represents the time delay (in seconds) that each modul¢ in
the switch waits between reroute batch requests. This
parameter controls the rate at which each module polls the
virtual circuits for a better route. The default value of 188
seconds is a very conservative setting for normal operaqion.

3. Choose OK to return to the Set Switch Attributes dialog box.

4. Choose Apply to set the parameters and choose Close to exit the dialog box.
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About Console Authentication

Console authentication is a domain security feature that is handled by the Remote
Access Dial-in User Service (RADIUS) protocol. It is used to authenticate users
connecting to an Ascend-switch console port through remote dial-up and Telnet
access.

Setting Up a RADIUS Server

To enable RADIUS authentication, you must have an active RADIUS Server that the
switch can reach through the user datagram protocol (UDP) or IP. If you cannot reach
the RADIUS Server when you log on to the switch console port, use the shared-secret
password for the login name and login password. (You also use the shared-secret
password for console debug mode.)

The RADIUS server’s database must contain the following information:
* User authentication information (for example, username and password)

»  Switch information for all switches initiating authentication requests (for
example, IP address or host name)

« Shared secret (password) for each switch that initiates authentication requests

Adding an Authentication Domain

You can add an authentication domain and shared secret for each switch in the
network. You set the RADIUS server parameters, such as the server’s domain IP
address, for each authentication domain server. You can also designate backup servers
(Server 2 and Server 3) in the event that Server 1 becomes unreachable or inactive.

To add the authentication domain and configure the RADIUS server parameters:

1. Select a switch and from the Administer menu, select Ascend ParameBat
Authentication Domains. The Set All Authentication Domains dialog box appears
(seeFigure 5-7.
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HavisCore - Set All Authenlomain Domains

Switch Mame:

fAuthenllonain Name Domain 10

Shared Secret:

Authentication
Tupe:
Admin Status:

AuthenDomain Server 1

IP Address:

Max Retries(0 - 10):

il

Timgout {1 - 10 sec.):

futhenllonain Server 2

IP Address:

Max Retries(0 - 10}:

Ml

Timeout €1 - 10 sec.it

futhenlionain Server 3

1P Address:

Hax Retries{d - 1002 I

Timeout €1 - 10 sec.i:

pddo.. | it | Telete |

Close |

Figure 5-7.

(SeeFigure 5-9.

Set All Authentication Domains Dialog Box

2. Choose Add. The Add Authentication Domain dialog box appears

MawisCore - Add Authenliomain Tomain

Switch Mame: IKannehunk

futhenliomain Typer  RADIUS —i |

Authenlomain Server 1

IP Address:

Timeout {1 - 10 sec.):

AutherDonain MNames _ Shared Secret:

Hax Retries{0 - 10}: _

Admin Status: P

Authenlomain Server 2
IP Addres=s:
Hax Retries<0 - 1033

Timeout {1 - 10 sec.h:

tI

Authenlomain Server 3

1P Address:

HMax Retries(0 - 1031 _

Timeout {1 - 10 sec.):

113 Cancel |

Figure 5-8.  Add AuthenDomain Dialog Box

3. Complete the fields describedTable 5-13
Table 5-13. Add AuthenDomain Fields

Field

Action/Description

AuthenDomain Name

for this domain.

Enter an alphanumeric name (up to 32 charag

AuthenDomain Type

Defaults to RADIUS and cannot be changed.

Shared Secret

for this switch and al
domain.

Enter an alphanumeric shared secret (passwq

| RADIUS Servers in this

ters)
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Table 5-13. Add AuthenDomain Fields (Continued)

Field

Action/Description

Admin Status

Set the Admin Status to Up to allow immediate
access.

Set the Admin Status to Down to disable the ser
This does not disable console authentication.

er.

4. Complete the AuthenDomain Server fields for Server 1, 2, and 3 as described in

Table 5-14

Table 5-14. AuthenDomain Server Fields

Field

Action/Description

IP Address

Enter the IP address for this server.

Max Retries (0-10)

Enter the maximum number of attempts (retrie
the server makes to authenticate this user. The
default is three 3 retries.

Timeout (1-10 sec)

Specify the time period (in seconds) of inactivi
before the switch retries the authentication requ
or sends the request to the next server. The def
3 seconds.

Indicates the number of seconds the server wai
before sending an authentication request, if the
was no response from the previous request. If g
single server is used, it will retry the request. If
multiple servers are defined, the request is sent
the next server.

ty
est
ault

S
e

5. Choose OK to set the authentication parameters. The Set All AuthenDomain

dialog box reappears.

6. Choose Close to return to the network map.

Enable the authentication parameter describé@amfiguring Console
Authentication” on page 5-20
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Configuring Console Authentication

On the Set Switch Attributes dialog box, you can access the Console Authentication
function to enable and disable authentication on a switch.

To enable the authentication parameters:

1. From the Set Switch Attributes dialog box options menu Kggere 5-3 on
page 5-9, chooseConsole AuthenThe Console Authen dialog box appears
(seeFigure 5-9)

A| NavisCore - Console Authen

Metwork Hask: |150‘201‘0‘0

Switch Mame: IDenuerl?O_E

Switch ID: |1?0‘3

Authentication Domain Mames

[Hone]

Authenticationy Dizable .J|

0Ok | Cancel |

Figure 5-9. Console Authen Dialog Box

The Authentication Domain Name list box displays all configured authentication
domain names.

Select a domain from the list.
Set the Authentication parameter to Enable or Disable (default).

Choose OK to set the authentication parameters. The Set Switch Attributes dialog
box reappears.
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Configuring Time Servers

NavisCore and the Network Timing Protocol (NTP) enable you to specify from 1 to 3
reference time servers. A reference time server is used as a clock-synchronization

source for the switches in your network.

Since a reference time server is not required and not all switches have configued
reference time servers, you should still use a niginty job to set all the switch
clocks. When modifying or adding a reference time server, the time sent to the server

will be the time on the NMS workstation.

To configure reference time servers:

1. From the NavisCore - Set Switch Attributes dialog box options nfégure 5-3,
choose Time Server. The Configure Reference Time Servers dialog box appears

(seeFigure 5-10.

A| Configure Reference Time Servers

Suitch Mane: IDallasl?0_4

External Polling Interwval: I 2 minutes 8 seconds

Local Polling Interwal: |2 minutes B seconds

Reference Time Server Preferred Status

Figure 5-10.

Configure Reference Time Servers Dialog Box
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2. Choose Add. The Add Reference Time Server dialog box appears
(seeFigure 5-1).

Configure Reference Time Servers

Suitch Mane: IDallasl?0_4

Local Polling Interval:

Reference Time Server

External Polling Interwval: I 2 minutes 8 seconds

|2 minutes 8 seconds

Preferred Status

Change Polling Interval:

Reference Time Server IP Address: IE

Preferred Reference Time Server:

Figure 5-11.

Table 5-15.

Add Reference Time Server Dialog Box
3. Complete the fields describediable 5-15

Reference Time Server Fields

Field

Action/Description

Address

Reference Time Server IP

Enter the IP address of the reference time server.

Preferred Reference Time Server

Select yes to make this server the preferred
reference time server. If you do not select a
preferred reference time server, the switch will
select one for you.

Change Polling Interval

Select yes to change the polling interval. Doin
will enable the external and local polling interval

g so

External Polling Interval

Select the rate (in seconds) at which each

individual reference time server will be polled.
This setting applies to all reference time servers.

5-22
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Table 5-15. Reference Time Server Fields (Continued)

Field Action/Description

Local Polling Interval Select the rate (in seconds) at which each I/O
module and redundant CP/SP module polls the
active CP/SP for time. This setting applies to on
switch.

0]

4. Choose Apply. Repeat steps 1 through 4 for each reference time server.

5. (Optiona) Choose Modify to modify a reference time server entry, or Delete to
delete a reference time server entry.

Deleting a Switch Configuration from the Database

To delete a switch configuration from the database, you must first delete the entire
configuration associated with the switch, for example, its logical ports, trunks, and
circuits. For assistance, contact the Ascend Technical Assistance Center.
To delete a switch configuration from the database, use the following sequence
Step 1. Delete all PVCs defined for the switch.
Step 2. Delete all trunk connections for the switch.
Step 3. Delete all logical ports and physical ports on the switch.

Step 4. Delete all /O module configurations on the switch.

Step 5. Delete the switch icon from the map.

Configuring Processor and I/O Modules

After you set the switch attributes, you must configure the processor module 1/O
modules in NavisCore. You can also configuredundant standby modul8ee the
NavisCore Physical Interfaces Configuration Guidea detailed description of how
to configure the various processor and I/0O modules.
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Downloading the Configuration

This appendix describes how to download information to the switch and establish
NMS-to-switch communications. You can use these procedures to activate a new
switch or to reconfigure an existing switch.

This appendix describes the following topics and tasks:

Generating the
Configuration File

Downloading the
Configuration File

Synchronizing,
Generating, and
Uploading PRAM

Erasing PRAM

Upgrading
Switch Software
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Before You Begin

After you define the switch configuration through NavisCore, you must create an
initialization-script file and download it to the switch.

You download a switch configuration file as follows:

Step 1. Create the initial switch configuration by generating an initialization-script file
from the NMS.

Step 2. Make a console connection to the switch.
Step 3.  Start the terminal emulation software.
Step 4. Download the script file to the switch.

Step 5. Synchronize the switch from the NMS.

Generating the Initialization-Script File

The Initialize Switches function generates an initialization-script file that contains the
SNMP SET commands for each configuration. The initialization-script file is then
used to load the initial switch configuration or to reload the configuration if the
original configuration is erased or destroyed. The initialization-script file is stored in
the/var/CascadeView/initFiledirectory aswitchname.init

> To download a new initialization-script file to a switch that already containg a
configuration, you must first clear PRAM. See eith@earing STDX PRAM”
on page A-39or“Clearing B-STDX, CBX, and GX PRAM” on page A-36

To generate the initialization-script file:
1. Select a switch from your network map.
2. From the Misc menu, select NavisCareLogon. Enter your operator password.

3. From the Administer menu, select Ascend Switdhekitialize Switches. The
Initialize Switches dialog box appears ($égure A-J).
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NawisCore - Initialize Switches

Suitch Mame Phone Number

Configuration Fils Time Stanp

Lisled5.5
London190_2
LongBsach?1_1
Halibu?

Hiar =
HountWernondl_5
Humich130_3
NYC180_2
Newlrleans_240_2
OakParkBs_1
Paris130_1
Pasadena’1_3
Philly_240_1
Pomona?1_B

fuarsCascadeWisu/initFiles/lis1eB5_5,init Fri Feb B 1030513 139398

FuardCascadeWisw/initFiles/LongBeach?l_1,init tom Feb 23 15333:52 1998
FinitFilesdMalibu?l_2, init tom Feb
1/initFiles 6_1.init

FuardCascadeWisw/initFiles/0akParkB5_1,init Tue Feb 17 09:37:51 1998

fuarsCascadeWisw/initFiles/Pasadena?l_3,init Wed Feb 18 1433807 1998

fuarsCascadeWisw/initFiles/Pomonarl_B,init Wed Feb 18 15344353 1998

Portland_250_1 fuar/Cascade¥isurinitFiles/Portland_250_1, init lled Feb 11 14307340 1398
Tuincyd3_5 #uar/Cascade¥isurinitFiles/Quincyd3 5, init Hon Feb 23 15:22;10 1398
Revered3_d fuar/CascadeWisurinitFiles/Reversd3_d, init Hon Feh 23 15:28:32 1398
Roxburyf3_2
SF170_2
Generate View Close

Figure A-1.

Initialize Switches Dialog Box

4. From the list, select the switch you want to initialize.

5. Choose Generate to create the initialization-script file containing the SNMP SET
commands. The initialization-script file will get a new date and time stamp each

time the file is updated. This is the file you need to download to the switch.

6. RepeatStep 4andStep Sfor each switch you need to initialize. Proceed to the
section,'Downloading the File to the Switch” on page A-5
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Viewing the Initialization-Script File

To view the initialization-script file before downloading it to the switch:
1. From the Initialize Switches dialog box, highlight the desired switch.

2. Choose View. The system displays the file contents similar to the example in
Figure A-2

Wiew initialization script File

File: I Auar/CascadeVisudinitFiles/MHariettalb_Liinit

#¢ Initialization script for switchi HariettaB6_1
47 Gererated ony Tue Mar 3 15300346 1992

A/ Switch information (MariettaB6_11:

SET 1.3.6.1.4,1.277.1,1.1.0 [265,255.0,0]
[150,201,0,0]

B

SET 1.3.5.1.4.1.277 1,3,165,0 2

44 NMS Access information {MariettaB6_1:COMMOO}:

SET COMMUNITY0O0 "miser" [152,148,81,129]

A/ NMS Aecess information (Marietta®6_1:COMMOL::

SET COMMUNITY0L "public”

47 NHS Access information (MaristtaB6_1:COHMO2):

SET COMMUNITY02 "cascade”

44 NMS Access information {MariettaB6_1:COMMOZ::

SET COMMUNITY0Z "marwin® [152,142,81,213]

A/ NMS Path information (MariettaB6_1:152,148.81.2193:

SET 1.3.6.1.4,1,277.1,2,1.1,5,152,148.81,213 0

SET 1.3.6.1.4.4.277.1,2.4.1,1,152,148,81, 219 [152,148,81,219]
1,1,2,152,148,81,219 [255,256,255,255]

Close

Figure A-2. View Initialization Script File Dialog Box

3. When you finish viewing the file, choose Close to return to the Initialize Switches
dialog box.

A-4
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Downloading the File to the Switch

After you generate and view the file, you can download it to the switch using any of
the following methods:

Tip Utility — The Solaris Tip program. Sédsing Tip” on page A-5

Terminal Emulation Software — PC in terminal emulation software. Séksing
Terminal Emulation Software” on page Af& instructions.

Kermit Utility — Console port running the kermit mode protocol. ‘&é&sng
Kermit” on page A-&or instructions.

Install Program — Connection to the console using a PC or terminal:Sgeag the
Console Install Program with B-STDX Switches” on page Aah@“Using the
Console Install Program with CBX and GX Switches” on page AeRnstructions.

> Ascend recommends that you configure MPVCs after you download the S

initialization-script to initialize the switch. If you configure MPVCs before ypu
initialize the switch, the NMS searches the entire circuit table for the presepce of
MPVCs; generating the initialization-script file can take ten minutes or moge,
depending on the size of the circuit table.

Using Tip
Before you use Tip to download a text file, verify foflowing:

@ The console cable connects to serial port A on the back of your workstation.
See your workstation hardware guide for information about locating serial
port A.

@ The hardwire entry device (dv) is set fdev/cua/a

@ The hardwire entry in thietc/remotdile specifies 19200 bps.
For example:
hardwire:\
.dv=/dev/cua/a:br#19200:el="C" S "Q U"D:ie=%$:.0e="D

> In UNIX, "D means press d while holding down the Ctrl key.
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To access the switch:
1. In an xterm window, entesu - rootand enter the root login and password.
2. Entertip hardwire.
You should get a “connected” message.
3. Enter~#
This command sends a break character to the switch. The console prompt appears.
Log in to the switch.
At the > prompt, enter the following:

enable debug
password: [your debug password]

If you do not know your debug password, contact the Ascend Technical
Assistance Center for help.

6. Atthe ## prompt, enter the following:

## reset pram all

At the “Reset PRAM on all cards? Are you sure (YES/NO)?” prompt, ¥&8r
8. At the ## prompt, enter the following:

## reset system
9. Atthe “Are you sure (YES/NO)?” prompt, entéES.

The system displays the following message:

resetting switch, stand by...

When the switch comes up (approximately 1-2 minutes), the >> prompt appears.
This prompt indicates you successfully erased PRAM and the switch can accept a
new initialization-script file (se&Downloading the Initialization File” on

page A-7. Before you download the file, verify that all /O modules are “up” by
issuing ashow cardconsole command.
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Downloading the Initialization File

The file (executable) is located fiopt/CascadeView/birf you are downloading to an
STDX 3000/6000 switch, you must first convert the file to add an LF to LF-CR, using
the unix2dos command. For example, enter the following:

unix2dos shuttle38.init shuttle38.init
(whereshuttle38.initis the name of the script file.)

To download the initialization file:

1. Open a second xterm window.

2. Change directory as follows:
cd /opt/CascadeView/bin

3. Enter the following command:
script-download -in [ifn] -out [ofn] -linedelay [#in 1/10 seconds]

where:

[ifn] is the initialization filename
(for example/var/CascadeView/initFiles/shuttle 38.init

[ofn] is the output filename (for exampldev/cua/a

[# in 1/10 second]s the value of the line delay in 1/10th of a second
(for example, use 3 to use a 3/10th-second line delay). Do not use a value
less than 1.

4. When you finish, type"D in the xterm window to exit the Tip session.

> Observe the switch on the network map. If the switch remains yellow and foes

not turn green within a few minutes, s&ynchronizing STDX 3000/6000
Switches” on page A-28r “Synchronizing B-STDX, CBX, and GX Switches
on page A-290 synchronize the switch.
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If You Have Problems
If you have problems using Tip, review the following:

« For an STDX switch, if you receive the error message “tip:unknown host term,”
your workstation may already have teementry in the/etc/remotdfile. To use
the Tip program’s term command, type/etc/remoteand press Enter. Add the
following entry to this file:

term:\
.dv=/dev/cua/a:br#9600:el="C"S Q" U"D:ie=%$:0e="D:

Type:wq! and press Enter to exit vi and save your changes.

« If you receive the error “Couldn’t open input file” when you ran script-download,
enter the following command to change permissions ofdeéhécua/adevice
(You must have root privilege to change the file permissions.):

chmod 666 /dev/cua/a

Using Terminal Emulation Software

You can use any commercially-available terminal emulation package to download the
configuration text file from a PC. Refer to the user guide that comes with this package
for specific instructions for downloading text files.

Whichever emulation package you use, make sure to set the following variables:
Transfer protocol — Set this to text mode transfer.
Line delay — Set this to a minimum of 3/10 second.

Before you transfer the configuration text file to the PC, you may need to run the
UNIX commandunix2dos on this file.

Using Kermit

You can use the kermit function to transfer the configuration text file through the
console port to your switch’'s CP/SP/NP module. The advantage of using kermit
instead of Tip or a PC terminal emulator is that with kermit, you only have to
download the PRAM files needed to establish a connection between the switch and the
NMS. For gateway switches, you only need to download your switch’s CP/SP/NP
module PRAM file. For non-gateway nodes, you need to download the CP/SP/NP
module PRAM file and the PRAM file of the module that provides the trunk

connection to the gateway node.
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Another advantage is that after the CP/SP/NP module reboots with the PRAM file,
you do not have to PRAM Sync the Processor and module(s) that received the new
configuration file.

To download the PRAM files to the switch:

1. Connect a console cable to serial port A on the back of your workstation. See your
workstation hardware guide for information about serial port A.

2. Use the Generate PRAM function (refeptige A-3) to generate a configuration
file for the main processor and module(s).

« If this is a gateway swit¢lyou do not have to generate PRAM for any
module(s).

* If this is not a gateway switchou must generate a PRAM file for the
CP/SP/NP module and the module that provides the trunk connection to the
gateway node.

* The NMS stores the generated PRAM files in the
/opt/CascadeView.var/cfgSyncFilégsectory. The directory that contains the
PRAM files associated with this release may look like the following:

Table A-1. PRAM Files

Switch Type Directory Name
B-STDX 8000/9000 9000-06.xxX.XX
CBX 500 500-03.xx.xXx
GX 550 550-01.xx.xXx

When you look in this directory, you see a number of files that include the
name of the associated switch followed by a .Pslot number. For example, for
switch Westford1, the CP/SP/NP module PRAM file name would be
Westford1.PO1. If the PRAM file was from the module in slot 14, the PRAM
file name would be Westford1.P14. These are the files you must download to
the switch.

3. From either the NMS or a PC, establish a console connection to the switch
(19200 bps).

4. Atthe console prompt, tygeermit and press Return. This sets the console port to
kermit mode for file transfer.

Start a kermit session with binary-file transfer mode selected.

Transfer the CP/SP/NP module PRAM file. Once complete, the kermit session
automatically terminates and the CP/SP/NP module should automatically warm
boot.

7. (Optional To transfer the module PRAM file(s), rep&ep 4throughStep 6
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8. After the download is complete, the NMS should be able to access the switch. On
the Switch Back Panel dialog box, if any remaining IOPs are yellow, you can
PRAM Synch them. Se#Jsing PRAM Functions’for instructions.

Using the Console Install Program with B-STDX Switches

You use the install program to enable a B-STDX 8000/9000 with no PRAM to
communicate with the NMS. Once switch-to-NMS connectivity is established, you
can perform the remaining configuration tasks directly from the NMS.

To access the switch using the install program, use the following steps:

1. Establish a connection to the switch console port, using the NMS workstation or a
standalone PC.

At the [switch namB## prompt, enteReset Pram all

At the “Reset PRAM on all cards. ARE YOU SURE <Yes|No>?" prompt, enter
YES.

4. At the [switch namB## prompt, entereset system
At the “ARE YOU SURE <Yes|No>?" prompt, entéES.
The system displays the following message:
RESETTING SWITCH, STAND BY....

6. Atthe >> prompt, entdnstall.

7. The system prompts you for the following information. Enter the appropriate
response and press Return after each entry.

Enter the network number:
Enter the network mask:
Select the DLCI addressing scheme (Global/Local):

Enter the address of this switch:

Use the default internal IP address shown if this is the first switch in the network,
or modify the last octet to represent the actual switch address.

Enter the NMS IP address:
Enter the IP address of the NMS workstation used to manage this switch.
Enter the SNMP community name:

Enter the community name of the NMS used to manage this switch. The default
community name is cascade.
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The system displays the following menu.

Which interface will this switch use to communicate with the

NMS?
(1) Direct Ethernet (see “Using Direct Ethernet” on
page A-11)
(2) Indirect Ethernet (see “Using Indirect Ethernet
(Through a Gateway Device)” on page A-12 )
(3) Direct Trunk (see “Using a Direct Trunk” on
page A-13)
(4) ATM Optimum Trunk (see “Using an ATM OPTimum Trunk
(Through an Adjacent Switch)” on page A-15 )
(5) Frame Relay Optimum Trunk (see “Using a Frame Relay
OPTimum Trunk (Through an Adjacent Switch)” on page A-17 )
(6) SLIP (see “Using SLIP” on page A-19 )

(7) Management DLCI (not supported)

8. Select your connection type, then proceed to the one of the following sections for
further instructions.

Using Direct Ethernet
1. Enter the IP address of the Ethernet port.
2. Enter the IP address mask of the Ethernet port.
The program displays your configuration information:

Network:150.150.156.0

Network mask:255.255.255.0
DLCI schemeLocal

Switch address:150.150.156.1
NMS address:152.148.82.11
SNMP community:Marblehead
Interface->NMS:Direct Ethernet
Ethernet IP:150.150.156.0
Ethernet IP Mask:255.255.255.0

3. When prompted, entgesor no to confirm that this information is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using Indirect Ethernet (Through a Gateway Device)
1. Enter the IP address of the gateway device.
2. Enter the IP address of the Ethernet port.
3. Enter the IP address mask of the Ethernet port.
The program displays your configuration information:

Network:150.150.156.0

Network mask:255.255.255.0

DLCI scheme:Local

Switch address:150.150.156.1

NMS address:152.148.82.11

SNMP communityMarblehead
Interface->NMS:Indirect Ethernet (through a gateway)
Gateway to NMS:152.148.80.1

Ethernet 1P:152.148.80.2

Ethernet IP mask:255.255.255.0

4. When prompted, entgesor no to confirm that this information is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

5. When prompted, entgresto reboot the switch.

A-12
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Using a Direct Trunk

If you are using a direct trunk to communicate with the NMS, the system displays the
module type menu, as follows:

(1) 8-port UIO

(2) 4-port 24-channel fractional T1
(3) 4-port 30-channel fractional E1
(4) 10-port DSX-1

(5) 2-port HSSI

(6) Channelized DS3

(7) 1-port ATM UNI DS3

(8) 1-port ATM UNI E3

(9) 1-port ATM IWU OC3c/STM1
(10) 1-port ATM CS/DS3

(11) 12-port E1

(12) 4-port unchannelized T1

(13) 4-port unchannelized E1

1. Select the module used for the trunk and press Return.
2. When prompted, enter the following information:
Enter the slot # of the module.

Enter the port # of the trunk.

a
b
c. Enter the local trunk interface # of the trunk.
d. Enter the local trunk Iport ospf area id.

e. Enteryesornoto the “Is this ospf area 1 back compatible?”
f. Enter the remote trunk interface # of the trunk.

g. Enter the internal IP address of the switch at the remotesaiiti’s IP

addres}

The system displays the following clock source options:
1 DCE

2 Loop Timed DCE

3 DTE

4 Direct Trunk

Enter the clock source selection.
Enter the clock speed in Kbps.
Enter the IP address of the Ethernet port.
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6. Enter the IP address mask of the Ethernet port.
The program displays your configuration information:

Network: 150.150.156.0

Network mask:255.255.255.0
DLCI scheme:Local

Switch address:150.150.156.1
NMS address:152.148.82.11
SNMP communityMarblehead
Interface->NMS:Direct Line Trunk
IP add. of remote SWITCH:152.148.50.2
Remote trunk interface #:1

Card Type:8-port UIO

Slot number:3

Port number:1

Local trunk interface #:1

Local trunk Iport ospf area ID:3
OSPF area 1 back compat:Yes
Clock source:DCE

Clock speed:64 kbps

> You may need to configure additional parameters, depending on the card
you are configuring. Contact the Ascend Technical Assistance Center (TA!
assistance.

ype
C) for

7. When prompted, entgesor no to confirm that this information is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

8. When prompted, entgesto reboot the switch.
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Using an ATM OPTimum Trunk (Through an Adjacent Switch)
If you are using an ATM OPTimum trunk to communicate with the NMS, the system
displays the following module types:

(1) 1-port ATM UNI DS3

(2) 1-port ATM UNI E3

(3) 1-port ATM IWU OC3c/STM1
(4) 1-port ATM CS/DS3

Select the card used for the trunk and press Return.
2. When prompted, enter the following configuration information:
Enter the slot # of the trunk card.
Enter the port # of the trunk.
Enter the local user link (feeder) interface # of the trunk.
Enter the local trunk interface # of the trunk.

Enter the local trunk Iport ospf area id.

-~ 0o 2 0 T ®

Enteryesor no to the “Is this ospf area 1 back compatible?” prompt.

Enter the remote trunk interface # of the trunk.

> @

Enter the internal IP address of the switch at the remote end.

Enter the Cell Payload Scrambling Mode (1 - Disabled, 2 - Enabled).
j- Enter the Cell Mapping Mode (1 - PLCP, 2 - Direct Mapping).

k. Enter the VPI for the local OPTimum-trunk endpoint.
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The program displays your configuration information:

Network: 150.150.156.0

Network mask:255.255.255.0

DLCI scheme:Local

Switch address:150.150.156.1

NMS address:152.148.82.11

SNMP communityMarblehead
Interface->NMS:ATM Optimum Trunk (through an adjacent sw)
IP add. of remote SWITCH:152.148.50.8
Remote trunk interface #:3

Card Type:1-port ATM UNI DS3

Slot number:3

Port number:3

Local trunk interface #:3

Local trunk Iport ospf area 1D:0.0.0.1
OSPF area 1 back compat:YES

Local user link (feeder) int. #:3

Cell payload scrambling:Enabled

Cell mapping mode:Direct mapping

VPI: 7

3. When prompted, entgesor no to confirm that this configuration is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using a Frame Relay OPTimum Trunk (Through an Adjacent
Switch)

If you are using a Frame Relay OPTimum trunk to communicate with the NMS,
choose from the following module types:

(1) 8-port UIO

(2) 4-port 24-channel fractional T1
(3) 4-port 30-channel fractional E1
(4) 10-port DSX-1

(5) 2-port HSSI

(6) Channelized DS3

(7) 12-port E1

1. Select the module used for the trunk and press Return.

2. Complete the following configuration information at the prompts:
Enter the slot # of the trunk card.

Enter the port # of the trunk.

Enter the local user link (feeder) interface # of the trunk.
Enter the local trunk interface # of the trunk.

Enter the local trunk Iport OSPF area id.

-~ 0 2 0 T ®

Enter yes or no to the “Is this ospf area 1 back compatible?” prompt.

Enter the remote trunk interface # of the trunk.

> @

Enter the internal IP address of the switch at the remote end.
Enter the trunk’s local DLCI #.

j- Enter a clock speed in kbps.
k. Enter the link management interface (LMI) protocol.
I.  Enter the IP address of the Ethernet port.

m. Enter the IP address mask of the Ethernet port.
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The program displays your configuration information:

Network: 150.150.156.0

Network mask:255.255.255.0

DLCI scheme:Local

Switch address:150.150.156.1

NMS address:152.148.82.11

SNMP communityMarblehead
Interface->NMS:FR Optimum Trunk (through an adjacent sw)
IP add. of remote SWITCH:152.148.50.8
Remote trunk interface #:3

Card Type:1-port ATM UNI DS3

Slot number:3

Port number:3

Local trunk interface #:3

Local trunk Iport ospf area 1D:0.0.0.1
OSPF area 1 back compat:YES

Local user link (feeder) int. #:3

Clock source:Loop timed

Link framing:ESF-ANSI

Zero coding:B8ZS

3. When prompted, entgesor no to confirm that this configuration is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using SLIP

If you are using SLIP to communicate with the NMS:
1. Select interface 6 from the choices below:
(1) Direct Ethernet
(2) Indirect Ethernet (through a gateway device)
(3) Direct Trunk (through an adjacent switch)
(4) ATM Optimum Trunk (through an adjacent switch)
(5) Frame Relay Optimum Trunk (through an adjacent switch)
(6) SLIP
(7) Management DLCI
The program displays your configuration information:

Network:150.150.156.0
Network mask:255.255.255.0
DLCI scheme:Local

Switch address:150.150.156.0
NMS address:152.148.82.11
SNMP communitymarblehead
Interface->NMS:SLIP

2. When prompted, entgesor no to confirm that this configuration is correct.
When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!

Use the NMS to complete the full installation.

3. When prompted, entgesto reboot the switch.
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Using the Console Install Program with CBX and GX Switches

You use the install program to enable CBX and GX switches with no PRAM to
communicate with the NMS. Once switch-to-NMS connectivity is established, you
can perform the remaining configuration tasks directly from the NMS.

To access the switch using the install program, use the following steps:

1.

Establish a connection to the switch console port, using the NMS workstation or a
standalone PC.

At the [switch namB## prompt, enteReset Pram all

At the “Reset PRAM on all cards. ARE YOU SURE <Yes|No>?" prompt, enter
YES.

At the [switch namB## prompt, entereset system

At the “ARE YOU SURE <Yes|No>?" prompt, entéES.
The system displays the following message:
RESETTING SWITCH, STAND BY....

At the >> prompt, entanstall.

The system prompts you for the following information. Enter the appropriate
response and press Return after each entry.

Enter the network number:

Enter the IP address of the switch’s network.

Enter the network mask:

Use the default, Class B, or enter 255.255.255.0 for Class C.

Enter the address of this switch:

Use the default internal IP address shown if this is the first switch in the network,
or modify the last octet to represent the actual switch address.

Enter the NMS IP address:
Enter the IP address of the NMS workstation used to manage this switch.
Enter the SNMP community name:

Enter the community name of the NMS used to manage this switch. The default
community name is cascade.

A-20
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The system displays the following menu.
Which interface will this switch use to communicate with the
NMS?

(1) Direct Ethernet (see “Using Direct Ethernet” on
page A-21)

(2) Indirect Ethernet (through a gateway device)(see
“Using Indirect Ethernet (Through a Gateway Device)” on
page A-22)

(3) Direct Trunk (through an adjacent switch) (see “Using
a Direct Trunk” on page A-23 )

(4) ATM OPTimum Trunk (through an adjacent switch)
(see “Using an ATM Optimum Cell Trunk” on page A-24 )

8. Select your connection type, then proceed to the appropriate section for further
instructions.

Using Direct Ethernet

1. Select 1 for Direct Ethernet and enter the external IP address assigned to the
switch and press Return. The system then provides the entered values as shown in
the following example.

Network: 201.201.250.0
Network mask: 255.255.0.0
Switch Address: 201.201.250.1
NMS address:152.148.81.20
SNMP community:cascade
Interface: NMSDirect Ethernet
Ethernet IP: 152.148.81.69

2. When prompted, entgesor no to confirm that this information is correct.
3. When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!
Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using Indirect Ethernet (Through a Gateway Device)

1. Select 2 for Indirect Ethernet and enter the IP address of the gateway device and
Ethernet port assigned to the switch and press Return. The system then provides
the entered values as shown in the following example.

Network 201.201.250.0

Network mask255.255.0.0

Switch Address201.201.250.1

NMS address:150.124.100.1

SNMP community:cascade

Interface -> NMSindirect Ethernet (through a gateway device)
Gateway to NMS150.124.100.2

Ethernet IP 152.148.81.69
2. When prompted, entgesor no to confirm that this information is correct.
3. When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!
Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using a Direct Trunk

1. Select 3 for Direct Trunk. At the following prompts, enter the appropriate
response and press Return after each entry.

What card type is used for the trunk?
1 8 port DS3
2 8 port E3
3 4 port OC3/STM1
4 1 port OC12/STM4
5 8port T1
6 8 port E1
Enter choice: 1

Enter the slot # of the trunk card: 3

Enter the port number of the trunk: 1

Enter the local trunk interface # of the trunk: 10
Enter the remote trunk interface # of the trunk: 100

Enter the IP address of the switch at the remote end:
201.201.201.14

Enter the Cell Payload Scrambling Mode:
1 Disabled
2  Enabled

Enter Choice: 1

Enter Cell Mapping Mode:

1 PLCP

2  Direct Mapping
Enter Choice: 1

Configuration selected:
Network: 201.201.201.0
Network mask: 255.255.0.0
Switch address: 201.201.201.1
NMS address: 152.148.21.20
SNMP community: cascade
Interface->NMS:Direct Trunk(adjacent switch)
IP address of SWITCH at the remote end: 201.201.201.14

Remote trunk interface #: 100
Card type: 8 port DS3
Slot number: 3

Port number: 1

Local trunk interface #: 10

Cell payload scrambling: Disabled

Cell mapping mode: PLCP
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2. When prompted, entgesor no to confirm that this information is correct.
3. When it receives confirmation, the system displays the following:
Committing
Preliminary installation completed!
Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.

Using an ATM Optimum Cell Trunk

1. Select 4 for ATM OPTimum Trunk. At the following prompts, enter the
appropriate response and press Return after each entry.

What card type is used for the trunk?
1 8portDS3

8 port E3

4 port OC3/STM1

1 port OC12/STM4

8port Tl

8 port E1

OO WN

Enter choice: 1

Enter the slot # of the trunk card: 3

Enter the port number of the trunk: 1

Enter the local user link (feeder) interface # of the trunk: 9
Enter the local trunk interface # of the trunk: 10
Enter the remote trunk interface # of the trunk: 100

Enter the IP address of the switch at the remote end:
201.201.201.14

Enter the Cell Payload Scrambling Mode:
1 Disabled
2 Enabled

Enter Choice: 1

Enter Cell Mapping Mode:
1 PLCP
2 Direct Mapping

Enter Choice: 1

Enter VPI for local OPTimum trunk endpoint: 5
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Configuration selected:
Network: 201.201.201.0
Network mask: 255.255.0.0
Switch address: 201.201.201.1
NMS address: 152.148.21.20
SNMP community: cascade
Interface->NMS: ATM Optimum Trunk (adjacent switch)
IP address of SWITCH at the remote end: 201.201.201.14

Remote trunk interface #: 100
Card type: 8 port DS3
Slot number: 3

Port number: 1

Local trunk interface #: 10

Local user link (feeder) interface # 9

Cell payload scrambling: Disabled
Cell mapping mode: PLCP
VPI 5

When prompted, entgesor no to confirm that this information is correct.
3. When it receives confirmation, the system displays the following:

Committing

Preliminary installation completed!

Use the NMS to complete the full installation.

4. When prompted, entgesto reboot the switch.
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Using PRAM Functions

This section describes the various PRAM functions and their use.

Synchronizing PRAM

Whenever you download an initialization-script file from the NMS to the switch for
thefirst time you must synchronize PRANPRAM Syngfor the switch to receive
complete configuration information. Occasionally you may also need to synchronize a
switch to correct a mismatch between the NMS database and the configuration that
resides in switch PRAM. This situation occurs when you use the NMS to make
modifications to a switch that is unmanaged or not actively communicating with the
NMS (unreachable) or if changes are made to the switch using console commands.

The Synchronize PRAM function enables you to correct inconsistencies between the
NMS database and switch PRANable A-2describes the object status indicators that
identify these inconsistencies.

Table A-2. Object Status Indicators

Object Color

Description

Yellow

An I/O module in the switch may be out of sync. Display the Switc
Back Panel dialog box and review the status of each module. If
necessary, synchronize PRAM (s&lsing PRAM Functions” on
page A-29. If the switch does not turn green, seeNlawisCore
Diagnostic and Troubleshooting Guittereview background
diagnostic statistics.

Wheat

The switch object is not managed. Yomanagen object to prevent
the NMS from polling the object while you configure it. To manage
object, select Manage Object from the Map menu.

an

Red

The indicated object is in a failed state and cannot actively
communicate with the NMS.

Green

The indicated objects/switches are actively communicating with th
NMS.

A-26

NavisCore NMS Getting Started Guide



Downloading the Configuration
Using PRAM Functions

For more information about monitoring the network, seéNna@sCore Diagnostic
and Troubleshooting Guide.

Before you synchronize a switch, verify that you have defined the following, as
described irChapter 5

NMS IP Address
Community Name

Read/Write privileges

> CPU-intensive operations such as PRAM synchronization can cause Navil;Core

to drop node polls. To avoid this problem, increase the amount of time betjveen
SNMP retries. Edit théopt/CascadeView/etc/ cascadeview.cfie and
increase the CV_SNMP_RETRY_INTERVAL value from 30. This value is i
tenths of a second.

-

Ascend recommends a value of 1.5 seconds for a configuration with 10 toj15
simultaneous instances of NavisCore and more than 15 switches in the ngqtwork.
This change takes effect when you restart HP OpenWindows.

See the following sections to PRAM-synch a switch:
e “Synchronizing STDX 3000/6000 Switches” on page A-28

e “Synchronizing B-STDX, CBX, and GX Switches” on page A-29
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Synchronizing STDX 3000/6000 Switches

To synchronize an STDX 3000/6000 switch:

1. Select the switch to synchronize and from the Misc menu, select
NavisCorell Logon and enter the operator password. (You can only synchronize
one switch at a time.)

2. From the Administer menu, select Ascend ParaméteB8et Parameters. The
Switch Back Panel dialog box appears.

3. Choose the PRAM command. The Pram Sync dialog box appears.

A| NavisCore — Pram Sync

# Synchronize PRAM
+ Erasze PRAM
+ Upload PRAH

+ Generate PRAM

0Ok | Cancel |

Figure A-3. Pram Sync Dialog Box

4. Select Synchronize PRAM and choose OK. This sends the binary image of the
configuration to the switch, causing it to warm boot. When the switch reboots, all
physical ports, logical ports, PVCs, and active sessions stall. If you have a heavily
configured switch, it may take several minutes to reboot.

> If you made only minimal changes to the switch configuration, you can
synchronize PRAM at a later time to avoid interrupting network operation.
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Synchronizing B-STDX, CBX, and GX Switches

To synchronize a B-STDX, CBX, or GX switch:

1. Select the switch to synchronize and from the Misc menu, select
NavisCorell Logon and enter the operator password. (You can only synchronize
one switch at a time.)

2. From the Administer menu, select Ascend Paramé&teg&et Parameters. The Set
Switch Back Panel dialog box appears.

3. Select the 1/O module to synchronize.

> If you changed some switch attributes, such as the management path, yo§i must

synchronize the processor module before you synchronize any I/O modulgs. If
you need to synchronize more than one module, always synchronize fromythe
processor module first. Then work your way toward the module with the higghest
slot ID.

4. Choose the PRAM button. The Pram Sync dialog box appearSi(gee A-3 on
page A-28.

5. Select Synchronize PRAM and choose OK. This sends the binary image of the
configuration to the selected module, causing it to perform a warm boot. When the
module reboots, all physical ports, logical ports, PVCs, and astissions stall
for approximately 0-30 seconds. If you have a heavily configured module, it may
take several minutes or more to reboot.

> If you made only minimal changes to the configuration, you can synchronige
PRAM at a later time to avoid interrupting network traffic.
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Generating PRAM

The Generate PRAM function generates SNMP set commands to configure PRAM
but does not upload the switch configuration file to the NMS. This feature enables you
to view the configuration file before uploading it to the switch.

To generate PRAM:

1. Select the switch and from the Misc menu, select
NavisCorell Logon and enter the operator password.

2. From the Administer menu, select Ascend Paramé&teB8et Parameters. The
Switch Back Panel dialog box appears.

3. Choose the PRAM command. The Pram Sync dialog box appegusg A-3 on
page A-28.

4. Select Generate PRAM and choose OK. This sends the SNMP set commands to a
configuration file. SeéUploading PRAM” section for information on how to
upload the configuration file to the switch.

Uploading PRAM

Occasionally the switch configuration file for a specific I/O module and the
configuration in the NMS database do not match. A mismatch can occur when you
upgrade your switch software, make a change through network management software
(NavisCore), or change a switch configuration through SNMP commands or the MIB.

The Upload PRAM function requires the following software:
* NavisCore 4.0

» STDX switch software, Release 2.4

+ B-STDX switch software Release 6.0

« CBX 500 switch software, Release 3.0

¢ GX 550 switch software, Release 1.0

A-30
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Supported PRAM Objects

Upload PRAM currently supports the following objects:
* Physical ports

» Logical ports (except trunk ports)

* |P objects excluding Multipoint-to-Point Tunneling (MPT) Point-to-Point
connections

Guidelines for Using Upload PRAM
Before you use the Upload PRAM function, review the following points:

* Use the Upload PRAM function to resolve PRAM conflicts by viewing the switch
configuration file stored in PRAM. This enables you to compare the configuration
file in the switch (PRAM) to the configuration file in the NMS database.

* Use the Upload PRAM function to replace the configuration file in the NMS
database with the switch configuration file.

* Use Upload PRAM to add objects from switch PRAM to the NMS database, as
long as the objects being added do not conflict with existing objects in the
database; for example, the NMS database already contains a switch with that
name.

* Use Upload PRAM to delete objects from the database. Due to the
interdependency of objects in the databhse;arefulwhen you use Upload
PRAM to delete objects from the database. In general, make sure there are no
dangling objects (i.e., objects without a parent) in the switch before applying
Upload PRAM. For example, deleting a logical port without first deleting all
associated individual addresses or address screens, creates dangling objects and
causes a problem during the Upload PRAM process.
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Uploading a Switch Configuration File

To upload the switch configuration file stored in PRAM:
1. On the network map, select the switch object.

2. From the Administer menu, select Ascend Paramete8et Parameters. The
Switch Back Panel dialog box appears, displaying the back panel of the selected
switch.

3. Select either the I/O module or the processor module and choose the PRAM
button. The PRAM Sync dialog box appears (Seere A-3 on page A-28

4. Select Upload PRAM and choose OK. The Card PRAM Upload and NMS
Synchronization dialog box appears (5égure A-9).

A| Card PRAM Upload and WHS Suynchronization

Suitch Mane: ITulsa_240_3

Slot ID: |5

Records Records
Different Uploadable

Ttems found in Switch Only I I

Ttems found in NMS Only I I

Items in Both MMS and Switch I I

Differences Listed in file:

I
K =

Compare PRAH |

| Close

Clear | Abort |

Figure A-4.  Card PRAM Upload and NMS Synchronization Dialog Box
5. Choose Compare PRAM.

The dialog box displays information about the number of inconsistencies between
the PRAM configuration file and the NMS database. If the field displays a zero,
there are no differences between the PRAM and NMS configuration files.

An itemcan be a single physical port or logical port definition. Item fields include:

Items in the NMS only— The item exists in the NMS database, but not in the
switch PRAM. This discrepancy occurs when you make configuration changes to
an unmanaged switch.

Items found in Switch only— The item exists in switch PRAM but not in the
NMS database. This situation occurs when you configure a switch, using a
third-party network management station or use the MIB to change configuration
information.
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Items found in both NMS and Switch— This item exists in both places but

there are discrepancies in the configuration. This can happen if you modified the

configuration directly from the console. For example, if you used console

commands to change the admin status of a logical port, the logical port definition

in switch PRAM indicates that the logical port is Down; the NMS database

records indicate the logical port is Up. These discrepancies can also occur if a

PRAM synchronization or SET fails.

The dialog box displays the name and location of the file that contains the

inconsistencies.

6. Choose View to compare the files. (See the examgfegure A-5)

Yiew Pram Comparizon File

File: IHtFtpbootHcv,chSyncF1lasHCobra‘P04‘diF

Fri Jan 5 09:05:15 1336

PRAM Comparizon

Time: Fri Jan 5 09;05:15 1936

Switch Upload Sunc Filed /tftpboot/cv_cfgSuncFiles/Cobra,Co4
NHS Sync File: ftftphoot/ov_cfgSyncFiles/Cobra, P04

Switch Yersion

MMS Version

CARD:

card_log_slotid = 4
card_isdn_swu_type = 2
card_isdn_nfas_dchan_per_card = 1
card_izdn_charnel_id = 1

CARDY
card_log_slotid = 4
card_isdn_su_type = 0

card_isdn_nfas_dchan_per_card = 0
card_isdn_channel_id = 0

LPORT:

lport_key = 2
pport_slotid =4
pport_id = 2

lport_id = 1
lport_lmi_async_dly = 3

LPORT
lport_key = 2
pport_slotid =4
pport_id = 2
lport_id = 1

lport_lmi_async_dly = 0

PPORT:

pport_id = 1
pport_slotid = 4
pport_datarate = 9600
pport_isdn_pri =2

PPORT:

pport_id = 1
pport_slotid = 4
pport_datarate =0
pport_isdn_pri =0

PPORT:

pport_id = 2
pport_slotid = 4
pport_datarate =
pport_isdn_pri =

PPORT:

pport_id = 2
pport_slotid = 4
pport_datarate

=0
pport_isdn_pri = 0

Close

Figure A-5. View PRAM Comparison File Dialog Box
7. Choose Close to return to the Card PRAM Upload and NMS Synchronization

dialog box.
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8. To synchronize the configuration information between switch PRAM and the
NMS database, do one of the following:

* Choose the Update NMS Database command to use the configuration stored
in switch PRAM.

» Choose close to use the configuration stored in the NMS database and update
PRAM using the Synchronize PRAM command (refgrdge A-29.

9. RepeatStep 3throughStep 8for each I/O module to complete the configuration
upload process.

> If an error occurs during the upload process, a message dialog appears. After
closing this dialog box, you can choose Update NMS Database to continu the
upload process for the remaining physical port and logical port definition.
If there are problems with the PRAM configuration file, refepdge A-26for
instructions to download the configuration file stored in the NMS database

Erasing PRAM

Occasionally you must download the initialization-script file to switch PRAM if you
suspect the switch PRAM configuration file is incorrect. If you experience problems
with a new release of switch software, you might also have to download the file as part
of a switch downgrade or upgrade procedure. Before you download the file, you must
first clear the existing switch configuration file from PRAM using the Erase PRAM
function.

See the following sections to erase PRAM on a switch:
e “Clearing STDX PRAM” on page A-35

e “Clearing B-STDX, CBX, and GX PRAM” on page A-36
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Clearing STDX PRAM

To remove an existing configuration from the STDX 3000/6000:

1.

Install a console terminal to the serial management port on the Packet Processor
(PP).

Force a line break condition to the switch to display the > prompt.
At the > prompt, enter the following:

login debug

password: [your debug password]

If you do not know your debug password, contact the Ascend Technical
Assistance Center.

At the ## prompt, enter the following:

## reset pram

At the “Are you sure (YES/NO)?” prompt, endES (uppercase).
At the ## prompt, enter the following:

## reset system

At the “Are you sure (YES/NO)?” prompt, endES (uppercase).
The system displays the following message:

resetting switch, stand by...

Once the switch comes up (approximately 1-2 minutes), a >> prompt appears,
indicating you have successfully erased PRAM and the switch can accept a new
initialization-script file download. Verify that all I/O modules are up and active.
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Clearing B-STDX, CBX, and GX PRAM

You can clear the existing PRAM configuration in the following ways:

Method 1— Use the NMS software to clear PRAM (recommended method).

Method 2 — Connect a console terminal and clear the PRAM on each 1/O module.
Use this second method as a backup.

Method 3— Use as a last resort and oalger consulting an Ascend TAC

representative.

Method 1

1. On the network map, select the switch for which you want to clear PRAM.

2. From the Administer Menu, select Ascend ParaméieBet Parameters.

3. Select each I/0 module (one at a time) and choose the PRAM button. The PRAM
Sync dialog box appears (Seigure A-3 on page A-23
Select Erase PRAM.
Choose OK.
Repeatstep 3throughStep 5until you erase the PRAM for each module.

Method 2

1. Install a console terminal to the network management port on the main processor
module. (See the section “Connecting a Console” in your hardware guide for
details)

2. Force aline break condition to the switch.

3. Enter a minimum of three characters for the login name and enter a valid

community name as the password (cascade is the default community name).

If you are using console authentication, call the Ascend Technical Assistafjice
Center for additional information. See at§stonfiguring Console
Authentication” on page 5-20

4. At the switchname> prompt, enter the following:

enable debug
Debug password: [your debug password]

If you are erasing PRAM on all I/O modules in the switch (including the
processor module) clear the PRAM on the highest numbered slot first and
continue to the lowest numbered slot (i.e., CP/SP/NP last).

A-36

NavisCore NMS Getting Started Guide



Downloading the Configuration
Using PRAM Functions

5. At the switchname ## prompt, enter the following:
reset pram [#]
where [#] is the module or slot number. [All] will reset all cards.
6. Atthe “Reset PRAM. Are you sure (YES/NO)?” prompt, eMES (uppercase).

Method 3

You should only use the following method as a last resort and only as instructed by an
Ascend TAC representative.

1. Latch down all the cards.

2. Install a connection from the NMS SPARCSstation to your switch’s network
management port. (See your hardware installation guide for details.)

3. Set both of the two-position dip switches (located on the front of the CP/SP/NP) to
the Off position (left).

Latch up all the cards.

Establish a terminal emulation session. Set the line parameters as follows:
19,200 baud, 8 bits, no parity.

6. Press Return.

7. Atthe % prompt, enter the following:
erase_pram
Wait for the prompt to appear.

8. Latch down all of the cards.

Set one or both of the main processor module’s two-position dip switches to the
On position, pointing to the right, away from the position numbers on the switch.

10. Latch up all of the cards.

Once the switch comes up (approximately 1-2 minutes), a >> prompt appears.
This prompt indicates that PRAM is erased on the CP/SP/NP only, and the switch
is ready for a new configuration file download.
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Upgrading Switch Software

This section describes how to install software on your switch, using the NavisCore
dual-software image feature (deigure A-9.

1. Verify that copies of the software images (.rom files) are located in the
[tftpboot/cv_switchSoftwamdirectory before you start the installation.

Verify that the TFTP daemon is running.
From the NavisCore map, highlight the switch.

From the Administer menu, select Ascend SwitdheBownload Switch
Software. The Download Switch Software dialog box appears-(gee= A-9.

=] Townload Suitch Softuare

Filter

| 7tftpboot /cu_suitchSof tusre/Aromn

Files

Directories

/EFEpl ares L 1
/tftpbootiev_suitchSoftuares, .

Atftpbootsov_switchSof tware/0Z_00_04_00

Atftpboot/ov_switchSoftuare 02_00_(d_02

/tftpboot/ev_switchSoftuare 02_00_0G_02

/tftpboot/ov_switchSof tware/04_01_05

Atftpboot/ov_switchSoftuare/04_02_06_00

Atftpboot/ov_switchSoftuares3,0

=) 1 < — - |

File Description or File Download Status:

Select Switches: Rebaot, AFter Dounloads
Suitch Hane M Ty

Rever=83_4 3.4 B-STDX 9000
Roxbury83_2 8.2 CER-500

SF170.2 1702 CBE-B00

SCgends_0 958 B-STDH 8000 Copy to overurite: A5t n %t B
an _2 2

Seatt]el?0_5 170.5  CBH-500 Inages to Run lhen Switch Reboots: Gt A Gt B
SetA SetB

Part ¥ Revision  Size  Description Part ¥ Revision  Size  Descripbion

Time elapsed before Download (secii

000815500  1,00,03,00 291764 NP Boot Flash [00-BOOI
TOOO30B500  1,00,03,00 1034783 NP Application [00-BOC
7000315300 1,00,03,00 264347 BIOL Boot Flash [00-B
TO00905300  1,00,03,00 42616 BIOL Application [00-]

7000915500 1,00,04,00 292602 NP Boot Flash [00-ROOC
7000305500 1,00,04,00 1108862 NP Application [00-ROC
7000915300 1,00,04,00 269447 BI01 Boot Flash [00-RC
7000305300 1,00,04,00 943927 BIOL Application [33-F

—n

) ) —

Selection

I/tftpbnnt/tv_swltthSnFtware/

Apply Filter Close Update Scresn

Figure A-6.  Download Switch Software Dialog Box
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5. Complete the fields describedTable A-3
Table A-3. Download Switch Software Dialog Box Fields

Field Description

Filter Specify the files that you want to list in the
Directories list box. Specify the following path tq
list all of the available switch code software:

[titpboot/switchSoftware/*rom*

and then press Enter or the Filter button to list the
available files.

Directories Lists the directories that match the criteria
specified in the Filter field.

File Description or File Lists a description of a selected file or if a file is
Download Status currently being installed, displays the status of the
download process.

Select Switches Select a switch for switch code download. Lists the
available switches on the map.

Reboot After Download Select Yes to indicate that you want to reboot the
switch after the download operation is complete|.
Select No to indicate that you do not want to rebpot
the switch after download.

Time Elapsed Before Download  Specify the number of seconds before the
download operation will occur. One (1) second i
the default value.

2]

Copy to Overwrite Specify Set A or B to indicate the software image
set that the new files will overwrite.

Images to Run When Switch Specify the image set that you will be using afte

=

Reboots the switch reboots.

Set A Lists all of the switch code files for Set A.
SetB Lists all of the switch code files for Set B.
Selection Lists the selected directory path.
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Using the Set Default Switch Software Function

The Set Default Switch Software function enables you to specify the default software
image that the switch will use following a reboot. The Download Switch Software
dialog box enables you to specify this information when you download the software.
You can modify this information on the Set Default Switch Software dialog box.

To set switch software defaults:
1. From the NavisCore map, highlight the switch.

2. From the Administer menu, choose Ascend SwitéheSet Default Switch
Software. The Set Default Switch Software dialog box app&ayare A-7) .

A| NavisCore - Set Default Switch Software

Set A SetB

Part # Revizion Size Deszcription Part # Revizion Size Dlescription

000915500 1,00,04,00 292502 NP Boot Flash [OO-ROOC FOO0915500  1,00,03,00 291754 NP Boot Flash [OO-BOOC

000908500 1,00,04,00 1106862 NP Application [OO-ROC FOO0905500  1,00,03,00 1034783 NP Application [OO0-BOC

TO00915300  1,00,04,00 269447 BIOL Boot Flash [O0-RC FO00915300  1,00,03,00 264347 BIOL Boot Flash [OO-EBC

TOOOI0R300  1,00,04,00 943927 BIOL Application [33-F FOO0905300  1,00,03,00 942616 BIOL Application [OO-E
K s B T
Images to Run When Switch Reboot=z: & Seth + SetB

0Ok Cancel

Figure A-7.  Set Default Switch Software Dialog Box
The dialog box displays two software image sets called Set A and Set B.

3. Select Set A or B as the software image set that the switch will use when it
reboots.

4. Choose OK.
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The NavisCore Configuration File

This appendix describes the NavisCore defaults configuratiorcditeadeview.cfg
This file is located iMopt/CascadeView/etehdcontains the default variables for
many Ascend switch software features.

Whenever you modify this file, you must restart NavisCore for the changes to take
effect. SeeChapter 2, “Administering NavisCordor instructions on stopping and
starting NavisCore.
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cascadeview.cfg Contents

To view the contents afascadeview.cfgenter:

more /opt/CascadeView/etc/cascadeview.cfg
#/bin/sh
# @(#)cascadeview.cfg (version: $Revision: 1.22 $Date$)
# CascadeView configuration file.
# Copyright 1994 Cascade Communications Corp.
# All rights reserved.
#
# Config for tracing:
CV_TRACE_ENABLED=0
CV_TRACEFILE=
export CV_TRACE_ENABLED CV_TRACEFILE
#
# Config for message catalogs:
CV_ERROR_MSG_CAT_PATH=/opt/CascadeView/nls/C/cascadeview-errors.cat
export CV_ERROR_MSG_CAT_PATH
#
# Config for database:
CVDB_TRACE_FILE_NAME=
export CVDB_TRACE_FILE_NAME
#
# Config for map application:
CV_DEF_ADDRESS_SIGNIFICANCE=2 #local
CV_DEF_NETWORK_NUMBER=152.148.0.0
export CV_DEF_ADDRESS_SIGNIFICANCE CV_DEF_NETWORK_NUMBER
#
# Config for switch initialization:
CV_SWITCH_INIT_FILE_DIR=/var/CascadeView/initFiles
export CV_SWITCH_INIT_FILE_DIR
#

B-2
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# Config for configuration sync.:
CV_SYNC_FILE_DIR=/tftpboot/cv_cfgSyncFiles
CV_SYNC_CHECK_DELAY=8

CV_SYNC_CHECK_INTERVAL=3

CV_SYNC_CHECK_COUNT=10

export CV_SYNC_FILE_DIR

export CV_SYNC_CHECK_DELAY CV_SYNC_CHECK_INTERVAL CV_SYNC_CHECK_COUNT
#

# Config for offline pram sync file name
CV_SYNC_FILE_OFFLINE_LIST=/tftpboot/cv_cfgSyncFiles/offline.Ist
export CV_SYNC_FILE_OFFLINE_LIST

#

# Config for SNMP management

CV_SNMP_IS_ENABLED=1

CV_SNMP_REQUEST_TIMEOUT=256

CV_SNMP_MAX_RETRIES=4

CV_SNMP_RETRY_INTERVAL=30
CV_SNMP_PUBLIC_COMMUNITY=public
CV_SNMP_READ_WRITE_COMMUNITY=constitution

export CV_SNMP_IS_ENABLED CV_SNMP_REQUEST TIMEOUT CV_SNMP_MAX_RETRIES
export CV_SNMP_RETRY_INTERVAL CV_SNMP_PUBLIC_COMMUNITY
export CV_SNMP_READ_WRITE_COMMUNITY

#

# Hostname of NMS IP address used in building SNMP requests.

# Only necessary if NMS workstation has more than 1 IP interface.

# Default is hostname of workstation having only 1 IP interface.

#
CV_SNMP_NMS_HOSTNAME=

export CV_SNMP_NMS_HOSTNAME

#
# Config for diagnostics (all time periods are in seconds):

#

CV_BG_DIAG_POLL_INTERVAL=3

CV_FG_DIAG_CHECK_DELAY=5

CV_FG_DIAG_CHECK_INTERVAL=1

CV_FG_DIAG_CHECK_COUNT=3
CV_DIAG_REASON_CATALOG=/opt/CascadeView/nls/C/cvDiagReasons.cat
export CV_BG_DIAG_POLL_INTERVAL CV_FG_DIAG_CHECK_DELAY
export CV_FG_DIAG_CHECK_INTERVAL CV_FG_DIAG_CHECK_COUNT
export CV_DIAG_REASON_CATALOG

#
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# Config for switch configuration:
CV_NODE_QOS_POLL_TIMER=300

export CV_NODE_QOS_POLL_TIMER

#

# Config for status monitoring (time periods are in seconds):
CV_STATUS_POLL_INTERVAL=90

export CV_STATUS_POLL_INTERVAL

#

# Config for physical port performance tuning:
#

CV_PPORT_DEF_DISCARD_HIGH=32
CV_PPORT_DEF_DISCARD_LOW=10
CV_PPORT_DEF_AQL_THRESHOLD=16

export CV_ENV_PPORT_DEF_DISCARD_HIGH
export CV_ENV_PPORT_DEF_DISCARD LOW
export CV_ENV_PPORT_DEF_AQL_THRESHOLD
#

# Config for SMDS Prefix Length: (temporary)

#

CV_SMDS_MASK_SIZE=6

export CV_SMDS_MASK_SIZE

#

# Disable SMDS Switching System

# 0 to enable and 1 to disable
CV_DISABLE_SMDS_SS=0

export CV_DISABLE_SMDS_SS

#

# Enable audit trail

#

CV_AUDIT_TRAIL_ENABLE=TRUE

export CV_AUDIT_TRAIL_ENABLE

#
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# Determine how frequent to refresh the out-of-sync flag from the database.
# 0 will be used to disable this feature and

# N implies out-of-sync flag will be refreshed for every N node poll intervals
#

CV_OUT_OF_SYNC_REFRESH_CNT=5

export CV_OUT_OF SYNC_REFRESH_CNT

#

# Enable HSSI PPort over clocking

# Warning: User is not recommended to enable this feature because overclocking
# the HSSI pport may cause instability to the HSSI card.

#

CV_ENABLE_HSSI_PPORT_OVERCLOCKING=FALSE

export CV_ENABLE_HSSI_PPORT_OVERCLOCKING

#

# Enable ATM OPTimum Trunk Bandwidth over subscribing.

#

CV_ENABLE_ATM_TRK_BW_OVERSUBSCRIBE=FALSE

export CV_ENABLE_ATM_TRK_BW_OVERSUBSCRIBE

#

# Override default max LPorts per STDX 3000/6000.

# <=0 or missing - use default (currently 150). > 0 - use this value.
CV_MAX_INTERFACES_PER_STDX=150

export CV_MAX_INTERFACES_PER_STDX
CV_POLL_SERVER_PORT=10888
CV_POLL_SERVER_ADDRESS=localhost

export CV_POLL_SERVER_PORT CV_POLL_SERVER_ADDRESS

#
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# ATM UNI logical port defaults.

#

# o0 "UNI Type" defaults can be "PUBLIC" or "PRIVATE"
# o0 "Connection Type" defaults can be "NET_ENDSYS" or "NET_NET"
#

CV_ATMUNI_UNI_TYPE_DEFAULT=PUBLIC
CV_ATMUNIDCE_CONN_TYPE_DEFAULT=NET_ENDSYS
export CV_ATMUNI_UNI_TYPE_DEFAULT

export CV_ATMUNIDCE_CONN_TYPE_DEFAULT

#

# Enable Move All Circuit
CV_ENABLE_MOVE_ALL_CIRCUIT=TRUE

export CV_ENABLE_MOVE_ALL_CIRCUIT

#

# Checking the card type for Move All Circuit
CV_MV_CKT_CARD_TYPE_CHECKING=TRUE
export CV_MV_CKT_CARD_TYPE_CHECKING

#

# VPN/Customer configuration

#

# CV_CUR_VPNCUST =[VPN | CUSTOMER ]
CV_CUR_VPNCUST=

CV_CUR_VPN_NAME=

CV_CUR_CUST_NAME=

export CV_CUR_VPNCUST

export CV_CUR_VPN_NAME

export CV_CUR_CUST_NAME

#

# Default Login settings

# CV_LOGON_TYPE =[OPERATOR | PROVISIONING]
#

#CV_LOGON_TYPE=OPERATOR

#export CV_LOGON_TYPE
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#
# 4 or 16 levels of circuit priorities

#

# CV_CKT_PRIORITY_LEVELS = [FOUR | SIXTEEN]
CV_CKT_PRIORITY_LEVELS=FOUR

export CV_CKT_PRIORITY_LEVELS

#
# Time interval to refresh QoS metrics (time periods are in seconds):

# Range is (300 to 1799)

#

#CV_OSPF_LSA_REFRESH_INTERVAL=0
export CV_OSPF_LSA_REFRESH_INTERVAL

#

# SNMP Trace FILE

#

CV_SNMP_TRACE_FILE=
export CV_SNMP_TRACE_FILE

#

# Cell Circuits defined as interworking

#

# CV_CELLCKT_TYPE = [NORMAL | INTERWORKING]
# CV_CELLCKT_TYPE = INTERWORKING

# export CV_CELLCKT_TYPE

#

# enable Config for PRAM Upload Abort button; 1 to enable;

# otherwise to disable
#

CV_PRAM_UPLOAD_ABORT_ENABLED=1

export CV_PRAM_UPLOAD_ABORT_ENABLED

#

# enable 310 bulk Iport creation

# CV_310_BULK_LPORT=[TRUE | FALSE] default is disabled
CV_310_BULK_LPORT=TRUE

export CV_310 BULK_LPORT
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Network distribution evaluation interval.

o CV_NET_DIST_EVAL_INTERVAL is the number of seconds to pause

between evaluations when determining the network distribution

#

#

#

#

# of a distributed Cascade object. To be used when defining an

# evaluation threshold for a Cascade distributed object. Allowable
# values are "1" to "60".

#

CV_NET_DIST_EVAL_INTERVAL=2

export CV_NET_DIST_EVAL_INTERVAL

SVC Closed User Groups network distribution evaluation threshold.

0 CV_SVC_CUG_NODE_EVAL_THRESH is the number of nodes (out of all of
the nodes in the network to be evaluated) on which to match configured
SVC addresses against a member rule regular expression at one time
before pausing for CV_NET_DIST_EVAL_INTERVAL seconds. A value of
zero ("0") results in all nodes in the network being evaluated at
once with no pause.

0 CV_SVC_CUG_LOGEFILE is the path and filename to log the results of
matching configured SVC addresses against a member rule regular
expression when determining whether or not a node belongs in a member
rule's network distribution. A valid value enables logging. A null
or invalid value disables logging. The CascadeView PID will be

appended to the filename.

H* OH OHF O H OH OH OF OH OB OH OFH OB OH OH O H OB

CV_SVC_CUG_NODE_EVAL_THRESH=0
CV_SVC_CUG_LOGFILE=

export CV_SVC_CUG_NODE_EVAL_THRESH
export CV_SVC_CUG_LOGFILE

#
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CBX 500 shared switching fabric thread bandwidth limit enforcement

When this variable is set to "TRUE" CascadeView will restrict the sum

of the logical port bandwidth on two IOMs sharing a common switching

#
#
#
#
# fabric thread to the thread's maximum supported bandwidth. Setting this
# variable to "FALSE" will disable this restriction and permit logical

# ports to oversubscribe the thread.

#

CV_ENFORCE_CBX500_THREAD_BW_LIMIT=TRUE

export CV_ENFORCE_CBX500 THREAD_BW_LIMIT

#

# Config for Loading Profile Rate Tables

#

CV_PROFILE_DISCARD_FILE=/opt/CascadeView/etc/cvDiscard.dat
CV_PROFILE_CONGESTION_FILE=/opt/CascadeView/etc/cvCongestion.dat
CV_PROFILE_RIF_FILE=/opt/CascadeView/etc/cvRif.dat
CV_PROFILE_RDF_FILE=/opt/CascadeView/etc/cvRdf.dat

export CV_PROFILE_DISCARD_FILE
export CV_PROFILE_CONGESTION_FILE

export CV_PROFILE_RIF_FILE

export CV_PROFILE_RDF_FILE

#

# Env variable to DISABLE Get Card Status action before an
# ADD or DELETE or MODIFY is performed on a Circuit object

#CV_CARD_STATS=DISABLE
#export CV_CARD_STATS

#

# Config for saving statistics directory

# Note: directory must be writable by others
#

CV_SAVE_STATS_DIR=

export CV_SAVE_STATS DIR

#

# Default trunk OSPF area

#
CV_DEFAULT_TRUNK_OSPF_AREA=0.0.0.1
export CV_DEFAULT _TRUNK_OSPF_AREA
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# Caching Dialogs

# To cache a dialog, and therefore only create one instance of it,

# set the CV_CACHE_SET_ALL_LPORTS_DIALOG environment variable to TRUE.
#

# Caching LPort screens

CV_CACHE_SET_ALL_LPORTS_DIALOG=

export CV_CACHE_SET_ALL_LPORTS_DIALOG

#

#

# The following environment variable allows the user to enable

# Drag and Drop. To do this, uncomment out the “export XENVIRONMENT”
# line and restart ovw.

#

XENVIRONMENT=/opt/CascadeView/app-defaults/CVEnableDragDrop

# export XENVIRONMENT

# end cascadeview.cfg

#

B-10 NavisCore NMS Getting Started Guide



The NavisCore Configuration File
cascadeview.cfg Variables

cascadeview.cfg Variables

Thecascadeview.cffjle contains the following variable descriptions:

CV_TRACE_ENABLED=0 — This trace tool variable is for Ascend Customer
Support diagnostic purposes only. Set to 1 to enable tracing.

CV_TRACEFILE — Specifies the location of the trace file.

CV_ERROR_MSG_CAT_PATH=/opt/CascadeView/nls/C/cascadeview-errors.cat
Sets the location of the error file that NavisCore usesnot modify this path and
filename.

CVDB_TRACE_FILE_NAME — Displays the trace filename for database trace.
This file is used by Ascend Customer Support in conjunction with the previous trace
variable.

CV_DEF_ADDRESS_SIGNIFICANCE=2 # local— Indicates that the addressing
scheme used for DLCIs is of local significance only. A DLCI must only be unique to a
logical port.Do not modify this value.

CV_DEF_NETWORK_NUMBER — Displays the internal IP address for the
Ascend network. The NMS uses this number to contact and communicate with the
gateway switch. This number must be a unique number within the LAN environment
and must not be the same as any external Ethernet addreShe®éer 3, “Creating

and Managing Network Mapgbdr more information about configuring the network
number for the NMS.

CV_SWITCH_INIT_FILEDIR=/var/CascadeView/initFiles — Sets the location
of the switch initialization filesDo not modify this path and filename.

CV_SYNC — These variables provide specific PRAM sync information:

CV_SYNC_FILE_DIR=/tftpboot/cv_cfgSyncFileSets the location of the
following PRAM synchronization filedo not modify this path and filename.

CV_SYNC_CHECK_DELAY=8
CV_SYNC_CHECK_INTERVAL=3
CV_SYNC_CHECK_COUNT=10

CV_SYNC_FILE_OFFLINE_LIST=/tftpboot/cv_cfgSyncFiles/offline.Ist
(B-STDX only— Sets the location of the offline PRAM synchronization filzs.not
modify this path and filename.

CV_SNMP_IS_ENABLED=1— This setting enables SNMPo not modify.

CV_SNMP_REQUEST_ TIMEOUT =256 — This variable is not used.
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CV_SNMP_MAX_RETRIES=4 — Specifies the number of retries the SNMP client
attempts before it declares a timeout. The default is 4. In larger networks where the
NMS is on a very busy LAN segment or is multiple hops away from the switch that
contains the Ethernet module, you may need to increase this value to 5.

CV_SNMP_RETRY_INTERVAL=30 — Specifies the amount of time (in tenths of a
second) between SNMP retries. CPU-intensive operations, such as PRAM
synchronization, can cause NavisCore to drop node polls. Increase the amount of time
between SNMP retries to avoid this problem. Restart OpenWindows if you modify

this value.

Ascend recommends a value of 30 seconds for a configuration with 10 to L5
simultaneous instances of NavisCore and more than 15 switches in the ndtwork.

CV_PUBLIC_COMMUNITY=public — Specifies the SNMP public community
name.

CV_SNMP_READ_WRITE_COMMUNITY=cascade — Specifies the default
master community name of the NMS. Each NMS you define must use this name.

CV_SNMP_NMS_HOSTNAME — Specifies an alternate SNMP hostname. Use
this variable if your NMS has more than one IP interface. The default for this variable
is the NMS with one IP interface.

CV_BG_DIAG_POLL_INTERVAL=3 — This variable has no effect since
background diagnostics do not poll the background diagnostic result.

CV_FG_DIAG_CHECK_DELAY=5 — Sets the time delay (in seconds) that the
NMS waits before it sends the first PDU to check that foreground diagnostics are
complete.

CV_FG_DIAG_CHECK_INTERVAL=1 — The NMS sends a “check PDU”
multiple times until the diagnostics are complete. The CHECK_INTERVAL is the
interval (in seconds) between the check PDUs.

CV_FG_DIAG_CHECK_COUNT=3 — The CHECK_COUNT is the maximum
number of check PDUs that the NMS will send.

The value of CHECK_COUNT is used as the interval and the value of
CHECK_INTERVAL is used as the couio not modify these values.

CV_DIAG_REASON_CATALOG=/opt/CascadeView/nls/C/cvDiagReasons.cat
— This variable points to the catalog file that contains the diagnostics result strings.
Do not modify this path and filename.

CV_NODE_QOS_POLL_TIMER=300 — Sets the default value for the Quality of
Service (QoS) statistics for retrieving circuit data from the switches.
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CV_STATUS_POLL_INTERVAL=90 — The NMS node poll status interval
variable sets the time interval that NavisCore uses to poll the nodes in the network.
The default value is in seconds and the default is 5 minutes (300 seconds).

You can change the interval based on the number of users running NavisCore. A
system with 30 users polls approximately once every 10 seconds. This change takes
effect when you restart HP OpenView. In a configuration with 10-15 simultaneous
instances of NavisCore, 60 seconds is an acceptable value for this variable.

> The following “CV_PPORT_DEF” values are used for physical port
performance tunind®o not modify these values.

« CV_PPORT_DEF_DISCARD HIGH=32
« CV_PPORT_DEF_DISCARD LOW=10
« CV_PPORT_DEF_AQL_THRESHOLD=16

CV_SMDS_MASK_SIZE=6 (B-STDX only— Use this variable to modify the size

of the SMDS address mask for the entire network map. The mask size indicates the
number of address digits a switch uses to make a switching decision. Valid values are
1 through 15. A mask size of 0 will disable the SMDS switching system. For more
information, see thilavisCore SMDS Configuration Guide

CV_DISABLE_SMDS_SS=0(B-STDX only— Use this variable to enable (0) or
disable (1) the SMDS switching system for the entire NavisCore network. If you
modify this value, you must PRAM Sync each CP card in the network.

CV_AUDIT_TRAIL_ENABLE=TRUE — Use this variable to enable (TRUE) or
disable (FALSE) the Audit Trail utility. If you modify this variable, you must shut
down and then restart NavisCore. For more information about the Audit Trail utility,
refer to page 2-6.

CV_OUT_OF_SYNC_REFRESH_CNT=5— The map you display in each session

of NavisCore refreshes every N node polls, where N is the number of specified node
polls. To refresh, NavisCore checks the database for any out-of-sync conditions. Edit
this variable to modify the refresh rate. To disable this feature, set this variable to 0.

CV_ENABLE_HSSI_PPORT_OVERCLOCKING=FALSE (B-STDX only—

Use this variable if you must exceed the maximum HSSI module capacity. The total
bandwidth of all physical ports on the HSSI module can exceed the maximum module
capacity of 44.212 Mbps. However, this setting can cause frame errors if all physical
ports are running at full speed. To resolve this problem, set this variable to True.

CV_ENABLE_ATM_TRK_BW_OVERSUBSCRIBE=FALSE — If you set this
value to True, the total bandwidth of all ATM OPTimum trunk logical ports on a
single physical port can exceed maximum physical port bandwidth.
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CV_MAX_INTERFACES_PER_STDX=150— This value specifies the maximum
number of logical ports that can be defined on an STDX switch. You can set this value
between 0 and 254.

CV_ATMUNI_UNI_TYPE_DEFAULT=PUBLIC — This value is setto Public if at
least one end of this connection attaches to a public network. It is set to Private if this
connection resides completely within a private network. SeNakesCore Frame

Relay Configuration Guidfor more information about ATM UNI logical ports.

CV_ATMUNIDCE_CONN_TYPE_DEFAULT=NET_ENDSYS — This value is

set to Net_Endsys if this port connects to a router or host. It is set to Net_Net if this
port connects to another ATM switch. See NavisCore Frame Relay Configuration
Guidefor more information about connection types.

CV_POLL_SERVER_PORT=10888— This variable represents the port NavisCore
polls when using the Poll Server function. The default value is 10888. The value must
match the POLL_SRV_SRV_PORT. S&gpendix C, “Configuring Poll Serverfor

more information.

CV_POLL_SERVER_ADDRESS=localhost— This variable is required and

provides the IP address (in dot notation) of the node used to run the Poll Server. If the
Poll Server runs on the same node as NavisCore, this variable is set to a value of
“localhost.” Setting this variable and the CV_POLL_SERVER_PORT variable

enables Poll Server. Ségpendix C, “Configuring Poll Serverfor more information.

CV_ENABLE_MOVE_ALL_CIRCUIT=TRUE — If this variable is set to True,
the Move Circuit function is enabled for this network; if set to False, it is disabled. See
your switch configuration guide for information about the Move Circuit function.

CV_MV_CKT_CARD_TYPE_CHECKING=TRUE — The Move Circuit function
fails if the number of circuits moved exceeds the maximum allowed for the IOM. If
this variable is set to True, the NMS notifies you that this problem exists before you
move the circuit. If you set this variable to False, notification is not sent.

CV_CUR_VPNCUST — Indicates the current view (binding) for this map, either
VPN or Customer.

CV_CUR_VPN_NAME — If CV_CUR_VPNCUST indicates a VPN binding, this
variable displays the VPN name the map is using.

CV_CUR_CUST_NAME — If CV_CUR_VPNCUST indicates a customer binding,
this variable displays the customer name the map is using.

CV_LOGON_TYPE — This variable displays the logon privilege you enabled for
this map, either Operator or Provisioning.

CV_CKT_PRIORITY_LEVELS=FOUR — This variable represents the time
interval (in seconds) to refresh QoS metrics. Valid values are FOUR and SIXTEEN.
The range is 300 to 1799.
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CV_310_ BULK LPORT=FALSE — This variable adds the Bulk LPort Create
button to the Set All Lobical Ports dialog box. This feature is disabled by default.

CV_NET_DIST_EVAL_INTERVAL=2 — This variable represents the number of
seconds to pause between evaluations when determining the network distribution of a
distributed Ascend object. It is used when defining an evaluation threshold for an
Ascend distributed object. Valid values range from 1 to 60.

CV_SVC_CUG_NODE_EVAL_THRESH=0— This variable represents the

number of nodes (out of all the nodes in the network to be evaluated) on which to
match configured SVC addresses before pausing for the number of seconds identified
by the variable CV_NET_DIST_EVAL_INTERVAL. A value of zero (0) results in all
nodes in the network being evaluated at once with no pause.

CV_SVC_CUG_LOGFILE — This variable represents the path and filename used
to log the results of matching configured SVC addresses when determining if a node
belongs in a member rule's network distribution. A valid value enables logging. A null
or invalid value disables logging. The NavisCore process ID will be appended to the
filename.

CV_ENFORCE_CBX500_THREAD_BW_LIMIT=TRUE — When set to True,

this variable will restrict the sum of the logical port bandwidth on two IOMs sharing a
common switching fabric thread to the thread’s maximum supported bandwidth. A
False setting will permit logical ports to oversubscribe the thread.

CV_PROFILE — These variables specify the location of the default buffer threshold
and rate profile files used for the ATM FCP card. The ATM FCP uses these tables to
determine the available bandwidth, the rate increase factor (RIF), and the rate decrease
factor (RDF) for each VC on a port. See MavisCore ATMConfiguration Guiddor

more information.

CV_PROFILE_DISCARD_FILE=/opt/CascadeView/etc/cvDiscard-daets the
location of the default discard file for NavisCore.

CV_PROFILE_CONGESTION_FILE=/opt/CascadeView/etc/cvCongesticn.dat
Sets the location of the default congestion file for NavisCore.

CV_PROFILE_RIF_FILE=/opt/CascadeView/etc/cvRif-d&ets the location of
the default RIF file for NavisCore.

CV_PROFILE_RDF_FILE=/opt/CascadeView/etc/cvRdf-d8ets the location
of the default RDF file for NavisCore.

CV_CARD_STATS — This variable is used to disable the “Get Card Status” activity
before an add, delete, or modify is performed on a circuit object. This feature is
enabled by default.

CV_SAVE_STATS_DIR — This variable identifies the directory used for storing
various configuration statistics. The directory must have write privileges.

CV_DEFAULT_TRUNK_OSPF_AREA — This variable identifies the default trunk
OSPF area.
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The NavisCore Configuration File
cascadeview.cfg Variables

CV_CACHE_SET_ALL _LPORTS_DIALOG — This variable, when set to True,
caches a dialog.

XENVIRONMENT=/opt/CascadeView/app-defaults/CVEnableDragDrop—
This variable, when uncommented, enables drag and drop functionality. You may need
to restart HP OpenView.
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Configuring Poll Server

This release provides the optional Poll Server function, which does not run
automatically until you configure and start it. By using Poll Server, you can reduce
NavisCore’s status-polling overhead when there are multiple NavisCore users
monitoring the network simultaneously. If there are more than five NavisCore sessions
running, using the Poll Server is the most efficient way to poll the switches without
causing switch congestion.

The Poll Server acts like a daemon running in the background waiting for requests
from an NMS session. When the Poll Server receives a request for status information,
it polls the switch. Any additional NMS sessions requesting data receive status
information from the Poll Server directly.

> As a general guideline, with 40 consecutive users and 50 switches in the
network, the Poll Server uses approximately 2 MB of RAM.

To use the Poll Server, you must set corresponding parameters in both NavisCore and
the Poll Server’s environment variables. NavisCore uses these environment variables
to locate the Poll Server. If the environment variables are not set, NavisCore assumes
that Poll Server is not present and therefore communicates directly with the
switch(es).

NavisCore Environment Variables

The environment variables that configure Poll Server for NavisCore are set in the
cascadeview.cfjle (default directoryopt/CascadeView/eicThecascadeview.cfg

file sets these variables such that the Poll Server is disabled. If you make changes to
these variables inascadeview.cfgzou must start the Poll Server node and restart all
NavisCore sessions for the changes to take effect. For information about modifying
the cascadeview.cffile, seeAppendix B, “The NavisCore Configuration File”
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Configuring Poll Server
Poll Server Environment Variables

Table C-1describes the main parameters used to configure NavisCore to use the Poll
Server function.

Table C-1. Poll Server Parameters (in cascadeview.cfg)

Parameter Description

CV_POLL_SERVER_PORT The port NavisCore polls when using the Poll Server.| The
default is 10888. This parameter is required and must
match the POLL_SRV_SRV_PORT parameter (described
in Table C-3.

Note: As a minimum configuration, set this parameter t
10888, and se€V_POLL_SERVER_ADDRES® the
node where the Poll Server is running.

(=

CV_POLL_SERVER_ADDRESS IP address (in dot notation) of the node used to run the Poll
Server. If the Poll Server runs on the same node as
NavisCore, you can specify “localhost.” To use Poll
Server, you must set this variable.

1=

Note: As a minimum configuration, set this parameter t
the node where the Poll Server is running, and set
CV_POLL_SERVER_PORTo0 10888.

CV_STATUS POLL_INTERVAL (Optional) Status polling interval used by NavisCore. The
default is 300 seconds. This setting should be greater than
the POLL_TIME_INTERVAL setting.

Poll Server Environment Variables

You configure the “pollsrv” environment variables in thi@-pollsrv.shfile, which is
located in théopt/CascadeView/bidirectory.

Table C-2describes the main parameters used to configure the Poll Server function.

Table C-2. Poll Server Parameters (in run-pollsrv.sh)

Parameter Description
POLL_SRV_SRV_PORT (Optional) The port used to receive polls from NavisCore. This
setting must match the CV_POLL_SERVER_PORT setting
(described inrable C-1). The default is 10888.
POLL_SRV_COMMUNITY (Optional) The default value for the community name used|to

poll switches. The default is “public.”

POLL_TIME_INTERVAL (Optional) The polling interval used to poll switches. This
setting should be less than the
CV_STATUS_POLL_INTERVAL setting. The default is 20
seconds.

C-2 NavisCore NMS Getting Started Guide



Configuring Poll Server
Minimum Configuration

Table C-2. Poll Server Parameters (in run-pollsrv.sh) (Continued)

Parameter Description

POLL_SRV_DEV_PORT (Optional) The port used when polling switches. This value|is
normally not changed. The default is 161.

POLL_SRV_DEV_TIMEOUT (Optional) The timeout value used when polling switches. The
default is 1500 milliseconds.

POLL_SRV_DEV_RETRIES (Optional) The number of retry attempts for polling. This
value is normally not changed. The default is 4.

Minimum Configuration

The minimal configuration that enables NavisCore to use the Poll Server is to set
CV_POLL_SERVER_PORT to 10888 and CV_POLL_SERVER_ADDRESS to the
node where the Poll Server is running. If the Poll Server runs on the same node, a
value of “localhost” can be used. If these environment variables are not set, NavisCore
will poll the switches directly.

The Poll Server expects that the community string to be sent to the switch will be
embedded in the string that is sent from the client. If this is not found, it will use the
environment variable POLL_SRV_COMMUNITY as the community name for the
switches. The same value is used for all switches.

The Poll Server periodically refreshes its cached values. The expiration time for a
value is given by POLL_TIME_INTERVAL. This value should be lower than the
CV_STATUS_POLL_INTERVAL, because values collected more frequently than the
POLL_TIME_INTERVAL will not reflect changes.
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Configuring Poll Server
Starting and Stopping Poll Server

Starting and Stopping Poll Server

This section describes how to start and stop the Poll Server function. The following
steps assume the default NavisCore directofgpgCascadeViewf your default
directory is in a different location, substitute accordingly.

> When starting and stopping Poll Server (pollsrv), be sure to exit and restaft all
NavisCore sessions to take advantage of the configured polling service.

Starting Poll Server

To start the Poll Server:
1. Asthe root user, enter the following command to start the Poll Server (pollsrv):

/opt/CascadeView/bin/start-pollsrv.sh

This command adds the “run-pollsrv.sh” entry in fte/inittabfile and starts the
pollsrv process.

2. Edit/opt/CascadeView/etc/cascadeviewasgfollows:

Locate and uncomment the following CV_POLL_SERVER environment
variables:

CV_POLL_SERVER_PORT

CV_POLL_SERVER_ADDRESS

export CV_POLL_SERVER_PORT CV_POLL_SERVER_ADDRESS

Verify there is na# sign before the three environment variables.

(Optional) You may customize the Poll Server-related variables at this point.
Press the Escape key.

Enter:wq!

Any NavisCore sessions started after you complete these steps will use the Poll Server.
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Configuring Poll Server
Starting and Stopping Poll Server

Stopping Poll Server

To stop the Poll Server:
1. Asthe root user, enter the following command:

/opt/CascadeView/bin/stop-pollsrv.sh

This command removes the “run-pollsrv.sh” entry in/gte/inittabfile and stops
the pollsrv process.

2. Edit/opt/CascadeView/etc/cascadeviewasgfollows:

Locate and comment out the following CV_POLL_SERVER environment
variables:

CV_POLL_SERVER_PORT
CV_POLL_SERVER_ADDRESS

Any NavisCore sessions started after you complete these steps no longer use the
Poll Server.
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Glossary

A

absolute congestion

In Frame Relay, a congested condition in the network that occurs when the queue
length reaches a third threshold (64 buffers full), and there is no more room on the
queue for any packets, regardless of the type of packet.

address

The logical location or identifier of a network node, terminal, pc, peripheral device, or
location in memory where information is stored. See sdsCore

address mask

A bit combination used to describe which portion of an SMDS address refers to the
network (or subnet) and which part refers to the host. Sometimes referred to as mask.
See alseubnet mask

administration tool

A system administration utility, such as Solaris, that allows system administrators to
maintain and monitor system database files, printers, user accounts, and hosts through
a graphical user interface (GUI).

alarm
Message notifying an operator or administrator of a network problem.
Alarm Indication Signal

An error or alarm signal transmitted in lieu of the normal signal to maintain
transmission continuity to the receiving node indicating that there is a transmission
fault located either at the sending node or upstream of the sending node.
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alternate path

An optional automatic feature of OSPF (Open Shortest Path First) that reroutes the
PVC should a trunk fail within a manually defined path.

amber frames

Ascend’s own class of packet frames used to identify packets as they travel through
the Frame Relay network. The network forwards amber frames with the Discard
Eligible bit set; therefore the packet is eligible for discard if it passes through a
congested node.

American National Standards Institute

A private, non-governmental, non-profit organization, which develops US standards
required for commerce.

American Standard Code for Information Interchange

A code representing characters in binary form.

ANSI

SeeAmerican National Standards Institute

ASCII

SeeAmerican Standard Code for Information Interchange
ASCII text file

A file that contains only text characters from the ASCII character set. An ASCII file
can include letters, numbers, and punctuation symbols, but does not contain any
hidden text-formatting codes.

Asynchronous Transfer Mode

A method used for transmitting voice, video, and data over high-speed LAN and WAN
networks. See alseell relay.

ATM

SeeAsynchronous Transfer Mode
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B

backbone

The part of a network that carries the bulk of the network traffic, e.g. over Ethernet
cabling, fiber-optic cabling.

background diagnostics

Programs that run continuously in the background of the NMS to provide current
operating status for all active switches. These programs do not interfere with switch
operations.

bandwidth
The transmission capacity of a computer or a communications channel.
bandwidth-on-demand

A WAN feature that enables users to dial up additional bandwidth as their applications
demand.

baud rate
The number of bits per second (bps) on a serial link.
best-effort packets

Packets delivered to the best of the network’s ability, after the requirements for
delivering the guaranteed packets are met. Segaltsanteed packets

bit

A binary unit of measurement, which may be either a one or a zero.
bits per second

The number of bits transmitted every second during a data transfer.
blue alarm

An alarm signal, both on the NMS and switch, indicating that all one pulses are being
received.

bps

Seebits per second
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broadband network

A type of network that allows for the transmitting of large amounts of information,
including voice, data, and video over long distances using the same cable.

broadcast
A message that is sent to all users currently logged into the network.
burst mode

A method of data transmission in which information is collected and then sent in a
single high-speed transmission, rather than one character at a time.

byte

A series of consecutive binary digits that are operated upon as a unit (for example, an
eight-bit byte).

C

CBR

SeeConstant Bit Rate
cell

Any fixed-length data packet. For example, ATM uses fixed-length, 53-byte cells. See
alsocell relay:.

Cell Loss Priority

A field in the ATM cell header that indicates the eligibility of the cell for discard by
the network under congested conditions.

cell relay

A form of packet transmission that uses a fixed-length, 53-byte cell over a
packet-switched network; also known as Asynchronous Transfer Mode (ATM).

CIR
SeeCommitted Information Rate
circuit

A communications channel or path between two devices.

Glossary-<.
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circuit switching

A temporary communications connection that is established as needed between a
sending node and a receiving node.

client

A device that makes use of the services provided by a server.
CLP

SeeCell Loss Priority

Committed Information Rate

The rate at which the network agrees to transfer information under normal conditions.
The rate is averaged over a minimum increment of time, Tc.

community names

The name given to an SNMP community for purposes of identification. A member has
associated access rights: read-only or read/write. The Ascend switch has the following
default community names: public (read-only) and cascade (read/write).

congestion

The point at which devices in the network are operating at their highest utilization.
Congestion is handled by employing a congestion avoidance mechanism. See also
mild congestionabsolute congestiQmndsevere congestion

connectivity

The degree to which any given computer or application can cooperate with other
network components in a shared-resource network environment.

Constant Bit Rate

A Quality of Serviceclass defined by the ATM Forum for ATM networks. CBR is
used for connections that depend on precise clocking to ensure undistorted delivery of
bits.

Control Processor

A module that makes up the hardware architecture of a B-STDX 9000 switch. A CP
provides network and system management and routing functions in support of the
real-time switching functions provided by the multiple, 10 Processor modules (IOPs).

CP

SeeControl Processar
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D

daemon

A special type of program that, once activated, starts itself and carries out a specific
task without user intervention. Daemons typically handle tasks that run repeatedly,
such as printing, mail, and communications.

data bits

In asynchronous transmission, the bits that actually contain the data being sent. Also
called “payload” in some transmission methods.

Data Link Connection Identifier
A 10-bit address that identifies PVCs.
data packet

One unit of information transmitted as a discrete entity from one network node to
another. In packet-switched networks, a data packet is a transmission unit of a fixed
maximum length that contains a header, a set of data, and error control information.

define path

A function that allows a manual path to be defined for the PVC, thereby bypassing the
OSPF (Open Shortest Path First) algorithm to make PVC routing decisions.

destination address

The address portion of a packet or datagram that identifies the destination node.
DLCI

SeeData Link Connection Identifier

domain

A network community of users sharing the same database information.

E

Explicit Forward Congestion Indication

One of the congestion feedback modes allowed in the Available Bit Rate (ABR)
service. In the EFCI marking mode, the switch sets a bit in the headers of forward

cells to indicate congestion; these are then turned around at the destination end system
and sent back to the source end system.

Glossary-£i
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EFCI
SeeExplicit Forward Congestion Indication
environment variable

A system- or user-defined variable that provides information to the UNIX shell about
the operating environment.

Extended Superframe Format

In Frame Relay, a frame structure that extends the DS1 superframe structure from 12
to 24 frames, for a total of 4632 bits. This format redefines the 8-Kbps channel
consisting of framing bits previously used only for terminal and robbed-bit signaling
synchronization.

F
failed LED

A red status indicator that indicates a fatal system fault (such as a system crash).
Flow Control Processor

A processor that supports ATM traffic management through binary, hop-by-hop,
closed-loop flow-control algorithms.

FCP
SeeFlow Control Processor
Frame Relay

A type of data transmission based on a packet-switching protocol, with transmission
rates up to 2 Mbps. Frame Relay provides for bandwidth-on-demand.

Frame Relay Assembler/Disassembler

A function that enables a logical port to perform Frame Relay
encapsulation/de-encapsulation for HDLC/SDLC-based protocols. The FRAD
function encapsulates HDLC/SDLC traffic entering an Ascend Frame Relay network
and de-encapsulates it upon exiting the network. This function is restricted to one
point-to-point PVC.

Frame Relay RFC1294 Multi-protocol Encapsulation

A specification allowing for a single circuit to be established between two devices.
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G

gateway

A shared connection between a LAN and a larger system (such as a mainframe
computer), or a large packet-switched network whose communication protocols differ.

globally significant DLCI

A feature of the Local (or Link) Management Interface (LMI) enhancement to Frame
Relay that enables DLCIs to use the same connection-identification scheme across the
network (global values) to specify individual end devices.

good LED

A green status indicator on an Ascend switch that indicates normal system status and
operation during the system-boot process.

green frames

Ascend’s own class of packet frames used to identify packets as they travel through
the network. Green frames are never discarded by the network except under extreme
circumstances, such as node or link failure.

group addressing

The ability to send a single datagram/packet to multiple locations.
guaranteed packets

Data delivered according to some time constraint with high reliability.
H

HDLC

SeeHigh-level Data Link Control

High-level Data Link Control

An international protocol defined by ISO. In HDLC, messages are transmitted in
variable-length units known as frames.

High-Speed Serial Interface

A high-speed interface (up to 52 Mbps full duplex) between a DTE and a DCE. The
DCE provides the timing for the interface. HSSI can operate over a 50 ft- (15m)
shielded twisted-pair cable.

Glossary-£&
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host name
A unique name identifying a host system.
HP OpenView

The UNIX-based network management application used with NavisCore on an NMS
to manage an Ascend switch network.

HSSI
SeeHigh-Speed Serial Interface

indirect Ethernet

A LAN topology or an extended LAN where the NMS and the switch reside on
different LANs and must use a router for access.

Input/Output Adapter

A module that connects the various IOP and IOP Plus modules in a switch. IOA
configurations vary according to the specific IOP module they support.

Input/Output Module

A module in a switch that manages the lowest level of a node’s trunk or user interface.
HSSI can operate over a 50-ft (15m) shielded twisted-pair cable.

Input/Output Processor

A module in a switch that manages the lowest level of a node’s trunk or user interface.
An I0P performs physical data link and multiplexing operations on external trunks
and user links.

Integrated Services Digital Network

A CCITT standard for a worldwide digital communications network, intended to
replace all current systems with a completely digital transmission system.

internal clocking

A hardware function of the Ascend switch that provides the transmit and receive
clocks to the user equipment.

internal testing

A hardware diagnostic that performs an internal loopback test on the I/O card and
other cards.
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Internet Protocol
The TCP/IP session-layer protocol that regulates packet forwarding.
Internet Protocol address

A 32-bit address assigned to hosts using TCP/IP. The address is written as four octets
separated with periods (dotted decimal format), which are made up of a network
section, an optional subnet section, and a host section.

ISDN

Seelntegrated Services Digital Network
IOA

Seelnput/Output Adapter
IOM

See Input/Output Module.
IOP

Seelnput/Output Processor
IP

Seelnternet Protocal

IP address

Seelnternet Protocol address
K

Kbps

Kilobits per second.
keep-alives

A series of polling messages used in the Local (or Link) Management Interface (LMI)
of a Frame Relay port to verify link integrity between devices.

L
LAN

SeelLocal Area Network
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LAP
Seelink-state routing protocol
LAP-B

A bit-oriented data-link protocol used to link terminals and computers to packet-
switched networks.

LED
SeelLight Emitting Diode
Light Emitting Diode

A semiconductor light source that emits light in the optical frequency band (visible
light) or the infrared frequency band. A major light source for optical fiber
transmission, LEDs are used with multimode optical fiber in applications that require
a low-cost light source. See alsood LEQ marginal LED andfailed LED.

link-state routing protocol

A sophisticated method of determining the shortest paths through the network. See
alsoOpen Shortest Path First

load balancing

A technique that distributes network traffic along parallel paths to maximize the
available bandwidth while providing redundancy at the same time.

Local Area Network

Any physical network technology that connects a number of devices and operates at
high speeds (10 Mbps through several gigabits per second) over short distances.
Compare withVide Area Network

locally significant DLCI

In Frame Relay, an identifier or address that specifies a local router, PVC, SVC, or
endpoint device. It is reusable at non-overlapping endpoints and allows for scalability.
Compare withglobally significant DLCI

logical port

A configured circuit that defines protocol interaction.
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M

management DLCI

A value that specifies a PVC or SVC from a LAN connected via a router to a Ascend
switch over a Frame Relay network.

Management Information Base

The set of variables forming a database contained in a CMIP or SNMP-managed node
on a network. Network management stations can fetch/store information from/to this
database.

marginal LED

An amber status indicator on a switch module that indicates a non-fatal system fault
(such as low memory).

Mbps

Megabits per second.

MIB

SeeManagement Information Base
mild congestion

In Frame Relay, the state of a link when the threshold (more than 16 buffers by
default) is exceeded.

N

name server
A server connected to a network that converts network names into network addresses.
name service

A distributed database service that allows a single set of system configuration files to
be maintained for multiple systems on a network.

NavisCore

The UNIX-based graphical user interface used to configure and monitor an Ascend
switch network.
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network address

A network layer address refers to a logical, rather than a physical network device; also
called protocol address.

Network Management Station

A device used to configure and manage the network.
NMS

SeeNetwork Management Station

node

Any device such as a pc, terminal, workstation, etc., connected to a network and
capable of communicating with other devices.

node number
A unique number that identifies a device on the network.
node processor

A control module present in the GX 550 switch that controls the switch and interacts
with multiple input/output processor (IOP) modules.

O
Open Shortest Path First

A routing protocol that takes into account network loading and bandwidth when
routing information over the network. Incorporates least-cost routing, equal-cost
routing, and load balancing.

OPTimum trunking

A software function that allows public data networks based on Frame Relay, SMDS,
or ATM to be used as trunk connections between Ascend switches.

OSPF
SeeOpen Shortest Path First

P

packet

Any block of data sent over a network. Each packet contains sender, receiver, and
error-control information in addition to the actual message; sometimes called payload
or data bits.
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packet-switched network

A network that consists of a series of interconnected circuits that route individual
packets of data over one of several routes and services.

packet switching

Type of networking in which nodes share bandwidth with each other by intermittently
sending logical information units (packets). In contrast, a circuit-switching network
dedicates one circuit at a time to data transmission.

Parameter Random Access Memory

The PRAM on a switch that contains the module’s downloaded configuration file, and
which is stored in battery backup.

path

The complete location of a directory or file in the file system.d&éee pathand
alternate path

PDU
SeeProtocol Data Unit
Permanent Virtual Circuit

A logical connection across a packet-switched network that is always in place and
always available along a predetermined network path. Sew®idisal Circuit.

Point-to-Point Protocol
A protocol that provides router-to-router and host-to-network connections.

polling

An access control method in which one master device, such as the NMS, polls or
gueries other network devices, requesting them to transmit one at a time.

PPP
SeePoint-to-Point Protocal

PRAM

SeeParameter Random Access Memory
Protocol Data Unit

A unit of data consisting of control information and user data exchanged between peer
layers.
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PVC

SeePermanent Virtual Circuit

Q

QoS

SeeQuality of Service
Quiality of Service

A statistical report that specifies certain characteristics of network services, sessions,
connections, or links. For example, a NavisCore statistics report describes the lost
packets and round-trip delay measurements.

R

RADIUS

SeeRemote Authentication Dial-In User Service
Random Access Memory

The main system memory in a computer used for the operating system, applications,
and data.

RAM
SeeRandom Access Memory
red alarm

A T1 alarm condition indicating a loss of signal or loss of frame at the device’s local
termination point.

red frames

In Frame Relay, a type of frame to be discarded. Color designators green, amber, and
red identify packets as they travel through the network.

redundancy

The duplication of hardware or software within a network to ensure fault-tolerant or
back-up operation.

Remote Authentication Dial-In User Service

A distributed security system which uses an authentication server to solve the security
problems associated with remote computing.
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RIP
SeeRouting Information Protocol
router

An intelligent LAN-connection device that routes packets to the correct LAN segment
destination address(es). The extended LAN segments may or may not use the same
protocols. Routers link LAN segments at the ISO/OSI network layer.

routing
The process of directing data from a source node to a destination node.
Routing Information Protocol

A routing protocol that maintains a list of accessible networks and calculates the
lowest hop count from a particular location to a specific network.

routing protocol

A protocol that implements routing using a specific routing algorithm. Routing
protocols include IGRP, OSPF, and RIP.

S

Serial Line over Internet Protocol

A protocol that enables point-to-point serial communication over IP using serial lines
or telephone connections and modems.

serial management port
A management port on the Packet Processor card in an Ascend switch.
severe congestion

In Frame Relay, a state or condition that occurs when the queue size is greater than a
second predetermined threshold (32 buffers full). In this state, the continued
forwarding of amber and red packets jeopardize the successful delivery of green
packets.

shortest path routing

A routing algorithm that calculates the path distances to all network destinations. The
shortest path is then determined by a cost assigned to each link. Se8Rlso

Glossary-16

NavisCore NMS Getting Started Guide



Simple Network Management Protocol

A standard network management protocol used to manage and monitor nodes and
devices on a network.

SLIP

SeeSerial Line over Internet Protocol
SNMP

SeeSimple Network Management Protacol
SP

SeeSwitch Processor

subnet address

An extension of the Internet addressing scheme that allows a site to use a single
Internet address for multiple physical networks.

subnet mask

A 32-bit address mask used in IP to specify a particular subnet. Seeldisss mask.
superuser (root)

In UNIX, a user (also known as root) with special privileges. Only the superuser, for
example, can change the password file and edit major system administration files in
the /etc directory.

SvC

SeeSwitched Virtual Circuit

Switch Processor

A control module present in the CBX 500 switch that controls the switch and interacts
with multiple input/output processor (IOP) modules.

Switched Multimegabit Data Services
A high-speed WAN service based on the 802.6 standard for use over T1 or T3 circuits.
Switched Virtual Circuit

A logical connection across a packet-switched network providing as-needed
connections to any other node in the network. Seevaisal Circuit.
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synchronization

The timing of separate elements or events to occur simultaneously. In communications,
hardware and software must be synchronized so that file transfers can occur.

synchronous transmission
A data transmission method that uses a clock signal to regulate data flow.

T

telnet

The Internet standard protocol for remote terminal-connection services.
throughput

The actual speed of the network.

traffic shaping

In Frame Relay, a set of rules that describes traffic flow. The sender has a mechanism
to ensure that the transmission of its guaranteed packets behaves in a certain way. The
network knows what kind of traffic to expect, and can monitor the behavior of the
traffic.

Transmission Control Protocol

The Internet standard, transport-level protocol that provides the reliable, full duplex,
stream service on which many application protocols depend.

trap

An unsolicited message generated by an SNMP agent on a network device (e.g.
switch) due to a predefined event occurring or alarm threshold being exceeded, which
triggers an alarm at the NMS.

trunk
The communications circuit between two switches.
trunk backup

A configuration setting specified by a network operator via the NMS. The network
operator can initiate or terminate primary trunk backups at any time via the NMS.
Trunk backups take over a connection should the primary trunk fail.
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trunk failure

A condition (alarm) that occurs when the Ascend switch status indicates that a trunk is
no longer available.

trunk restoration

A process that reroutes the PVCs carried on the backup trunk, and frees up the circuit
on the backup trunk.

U

UDP

SeeUser Datagram Protocol
User Datagram Protocol

An unreliable transport-layer protocol from the TCP/IP protocol suite. It simply acts
as an interface to various applications through the use of different ports.

V

VvVC

SeeVirtual Circuit.

VCI

SeeVirtual Circuit Identifier.
Virtual Circuit

A logical circuit set up to ensure reliable communication between two network
devices. See ald®vCandSVC

Virtual Circuit Identifier

A 16-bit field in the ATM cell header that is used as an addressing identifier to route
cell traffic.

Virtual Path Identifier

An 8-bit field in the ATM cell header that is used as an addressing identifier to route
cell traffic.

Virtual Private Network

A network configuration that provides dedicated bandwidth and guaranteed
performance, reliability, and privacy.
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VPI

SeeVirtual Path Identifier
VPN

SeeVirtual Private Network
W

WAN

SeeWide Area Network
Wide Area Network

A network that usually consists of packet-switching nodes over a large geographical
area.
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