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ASCEND COMMUNICATIONS, INC. END-USER LICENSE AGREEMENT

ASCEND COMMUNICATIONS, INC. IS WILLING TO LICENSE THE ENCLOSED SOFTWARE
AND ACCOMPANYING USER DOCUMENTATION (COLLECTIVELY, THE “PROGRAM") TO
YOU ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF THE TERMS AND CONDI-
TIONS OF THIS LICENSE AGREEMENT. PLEASE READ THE TERMS AND CONDITIONS OF
THIS LICENSE AGREEMENT CAREFULLY BEFORE OPENING THE PACKAGE(S) OR USING
THE ASCEND SWITCH(ES) CONTAINING THE SOFTWARE, AND BEFORE USING THE
ACCOMPANYING USER DOCUMENTATION. OPENING THE PACKAGE(S) OR USING THE
ASCEND SWITCH(ES) CONTAINING THE PROGRAM WILL INDICATE YOUR ACCEPTANCE
OF THE TERMS OF THIS LICENSE AGREEMENT. IF YOU ARE NOT WILLING TO BE BOUND
BY THE TERMS OF THIS LICENSE AGREEMENT, ASCEND IS UNWILLING TO LICENSE THE
PROGRAM TO YOU, IN WHICH EVENT YOU SHOULD RETURN THE PROGRAM WITHIN
TEN (10) DAYS FROM SHIPMENT TO THE PLACE FROM WHICH IT WAS ACQUIRED, AND
YOUR LICENSE FEE WILL BE REFUNDED. THIS LICENSE AGREEMENT REPRESENTS THE
ENTIRE AGREEMENT CONCERNING THE PROGRAM BETWEEN YOU AND ASCEND, AND
IT SUPERSEDES ANY PRIOR PROPOSAL, REPRESENTATION OR UNDERSTANDING
BETWEEN THE PARTIES.

1. License Grant.Ascend hereby grants to you, and you accept, a non-exclusive, non-transferabl
license to use the computer software, including all patches, error corrections, updates and revisiol
thereto in machine-readable, object code form only (the “Software”), and the accompanying User
Documentation, only as authorized in this License Agreement. The Software may be used only on
single computer owned, leased, or otherwise controlled by you; or in the event of inoperability of tl
computer, on a backup computer selected by you. You agree that you will not pledge, lease, rent,
share your rights under this License Agreement, and that you will not, without Ascend’s prior writte
consent, assign or transfer your rights hereunder. You agree that you may not modify, reverse asst
reverse compile, or otherwise translate the Software or permit a third party to do so. You may mak
copy of the Software and User Documentation for backup purposes. Any such copies of the Softwe
the User Documentation shall include Ascend’s copyright and other proprietary notices. Except as
authorized under this paragraph, no copies of the Program or any portions thereof may be made t
or any person under your authority or control.

2. Ascend’s RightsYou agree that the Software and the User Documentation are proprietary,
confidential products of Ascend or Ascend's licensor protected under US copyright law and you will
your best efforts to maintain their confidentiality. You further acknowledge and agree that all right, t
and interest in and to the Program, including associated intellectual property rights, are and shall re
with Ascend or Ascend's licensor. This License Agreement does not convey to you an interest in 0
the Program, but only a limited right of use revocable in accordance with the terms of this License
Agreement.

3. License FeesrThe license fees paid by you are paid in consideration of the license granted und
this License Agreement.
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4. Term. This License Agreement is effective upon your opening of the package(s) or use of the
switch(es) containing Software and shall continue until terminated. You may terminate this License
Agreement at any time by returning the Program and all copies or portions thereof to Ascend. Asc
may terminate this License Agreement upon the breach by you of any term hereof. Upon such
termination by Ascend, you agree to return to Ascend the Program and all copies or portions there
Termination of this License Agreement shall not prejudice Ascend's rights to damages or any othe
available remedy.

5. Limited Warranty. Ascend warrants, for your benefit alone, for a period of 90 days from the dz
of shipment of the Program by Ascend (the “Warranty Period”) that the program diskettes in which
Software is contained are free from defects in material and workmanship. Ascend further warrants
your benefit alone, that during the Warranty Period the Program shall operate substantially in
accordance with the User Documentation. If during the Warranty Period, a defect in the Program
appears, you may return the Program to the party from which the Program was acquired for either
replacement or, if so elected by such party, refund of amounts paid by you under this License
Agreement. You agree that the foregoing constitutes your sole and exclusive remedy for breach b
Ascend of any warranties made under this Agreement. EXCEPT FOR THE WARRANTIES SET
FORTH ABOVE, THE PROGRAM IS LICENSED “AS I1S”", AND ASCEND DISCLAIMS ANY AND
ALL OTHER WARRANTIES, WHETHER EXPRESS, IMPLIED OR STATUTORY, INCLUDING,
WITHOUT LIMITATION, ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS
FOR A PARTICULAR PURPOSE AND ANY WARRANTIES OF NONINFRINGEMENT.

6. Limitation of Liability. Ascend’s cumulative liability to you or any other party for any loss or
damages resulting from any claims, demands, or actions arising out of or relating to this License
Agreement shall not exceed the greater of: (i) ten thousand US dollars ($10,000) or (ii) the total lic
fee paid to Ascend for the use of the Program. In no event shall Ascend be liable for any indirect,
incidental, consequential, special, punitive or exemplary damages or lost profits, even if Ascend he
been advised of the possibility of such damages.

7. Proprietary Rights Indemnification. Ascend shall at its expense defend you against and,
subject to the limitations set forth elsewhere herein, pay all costs and damages made in settlemer
awarded against you resulting from a claim that the Program as supplied by Ascend infringes a Ut
States copyright or a United States patent, or misappropriates a United States trade secret, provid
you: (a) provide prompt written notice of any such claim, (b) allow Ascend to direct the defense an
settlement of the claim, and (c) provide Ascend with the authority, information, and assistance that
Ascend deems reasonably necessary for the defense and settlement of the claim. You shall not cc
to any judgment or decree or do any other act in compromise of any such claim without first obtain
Ascend’s written consent. In any action based on such a claim, Ascend may, at its sole option, eithe
obtain for you the right to continue using the Program, (2) replace or modify the Program to avoid
claim, or (3) if neither (1) nor (2) can reasonably be effected by Ascend, terminate the license grar
hereunder and give you a prorata refund of the license fee paid for such Program, calculated on the
of straight-line depreciation over a five-year useful life. Notwithstanding the preceding sentence,
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Ascend will have no liability for any infringement or misappropriation claim of any kind if such claim
based on: (i) the use of other than the current unaltered release of the Program and Ascend has pi
or offers to provide such release to you for its then current license fee, or (ii) use or combination o
Program with programs or data not supplied or approved by Ascend to the extent such use or
combination caused the claim.

8. Export Control. You agree not to export or disclose to anyone except a United States national
portion of the Program supplied by Ascend without first obtaining the required permits or licenses t
so from the US Office of Export Administration, and any other appropriate government agency.

9. Governing Law.This License Agreement shall be construed and governed in accordance with
laws and under the jurisdiction of the Commonwealth of Massachusetts, USA. Any dispute arising
of this Agreement shall be referred to an arbitration proceeding in Boston, Massachusetts, USA b
American Arbitration Association.

10. Miscellaneouslf any action is brought by either party to this License Agreement against the otl
party regarding the subject matter hereof, the prevailing party shall be entitled to recover, in additic
any other relief granted, reasonable attorneys’ fees and expenses of arbitration. Should any term
License Agreement be declared void or unenforceable by any court of competent jurisdiction, suct
declaration shall have no effect on the remaining terms hereof. The failure of either party to enforce
rights granted hereunder or to take action against the other party in the event of any breach hereu
shall not be deemed a waiver by that party as to subsequent enforcement of rights or subsequent
in the event of future breaches.
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About This Guide

The SA 100 Network Administrator's Guigea task-oriented manual that describes,
step-by-step, how to configure, test, and monitor the SA 100 Broadband Service L
(BSU) using WebXtend, its built-in Web browser interface. The Guide is intended

for the network administrator responsible for configuring and maintaining the
network.
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What You Need to Know

As a reader of this guide, you know how to:

« Use the operating system (Windows, Macintosh, UNIX, etc.) that is running on
the computer system connected to the SA 100

» Use the Web browser software that is running on the computer system connec
to the SA 100

»  Surf Web pages on the Internet
This guide assumes that you have done the following:

« Installed the SA 100 hardware, as described irs#thd 00 Hardware Installation
Guide(product code 80053)

» Installed Java-enabled, Web browser software, such as Netscape Navigator G
Version 3.0.1, on the computer system connected to the SA 100

> Read the SA 100 Release Notes for additional information about this
product.
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Documentation Reading Path

The following Ascend manuals provide the complete SA 100 document set:

This guide describes how to set up, install, and test the
SA 100 hardware. It also provides basic troubleshooting
solutions for potential hardware-related problems.

SA 100
Hardware Installation
Guide

Ascend Communications, Inc.

Product Code: 80053

$

This guide describes how to use WebXtend, the built-in
Web browser interface, to configure, test and maintain the
SA 100 BSU.

SA 100
Network Administrator’s
Guide

Ascend Communications, Inc.

Product Code: 80054

¥

This guide describes the Ascend Broadband Access
Enterprise MIB (Management Information Base), the
database containing SA 100 network configuration and

performance information.
Ascend
Broadband Access
Enterprise MIB|

Ascend Communications, Inc.

Product Code: 80055
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How to Use This Guide

This section briefly describes the chapters and appendices contained in this guide

Read To Learn About...
Chapter 1 The general functions and features of the SA 100 BSU an
WebXtend, its Web browser interface.
Chapter 2 How to power up and shut down the SA 100, log on and
off WebXtend and use the WebXtend conventions.
Chapter 3 Configuring the system-level parameters of the SA 1Q0.
Chapter 4 Configuring SA 100 ports including Ethernet, DS1/E1

DS3/E3, and OC-3c/STM-1 ports.

Chapter 5 Configuring the SA 100 network services, including ATM
User Network Interface (UNI), Native LAN Service
(NLS), and Circuit Emulation Service (CES).

Chapter 6 Monitoring the status of the SA 100.

Chapter 7 Customizing the SA 100 event and alarm functions and
generating event log files and traps.

Chapter 8 Testing SA 100 operations.

Chapter 9 Using WebXtend to save and restore the configuration of

the SA 100 and to initialize and shut down the SA 100

Chapter 10 How to troubleshoot the SA 100 and, if necessary, conta
the Ascend Technical Assistance Center.

Appendix A The general functions and features of the SA 100 craft
interface and how to perform the functions that are only
accessible through this interface.

Appendix B The SA 100 operating system command set.
Appendix C Downloading the Ascend Broadband Access Enterprise
MIB.
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Read To Learn About...
Appendix D Integrating an SA 100 into a CascadeView network
management system.
Appendix E Managing the SA 100 remotely.
Appendix F Customizing the SA 100's CAC Parameters.
Appendix G Acronyms and abbreviations used in this guide.
Glossary Technical terms used in this guide.
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Related Documents
This section lists the related Ascend and third-party documentation that may be us

to reference.

Ascend
e SA 100 Hardware Installation Guid@roduct code #80053)
» Ascend Broadband Access Enterprise NiPBoduct code #80055)

Third Party

e The manual that accompanies your Web browser software
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Conventions

This guide uses the following conventions to emphasize certain information, such
user input, screen options and output, and menu selections. For example:

Convention Indicates Example

Courier Bold User input on a separate line.eject cdrom

[bold italicq Variable parameters to enter. [your IP addresk

Courier Normal Output from a program to the Please wait...
screen.

Boldface User input in text. Typed install and press

Return.

Menul[l Option Select an option from the ~ CascadeView] Logon
menu.

Blue border Notes and warnings. Refer to examples below.

surrounding text

Italics File names, path names, Network Management
directories, book titles, new Station Installation Guide
terms, and emphasized text.

> Provides helpful suggestions or reference to materials not contained in
this manual.

damage or personal harm.

é Warns the reader to proceed carefully in order to avoid equipment |
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Overview

This chapter describes:
e The general functions and features of the SA 100 Broadband Service Unit (BS

» The general functions and features of WebXtend, the SA 100 Web browser
interface
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Product Description

The SA 100 Broadband Service UnitB8U(seeFigure 1-) combines a high mix of
applications with low-cost access to broadband wide area networks (WANs) and
campus backbones. Unique interface modularity provides economical integration
data, voice, video and ATM cell traffic. High-performar@m®ss-Flow Switching
supports 10/100-Mbps LANat full wire speedcircuit switching, and high-speed
ATM connections. Interchangeable modules called Protocol Option Devices (POD
permit a scalable upgrade path to other members of the Ascend broadband acces
product family.

P A Ad
LR 4 R . “Z oo

O e —
R RUN S/W CRI MAI MIN ASCEND SA1700

A

4 4
L Bl
A

NN

Ze

Figure 1-1. SA 100 Broadband Service Unit

Interchangeable PODs allow flexible configuration of packet, circuit, and cell
interfaces.

The SA 100 is ideal for high-mix, low-cost access to broadband WANSe 1-2
shows how the SA 100 consolidates wide-area ATM access for a combination of
video, voice, and LAN-based data traffic. Piotocol Acceleratdr provides
wire-speed translation to and from ATM cells, while third-generation traffic
management prevents bursty LAN traffic from degrading voice or video quality.
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Figure 1-2. SA 100 Consolidating Traffic onto a WAN

Hardware Components

The SA 100 supports the following hardware in a single compact chassis suita
rack-mount, wall-mount, or stand-alone configurations:

» onelnterface Control Modul¢ICM)

* up to twolnterface Protocol Option DevicgEPODs)
e oneExpansion Protocol Option Devi¢ggPOD)

« oneCell Protocol Option DevicéCPOD)

Interface Control Module (ICM)

ICMs are the basic building block of every Ascend broadband access system.
ICM includes a cell subsystem and a packet subsystem that switch cells and f
simultaneously. Traffic flows can be routed between I/O ports on the same ICN
way of parallel packet and cell interconnects or between ports.
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The cell subsystem and associated 1/O interfaces support ATM cell switching with
aggregate capacity of over one gigabit per second per ICM. A Protocol Acceleratol
each ICM translates between flows at multiple levalscluding ATM segmentation
and reassembly, and protocol encapsulatiahspeeds up to 200,000 packets per
second. Because the Protocol Accelerator is based on a programmable microcod
processor, it can “learn” new protocols through future software downloads.

An industry-standard RISC processor on the ICM supports system control and
network management functions. A flash memory file system stores the operating
system, all application software and configuration data. For cost-effective
maintenance of remote Ascend broadband access systems, you can download ove
network connection using standard protocols.

Protocol Option Devices (PODSs)

PODs are mezzanine boards that attach to the ICM. IPODs support service interfe
including Ethernet, circuit switching, and ATM UNI/NNI. XPODs provide expansiot
capabilities including ATM wide-area connections and other future enhancements
CPODs provide switching of cells. The CPOD 150 used by the SA 100 is a full cel
switch on a mezzanine card and is used to support circuit emulation or ATM UNI/N
switching functions. Every IPOD and XPOD has equal access to both packet and
subsystems. The PODs on an ICM are easily configured to meet your requiremen
The flexible mix-and-match architecture of the ICM and PODs gives you complete
control over both fan-out and interface mix.
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Management and Configuration of the SA 100

The SA 100 may be managed using a variety of management access methods. E
SA 100 has a serial craft interface, enabling you to use a VT100 terminal or equiva
to fully configure and manage the device. In addition, each SA 100 can be configu
with an IP address, enabling you to manage the device with a combination of SNN
FTP, Telnet, and a flexible Java-based utility called WebXtend.

WebXtend Management Software

WebXtend network management software combines Java and World Wide Web
technology to deliver secure, user-friendly access to sophisticated management t

Modern networks typically comprise an assortment of devices from a number of
different vendors. Each vendor offers its own management system, and each
management system requires one or more workstations. Consequently, a large
wide-area network can require dozens of workstations, each configured to manag
particular version of a particular vendor’s product. Furthermore, each managemer
system may present a unique user interface, so the network operator must invest
considerable time and resources to master a new system.

World Wide Web browsers are gaining favor as a friendly, unifying interface to diver
systems. WebXtend is the first Web-based network management architecture to
combine the power of Java-based computing with support for standard network
management protocols. It provides a network management approach that empha:s
ease of use, cost-effective platform independence, unlimited access, and enhance
security.

Flexible Ease-of-Use

WebXtend provides secure real-time monitoring and control for the entire broadba
access system. The WebXtend architecture is based on a standard World Wide W
client/server model (sdggure 1-3. A Web Server is embedded in every SA 100
broadband service unit. The recommended Web browser client is Netscape Navig
Gold version 3.0.1 or later.
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Figure 1-3. WebXtend Web-based Management

Network operators manage SA 100 broadband access systems using friendly
point-and-click graphics. A Jaappletis uploaded from the Web server to support
management functions and display of real-time data such as traffic statistics. The
management tools are grouped into functional areas such as Administration, Utiliti
and Interface Management for simple access. In addition, a full complement of
utilities supports file management, real-time software upgrades, and other functior
necessary for proper system maintenance.

Cost-Effective Platform Independence

The use of Web browsers gives WebXtend a familiar and easy-to-learn user interf:
minimizing training costs and maximizing user productivity. Moreover, in future
software releases, you will be able to use a Java-enabled browser on any platformn
eliminating the need to dedicate expensive workstations for managing broadband
access products.

The SA 100 BSU also supportemft interfacefor on-site configuration,

provisioning, and testing. The ANSI-compliant VT100 interface provides simple,
menu-driven commands that meet the needs of the installation technician, yet delr
the same rich management functionality as the WebXtend software.
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The SA 100 supports standard protocols for management access and control. Su
for telnet, FTP, IP addressing, and SNMP allows integration with generic MIB
browsers and industry-standard management platforms like HP OpenView, NetVie
6000, and SunNet Manager.

Secure, Ubiquitous Access

Adherence to standard protocols permits WebXtend to operate over any type of
connection, including LANs, WANs, modems, and the Internet. Flexible, robust
security mechanisms furnish both service providers and their subscribers with acc
control and authorization. All management traffic can be protected against
unauthorized access by restricting it to secure IP connections.
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Getting Started

This chapter describes how to:

Power up the SA 100 (refer page 2-2

Change the IP address of the SA 100 (referatgpe 2-3
Shut down the SA 100 (refer page 2-19

Access WebXtend (refer fmage 2-%

Log off WebXtend (refer tpage 2-18

Navigate the WebXtend user interface (refepdge 2-9
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Powering Up the SA 100

To power up the SA 100, toggle on the circuit breaker located on the rear panel of
unit (see~igure 2-).

\ Circuit breaker

Figure 2-1. SA 100 Rear Panel (AC power shown)

oo oy
(ONSOLEB ~ CONSOLEA

After toggling on the circuit breaker, the SA 100 initializes. During initialization, the
front panel indicators of the SA 100, showrfigure 2-2 follow this sequence:

*  PWR turns on and remains on as long as the SA 100 is powered.

» For approximately 15 seconds, the chassis front panel indicators turn on and o
they run through their power-up sequence.

» Then, for approximately one minute, RUN blinks once per second, while MIN i
lit.

* Finally, the S/W LED is lit, and ST is ldn the front panel of each IPOD and
XPODindicating that the unit is ready for normal operation.

At this point, the SA 100 is ready for use or configuration.

111111
PWR RUN S/W CRI MAJ MIN

| 10/100 ENET 4 4d 1 061 RO ‘ A4 s
4 4 w
st A4
T | [ o O

O B B N G—
PWR RUN S/W CRI MAJ MIN ASCEND SA 100

(NNN
NN

Figure 2-2. SA 100 Status Indicators
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Changing the IP a ddress

By default, the IP addressof your SA 100 is10.25.252.10. Beforausing the SA 100in
a netvork environment for thefirst time, you must tiange ke IP adiress to conform
with the newvork topology and he IP addresassigied to he nodewvhere yar SA 100
resides.

> Beforeperforming this procedurgewhich uses th SA 100s craft interfacgyou
may want b familiarize yourself with the“Craft Interface Comentions’ on page
A-10.

To change he SA 10's IP address:

1. Prepare your PC terminal emtation sftware or VT 10 terminal asdescriba in
“Settingup the VT-100 Terminal” on page A-2

2. Make the physicd comection from the PQr VT 100 terminal tolie SA 100
serial prt as describedn “Making Craft Inteface Conections” onpage 4-18 of
the SA 100 Haravare Installatian Guide.

3. Power p the SA 100. The SA100 boot sequenceisuld appeaonyour terminal
screen ade<cribed in “About the SA 10 Boot Segence” o page A-3.

4. Enter your user name atie Login prompt (“root” is the defailt username).

5. Enter your passvord at thePassvord prompt (“asced” is the default passwrd).
After enteringyour pasword, he SA 100 displa/s the Main Men of the craft

interface.

6. TypeU ard pressEnter.

7. When the Utilities window appears, typX ard press Enter.

8. Typesa cfg at theOASOS> prompt and press Ente

9. When Enter new IP address [xx.xx . XXX.xx]:  appears, typehe rew IP
addres (the current IP aldress appears in braketg andpress Hter.
(Note The system refers itavn IP adiress as the “fallbackladdress”.)

10. When Enter new IP subnet mask [x XXX XXX XX]: appears type the

new IP adiress (he current IP sonet mak appears in br&kets) andpress Hter.
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11. When theéEnter Console port baud rate [38400]: appears press Enter
to leave it unchanged.

12. After you press Enter at the console port baud rate prompt, OASOS displays ¢
of the parameters followed by:

Is this correct (y/n) [n] ?

Typey at this prompt and press Enter.
13. TypeExit at the OASOS prompt and press Enter to return to the Utilities windc
14. Choose th€ancelbutton in the Utilities window.
15. Choose theogoff button in the Main menu.

16. When the Logoff window appears, tab to the Save Configuration box, then pre
the Space Bar to place &Anin the Save Configuration box.

17. Selectresat the Are You Sure? prompt.

18. Shut down and power up the SA 100.

After you change the SA 100’s IP address, you can make an Ethernet connection t
SA 100 and use WebXtend to perform further configuration and management
functions.
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Accessing WebXtend

After you have changed the SA 1@'s|P address, ni@ an Ethernet connection
betweenyour PC ad the SA 10 as describechi“Making the Ethenet Management
Connection” on pagéd-17 of the Hardvare hstallaton Guide.

> WebXtend permits remote management of units to which Ethernet
connections cannot be made, either due to distance or lack of an Ethernet
port. Refer to Appendix E, “Managing the SA 100 Remotely” for details.

To acces$VebXtend, starip theWeb bowser softvare e the computerannected to
the SA 10Q When yarr Web bowser isup and running, enter thIP address yo
assigned to the S200, ushg the http://[IP addresg/ format.

> The Web browser you use must be Java-compatible and have Java

enabled. To enable Java on Netscape Navigator Gold version 3.0.1, for
example, select Options 1 Network Preferences... [1 Languages from
the menu bar and place a check in the Enable Java check box.

For example, to accesf/ebXtend usirg Netscape vigata Gold, Version 30.1, as
your Web bowser:

1. Select Operocation from Netscapeadigators File menu.

2. Enter http://[IP addresd/ in the Open Location window. Whenyour Web browser
locates theSA 100, itdisplays the Ascend log followed by the Log Gh window.
(SeeFigure 2-3)
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E';_,-”; Log On [_[O]
User Matne: | |
Pazswrord: |
SUBMIT | ABORT
rf=g| |Unsigned Java Spplet window

Figure 2-3. Log On Window

3. Enter your user name and password in the appropriate fields of the Log On
window (“root” is the default user-name, “ascend” is the default password).

4. Choose the Submit button.

If you have logged on successfully, the Main menu of WebXtend appeafidsee
2-3). If you entered an incorrect user name and/or password, an error message ap
prompting you to try again.

é After successfully logging on for the first time, you should immediately
create an authorized user profile and delete the default user/password.
See “System Security” on page 3-5 for details.
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E&3 Main Menu (SA-100) M [=E3

I Select to access Service Managemenft routines. ||
ol ey

Figure 2-4. Main Menu

The Main menu is the starting point for accessing all the functions of WebXtend. Yc
access each function by choosing the appropriate bUtbie 2-1briefly describes

the buttons and functions you can access and lists the chapter that describes eac
function.
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Table 2-1. Main Menu Buttons and Functions

Refer to

Button Choose this function to... Chapter
Administration | Configure SA 100 system level parameters 3
Monitor Status | Monitor the state of the SA 100 6
Diagnostics Test the operation of the SA 100 8
Utilities Save and restore the SA 100 configuration and 9

initialize and shut down the SA 100 system

Event Customize the SA 100 event and alarms functions 7
Management | and generate event log files
Interface Configure the SA 100 ports 4
Management
Service Configure the SA 100 network services 5
Management
Logoff Exit WebXtend 2

SA 100 Network Administrator’'s Guide




WebXtend Conventions "
ASCEND

WebXtend Conventions

To use WebXtend efficiently, you should be familiar with its user interface
conventions.

Navigating Buttons and Fields

There are two ways to navigate the buttons and user-selectable fields that appear
each WebXtend window:

* You can use a mouse connected to your computer.

— To choose a button or user-selectable field, point and click on the desired
button or field.

— To select an option in a user-selectable field, point and click on the scroll
arrow to the right of the desired field.

e You can use the Tab, Arrow, and Enter keys.
— To move between buttons and user-selectable fields, use the Tab key.
— To scroll through the options in user-selectable fields, use the Arrow keys.

— To choose a highlighted button or highlighted option in a user-selectable fie
use the Enter key.

> A highlighted button has a dotted line bordering its perimeter.

A highlighted field contains reverse text, i.e., white text on a dark
background.

Whether you use a mouse or keys to navigate buttons and fields, the cursor skips
the following buttons and fields because they are not user-selectable:

» Read-only fields, i.e., fields that display information only.

» Gray buttons and fields; gray indicates that your SA 100 does not support
function. For example, if your SA 100 does not contain an Ethernet POD, all
buttons and fields related to the Ethernet POD are gray.
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Clicking vs. Double-Clicking

In most cases, you only have to click once to select an item in a WebXtend windo
The main exception is on the windows displaying the SA 100 front panel. To selec
system, slot, POD, or port (to monitor or configure), you must double-click (click
twice) on the item to monitor or configure. This also holds when selecting an item
from a list to obtain additional information (for example, to select an individual PO
from the Select POD list in the Display Board Status window).

OK, Cancel, and Apply Buttons

OK, Cancel, and Apply buttons appear in various WebXtend windows. These buttc
serve the following functions:

e« OK — confirms all previous actions you have performed in a window, saves al
current configuration additions or changes, and then closes that window.

» Cancel— closes the window without saving any configuration additions or
changes made in this window.

* Apply — enters all previous actions you have performed, saves all current
configuration additions or changes, and keeps the window open for further wo

Events/Alarms Field and Button

In the upper-right corner of each WebXtend full-size window is an Events/Alarms
field and button, which do the following:

Events/Alarms field —displays the severity (Critical, Major, or Minor) of the most
severe current alarm, if any, detected by the SA 100.

Events/Alarms button —enables you to display a summary of the current events al
alarms, if any.

Window Buttons

Most other buttons on the WebXtend interface are window buttons, which invoke &
pop-up window or prompt you to enter information in a daughter window. Enter the
required information, then choose OK to return to the parent or previous window.
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Command Buttons

Command buttons are available on some WebXtend screens. Command buttons e
you to issue a command which is immediately executed. A common command is
Clear Fields, which clears any the values of fields on the current window.

Help Field

Near the bottom of each WebXtend window is a Help field. This field provides a bri
one-line description of the currently selected button or field. For exampiaure
2-4, the Help field describes the function of the Administration button.
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WebXtend Screen Hierarchy

To use WebXtend efficiently, you should understand the hierarchal layout of the
screens and how to move between them.

Understanding the Program Flow

WebXtend is designed to provide a logical, flowing interface to the SA 100. Beginni
at the broadest level (the SA 100 as a piece of hardware), the interface guides yo
through subsequently more detailed levels to the lowest level available (detailed
communications parameterg)gure 2-5shows an overview of this design.
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Main Menu
Administration
Monitor Status
Diagnostics

Utilities

Event Management
Interface Management
Service Management
Logoff

SA 100 Device View
—| System Status

ICM Status

POD Status

Port Status

System Status
MIB Il Stats

System Inventory Stats|
—=| Select Board (ICM)

Cell Highway Stats
Protocol Accelerator Stats
ATM File Check

—| Select POD

POD Status
POD Inventory Stats
Cell Highway Stats

—| Select Port
:
—| Next Logical Layer
NLS Groups
Add Group
—| Select Group
Group Options
Modfy
Delete
—| Tunnels
Stats
MAC
NLS Tunnels
==| (Select Tunnel)
Add Tunnel
Tunnel Options
Modfy
Delete
Connection Mgmt
Statistics

Figure 2-5. WebXtend Screen Hierarchy Example

WebXtend’s main Menu provides access to various functions. For this example, w
use the monitoring function. When you choose the Monitor Status button, you're

presented with a view of the SA 100 front panel, representing the unit as a whole.
From this point, you can select the next level to view, for example the ICM. From t
ICM screen, you can select a POD to view. From the POD screen, you can select
single port to view. At the port screen, you can view various communications detail:
the port level, and you have the option to progress to the next logical layer, which
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this case brings you to the Native LAN Services screen. From the NLS Groups scr
you can add groups or select groups, which brings you to the NLS Group Options
screen, where you might select Tunnels and subsequently the Tunnels Options sc
reaching greater levels of detail with each window.

In addition to this depth of detail, WebXtend provides further breadth at many laye
Additional windows are often available to provide greater details on a given layer. |
example, at the System Status window, you can choose to view MIB Il Statistics o
System Inventory Statistics, or you can continue drilling down to the board level.

Understanding the Screens

Each WebXtend window or screen is divided into ‘frames’ of related information. Ir
general, frames are organized as showkrignre 2-5 with status and information
fields at the top, user-configured fields in the middle, and command buttons and
where-to-next buttons at the bottom of the window.

I3 Configure DS1 Port (SA-100) [_ (O] x|

Configure DS1 Port Events/Alarus. .. | [Mager
Port Detail Port Detail
Frame \i 5lot-Pod-Port: | 1 | 2 | 1

| D51 PORT NAME Port ID---| [Dst crouTT T

det ADMIN Status: p - OP5 dtatus: | Tiowm

Configuration _ _ Fault
Configuration Management ————————

Management Management
Frame _—r Frame

Line Build Out: ILEnDTDllDFt vi — Fault Mamagement —— g

Set T Clock: Im Set Alarm Reporting: lm

Framitg: Im Set Max Intervals: [z

Line Coding: Im Set Port Loopback: lm
Signal Mode: m Set Error Insertion: m

“Other”

Frame
Next Logical Layef.-= DKI Ca.ncell Applyl

| Select to create/modify a Port Name.

Figure 2-6. Typical WebXtend Window
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In the example shown, the window contains several frames: Port Detail, Configurat
Management, Fault Management, and an unlabeled area at the bottom containing
several buttons (we’ll refer to this area in the tables as the “Other” frame).

In general, the fields in a window are organized as follows. The frame at the top of
window usually contains reference information such as the Slot:Pod:Port fields.
Frames in the middle of the window are usually user-configurable parameters. Fra
near the bottom of the screen generally contain command buttons that open the n
logical layer, or accept or cancel any changes you may have made.

Referencing the Table for a Screen

This manual discusses each screen available in WebXtend. In general, you will fin
brief description of the window’s purpose and contents, along with a screen shot of
window. Following the figure, you'll find a table detailing the contents of the window
its fields, and their meaning.

There are some fields which appear on nearly every WebXtend window, typically
reference fields such as Slot/Pod/Port. Rather than repeat these fields in every tal
throughout the manual, common fields are explainéichivie 2-2

Table 2-2. Common Fields/Buttons

Field/Button Type Action/Description

Port Detall

Slot-POD-Port read-only Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one sjot,
the Slot field is always “1.”

Port Name window Specify the port name (32 characters max).
button

Port ID window Specify the port ID (32 characters max).
button
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Table 2-2. Common Fields/Buttons (Continued)

Field/Button Type Action/Description

Set ADMIN Status read/write | Set the administrative state of the port: up o
down. Default is up (on-line). Set to Down
(off-line) when you run diagnostics. The

Testing option is not supported by the SA

100.
OPS Status read-only Displays the operational state of the port:
up or down.
Events/Alarms window Opens the Events/Alarms Log window.
button
Clear Fields command | Clears any changes you may have made in
button the current window. Remember that the
Clear Fields button will not clear any
changes that have been confirmed by
pressing OK.
Clear Counters command| Resets any counters in the current window to
button zero. Keep in mind that the display may not

be able to keep pace with the real-time
counters, so you may never see zero itself
appear in a particular field.

SA 100 Network Administrator’'s Guide




WebXtend Screen Hierarchy A
ASCEND

Table 2-2. Common Fields/Buttons (Continued)

Field/Button Type Action/Description

Connect Detall read-only Displays error codes if any failure is presen
on this connection, or blank if no failure
exists. Possible error conditions include:

* VpvcUsed— "Port/ VPI/ VCI" of
either source or destination is already
used.

e vpi-OOR— VPI of either the source or
destination is out of range.

* vCci-OOR— VCI of either the source or
destination is out of range.

e vpi-Rsvd— PVCs source or destination
VPI within range reserved for PVPs.

¢ pvp-OOR— PVPs source or destinatio
VPI outside range reserved for PVPs.

¢ rate-OOR— PCR/SCR in traffic
descriptor out of range. Depending on
service category: PCR is less than SCR,
or rate descriptor is non-0 when it should
be 0, or rate is 0 when it should be
non-0.

>

¢ desc-OOR— Traffic Descriptor out of
range. One or more of these is not in the
list of MIB enumerations: Service
Category, Congestion Action, or Buffe
Size.

e port-bad— The results of the power-on
self-test have disabled this port.
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Logging Off WebXtend

To log off and exit WebXtend:
1. Choose the Logoff button from the Main menu.

2. When the Logoff window appears (segure 2-7, click in the Save
Configuration box to preserve any configuration work you may have performec
during this WebXtend session.

A The SA 100 does not save configurations automatically. You must click in

the Save Configuration box of the Logoff window to save a configuration.
After clicking the Save Configuration box, select Yes, then wait to be
prompted that it is safe to turn off the unit.

WARNING: Turning off the SA 100 before it has finished saving
configuration data can cause corruption of the configuration file and result
in improper operation of the unit the next time it is booted up.

=3 Logoff (SA-100) =] E
— Logoff

Lre You SHure?

[T Sawe Configquraticon

= | Unzigned Java Applet Window

Figure 2-7. Logoff Window
3. Choose the Yes button in the Logoff window.

4. Exit your Web browser, if desired.
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Shutting Down the SA 100

To shut down the SA 100, toggle off the circuit breaker located on the rear panel of
unit (see~igure 2-).
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What's Next?

After you are familiar with the basics of WebXtend, you can configure the
system-level parameters of the SA 100 as described in Chapter 3, “Configuring th
System”.
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This chapter describes how to configure the SA100 system-level parameters,

including:

System name (semge 3-)
System location (seggage 3-2
System contact (semge 3-2
System date and time (seage 3-2
System security (sgege 3-
System timing (sepage 3-1)

IP Routing (Se@age 3-1%

ILMI node prefixes (Seeage 3-1%
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Accessing System Administration Functions

To access the System Administration functions:

1. Choose the Administration button from the Main menu. The System
Administration window appears (segure 3-).

2. Complete the fields describedTiable 3-1 Refer to the sections on System
Security, Specify Map, and System Timing as necessary, completing these
procedures.

3. Choose OK to close the System Administration window and save your change

Eg_;g System Administration [SA-100])

dysten Adwinistration Ewents/alarms. .. | I Major

System Detail

Systen Software Version: | 1.2.1.536

Systen Uptine: | 2 days 02:55:26

[ Configure Systenm
jysten Name. . | | sa 100
System Location... | | Location
System Contact. .. I | Contact
System Date/Time... | | 12-Jan-19958 I 17:16:04
Security... I Systen Timing... IP Routes... ILMI Node Prefix... | EI

| Select to create/fedit a System Name (maximum 128 characters).

g | Unszigned J ava Applet wWindow

Figure 3-1. System Administration Window
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Table 3-1.  System Administration Fields and Buttons

Field/Button Type Action/Description

System Detail

System Software Version read-only Display the level of the program cod
running in the SA 100.

D

System Uptime read-only  Display the elapsed operating time since
the SA 100’s last power up.

Configure System

System Name read/write  Set/display the name of the SA 100 (12¢
characters max.).

System Location read/write  Set/display the name of the SA 100'g
physical site (128 characters max.).

System Contact read/write  Set/display a contact name, telephone
number, e-mail address, etc., for the SA
100 (128 characters max.).
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Table 3-1.  System Administration Fields and Buttons (Continued)

Field/Button Type Action/Description

System Date/Time read/write  Set/display the SA 100 system date and
time.

e Date— use DD-MMM-YYYY,
where DD is the day of the month
(01-31); MMM is the three letter
abbreviation representing the mont
and YYYY is the numeral
representing the year. For example,|to
set the date to March 8, 1998, entef
08-Mar-1998.

¢ Time— use HH:MM:SS, where HH,
MM, and SS are the numerals
representing hours, minutes, and
seconds, respectively. The SA 100
internal clock marks time on a
24-hour basis, representing the hours
1 PM through 11 PM by the numerals
13 through 23; midnight is
represented by 00. For example, to
set the time to 8:30 PM, enter
20:30:00.

—

—

(Other Buttons)

System Security window | Set operator names, passwords, security
button levels, and access to applications.
System Timing window | Set SA 100 clocking parameters.
button
I/P Routes window | Opens the I/P Routes window.
button
ILMI Node Prefix window | Opens the ILMI Node Prefix window.
button

SA 100 Network Administrator’'s Guide




Accessing System Administration Functions

System Security

SA 100 system security is controlled through the creation of operators, who are
assigned passwords and security levels and given access to some or all of the SA
applications.

To configure System Security parameters by creating or modifying an operator:

1. Choose the System Security button from the System Administration window. T
System Security window appears ($égure 3-2. The System Security window
lists the authorized operators, their security level and which applications they h
access to-igure 3-2 for example, lists the name of an operator (Hayley) who he
been added to the system. For security, eight asterisks appear in the Password
instead of the actual password. Hayley has a security level of “Super” and acc
to all the SA 100 management applications.

[£3 System Security (SA-100) 9 [=] 3
[ Operator Administration
Security Applications
# Name Password Lewel Craft Erowser FTP Shell
FHEEHE [%] [%] [¥]
Z Hayley FEEEFEEF  Syper [X] [X] [X] [¥]
I dJelect to Add an Operator. ||

N

Figure 3-2. System Security Window
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2. To create a new operator, click the Add Operator button. The Add Operator
window appears. Complete the fields describethirle 3-2and click OK.

B2 Add Dperator (152.148.128.12)

— Add Operator

ISi[=] F3

— [Operator

Operator Name:

—

Gecurity Lewel: | Super

— applications ——

[ Craft

[l Browser

New Password: | [¥  FTP
Confirm Password: | [ shell
sssign T/F...| _Clear Fields...| _0K|  Cancel|  apply|

5| | Unsigned Java &pplet Window

Figure 3-3. Add Operator Window

3. To modify or delete an existing operator, select the operator in the System
Security window. The System Security Options window appéaysie 3-3.
Choose Modify to change the operator’s attributes or Delete to delete the oper:
Choosing Modify opens the Modify Operator window which enables you to
change the user name and application accesS#bsée 3-2for descriptions of
these fields). Passwords and Security Level may not be changed once establis
Choosing Delete prompts you for confirmation before deleting the selected
operator. When you have finished modifying or deleting the operator click OK
return to the System Security window.
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B Svstem Security Options (SA-100) [5]=] =3

— 3ystem Security Options

Security
# Name Lewvel
| 1)) Randy || super |

HoGiEy..)| Delece...| cancel
) s |

Figure 3-4. System Security Options Window

4. Choose OK to close the System Security window and save your changes.
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Table 3-2.  Adding an Operator

Field/Button Type Action/Description
Operator Name read/writ¢  Set/display the current operator’'s name.
Security Level read/write]  Set/display the current operator’s security level
Currently, only the Super security level is
supported.

Super— enables the operator to view and
modify all SA 100 parameters.

New Password read/writ¢  Set/display the password for the operator.|A
password may not be changed once it is
authenticated in the Confirm Password field
and the Add Operator window is closed.

Confirm Password| read/writ¢ Re-enter the password for to confirm spelling.

Applications read/write| Set/display the SA 100 applications which the
operator can access:

Craft — enables the operator to configure,
monitor, and control the SA 100 locally or

remotely using a series of menu-driven screéns
on a VT100 terminal or on a computer running
VT100 terminal emulation software.

Browser — enables the operator to configure,
monitor and control the SA 100 using the SA
100 Web browser interface (WebXtend).

FTP — enables the operator to use the File
Transfer Protocol and Zmodem to transfer files
to and from the SA 100.

Shell— enables the operator to access the $A
100 operating system and to configure certajn
parameters within the SA 100, for example, the
IP address and IP subnet mask.
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Table 3-2.  Adding an Operator (Continued)

Field/Button Type Action/Description
Assign I/F window | Select which interfaces the operator can acgess
button

This feature is not currently supported.

Clear Fields button Clear all the fields in the Add Operator screen.
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System Timing

The System Timing parameters set the primary and secondary reference clocking
options of the SA 100.

To access the System Timing parameters:

1. Choose the System Timing button from the System Administration window. Tt
System Timing window appears (Seéigure 3-5.

2. Complete the fields describedTiable 3-3and click OK to return to the System
Administration window.

[3 System Timing (SA-100)

Syaten Timineg Events/ilarms. .. | | Major

— System Timing Status

Primary Source: | Internal decondary Source: | Internal
Primary Status: | Active Secondary Status: | standby
— Configure Primary ———————— — Configare Secondary
Jet dource: IInt,ernal vl det Source: IInternal vl
Set EXT I/F: | Set EXT I/F: |
Set BX I/F: ID ID Ig et BX I/F: Ig Ig IU

— Configure Timing Control

det Auto Rewert: IND vISet Delay: | i} Marmal Owerride: ﬂ ﬂ

ﬁl Ca.ncell Applyl

| Select to specify Primary Reference Clock Source.

=gl | Unsigned Java &pplet Window

Figure 3-5. System Timing Window
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Table 3-3.  System Timing Fields and Buttons

Field/Button Type Action/Description

System Timing Status

Primary/Secondary Source read-only Display how the primary and
secondary timing is being supplied:
internal clocking or recovered
clocking.

Primary/Secondary Statug  read-only Display the state of the primary an
secondary timing: active, standby,
failed, or no configuration.

Configure Primary/Secondary

Set Source read/write Set/display how primary and
secondary reference timing is
supplied.

¢ Internal— (default) SA 100
uses its own internal reference
oscillator as the primary
reference clock source.

* Recovered (received) SA
100 uses the timing recovered
from the interface you select in
the Set RX I/F field as the
primary reference clock source.

(External clocking is not an SA 100

option.)
Set EXT I/F not applicable This is not an SA 100 parameter.
Set RX I/F read/write Set/display the slot, POD and part

of the SA 100 that is the source of
primary and secondary recovered
(received) clocking.
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Table 3-3.

System Timing Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Configure Timing Control

Set Auto Revert

read/write

Set/display whether the Auto Re
is enabled (yes) or disabled (no).

¢ Yes— SA 100 automatically
switches from secondary to
primary reference clocking
after the primary clock has
recovered from a failure. If yoJ
select Yes, you must also
complete the Set Delay field.

¢ No— SA 100 will continue

using the secondary reference
clocking even after the primary
clock recovers. With Auto
Revert disabled, you must use
the Manual Override comman
to return control to the primary
clock.

Set Delay

read/write

Set/display the number of secon
(0 to 30) the SA 100 will wait after,
the primary clock has recovered
from a failure before auto-reverting
to the primary clock’s timing. Zero
delay causes the clock to auto-revg
immediately.

Manual Override

read/write

Select primary (P) or secondary
clocking as the system timing
source, thus overriding all other
system-timing parameters (subjec
to the link status).
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Setting System Timing

Use the System Timing window to set the timing parameters of the SA 100, as
follows:

1. Use the Configure PrimarySet Source field to select the timing source for the
primary reference clock, either internal or recovered (received) timing.

Internal (defaul) — The SA 100 uses the its own internal reference oscillator fo
the primary reference clock source.

Recovered(received)- The SA 100 uses the timing recover from the interface
you select for the primary reference clock source.

2. If you selected recovered (received) timing as the primary reference clock sou
use the Configure PrimarySet RX I/F field to select the source (slot, POD and
port of the SA 100) of that timing. (In an SA 100, there is only one slot, so the s
parameter is always 1.)

é IMPORTANT: Never disable alarm reporting on any port used for primary
or secondary recovered timing.

3. Use the Configure SecondarnBet Source field to select the timing source for the
secondary reference clock, either internal or recovered (received) timing.

Internal (defaul) — The SA 100 uses the its own internal reference oscillator fo
the secondary reference clock source.

Recovered(received)- The SA 100 uses the timing recover from the interface
you select for the secondary reference clock source.

4. If you selected recovered (received) timing as the secondary reference clock
source, use the Configure Secondarget RX I/F field to select the source (slot,
POD and port of the SA 100) of that timing.

5. Use the Configure Timing ContrelSet Auto Revert field to enable (Yes) or
disable (No) the Auto Revert function as desired/required.

If you enable Auto Revert, the system automatically switches from secondary
primary reference clocking after the primary clock has recovered from a failure
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6. If you enabled the Auto Revert function, use the Configure Timing Contet
Delays field to set the delay between the time the primary clock has recoverec
from a failure and the time that the auto-revert function occurs. Zero delay cau

the clock to auto-revert immediately.
7. When you are finished, choose the applicable button (OK, Cancel or Apply).
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Specifying IP Routes
The IP Routes establish paths to NMS stations.
To access the IP Routes parameters:

1. Choose the IP Routes button from the System Administration window. The IP
Routes window appears (segure 3-§.

2. To add a new IP Route, choose the Add I/P Route button. The Add IP Route
window appears (s€égure 3-7.

3. Complete the fields describedTiable 3-4and click OK to return to the IP Routes

window.
EE3IP Routes (152.148.128.12) _[O] ]
— Configured IP Routes
Destination ADMIN (1) 53
Address Status Status Hext Hop Twvpe
152.148.1258.122 Up Diovm 152.148,1258.126 Direct Route
I Select to Add an IF Route. ||

e

Figure 3-6. IP Routes Window
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22 Add IP Route [152.148.128.12) O] x]
— &dd IF Route
Destination Addreas: { | H
Set ADMIN Status: [
OF3 Status: I Donm ||
Next Hop: | ﬂ
set Type: |Direct Route

e |

Figure 3-7. Add IP Route Window

Table 3-4.  Adding an IP Route

Field/Button Type Action/Description

Destination Address | read/writ¢  Set/display the destination IP address.

Set ADMIN Status read/write Set the administrative state of the IP Routg

1%

up or down.
OPS Status read-only| Display the operational state of the IP Route:
up or down.
Next Hop read/write| Set/display the address of the next hop.
Set Type read/write| Set/display the IP Route Type:

Direct Route or Indirect Route.
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Modifying, Deleting, or Connecting IP Routes

To modify, delete, or connect an IP route, double-click the IP route in the IP Route
window. The IP Route Options window appeadiig)(re 3-8, enabling you to modify,
delete or connect an IP route.

&3 IP Route Options [152.148.128.12) (O] =]
— IPF Route Options
Destination ADMIN Oops
4Lddresz Status Status Next Hop Type
| 152.148.125.122 | tp | Dowm | 152.148.1258.126 | Direct Route |

L

Figure 3-8. IP Route Options window

Selecting Modify presents a Modify dialog box similar to the Add IP Route dialog
box. Make any desired changes, then choose OK.

Selecting Delete prompts you for confirmation before deleting the selected IP Rou

Selecting Connect Mgmt opens the Connection Management dialo§ilgaxe( 3-9
on page 3-18 enabling you to set the Connect Status for the IP Route to Up or Doy

by choosing the Connect or Disconnect button.
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Eg’,% Connection Management [SA-100) M= E3
Connect
Destination Address Status
| 152.148.126. 3 | Down

) |

Figure 3-9. Connection Management window
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Specifying ILMI Node Prefix

Interim Local Management Interface (ILMI) is a management information base (Mil|
that provides status and communication information to ATM UNI devices and
provides for a port keep-alive protocol. WebXtend currently implements ILMI’'s
network side for UNI ports (DCE) to provide the following functions:

e address registration based on configured Network and Port Prefix tables
» rejection of duplicate ATM addresses from DTE devices

« toinitiate link connectivity “keep-alive” messages

* to support ILMI “gets” for ATM and physical layer statistics.

A future release of WebXtend will add user-side ILMI support for UNI ports (DTE).

> Address information in a switch is used both for determining the proper
route for calls and for calling-party screening. When used for route
determination, the switch advertises an appropriate subset of jts
configured node prefixes, port prefixes, and port addresses to all other
switches in the network. When used for calling party screening, the switch
uses the configured node prefixes, port prefixes, and/or port addresses to
determine whether or not a call should be accepted by the network.

To perform these two functions at a UNI, both the user and the network
need to know the ATM addresses that are valid at the UNI. Address
registration provides a mechanism for address information to be
dynamically exchanged between the user and the network, enabling them
to determine the valid ATM addresses that are in effect at a UNI. Address
registration applies only to UNI ports on which ILMI is enabled. Any
ILMI-eligible node or port prefix will be transferred from all ILMI-enabled
private UNI-DCE ports and all ILMI-enabled public end-system UNI-DCE
ports to their peer DTE devices.

Node prefixes are not exchanged from “public switch” UNI-DCE ports.
Only port prefixes are exchanged from these ports.
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To access the ILMI Node Prefixes Table:

1. Choose the ILMI Node Prefixes button from the System Administration windov
The ILMI Node Prefix Table window appears ($éeure 3-10.

2. To add a new ILMI Node Prefix, choose the Add Node Prefix button. The Add
Node Prefix window appears (segure 3-1).

3. Complete the fields describedTiable 3-5and click OK to return to the ILMI
Node Prefix Table window.

E%ILMI Mode Prefix Table (SA-100) O] x]
ILMI Node Prefix Table _
| HNode Prefix Table

Node Num. OF3
Type Prefix Eits Status

Nsap 1l2233445566775589910111213 104 TUp

| select to Add a Static MAC Address. I

R .

Figure 3-10. ILMI Node Prefix Table
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23 Add Mode Prefix [SA-100] o x|
Type:
Prefix: I ”
Admin. Status: r
OP% Status: I o ”

Clear Fields...| 0K| Cancel| Apply|
=il

Figure 3-11. Add Node Prefix Window

Table 3-5. Add Node Prefix Fields and Buttons

Field/Button Type Action/Description

Type read/write | Set/display the type of Node Prefix:

E.164 - allows a prefix of up to 16 digits.
Prefixes of less than 16 digits will be padded
with leading zeros. (not currently supported)

Nsap - prefix must be 26 digits.
Unknown - (not currently supported)

Prefix read/write | Set/display the node prefix itself. Enter a
node prefix based on the Type selected
above.

Admin. Status read/write  Set the administrative state of the Node

Prefix: up or down. (No op not supported.)

OPS Status read-onlyl  Display the operational state of the Nodg
Prefix: up or down.
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Modifying or Deleting ILMI Node Prefixes

To modify or delete an ILMI Node Prefix, double-click the Node Prefix in the ILMI
Node Prefix Table window. The Node Prefix Options window appéagsie 3-12,
enabling you to modify or delete the selected node prefix.

Eﬁf’a Mode Prefix Optionz [SA-100]

Node OPa
Prefix Status
| 1f | up |

Figure 3-12. Node Prefix Options window

Selecting Modify presents a Modify dialog box similar to the Add Node Prefix dialo
box. Make any desired changes, then choose OK.

Selecting Delete prompts you for confirmation before deleting the selected ILMI
Node Prefix.
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What's Next

After you set the SA 100 system level parameters, you can configure the ports, as
described in Chapter 4, “Configuring Ports”.
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Configuring Ports

This chapter describes how to configure SA 100 ports including:

Ethernet ports (refer toage 4-%
DS1/E1 ports (refer tpage 4-3
DS3/ES ports (refer tpage 4-4%
OC-3c¢/STM-1 ports (refer tpage 4-59
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To access the Interface Management functions, choose the Interface Managemer
button from the Main menu.

The Interface Management window appears sgere 4-), displaying a graphical
representation of the front of the SA 100. When you move the mouse pointer over
graphic, callouts appear indicating when the pointer is located over the system, a:
a POD, and/or a port. Double-click the mouse while a callout appears to select the
indicated slot, POD, and/or port.

Double-click here to
configure system status
information.

E‘-g,-_:':lnterface Management [SA 100]

ASCEND 84 100

The SA 100 has only one slot. Double The SA 100 supportsupto  Each POD supports a

click on the chassis between the three PODs. Double-click number of ports.
PODs to configure slot (ICM) status on the body of a POD to Double-click on an
information. configure POD information. individual port to configure

Port information.

Figure 4-1. Interface Management Window
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Selecting a Port

You can select a port in the following ways:

Choose theort directly from the Interface Management window (the callout list:
the slot, POD and port).

Choose th@OD containing the port to configure from the Interface Managemer
window (the callout lists the slot and POD).

When the Configure POD window appears, select the port from the list of port:
Choose thalot (ICM) from the Interface Management window (the callout only
lists the slot).

When the Configure ICM window appears, select the POD containing the port
configure.

When the Configure POD window appears, select the port from the list of port:

Choose theystenfrom the Interface Management window (the callout reads
system

When the Configure System window appears, use the Select Slot (ICM) field t
select the ICM containing the port to configure.

When the Configure ICM window appears, select the POD containing the port
configure.

When the Configure POD window appears, select the port from the list of port:

The first method is the quickest and most direct way of selecting a port to configur
The other methods offer the advantage of providing more information concerning
your selections. For example, using the other methods, you select a port to confi
from the Configure POD window (sé&ure 4-3. This window lists additional port
information such as port type, operations status, and alarm condition.
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E;g Configure POD [SA-100) Ol x]

[ Select Port

Ors
# Type Name Status Alarm
1 ETHERNET Ethernet Port Name o None
2 ETHERMET Ethernet Port Name p None
3 ETHEFNET Ethernet Port Nane Tp HNone
4 ETHERNET Ethernet Port Name Tp Hone

I Select the interface (port) vou wish to conficure. ||

Lo

Figure 4-2. Configure POD Window
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Configuring an Ethernet Port

To configure an Ethernet port:

1. Select the desired Ethernet port from the Interface Management window, as
described in “Selecting a Port” grage 4-3The Configure Ethernet Port window

appears (sekeigure 4-3.
2. Complete the fields describedTiable 4-1

3. When you are done configuring this port, choose the Service Management bu
to configure the NLS services as describeionfiguring Native LAN Services”
on page 5-22

4. Choose OK.

Ega Configure Ethernet Port [152.148.128.12)

Configure Ethernet Port Events/ilarms. .. I I Major

— Port Detail

Glot-Pod-Port: | 1 | 1 | 1

| Ethernet Port Pore ID. I I Ethernet Circ
Set ADMIN Status: Tp - OF3 Status: I Tp
Azsigned to NLI Group: | NL3 Group Name: | Defanlt IPNT

— Configuration Mahagement

Set Frame Type: IEthernet, -l — Fault Management
Set Rate: IRat,e 10Mbps ,l Set Alarm Reporting: IEna.bled vl

Service Management. .. DKl Cancel | Applyl

| Jelect to create/modify a Port Name.

ko |Unsigned Java Applet \Windaw

Figure 4-3. Configure Ethernet Port Window
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Table 4-1.  Configure Ethernet Port Fields and Buttons
Field/Button Type Action/Description
Port Detail

Slot-POD-Port read-only Display the port’s slot, POD and port
numbers. Since the SA 100 has only one sjot,
the Slot field is always “1.”

Port Name window Specify the port name (32 characters max).

button
Port ID window Specify the port ID (32 characters max).
button

Set ADMIN Status read/write | Set the administrative state of the port: Up o
down. Default is up (on-line). Set to Down
(off-line) when you run diagnostics. The
Testing option is not supported by the SA
100.

OPS Status read-only Display the operational state of the port
up or down.

Assigned to NLS read-only Display whether the port is assigned to an

Group NLS Group.

NLS Group Name read-only Display the name of the NLS Group this [por
is assigned to.

Configuration Management

Set Frame Type read/write|  Specify the type of framing (Ethernet
framing) used on the port.

Set Rate read/write | Set the port’s data rate: 10 or 100 Mbps,|full

or half-duplex.
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Table 4-1.  Configure Ethernet Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Fault Management

Set Alarm Reporting| read/write Enable or disable alarm reporting on the
port.

(Other Buttons)

Service Management window | Opens a window for configuring NLS
button services.

SA 100 Network Administrator’'s Guide




_ Configuringabsyetpot @
Configuring a DS1/E1 Port

To configure a DS1 or E1 port:

1. Select the desired port from the Interface Management window, as described
page 4-3The Configure DS1 (or E1) Port window appeé&igifre 4-4shows the
Configure DS1 Port windowsigure 4-5shows the Configure E1 Port window).

> IMA DS1/E1 Ports cannot be selected directly from the Interface

Management window due to the nature of the physical interface. Instead,
select the IMA DS1/E1 POD to open the Configure POD window, and
from list of ports in that window, select an individual IMA DS1/E1 port to
configure.

2. Complete the fields describedTiable 4-2 If this is an IMA POD, remember to
set the Tag as IMA Link field to True if you want to make this port available to
IMA Groups.

3. When you are finished, the next step depends on the type of DS1/E1 POD the
resides on:

e For ports on an IMA DS1/E1 POD, select the IMA Groups button from the
Configure POD window to configure any IMA groups, as described in
“Configuring an IMA Group” on page 4-21

When you are finished configuring IMA groups and links, select an individu:
port, then select the Next Logical Layer button to configure the ATM interfac
layer of this port, as described‘i@onfiguring the ATM Interface” on page
4-75.

When you are finished configuring the ATM interface layer, close the windo
and configure the other DS1/E1 ports, if any, using the preceding steps.

» For ports on a DS1/E1 Cell POD, choose the Next Logical Layer button to
configure the ATM interface layer of this port, as describé€mfiguring
the ATM Interface” on page 4-75

When you are finished configuring the ATM interface layer, close the windo
and configure the other DS1/E1 ports, if any, using the preceding steps.
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e For ports on a DS1/E1 Circuit POD, choose the Next Logical Layer button
configure the circuit emulation service (CES) connection for this port, as
described irfConfiguring Circuit Emulation Services” on page 5-47

When you are finished configuring the circuit emulation connection, close tl
window and configure the other DS1/E1 ports, if any, using the preceding
steps.

4. When you are finished configuring the other DS1/E1 ports, close the window &
go to the applicable sections of this chapter to configure other types of ports, i
any.

5. When finished, click OK.
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E‘%‘ Configure D51 Port [S5A-100] = =] B3

Configqure D31 Port Events/ilarms. .. | I Critical

 Port Detail

Glot-Fod-Port: | 1 | 3 | 1 Tag as IMAL Link:
Port Name... | I D51 PORT NAME Port ID.. | I D51 CIRCUIT I
det ADMIN Status: Up - OF5 Gtatus: I Tp

Configquration Management

Line Build Out: Im I Fault Management
Set Tx Clock: Im Set Alarm Reporting: Im
Framing: Im Jet Max Intervals: I?
Line Codire: Im Set Port Loopback: Im
Signal Mode: Im Set Error Insertion: Im

Next Logical Layer... | EI Ca.ncell Applyl

| Select to specify the appropriate Line Build Out walue.

| | Unzigned Java spplet Window

Figure 4-4. Configure DS1 Port Window
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w4 Configure E1 Port [SA-100)

Configure E1 Port

Eventa/bhlarms... |

I Critical

Fort Detail

Glot-Pod-Port:

Port Name... |

Get ADMIN Status:

IJ_ |3 Il Tag as IML Link:
I El PORT NAME Port ID...|

p o 0P5 Status:

ITrue 'I
I El CIRCUIT ID

R

Line Build Out:

Set T Clock:

Framing:

Line Coding:

Signal Mode:

Configuration Management

IDh.leEI 'I »

ISystem 'I
IszlEl 'I
IszlHIDBS 'I
INone 'I

Fault Management

Jet Alarm Reporting: lm

[52 |
IszlNoLoop 'I
Set Error Insertion: IHone .I

Set Max Interwals:

Set Port Loopback:

Next Logical Layer... |

EI Ca.ncell Applyl

| Select to specify the appropriate Line Build Out walue.

g | Unsgigned Java Applet Window

Figure 4-5. Configure E1 Port Window
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields

Field/Button Type Action/Description

Port Detalil

Slot-POD-Port read-only Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Tag as IMA Link read/write | IMA DS1/E1 PODs only.

IMA DS1/E1 PODs offer the ability to link
multiple ports to create a single
higher-speed aggregate called an IMA
Group. Refer tdConfiguring an IMA
Group” on page 4-2for more information.

Select True to make the port available to gdd
to an IMA group. Select False to prevent
this port from being selectable by an IMA

group.
Port Name window Specify the port name (32 characters max).
button
Port ID window Specify the port ID (32 characters max).
button

Set ADMIN Status read/write| Set the administrative state of the port: Up o
down. Default is up (on-line). Set to Down
(off-line) when you run diagnostics. Testing
is not supported by the SA 100.

OPS Status read-only Display the operational state of the port:
up or down.
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Configuration Management

Line Build Out read/write | Set/display the required line build-out of the
port. The line build-out is the length of cable
that connects this port to other equipment
(such as a router). The options are:
0 to 110 (default), 110 to 220, 220 to 330
330 to 440, 440 to 550, or 550 to 660 feet.

Set TX Clock read/write | Set/display the source of transmit timing on
the port. The options are:

¢ Loop- The port transmit timing source
is derived from the timing signal
coming into this port.

e Systen{default)- System timing
provides the transmit timing for this
port. The configuration of System
Timing in the System Administration
window determines system timing (refs
to page 3-1D

e Local-The POD'’s internal timing
source provides the transmit timing fo
this port.

D
=

-
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Framing read/write | Set/display the type of framing used on the
port. Framing provides a method of

distinguishing between individual channels
by adding one additional bit to each frame.
> Be sure to configure the port
to use the same framing
specifications as the customer
premise equipment (CPE).
The options are:
e Other- This option is for unframed
formatting.
¢ Dsx1ESHDS1 defaulty (DS1 only)
The extended superframe format
extends the D4 framing format from 1P

to 24 frames and uses modified framing
bits to provide a cyclic redundancy
check (CRC), secondary channel and
data link.

* Dsx1D4- (DS1 only) The D4 framing
format consists of twelve frames. It
provides end-to-end synchronization
and signaling associated with a
particular channel.

e Dsx1E1(E1 default}- (E1 only) The E1
framing format is the ITU-T
Recommendation G.704 multiframe
format.
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Framing (continued) | read/write] ¢ Dsx1E1 CRC- (El only) The E1-CRC
framing format is the ITU-T
Recommendation G.704 CRC4
multiframe format.

¢ Dsx1E1 MF (E1 only) The E1-MF
framing format is the ITU-T
Recommendation G.704 multiframe
format with time slot 16 multiframing
enabled.

e Dsx1E1 CRC MF (E1 only) The
E1-CRC-MF framing format is the
ITU-T Recommendation G.704 CRC4
multiframe format with time slot 16
multiframing enabled.
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Line Coding read/write | Set/display the type of line coding used jon
the port. Line coding is the data signal
encoding method used on the DS1/E1
interface.

> Refer to your facility service

provider for more information
about which line code method
to use.

The options are:

* Dsx1B8zSDS1 default} (DS1 only)
Bipolar with 8 zero substitutioris the
ATM Forum standard for ATM cell
transmission over a DS1 interface.
“B8ZS” refers to the use of a specified
pattern of normal bits and bipolar
violation that is used to replace a
sequence of eight zero bits. With B8Z
a special code is placed in and then
removed from the pulse stream in
substitution for a O byte that has been
transmitted by the user equipment.

* Dsx1HDBS3(E1 defaulty- (E1 only)
This is the ATM Forum standard for
ATM cell transmission over an E1
interface. Use this option for optimum
E1 performance.

w
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description
Line Coding read/write | ¢ Dsx1AMI- Alternate Mark Inversion
(continued) also known as Jammed Bit, is not

supported by the ATM Forum. If you
use this method on a DS1 interface,
users may experience excessive zerogs
alarms on transmission equipment. For
an E1 interface, use AMI for physical
path verification only, not cell
transmission.

¢ Dsx1JBZS- not supported by SA 100.
¢ Dsx1ZBTSF not supported by SA 100,
¢ Other-not supported by SA 100.

Signal Mode read/write | Set/display the signal mode used on the
port. The options are:

« None- This disables the signal mode
option.

¢ Robbed bit- (DS1 only) This option
enables robbed bit signaling.

e Bit Oriented- (E1 only) This option
enables channel associated (CAS)
signaling.

* Message Oriented The
message-oriented option enables
common channel signaling (CCS) on
channel 24 in DS1 applications and on
channel 16 in E1 applications.
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Fault Management

Set Alarm Reporting| read/write|  Set/display whether alarm reporting is
enabled or disabled on the port.

IMPORTANT: Never disable
A alarm reporting on any port
used for primary or secondary
recovered timing.

Set Max Intervals read/write|  Set/display the maximum number of
15-minute intervals to store in the interval
history table and display in the Monitor
Status mode. Valid range is 1 to 96 interva
(15 minutes to 24 hours) of activity.

S
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Set Port Loopback read/write)  Set/display whether port loopback is
disabled or enabled for testing purposes (see
Figure 4-§. Select one of the following:

¢ Dsx1NoLoopdefault)- Disables the
loopback function for normal operation.

U

e Dsx1PayloadLoop Payload loopback
tests the internal circuitry of this port by
routing received data through the port
receiver and transmitter circuitry and
back out of the port.

1%

» DsxlLineLoop- Line loopback tests the
port interface by routing received data
back out of the port.

» Dsx10OtherLoop- loops data back
towards the CPOD. On an IMA POD,
the data gets looped back toward the
IMA chip.

Line
Loopback

IPOD/XPOD

Port

Interface CPOD

Other Payload
Loopback Loopback

Figure 4-6. DS1/E1 POD Port Loopbacks
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Table 4-2.  Configure DS1/E1 Port Buttons and Fields (Continued)

Field/Button Type Action/Description

Set Error Insertion read/write|  Set/display whether alarm/error insertign is
enabled or disabled. The options are:

« None(default)- This disables the errof
insertion function.

=

e TxYellow- This enables the insertion @
yellow alarms in the transmit path.

e TxAIS- This enables the insertion of
alarm indication signal (AlS) alarms in
the transmit path.

e TxElFasError- (E1 only) This enables
the insertion of frame alignment errors
in the transmit path.-

e TxE1TS16AIS (E1 only) This enables
the insertion of time-slot 16 alarm
indication signal (AlS) alarms in the
transmit path.

e TxE1MASerror (E1 only) This
enables the insertion of multiframe
alignment errors in the transmit path.

(Other Buttons)

Next Logical Layer window Specify the ATM interface layer (DS1/E1
button Cell POD) as described fi€onfiguring the
ATM Interface” on page 4-7%r CES
connection layer (DS1/E1 Circuit POD) a$
described ifConfiguring Circuit
Emulation Services” on page 5-47
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Configuring an IMA Group

The four ports of an IMA DS1 or E1 POD may be grouped together to create a
connection with an aggregate speed of approximately 6.0 Mbps for a DS1 POD or
Mbps for an E1 POD. This is accomplished by creating an IMA Group containing o
or more ports which function together.

To create an IMA Group:

1. Select the IMA DS1 or E1 POD from the Interface Management window. The
Configure POD window appearSiure 4-7 on page 4-}2

> The maximum aggregate speed of an IMA group can be calculated with
the following formulas, where M is the frame size selected and N is the
number of links in the IMA group.

Fora DS1 POD IMA Group:

M-1_ 2048

1.536M X ——

M 3049 N

For an E1 POD IMA Group:

M-1_ 2048

1.920M x ——

M < 2049™ N
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Eg_a Configure POD [SA-100] O] =]

Conficure POD Events/hlarms. .. | I Critical

[ Select Port

Opr3
# Type Nane Status Alarm
1 D5l 31 PORT NAME Tp None
2 Dsl D3l PORT NAME Tp None

3 D31 PORT NAME None
4 D3l D31 PORT NAME T None

IML Group... | Cancell

| Select the interface (port) y¥ou wish to configure.

Faht] | Unzigned Java Applet Window

Figure 4-7. Configure POD Window

2. Select the IMA Group button. The Configure IMA Groups window appears
(Figure 4-9 on page 4-24
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[=3 IMA Groups (SA-100) _ O] x]

[ Configured IM& Groups

T= ors Group Cfg Links A&ct Links
ML Group MName In Status State Tx RX T ERX
Groupl 77 Tp Operational 4 4 4 4

I Jelect to Add an IMA Group. ||

L

Figure 4-8. IMA Groups Window
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3. Select the Add IMA Group button to create a new IMA group. The Add IM/
Group window appears-igure 4-9:

&3 Add IMA Group [SA-100) (O] x]
Add TMi Group Events/shlarms.. . | I Critical
[ IMA Group Descriptors T IMA Group Tuning
Group HName: Symmetry:
I | ISymmetricheration j
ADMIN Status: Up - Tx Sync Mode: ICTC -I

Group State: NotConfigured

Tx IMA ID:
Min. TX Links:
Min. BX Links:

Tx Frame Length: IHlZS ,I
Max. Delay (ms): I S

Reactiwvate Delay (sec): I 1n
" Select Links Deactivate Delay [zec): I 10

11

idd  Link Naue 5 P P
[ ] EL PORT NAME 1 3 1 Ailpha: [z
[ ] El PORT NAME 1 3 2 i -
[ ] EL PORT MAME 1 3 3 _ |

[ ] EL PORT MAME 1 3 4 Cainiey [ 1

e Fieldsl Hert i al e o I:IKl I:anc:ell Applyl

| Select to specify an IML Group Name.

- |Unsigned Java Applet window

Figure 4-9. Add IMA Group Window
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4. Complete the fields describedliable 4-3o define the IMA group and assign one
or more of the IMA DS1/E1 ports to the group.

>

this time.

Currently, only one IMA group is supported. From one to four IMA ports
may be assigned to the group, however, it is recommended that you
assign all four, as unassigned ports are unusable for any other function at

Table 4-3.  Add IMA Group Buttons and Fields

Field/Button Type Action/Description
IMA Group Descriptors

Group Name read/write | Specify the IMA Group name (32 charag
max).

ADMIN Status read/write | Set the administrative state of the IMA
group: up or down. Default is up (on-line)
Set to Down (off-line) when you run
diagnostics. Testing mode is not currently|
supported.

Group State read-only Displays the operational state of the IM
Group: operational or non-operational.

TXIMAID read/write | Specify the transmission identification
number to be assigned to this IMA Group
(must be an integer from 0—255.)

Min. TX Links read/write | Specify the minimum number of transmit
links which must be active to move the IM
group into the Operational state.

Min. RX Links read/write | Specify the minimum number of receive

links which must be active to move the IM

group into the Operational state.
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Table 4-3.  Add IMA Group Buttons and Fields (Continued)

Field/Button Type Action/Description

Add/Remove Links

AR read/write | Select an IMA DS1/E1 port to add or
remove from this group. Opens the
Configure IMA Link window Figure 4-11
on page 4-3)l Links marked with an X are
included in this group.

Link Name read-only Displays the link name.
S-P-P read-only Displays the Slot, POD, and Port numbers
of each link.
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Table 4-3. Add IMA Group Buttons and Fields (Continued)

Field/Button Type Action/Description

IMA Group Tuning

Symmetry read/write | Select the symmetry to be used by this IMA
group. The options are:

e SymmetricOperation (defaul) The
IMA interface is required to configure
each IMA link in both transmit and
receive directions; ATM cells may only
be transmitted and received over links
that are active in both directions.

* AssymmetricOperatior The IMA
interface is required to configure each
IMA link in both transmit and receive
directions. ATM cells may be
transmitted over a link in the transmit
direction while the link is not active in
the receive direction. (not currently
supported)

* AssymmetricConfiguratior The IMA
interface is not required to configure al
IMA links in both transmit and receive
directions. ATM cells may be
transmitted over a link in the transmit
direction while the link is not active in
the receive direction. (not currently
supported)
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Table 4-3.  Add IMA Group Buttons and Fields (Continued)

Field/Button Type Action/Description

TX Sync Mode read/write | Set/display the transmission
synchronization mode for this IMA Group

The options are:

e CTC (defaultf- Common Transmit
Clock. The same transmit clock is used
for all IMA links.

e |ITC - Independent Transmit Clock.
The transmit clock on at least one link s
derived from a different clock source
than another link. (not currently
supported)

TX Frame Length read/write| Set/display the transmission frame length
for this IMA Group.

The options are:
«  M32-IMA frames of 32 ATM cells.
«  M64 - IMA frames of 64 ATM cells.

e M128 (default)- IMA frames of 128
ATM cells.

+  M256- IMA frames of 256 ATM cells.

> Frames consist of M-1 data
cells and one OAM cell.

Max. Delay (ms) read/write | Set/display the maximum delay differential
in milliseconds that this IMA Group will
tolerate among its links. Range 0—25 mSec.

Reactivate Delay read/write | (not supported - this function superseded by
(sec) alpha, beta, and gamma settings below.)
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Table 4-3.  Add IMA Group Buttons and Fields (Continued)

Field/Button

Type

Action/Description

Deactivate Delay
(sec)

read/write

(not supported - this function superseded
alpha, beta, and gamma settings below.)

Alpha

read/write

Set/display the number of consecutive
invalid ICP cells which must be detected
before moving to the IMA HUNT state. Th
range is ¥2; the default value is two.

SeeFigure 4-10 on page 4-306r an
illustration of the IMA frame
synchronization mechanism.

> Refer to the ATM Forum
Technical Committe’s Inverse
Multiplexing for ATM (IMA)
Specification for additional
information on IMA state.

Beta

read/write

Set/display the number of consecutive
errored ICP cells which must be detected
before moving to the IMA HUNT state. Th
range is 15; the default value is two.

Gamma

read/write

Set/display the number of consecutive \
ICP cells which must be detected before
moving to the IMA SYNC state from the
PRESYNC state. The range is51 the
default value is one.

(Other Buttons)

Next Logical Layer

window
button

Opens the Configure ATM Interface
window. (Sed-igure 4-26 on page 4-)5

by

alid
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State remains in SYNC until
one of the following conditions:
- Missing ICP cell

- Alpha consecutive invalid ICP cells
- Beta consecutive errored ICP cells

When one valid
ICP cell is received,
state moves to PRESYNC.

While in PRESYNC,
one invalid, errored,
or missing ICP cell

returns state to HUNT.

-

After Gamma consecutive valid
ICP cells, state moves to SYNC.

Figure 4-10. IMA Frame Synchronization Mechanism
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Configuring IMA Links
To configure an individual IMA link (IMA DS1/E1 port):

1. Select the IMA DS1 or E1 from the Modify IMA Group window’s Add/Remove
Links field. The Configure IMA Link window appearSigure 4-1):

E‘%’,ﬁ Configure IMA Link (SA-100] [T[= 3

Figure 4-11. Configure IMA Link Window
2. Complete the fields describedTiable 4-2
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Table 4-4.  Configure IMA Link Buttons and Fields

Field/Button Type Action/Description

IMA Link Descriptors

S-P-P read-only Display the link’s slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Add Link to Group read/write | Select this check-box to add this IMA link
to the current IMA Group.

ICP Cell Position read/write | This value indicates the desired position in
the IMA frame to locate the ICP(OAM) cell
during transmission.

Note: this value must be between 0 and M
where M is the frame size. Default is 1.

NE Errored Seconds| read/write Count of one second intervals containipng
one or more link defects during
non-UAS-IMA condition.

IMPORTANT: Although this
A field is read/write capable, do
not enter values. Use this field
as read-only.
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To modify an IMA group:

1. Select an IMA group from the list of Configured IMA Groups in the IMA Groups
window (Figure 4-§. The IMA Group Options window appeafiqure 4-12:

25 IMA Group Dptions (SA-100) O] x|
T+ O0OF3 Group Cfg Links Act Links
IMA Group Name IP &Status State T EX Tx EX

| Two [ 77| mp | operational | | a a | o] o |

Figure 4-12.  IMA Group Options Window

2. Select the Modify button. The Modify IMA Group window appears. This windov
is a modified version of the Add IMA Group window; make any changes desire
referring to the parameters listedTiable 4-3 on page 4-25

Deleting an IMA Group
To delete an IMA Group:

1. Select the IMA group to delete from the list of Configured IMA Groups in the
IMA Groups window Figure 4-§. The IMA Group Options window appears
(Figure 4-12.

2. Choose the Delete button. The Delete IMA Group window appears, asking yot
confirm this action.

3. Choose OK to confirm the Delete command. The group is deleted and you are
returned to the IMA Group Options window, with no group selected.
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Viewing IMA Group Statistics
To view statistics regarding an IMA group or an individual link in an IMA group:

1. Select an IMA group from the list of Configured IMA Groups in the IMA Groups
window (Figure 4-§. The IMA Group Options window appeafiqure 4-12:

2. Select the Group Stats button. The IMA Group Statistics window appéguse(
4-13:

Eg_;,aIMA Group Statistice [SA-100]

IMA Group Jtatistics Events/ilarms... I | Critical

[ IMA Group Summary

Ors Group Min Link Last
IML Group Name Status State Tx ERx Chatge
Twro Up Operational | 4| 4 || 31-7an-5274 17:24:44
" imaGroup...
Failure Status: SYnmeTEY:
NoFailure | SyumetricOperation

T+ Cells: I o | Bx Cells: I o Ukdas:
NE Fails: I o | FE Fails: I i

Tx INA ID: I 77 | BEX IMi ID: I g | &ct Timeout: i
# TX Links: I 4 | # BX Links: I 4 | Deact Timeout:

|

# TX Actiwe: o | # BX Actiwve: I g | &lpha Walue:
Tx 3ync: cTe | BX Syne: I cTc | Beta Value:
Tx Timing Ref: I o | BX Timing Ref: I p | Gamma ¥alue:

Tx Frame: M1zZS B Frame: I M1zs

Allowed Delay: I 25 | Obzerwed Delay: I g | Least Delay:

E 5 el

ancel

| Jelect to Clear all Counters.

=g | Unsigned Java &pplet Window

Figure 4-13. IMA Group Statistics Window
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Table 4-5describes the fields and buttons in the IMA Group Statistics window.

Table 4-5.  IMA Group Statistics Fields and Buttons

Field/Button Type Description

IMA Group Summary

IMA Group Name read-only Displays the name of the IMA group.

OPS Status read-only Displays the operational state of the IMA
group: up or down.

Group State read-only Displays the state of this IMA group:

* Operational - IMA group is operating
properly at the near end.

e Startup - Local end is in startup, waiting
to see the far end in startup.

e Startup Ack - A transitional state whemn
both near and far ends are in startup.

« Insufficient Links - The group does not
have a sufficient number of links to
operate.

* Blocked - the group is blocked; a group
can be blocked for maintenance
purposes while sufficient links are
active in both directions.

» ConfigAborted - the far end has
attempted to use unacceptable
configuration parameters.

—r

Min Link TX read-only Displays the minimum number of transm
links required to be active to move the IMA
group into the operational state.

Min Link RX read-only Displays the minimum number of receive,
links required to be active to move the IMA
group into the operational state.
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Table 4-5.  IMA Group Statistics Fields and Buttons (Continued)

Field/Button Type Description
Last Change read-only Displays the time and date of the last ch
to IMA group’s state.
IMA group
Failure Status read-only Displays the failure status for this IMA

Group.

noFailure - IMA group is up
startUpNe - start up near-end failure
startUpFe - start up far-end failure

invalidMValueNe - invalid transmissior
frame length near-end

invalidMValueFe - invalid transmission
frame length far-end

failedAssymetricNe - assymetric failur|
near-end

failedAssymetricFe - assymetric failur
far-end

insufficientLinksNe - insufficient links
near-end

insufficientLinksFe - insufficient links
far-end

blockedNe - connection blocked at
near-end

blockedFe - connection blocked at
far-end

otherFailure - unreckognized failure

ang

D

14
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Table 4-5.  IMA Group Statistics Fields and Buttons (Continued)

Field/Button Type Description

Symmetry read-only Displays the symmetry mode for this IMA
Group: Symmetric Operation (default),
Assymmetric Operation, or Assymmetric
Configuration.

TX Cells read-only Displays the number of cells transmitted|by
this IMA Group.

RX Cells read-only Displays the number of cells received byjthe
this IMA Group.

UASSs read-only Displays the number of unavailable secands
recorded on this IMA Group.

NE Fails read-only Displays the number of near-end failure$
recorded on this IMA Group.

FE Fails read-only Displays the number of far-end group
failures recorded on this IMA Group since
the last power-up or reboot.

TXIMA ID read-only Displays the IMA ID currently in use by the
local IMA group.

# TX Links read-only Displays the number of links configured to
transmit in this IMA group.

# TX Active read-only Displays the number of configured transmit
links which are also active.

TX Sync read-only Displays the synchronization mode being

used by the local IMA group.

TX Timing Ref read-only Displays the LID of the transmit timing
reference link being used by the near end for
IMA cell clock recovery from the ATM
layer.
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Table 4-5.  IMA Group Statistics Fields and Buttons (Continued)

Field/Button Type Description

TX Frame read-only Displays the frame length being used by the
IMA group in the transmit direction.

RX IMA ID read-only Displays the IMA ID currently in use by the
remote IMA group.

# RX Links read-only Displays the number of links configured to
receive in this IMA group.

# RX Active read-only Displays the number of configured receive
links which are also active.

RX Sync read-only Displays the synchronization mode being
used by the remote IMA group.

RX Timing Ref read-only Displays the LID of the receive timing
reference link being used by the near end for
IMA cell clock recovery toward the ATM
layer.

RX Frame read-only Displays the frame length being used by the
IMA group in the transmit direction.

Act Timeout read-only Displays the number of seconds that need t
pass before a link is re-activated after a link
failure. (not used)

Deact Timeout read-only Displays the number of seconds that nejed t
pass before a link is de-activated due to the
presence of a persistent defect leading to|a
failed or fault condition. (not used)

d

Alpha Value read-only Displays the number of consecutive inval
ICP cells which must be detected before
moving from IMA SYNC to the IMA
HUNT state. The default value is two.
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Table 4-5.  IMA Group Statistics Fields and Buttons (Continued)

Field/Button

Type

Description

Beta Value

read-only

Displays the number of consecutive err(
ICP cells which must be detected before
moving from IMA SYNC to the IMA
HUNT state. The default value is two.

Gamma Value

read-only

Displays the number of consecutive val
ICP cells which must be detected before
moving to the IMA SYNC state from the

PRESYNC state. The default value is one.

Allowed Delay

read-only

Displays the maximum number of
milliseconds of delay differential among th
links that will be tolerated on this group.

Observed Delay

read-only

Displays the maximum differential dela
milliseconds that is observed among the
recieve links currently available in the IMA

group.

Least Delay

read-only

Displays the index of the link in this IMA
group which has the smallest link
propagation delay. (This value is valid onl
if there is at least one link included in the

Dred

d

y in

\

IMA group.)
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Viewing IMA Link Statistics
To view statistics regarding an individual link within an IMA group:

1. Select an IMA group from the list of Configured IMA Groups in the IMA Group:
window (Figure 4-§. The IMA Group Options window appeafiqure 4-12:

2. Select the Link Stats button. The Select IMA Link window appéagsife 4-19:

E;g Select IMA Link [S5A-100] -0 x|

Name 3 F P
D31 PORT NALME 1 3 1
D31l PORT NAME 1 3 2
D31 PORT NALME 1 3 3
D31l PORT NAME 1 3 4

Sencel
) |

Figure 4-14.  Select IMA Link Window

3. Select an individual link from the list in the Select IMA Link window. The IMA
Link Statistics window appear§igure 4-15:
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E%IMA Link Statistics (SA-100]

IMA Link Statistics Events/hlarms. .. | I

[ IMi Link Summary

Op= Link
Nane 3 P P Gtatus Jtatus
psl PORT MaME | 1] 3| 1| up | active

[ imaLink...

TX Link ID: | o | BX Link ID: | il
ICPF Monitor: I True Violations: I i
Relatiwve Delay: I o || Dialable: I False

NEAR. END FAR END
T State: | e TX State: | Aotiwve
EX state: [ acrive BX State: | potiwve
Fail Status: I NoFailure Fail Status: I WNoFailure

# Failures: # Failures: I 0

SE3s: GEGs: 258

. o
o
UAS=: |—.;. TAS=: |—D
Mlss: |—.;, mrss: |—.3

| Select to return to the previowus screeh.

g | Unsigned Java Applet Window

Figure 4-15. IMA Link Statistics Window

Table 4-6describes the fields and buttons in the IMA Link Statistics window.
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Table 4-6. IMA Link Statistics Fields and Buttons

Field/Button Type Description

IMA Link Summary

Name read-only Displays the name of this IMA link.

—

S-P-P read-only Displays the location (slot, POD and pot
numbers) of the port. Since there is only gne

slot in the SA 100, the Slot# field is always
Hl.H

OPS Status read-only Displays the operational state of the IMA
link: up or down.

Link Status read-only Displays the current link status: active of
inactive.

imaLink
TX Link ID read-only Displays the outgoing LID currently in use

by the link on the local end. (This value has
meaning only if the link belongs to an IMA

group.)

ICP Monitor read-only Displays whether the link is selected for ICP
Cell monitoring.

Relative Delay read-only Displays the latest measured delay on this
link relative to the link in the same IMA
group with the least delay. Value is
displayed in milliseconds.

RX Link ID read-only Displays the incoming LID currently in use
by the link on the remote end. (This value|
has meaning only if the link belongs to an
IMA group.)
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Table 4-6.  IMA Link Statistics Fields and Buttons (Continued)

SA 100 Network Administrator’'s Guide

Field/Button Type Description
Violations read-only Displays the count of errored, invalid or
missing ICP cells during non-SES-IMA
condition.
Dialable read-only Displays whether the selected port is a
dialable port (true) or not (false).
Near End:

TX State read-only Displays the current state of the near-end
transmit link.

RX State read-only Displays the current state of the near-end
receive link.

Fail Status read-only Displays the current link failure status of the
near-end receive link.

# Failures read-only Displays the number of times this link has
gone down due to a failure condition.

SESs read-only Displays the count of one-second intervals
containing several IV-IMA defects or one or
more link defects (LOS, OOF/LOF, LCD),
LIF, or LODS defects during a
non-UAS-IMA condition.

UASs read-only Displays the count of unavailable seconds a
the near-end. Unavailability begins at the
onset of 10 contiguous SES-IMA and ends
at the presence of 10 contiguous seconds
with non-SES-IMA.

UUSs read-only Displays the count of unusable/fault second:
at the near-end LSM.
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Table 4-6.  IMA Link Statistics Fields and Buttons (Continued)

Field/Button Type Description
Far End:

TX State read-only Displays the current state of the far-end
transmit link as reported via ICP cells.

RX State read-only Displays the current state of the far-end
receive link as reported via ICP cells.

Fail Status read-only Displays the current link failure status of the
far-end receive link as reported via ICP
cells.

# Failures read-only Displays the number of times this link has

gone down due to a failure condition.

SESs read-only Displays the count of one-second intervals
containing one or more IMA-RDI defects.

UASs read-only Displays the count of unavailable seconds a
the far end. Unavailability begins at the
onset of 10 contiguous SES-IMA-FE and
ends at the presence of 10 contiguous
seconds with non-SES-IMA-FE.

UUSs read-only Displays the count of unusable/fault seconds
at the far-end LSM.
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Configuring a DS3/E3 Port

To configure a DS3 port:

1. Select the desired port from the Interface Management window, as described
page 4-3The Configure DS3/E3 Port window appears (Sgere 4-16for DS3,
Figure 4-17or E3).

2. Complete the fields describedTiable 4-7
3. When finished, click OK.

Ega Configure D53 Port [SA-100) =]E2

Configqure D33 Port Events/ialarms. . | I Critical

Port Detail

3lot-FPod-Port: I_]__Iz_ll_

fort Wame...| [Ds3 PoRT naMe | [Poxt ID... | [Ds3 CIRCUIT T
Set ADMIN Status: [, o] 0Ps status: s

— Configuration Management [ Fault Management

Line Build Dut: IUnderZZSft .| Set Alarm Reporting: IEnabled .l
Jet T Clock: ISYSt,emTiming ,l Set Max Intervals: I 3z

Framing: IDSS Chit ,l Set Port Loopback: INone v|
Line Coding: I EB3zs Set Error Insertion: INone .l

FEAC. .. | Next Logical Layer... I EI Cancell Applyl

| Select to create/modify a Port Name.

=g | Unszigned Java Applet Window

Figure 4-16.  Configure DS3 Port Window
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Ega Configure E3 Port [SA-100) 1 =] B

Configure E3 Port

Port Detail
Glot-Pod-Port:

Fortwae. E3 PORT NAME | [Port 0. | E3 CIRCUIT I
Set ADMIN Status: |— 0P3 Status:

— Fault Management

Confiquration Management —— | Set ilarm Reporting:

Set TX Clock: gystenTinineg |— Jet Max Intervals:
Framing: E3 GE3Z |— Set Port Loopback:

Line Coding: Hdh3 Jet Error Insertion:

[

agl ||
" g

i
f=]
5]
B
| < |

i
f=]
5]
E
| < |

| Jelect to create/modify a Fort Name. |

N

Figure 4-17.  Configure E3 Port Window
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Table 4-7.  Configure DS3/E3 Port Fields and Buttons

Field/Button Type Action/Description

Port Detalil

Slot-POD-Port read-only Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Port Name window Specify the port name (32 characters max).
button

Port ID window Specify the port ID (32 characters max).
button

Set ADMIN Status read/write| Set the administrative state of the port: Up o
down. Default is up (on-line). Set to Down
(off-line) to take the port offline.

OPS Status read-only Display the operational state of the port:
up or down.

Configuration Management

Line Build Out read/write | (DS3 only) Set/display the required line
build-out of the port. The line build-out is
the length of cable that connects this port|to
other equipment (such as a router). The
options are Under 225 feet (default) and
Over 225 feet.

SA 100 Network Administrator’'s Guide




Configuring a DS3/E3 Port A
ASCEND

Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Set TX Clock read/write | Set/display the source of transmit timing on
the port. The options are:

¢ Loop- The port transmit timing source
is derived from the timing signal
coming into this port.

e Systen{default)- System timing
provides the transmit timing for this
port. The configuration of System
Timing in the System Administration
window determines system timing (refer
to page 3-1D
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Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button Type Action/Description
Framing read/write | Set/display the type of framing used on the
port. Framing provides a method of
distinguishing between individual channels
by adding one additional bit to each frame.
> Be sure to configure the port
to use the same framing
specifications as the external
equipment connected to the
port.
The options are:
e Ds3 Chit(DS3 defaulty- (DS3 only)
This is the C-bit framing format.
e Ds3 M23-(DS3 only) This is the M.23
framing format.
* E3 G751(E3 default)}- (E3 only) The
G.751 framing format is the ITU-T
Recommendation G.751 format.
 E3G832- (E3 only) The G.832
framing format is the ITU-T
Recommendation G.832 format.
Line Coding read-only Display the type of line coding used on the
port: B3zs (DS3) or Hdb3 (E3).
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Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Fault Management

Set Alarm Reporting| read/write|  Set/display whether alarm reporting is
enabled or disabled on the port.

IMPORTANT: Never disable
A alarm reporting on any port
used for primary or secondary
recovered timing.

Set Max Intervals read/write|  Set/display the maximum number of
15-minute intervals to store in the interval
history table and display in the Monitor
Status mode. Valid range is 1 to 96 interva
(15 minutes to 24 hours) of activity.

S

Set Port Loopback read/writel  Set/display whether port loopback is
disabled or enabled for testing purposes (see
Figure 4-18. Select one of the following:

U.

¢ None(default)- Disables the loopback|
function for normal operation.

e Line- Tests the port interface by
routing received data back out the pot

—

» Diagnostic—- Tests the port’s internal
circuitry port by routing transmit data
back through the port receiver.

» Payload- Tests the port’s internal
circuitry by routing received data
through the port receiver and transmitter
circuitry and back out the port.
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Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button Type Action/Description
IPOD / XPOD
Port T . CPOD
Interface ransceiver
_____ I P de e | _{__
\ \
N
Line Payload

Loopback Loopback
Diagnostic
Loopback

Figure 4-18. DS3/E3 POD Loopbacks
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Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Set Error Insertion

read/write

Set/display whether alarm/error insertig

enabled or disabled. The options are:

None(default)- This disables the errof
insertion function.

TXLOS- This enables the insertion of
loss of signal (LOS) alarms in the
transmit path.

TxAIS- This enables the insertion of
alarm indication signal (AlS) alarms in
the transmit path.

TXFERF- This enables the insertion g
far end receive failure (FERF) or yello
alarms in the transmit path.

Txldle- (DS3 only) This enables the
insertion of idle maintenance signals i
the transmit path.

TXLCV- This enables the insertion of
line code violations (LCV) in the
transmit path.

TxPbitErrs— (DS3 only) This enables

insertion of P-bit errors in DS3 stream.

TXCbitErrs— (DS3 using C-bit framing

only) This enables the insertion of C-hi

parity errors in the DS3 stream.

TxMbitErrs— (DS3 only) This enables
insertion of M-bit errors in DS3 strean

TxFbitErrs— This enables the insertiorn
of F-bit errors in the DS3 stream.

TxFEBE- This enables insertion of Fd
End Block errors (FEBE) in DS3
stream.

=]

nis

< =—h

N
N

=

SA 100 Network Administrator’'s Guide




Configuring a DS3/E3 Port A
ASCEND

Table 4-7.  Configure DS3/E3 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

(Other Buttons)

Trail Trace (E3 only)| window Trail Trace applies only to E3 ports using (G
button 832 framing format.

3%

Selecting this button opens the Trail Tracg
window, described ifiTrail Trace (E3
only)” on page 4-54

FEAC (Far End window FEAC applies only to D3 ports using C-bi
Alarm and Control) | button framing format.

ith C-bi Selecting this button opens the Far End
(D3 with C-bit Alarm and Control window, described in

framing only) “Far End Alarm and Control (D3 with C-bit
framing only)” on page 4-56

—

Next Logical Layer window Specify the ATM interface layer of this po
button as described ifConfiguring the ATM
Interface” on page 4-75
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Trail Trace (E3 only)

When you configure an E3 port with G832 framing format, you can also configure
trail trace for troubleshooting purposes.

To enable or disable the trail trace, to specify the trace string, or to check the corr
return of the trace string:

1. Select the Trail Trace button from the Configure E3 Port window. The Trail Tra
window appearsHigure 4-19:

23 Trail Trace [SA-100) =] E

— Trail Trace

Enahle Tx Trace: Enable

Conficqure Tx Trace: Sample Trace
B Trace:

Sample Trace

k| tancel| HEEBIF
e |

Figure 4-19.  Trail Trace Window

2. Complete the fields describedTiable 4-8
3. When finished, click OK.
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Table 4-8.  Trail Trace Fields and Buttons

identical to the trace string transmitted).

Field/Button Type Action/Description
Enable TX Trace read-write  Set/display whether TX trace is enabled or
disabled.
Configure TX Trace| read-writel Specify the trace string to be transmitted| (1€
characters max).
RX Trace read-only | Displays the trace string received (should be
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Far End Alarm and Control (D3 with C-bit framing only)

When you configure an D3 port with C-bit framing format, you can also configure f
end alarm and control parameters. The FEAC parameters are used for two purpos

* to send alarm or status information from the far-end terminal back to the near-
terminal; and

» toinitiate D3 loopbacks at the far-end terminal from the near-end terminal.
To enable or disable loop processing or far-end loopback:

1. Select the FEAC button from the Configure D3 Port window. The Far End Alar
and Control window appearSigure 4-20:

E%i Far End Alarm and Control [5A-100] =13

[ Control

Loop Processing: IDisa.blE ,I
Far End Loophack: IDeactivate -I

| Status

Local Loopback 3tatus: I Hone

Tx FEAC Code: I None
Rx FEAC Code: I Hote

DKl Ca.nc:ell Applyl

Fabe] | Unzigned Java Applet Window

Figure 4-20.  Far End Alarm and Control Window
2. Complete the fields describedTiable 4-8
3. When finished, click OK.
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Table 4-9.  Far End Alarm and Control Fields and Buttons

Field/Button Type Action/Description

Loop Processing read/writg  Set/display whether loop processing is
enabled or disabled (default). If enabled, the
far-end terminal is permitted to set a
loopback condition at the near-end termingl.

Far End Loopback read/writg  Set/display whether far end loopback is
activated or deactivated (default). When
activated, the far-end terminal is instructed|to
set a loopback condition. The far-end
terminal must support FEAC loopback and
must be configured to allow far-end loopback
control for the loopback condition to be

established.
Local Loopback read-only | Displays the current local loopback status
Status None or Ds3LineLoopbé.
TX FEAC Code read-only | Displays the FEAC code being transmitted:

¢ None(default)- No FEAC code is being
transmitted.

e DS3LOS Loss of Signal error.
« DS3 OOF- Out-of-Frame error.

« DS3 AIS Received Alarm Indication
Signal.
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Table 4-9.  Far End Alarm and Control Fields and Buttons (Continued)

Field/Button Type Action/Description

RX FEAC Code read-only | Displays the FEAC code being received. [The
following codes are considered valid:

¢ None(default)— No FEAC code being
received. This is the no alarm condition.

e DS3 Egpt. Failure (SA) Equipment
Failure (Service Affecting). Type |
equipment failure, indicating an
out-of-service state or defect requiring
immediate attention.

« DS3 LOS Loss of Signal error.
¢« DS3 OOF Out-of-Frame error.

« DS3 AIS ReceivedAlarm Indication
Signal error.

« DS3 Idle Received Idle error.

e DS3 Egpt. Failure (NSA) Equipment
Failure (Non-Service Affecting). Type Il
equipment failure, indicating an
equipment state such as suspended
service, not activated, or not available fpr
use.

e« Common Eqpt. Failure (NSA)
Equipment Failure (Non-Service
Affecting). Type Il equipment failure,
indicating an equipment state such as
suspended service, not activated, or not
available for use.
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Configuring an OC-3c¢/STM-1 Port

To configure an OC-3c/STM-1 port:

1. Select the desired port from the Interface Management window, as described
page 4-3The Configure OC-3/STM-1 Port window appears (Segere 4-2).

2. Complete the fields describedTiable 4-10

3. Complete any necessary path information or advanced options as described i
“Configuring a Path for an OC-3c/STM-1 Port” on page 4a68“Configuring
OC-3c¢/STM-1 Port Advanced Options” on page 4-65

4. When finished, click OK.

E;a Configure OC-3 / STM-1 Port [SA-100)

Configure 0C-3 / STH-1 Part Ererteyaaraeel|  [maioe
— Port Detail
$lot-Fod-Port: [T [z [1  Port Type: [Soneciinerins
[S0MET PORT MA  Port I... | [someT LImE o1
Set ADMIN Status: Up »| OPS Status: [Dom
— Configquration Manhagement — Fault Management
Set Medium Type: m Set Alarm Reporting: lm
Medium Line Type: Im Set Max Intervals: I?
det Port Laser: on - Jet Port Loopback: m
Set TX Clock: Im Set Error Insertion: lm
Configure Path... | Advanced Options... ﬁl Ca.ncell Applyl
| Select to create/modify a Port Name.
=3 | Unsigned Java &pplet Window

Figure 4-21.
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Table 4-10. Configure OC-3/STM-1 Port Fields and Buttons

Field/Button Type Action/Description
Port Detail Frame
Slot-POD-Port read-only | Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one sjot,
the Slot field is always “1.”
Port Type read-only | Displays the type of port.
Port Name window Specify the port name (32 characters max).
button
Port ID window Specify the port ID (32 characters max).
button
Set ADMIN Status read/write| Set the administrative state of the port: up or
down. Default is up (on-line). Set to Down to
take the port offline.
OPS Status read-only| Display the operational state of the port:
up or down.
Configuration Management
Set Medium Type read/write]  Sets/displays the type of medium used on th
port: Sonet or Sdh.
* Sonet(default)— Synchronous Optical
Networkconfigures the port for OC-3c
(North American) applications.
» Sdh- Synchronous Digital Hierarchy
configures the port for STM-1
(international) applications.
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Table 4-10. Configure OC-3/STM-1 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Medium Line Type read-only | Displays the type of line medium on the port:
SonetMultiMode (for SONET multimode
PODs) or SonetLongSingleMode (for

SONET long-reach, single-mode PODs).

Set Port Laser read/writg  Sets/displays whether the port laser is
enabled or disabled (on or off). This
parameter is a safety feature intended to
prevent personal injury when you repair or
replace the POD or its cables. You must set
this option to “on” in order to transmit
incoming traffic out of this port.

A Before you remove optical

cables, set this parameter to
off. If the optical connectors
are exposed, the transmit laser
beam can cause personal
injury.

> When you disable the laser,

the CPE or switch at the other
end of the connection reports
a red port alarm to indicate a
loss of signal.
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Table 4-10. Configure OC-3/STM-1 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Set TX Clock read/write | Set/display the source of transmit timing pn
the port. The options are:

¢ Loop- The port transmit timing source is
derived from the timing signal coming
into this port.

e Local- The POD's internal timing
source provides the transmit timing for
this port.

» Systen{default)- System timing
provides the transmit timing for this port.
The configuration of System Timing in
the System Administration window
determines system timing (refergage
3-10).

Fault Management

Set Alarm Reporting read/write  Set/display whether alarm reporting is
enabled or disabled on the port.

A IMPORTANT: Never disable
alarm reporting on any port
used for primary or secondary

recovered timing.

Set Max Intervals read/write)  Set/display the maximum number of
15-minute intervals to store in the interval
history table and display in the Monitor
Status mode. Valid range is 1 to 96 intervals
(15 minutes to 24 hours) of activity.
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Table 4-10. Configure OC-3/STM-1 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Set Port Loopback read/writg  Set/display whether port loopback is disable
or enabled for testing purposes (§égure
4-22). Select one of the following:

* None(default)- This disables the
loopback function for normal operation

e Line- Line loopback tests the port
interface by routing received data back
out of the port.

* Internal Section- Internal section
loopback tests the internal circuitry of
this port by routing received data through
the port receiver and transmitter circuitry
and back out of the port.

* Internal Path- Internal path loopback
tests the port interface by routing
received data back out of the port.

IPOD / XPOD

Section/Line Path CPOD
Processor Processor
AN AN
N\ N
Line Internal Internal Path
Loopback  Section Loopback
Loopback

Figure 4-22. OC-3c¢/STM-1 POD Loopbacks
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Table 4-10. Configure OC-3/STM-1 Port Fields and Buttons (Continued)

Field/Button Type Action/Description

Set Error Insertion read/writgf  Set/display whether alarm/error insertion is
enabled or disabled. The options are:

¢ None(default)- Disables the error
insertion function.

* TxDigitalLOS- Enables the insertion of]
digital loss of signal (LOS) alarms in th
transmit path.

4

e TxLineAlS- Enables the insertion of line
alarm indication signal (AIS) alarms in
the transmit path.

* TxLineRDI- Enables the insertion of ling¢
remote defect indication (RDI) or line
yellow alarms in the transmit path.

e TxFrameBitErr— Enables the insertion of
frame bit errors in the transmit path.

e TxSectBipEr~ Enables the insertion of
section BIP errors in the transmit path.

e TxLineBipErr— Enables the insertion of
line BIP errors in the transmit path.

(Other Buttons)

Configure Path window | Opens a window for configuring
button OC-3c/STM-1 path. Se&€onfiguring a Path
for an OC-3c/STM-1 Port” on page 4-68

Advanced Options window | For ports on all OC-3¢/STM-I PODs excepf
button dual port OC-3c/STM-1 IPODs, opens a
window for configuring advanced options
(e.g., section trace). S&gonfiguring
OC-3c¢/STM-1 Port Advanced Options” on
page 4-65
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Configuring OC-3c¢/STM-1 Port Advanced Options

You can configure additional features for OC-3/STM-1 POD ports through the
Advanced Options function (exception: dual port OC-3c/STM-1 IPODs).

To access the advanced options:

1. Choose the Advanced Options in the Configure OC-3/STM-1 Port window. Th
Configure OC-3/STM-1 Port (Advanced) window appears sgere 4-23.

2. Complete the fields describedTiable 4-11
3. When finished, click OK to return to the Configure OC-3/STM-1 Port window.

4. Choose the Configure Path button in the Configure OC-3/STM-1 Port window
configure the paths of this OC-3¢c/STM-1 port as describedanfiguring a Path
for an OC-3c/STM-1 Port” on page 4-68

E;a Configure DC-3 / STM-1 Port [Advanced] [5A-100]

Configure 0C-3 / 5TM-1 Port [(Advanced) Eventsf&larms...l | Major

Port Detail

Glot-Pod-Fort: | 1 | ] | 1 Medium Type: | Sonet

Port Name: [somET PORT Ha Port ID: [somET LINE C
Admin Status: I Up OPS Status: I Down

— Section Advanced Options

Jection Trace

Enahle TX Trace: IEnable 'l

Configqure TX Trace... |

SAHARL
Display BX Trace... | I

ﬁl Ca.ncell Applyl

| Select to enable/disable Transmit Trace.

=gl | Unsigned Java &pplet Window

Figure 4-23.  Configure OC-3/STM-1 Port (Advanced) Window
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Table 4-11. Configure OC-3/STM-1 Port (Advanced) Fields and Buttons
Field/Button Type Action/Description
Path Detail
Slot-POD-Port read-only| Display the ports’ slot, POD and port numby
Since the SA 100 has only one slot, the Slot
field is always “1.”
Medium Type read-only | Displays the type of medium used:
SONET or SDH.
Port Name window | Specify the port name (32 characters max).
button
Port ID window Specify the port ID (32 characters max).
button
Set ADMIN Status| read/writg Set the administrative state of the port: up
down. Default is up (on-line). Set to Down to
take the port offline.
OPS Status read-onlyy  Display the operational state of the port.

Section Advanced Options

trace messages of up to 64 characters; SDH
permits trace messages may be up to 16
characters in length.

ers.

or

Section Trace read/write | Set/display whether the transmit trace functjon
Enable TX Trace is enabled or disabled for this port section.
Section Trace window Opens a window to set and display the sectipn
Configure TX button transmit trace. Select the Configure TX Trace
Trace button. When the Configure Section TX Trace
window appears, enter the message you wish to
use for tracing, then click OK. SONET permifs
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Table 4-11. Configure OC-3/STM-1 Port (Advanced) Fields and Buttons

Field/Button Type Action/Description
Section Trace window Opens a window to display the section receive
Display RX Trace | button trace. Click Cancel when you are finished
viewing the trace.
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Configuring a Path for an OC-3c/STM-1 Port
To configure a path on an OC-3¢c/STM-1 port:

1.

Choose Configure Path in the Configure OC-3/STM-1 Port window. The
Configure OC-3/STM-1 Path window appears (Segire 4-23.

Complete the fields describedTiable 4-12

When you are finished, choose the Next Logical Layer button to configure the
ATM interface layer of this port, as described in section titieahfiguring the
ATM Interface” on page 4-75

When you are finished, the next step depends on the type of OC-3¢c/STM-1 P(
the port resides on:

For ports on dual port OC-3c/STM-1 IPODs:

When you are finished configuring the ATM interface layer, choose the
applicable button (OK, Cancel or Apply) and configure the other
OC-3c/STM-1 ports, if any, using the preceding steps.

When you are finished configuring the other OC-3c/STM-1 ports, go to the
applicable sections of this chapter to configure other types of ports, if any.

For ports on all other OC-3/STM-I PODs:

When you are finished configuring the ATM interface layer, choose the
Advanced Options button to configure the path of this OC-3c/STM-1 port o
an advanced level, as described in the next se¢@amfiguring a Path for an
OC-3c¢/STM-1 Port - Advanced Options” on page 4-73

When finished, click OK to return to the Configure OC-3/STM-1 Port window.

SA 100 Network Administrator’'s Guide




Configuring an OC-3c/STM-1 Port

E;g Configure OC-3 7 STH-1 Path [SA-100)

Configure 0C-3 / STH-1 Path Evento/ilarnsssy|  [Mager
Path Detail
5lot-Pod-Fort: [T [5 [1  Path Twpe: [ SonecPathPlus |
Path Naue. .. | [ SONET Path wa  _Path ID... | [ SOMET Path ci
Set ADNIN Status:  [q +| o3 starus: e

— Fault Management

Set Alarm Reporting: IEnabled VI

Configuration Management -~ || Set Max Intervals: I 3z

det Path Label: Atm - Error Insertion: INone vl

Adyanced Options... I Next Logical Layer... DKI Ca.ncell Applyl

| Select to create/modify a Path Name.

=gl | Unsigned Java &pplet Window

Figure 4-24.  Configure OC-3/STM-1 Path Window
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Table 4-12. Configure OC-3/STM-1 Path Fields and Buttons

Field/Button Type Action/Description

Path Detail

Slot-POD-Port read-only Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Path Type read-only Displays the type of path.

Path Name window Specify the path name (32 characters max).
button

Path ID window Specify the path ID (32 characters max).
button

Set ADMIN Status read/write| Set the administrative state of this path upol
powering up the SA 100. Default is up

(on-line). Set to Down (off-line) when you
run diagnostics. Testing is not supported by
the SA 100.

OPS Status read-only Display the operational state of the port.

Configuration Management

Set Path Label read/write)]  Set/display the C2 path overhead byte:

¢ Unequipped- sets the C2 path overhead
byte to 0 hex.

¢ Atm(default)- Asynchronous Transmit
Modesets the C2 path overhead byte to
13 hex.
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Table 4-12. Configure OC-3/STM-1 Path Fields and Buttons (Continued)

Field/Button Type Action/Description
Fault Management
Set Alarm Reporting| read/write|  Sets/displays whether alarm reporting i$
enabled or disabled on the port.
f IMPORTANT: Never disable
alarm reporting on any port
used for primary or secondary
recovered timing.
Set Max Intervals read/write| Set/display the maximum number of

15-minute intervals to store in the interval
history table and display in the Monitor

Status mode. Valid range is 1 to 96 intervals
(15 minutes to 24 hours) of activity.
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Table 4-12. Configure OC-3/STM-1 Path Fields and Buttons (Continued)

Field/Button Type Action/Description

Set Error Insertion read/write|  Set/display whether alarm/error insertion is
enabled or disabled. The options are:

* None(default)- This disables the error
insertion function.

e TxPathAlS- This enables the insertion
of line alarm indication signal (AIS)
alarms in the transmit path.

» TxPathRDI- This enables the insertion
of line remote defect indication (RDI) 9
line yellow alarms in the transmit path

e TxPathBipErr— This enables the
insertion of path BIP errors in the
transmit path.

¢ TxHcsBitErr— This enables the
insertion of HCS bit errors in the
transmit path.

=

(Other Buttons)

Advanced Options window | For ports on all OC-3¢/STM-1 PODs except
button dual port OC-3c/STM-1 IPODs, opens a
window for configuring advanced options
(e.g., path trace).

Next Logical Layer window Opens a window for configuring the ATM
button interface layer.
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Configuring a Path for an OC-3c/STM-1 Port - Advanced
Options

You can configure advanced path information for an OC-3¢/STM-1 Port through th
Configure OC-3/STM-1 Path (Advanced) window. This applies to all OC-3¢c/STM-]
PODs except dual port OC-3¢c/STM-1 IPODs.

To configure advanced path options on an OC-3c/STM-1 port:

1. Choose the Advanced Options button in the Configure OC-3/STM-1 Path

window. The Configure OC-3/STM-1 Path (Advanced) window appears (see
Figure 4-23%.

2. Complete the fields describedTiable 4-13
3. When finished, click OK to return to the Configure OC-3/STM-1 Port window.

E;a Configure DC-3 / STM-1 Path [Advanced] [SA-100])

Configure 0C-3 / 5TM-1 Path (Advanced) Eventsf&larms...l | Major

Path Detail

Slot-Fod-Port: [T = 1 Path Type: [sonetpathrius
Path Name: [S0MET Path mwa  Path ID: ["somET Path ci
Jet ADMIN Status: p - OP5 Htatus: I Up

— Path Advanced Options

Path Trace

Confimqure TX Trace... | | SAHAR L

Display BX Trace...

ﬁl Ca.ncell Applyl

=gl | Unsigned Java &pplet Window

Figure 4-25.  Configure OC-3/STM-1 Path (Advanced) Window
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Table 4-13. Configure OC-3/STM-1 Path (Advanced) Fields and Buttons

Field/Button Type Action/Description

Path Detail

Slot-POD-Port read-only| Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Path Type read-only | Displays the type of path.
Path Name read-only| Displays the path name.
Path 1D read-only | Display the path ID.

Set ADMIN Status read/write)  Set the administrative state of this path upol
powering up the SA 100. Default is up
(on-line). Set to Down to take the port
offline.

OPS Status read-only] Display the operational state of the port.

Path Advanced Options

Path Trace read/write | Sets/displays whether the transmit trace
Enable TX Trace function is enabled or disabled.

Path Trace window Opens a window to set and display the path
Configure TX Trace | button transmit trace. Select the Configure TX

Trace button. When the Configure Path TX
Trace window appears, enter the message
you wish to use for tracing, then click OK
SONET permits trace messages of up to 64
characters; SDH trace messages may belup
to 16 characters in length.

Path Trace window Opens a window to display the path receive
Display RX Trace button trace. Click Cancel when you are finished
viewing the trace.
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Configuring the ATM Interface

To configure the ATM interface:

1. Choose the Next Logical Layer button in the specific Configure Port or Configu
Path window. The Configure ATM Interface window appears (sgere 4-29.

2. Complete the fields describedTiable 4-14

3. When finished, click OK to return to the previous window.

[&3 Configure ATM Interface (5A-100) (O] x|

Configure ATM Interface Events/ilarms. .. | I Major
" Interface Detail
Jlot-Pod-Fort: | 1 I 3 | 1
Interface Name...l I ATM INTERFACE Interface ID. | I ATM CIRCUIT I

ADMIN Status: IUp vI OF5 Status: I Up
[ Configuration Management [ ILMI

Cell Delineation: IHCSBaSEd ,l Mode: INDnE ,l
Cell Scrambling: IEnable .l OPS Status: I

Poll Timer:

[ Fault Management Retry Count:

Alarm Reporting: IEna.bled vl

Port Prefix Table...|

Service Management... | ARG Er e e Bl | DKl Canc:ell Applyl

| Select to create/modify an Interface Name.

x5 | Unsigned Java &pplet Window

Figure 4-26.  Configure ATM Interface Window
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Table 4-14. Configure ATM Interface Fields and Buttons

Field/Button Type Action/Description

Interface Detail

Slot-POD-Port read-only Display the interface’s slot, POD and paort
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Interface Name read/write|  Specify the interface name (32 characters
max).

Interface ID read/write | Specify the interface ID (32 characters
max).

Set ADMIN Status read/write | Set the administrative state for this interface

O

on power-up. Default is up (on-line). Set t
Down (off-line) when you run diagnostics.
Testing is not supported by the SA 100.

OPS Status read-only Display the operational state of the
interface.

Configuration Management

Cell Delineation read/write | DS3/E3 interfaces only: set/display the ce
delineation or cell synchronization method
for this interface.

« HcsBased- This enable$iCS-based
cell delineation.

e PlcpFrame- This enable®hysical
Layer Convergence Protocogll
delineation.

read-only | All other interfaces: displays the type of ce
delineation: HcsBased.

Cell Scrambling read/write | Set/display whether cell scrambling is
enabled, disabled, or not applicable.
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Table 4-14. Configure ATM Interface Fields and Buttons (Continued)

[92)

=]

—

Field/Button Type Action/Description
Fault Management
Set Alarm Reporting| read/write|  Sets/displays whether alarm reporting i
enabled or disabled on the interface.
ﬁ IMPORTANT: Never disable
alarm reporting on any port
used for primary or secondary
recovered timing.
ILMI
Mode read/write | Sets/displays the ILMI mode for this port:
* None- Disables ILMI for this port.
¢ DCE- Sets the ILMI mode to broadcast
the ILMI prefixes to other DCE.
OPS Status read-only Displays the operational state of ILMI o
this port.
Poll Timer read-only Displays the ILMI poll timer for this port.
Retry Count read-only Displays the ILMI retry count for this po
Port Prefix Table window Opens a window for configuring the ILMI
button Port Prefix Table.

(Other Buttons)

Service Management window | Opens a window for configuring ATM UNI
button connections. Se&onfiguring ATM UNI
Connections” on page 5-8
IMA Group window Not currently supported.
button
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Setting ILMI Port Prefixes

Interim Local Management Interface (ILMI) is a management information base (Mil|
that provides status and communication information to ATM UNI devices and
provides for a port keep-alive protocol. WebXtend currently implements ILMI’'s
network side for UNI ports (DCE) to provide the following functions:

e address registration based on configured Network and Port Prefix tables
» rejection of duplicate ATM addresses from DTE devices

« toinitiate link connectivity “keep-alive” messages

* to support ILMI “gets” for ATM and physical layer statistics.

A future release of WebXtend will add user-side ILMI support for UNI ports (DTE).

> Adress information in a switch is used both for determining the proper
route for calls and for calling-party screening. When used for route
determination, the switch advertises an appropriate subset of jts
configured node prefixes, port prefixes, and port addresses to all other
switches in the network. When used for calling party screening, the switch
uses the configured node prefixes, port prefixes, and/or port addresses to
determine whether or not a call should be accepted by the network.

To perform these two functions at a UNI, both the user and the network
need to know the ATM addresses that are valid at the UNI. Address
registration provides a mechanism for address information to be
dynamically exchanged between the user and the network, enabling them
to determine the valid ATM addresses that are in effect at a UNI. Address
registration applies only to UNI ports on which ILMI is enabled. Any
ILMI-eligible node or port prefix will be transferred from all ILMI-enabled
private UNI-DCE ports and all ILMI-enabled public end-system UNI-DCE
ports to their peer DTE devices.

Node prefixes are not exchanged from “public switch” UNI-DCE ports.
Only port prefixes are exchanged from these ports.
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To configure ILMI Port Prefixes:

1. Choose the Port Prefix Table button from the Configure ATM Interface window
The ILMI Port Prefix Table window appears (ségure 4-27.

2. To add a new ILMI Port Prefix, choose the Add Port Prefix button. The Add Pc
Prefix window appears (séegure 4-27.

3. Complete the fields describedTiable 4-15and click OK to return to the ILMI
Port Prefix Table window.

%4 ILMI Port Prefix Table [SA-100] Ex]
T e e e Evento/mlams. .| [mejer
[ Interface Detail

Slot-Pod-Port: 1 3 1

Interface Name: ATM INTERFAcE |Interface ID: ATmSFPoOrt
ADMIN Status: i 0P3 Status: Up

| Port Prefix Table

Port Hum. OF3
Type Prefix Eits Status

Nsap 1l2233445566775589910111213 104 TUp

| select to Add a Static MAC Address. I

e

Figure 4-27.  ILMI Port Prefix Table
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EZ Add Port Prefix [SA-100) [
Type:
Prefix: I ”
Admin. Status: |_
OF5 Status: I - ”

e [ e Ey
) |

Figure 4-28.  Add Port Prefix Window

Table 4-15. Add Port Prefix Fields and Buttons

Field/Button Type Action/Description

Type read/write | Set/display the type of Port Prefix:

E.164 - allows a prefix of up to 16 digits.
Prefixes of less than 16 digits will be padded
with leading zeros. (not currently supported)

Nsap - prefix must be 26 digits.
Unknown - (not currently supported)

Prefix read/write | Set/display the port prefix itself. Enter a
prefix based on the Type selected above.

Admin. Status read/write  Set the administrative state of the Port Prefix
up, down or no operation. (No op is not
currently supported.)

OPS Status read-only)  Display the operational state of the Port
Prefix: up or down.
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Modifying or Deleting ILMI Port Prefixes

To modify or delete an ILMI Port Prefix, double-click the Port Prefix in the ILMI Por
Prefix Table window. The Port Prefix Options window appeaigufe 4-29, enabling
you to modify or delete the selected prefix.

E%i Port Prefix Optionz [SA-100] M=l E3
Fort ors
Prefix Status

| 11223344556677669910111213 | Up I

Hodify...| Delete...| Cancel |
=ial

Figure 4-29.  Port Prefix Options window

Selecting Modify presents a Modify dialog box similar to the Add Port Prefix dialog
box. Make any desired changes, then choose OK.

Selecting Delete prompts you for confirmation before deleting the selected ILMI P
Prefix.
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What's Next

After you configure the SA 100 ports, you can configure network services through
Service Management functions, as described in Chapter 5, “Configuring Services’
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Configuring Network
Services

This chapter describes how to configure the SA 100 network services including:
» ATM User Network Interface (UNI) service (refergage 5-3

* Native LAN Service (NLS) (refer tpage 5-22

e Circuit Emulation Service (CES) (referpage 5-4Y
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Selecting a Network Service

You can select a network service by choosing the Service Management button fro
the Main menu. When the Select Service window appears-igee 5-), select the
service type.

E23 Select Service [SA-100) _|O] =

— Relect Service

Cancel |
/)

Figure 5-1. Select Service Window

You can also select a network service after configuring a port, as follows:

* ATM UNI — After configuring the ATM interface of a DS1/E1, DS3/E3 Cell, or
OC-3c/STM-1 Cell port, (described in “Configuring the ATM Interface” on page
4-75), configure the ATM User Network Interface (UNI) service by choosing the
Service Management button in the Configure ATM Interface window.

* Native LAN — After configuring the ports of a 10/100 Ethernet POD, (describe
in “Configuring an Ethernet Port” on page 4-5), configure the Native LAN Servic
(NLS) by choosing the Service Management button in the Configure ATM
Interface window.

» CES — After configuring the ports of a DS1/E1 Circuit POD, (described in
“Configuring a DS1/E1 Port” on page 4-8), configure the Circuit Emulation
Service (CES) by choosing the Next Logical Layer button in the Configure DS:
Port window.
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Configuring ATM UNI Services

To configure ATM User Network Interface (UNI) services:

From the Main menu:

1. Choose the Service Management button. The Select Service window appears
(Figure 5-1 on page 52

2. Choose the ATM User network Interface (UNI) button. The Select ATM UNI Po
window appears (s€égure 5-3.

=3 Select ATM UNI Port [SA-100) M= E3
— Select ATM UNI Port
Ors
3-P-F HName 3tatus
1l 3 1 D33 PORT NAME donm
Eancell
s3]  Unsigned Java Spplet Window

Figure 5-2. Select ATM UNI Port Window

3. Select the port you want to configure. The ATM UNI Connections window
appears (sekeigure 5-3.

From the Configure ATM Interface window:

4. After you configure the ATM interface of a DS1/E1, DS3/E3 Cell or
OC-3c/STM-1 Cell port, as described in “Configuring the ATM Interface” on
page 4-75, choose the Service Management button. The ATM UNI Connectior

window appears (s€egure 5-3.
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EZ{ATM UNI Connections (SA-100) =10 %]

[ Port Detail

Total Connections: i}
Slot-Pod-FPort: 1 3 1 Port Type: Atm3FPort
Fort HName: ALTM INTERFACE | Port ID: LTM CIRCUIT T
ADMIN Status: Up OPS Status: Tp

[ Configured ATH UNI Conhections

Endpoint & Endpoint B Connect Connect

Name Type WPI VCI 5 P P WPI YWCI AStatus Detail

| Select to Add an ATM UNI Connection. ||
e
Figure 5-3. ATM UNI Connections Window

5. Complete the fields describedliable 5-1to add, modify, make, or break an ATM
UNI service connection.
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Table 5-1.  ATM UNI Connections Fields and Buttons
Field/Button Type Action/Description
Port Detail
Total Connections read-only Displays the number of defined connection:
on the port.
Slot-POD-Port read-only Display the ports’ slot, POD and port
numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”
Port Type read-only Displays the type of port.
Port Name read-only Displayshe port name (32 characters makx).
Port ID read-only Displayshe port ID (32 characters max).
ADMIN Status read-only Displays the administrative state of the port:
up or down.
OPS Status read-only Displays the operational state of the port:
up or down.
Phy Port Stats window | Enables you to view the physical port
button statistics.
ATM Port Stats window Enables you to view the ATM port statistigs.
button
CAC Port Stats window Enables you to view the Connection
button Admission Control port statistics.
Configured ATM UNI Connections
Name read-only Displays the user designation of each
configured connection on this port.
Type read-only Displays the connection type: CES, NLS] or
ATM.
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Table 5-1.  ATM UNI Connections Fields and Buttons (Continued)

Field/Button Type Action/Description

Endpoint A read-only Displays the virtual path identifier at

VPI endpoint A of each configured connection
on this port.

Endpoint A read-only Displays the virtual channel identifier at

VCI endpoint A of each configured connection
on this port.

Endpoint B read-only Displays the slot-POD-port numbers of

S-P-P endpoint B of each configured connection
on this port.

Endpoint B read-only Displays the virtual path identifier of

VPI endpoint B of each configured connection
on this port.

Endpoint B read-only Displays the virtual channel identifier of

VCI endpoint B of each configured connection
on this port.

Connect Status read-only Displays the connection state of each
configured connection on this port:
up or down.

Connect Detall read-only Displays the reason it is down if the Connec
Status field is not “up.”

(Other Buttons)
Add Connection window Opens a window for adding an ATM UNI
button connection. Se\dding a Connection” on

page 5-9

Connection Summary window | Enables you to view a summary of the

button configuration data related to all the

connections on this port (refer to Chapter|6,
Monitoring the SA 100).
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Table 5-1.  ATM UNI Connections Fields and Buttons (Continued)

Field/Button Type Action/Description
Connection Stats window | Enables you to view connection statistics for
button all the connections on this port (see Chapter
6, “Monitoring the SA 1007).
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Configuring ATM UNI Connections

This section describes how to:
e Add an ATM UNI service connection (referpage 5-9
e Modify an ATM UNI service connection (refer page 5-1Y

» Delete an ATM UNI service connection (refemtage 5-19

Make an ATM UNI service connection (refergage 5-2)

« Break an ATM UNI service connection (refergage 5-2)
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Adding a Connection

To add and configure a connection:

1. Choose the Add Connection button from the ATM UNI Connections window (s
Figure 5-3 on page 5r4The Add ATM UNI Connection window appears (see

Figure 5-4.

R4 Add ATHM UNI Connection (152.148.128.12)

Add ATM UNI Connection Events/hlarms. .. I I Major

— Service Descriptors ————— | Traffic Descriptors ————————
UNI Connection Name: CLP=0 CLP=0+1 F

| PLR: | il 104167 |0
Set Connect Type: ve & 5CR: | DI o B
Endpoint & Endpoint B MCE: | | 1]
s-p-k: [ 1[5 [L] [ MBS: | of 0 &
VPI: | | CDVT: | 5 |microsec E
VCI: | | I
Set Connect Mgmt: IUp - CLP=0 CLP=0+1 R
Connect dtatus: Tiowm FCR: | ]| 104167 |E
4CR: | ]| o ¥
Service Definition: CER-1 m| NCE: | | E
Zervice Rate: User Defin m| MES: | [ o R
= CDVT: | 5 |microsec 3
— Congestion Control E
Tagging: | No

Strateogy: None - TPC: Ot -
Buffer Size: shallow -

Clear Fields| IZIKI Ca.ncel| Applyl

| delect a Service Definition for this connection.

3| |UnsignedJavaAppletWindow

Figure 5-4. Add ATM UNI Connection Window

2. Complete the fields describedTiable 5-2to select the parameters for the new
connection.

3. When you are finished defining this connection, choose OK.
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Table 5-2.

Add ATM UNI Connection Fields and Buttons

Field/Button

Type

Action/Description

Service Descriptors

UNI Connection Name read/write  Specify a name for this connection.

Set Connect Type read/write  Select the type of ATM UNI connection:
VC or VP.

Endpoint A read-only Displays the location (slot, POD, port

S-P-P numbers) of endpoint A of the connection.

Endpoint B read/write | Specify the connection location (slot, PQ

S-P-P port numbers) of endpoint B.

Endpoint A read/write | Specify the virtual path identifier of

VPI endpoint A for this connection.

Endpoint B read/write | Specify the virtual path identifier of

VPI endpoint B for this connection.

Endpoint A read/write | Specify the virtual channel identifier of

VCI endpoint A for this connection.

Endpoint B read/write | Specify the virtual channel identifier of

VCI endpoint B for this connection.

Set Connect Mgmt read/writg  Specify the administrative state of the

connection (up or down) after choosing tk
OK or Apply button.

¢ up (default)- Activates the connectior
when you click the OK or Apply
button.

« down- Deactivates the connection
when you click the OK or Apply

Dl

button.
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button Type Action/Description
Connect Status read-only|  Displays the operational state of the
connection: up or down.
Service Definition read/write| Select the type of service of the conneq

CBR-1(default)- This selectgonstant
bit rate service for handling digital
information, such as video and
digitized voice and is represented by
continuous stream of bits. Constant b
rate service requires guaranteed
throughput rates and service levels.

RT-VBR1- This selectseal time
variable bit rate 1service for
packaging special delay-sensitive
applications, such as packet video, th
require low cell delay variation
between endpoints.

RT-VBR2- This selectseal time
variable bit rate 2service.

RT-VBR3- This selectseal time
variable bit rate 3service.

NRT-VBRZT This selectson-real time
variable bit rate 1service for
packaging the transfer of long, bursty
data streams over a pre-established
ATM connection. This service is also
used for short, bursty data, such as
LAN traffic. CPE protocols adjust for
any delay or loss incurred through thg
use of non-real time VBR.

NRT-VBR2 This select®on-real time

tior

t

at

1%

variable bit rate 2service.
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button Type Action/Description
Service Definition read/write | « NRT-VBR3- This selectson-real time
(continued) variable bit rate 3service.

¢ UBR1- This selectsinspecified bit
rate 1service for LAN traffic
applications primarily. The CPE should
compensate for any delay or lost cell
traffic.

* UBR2- This selectsinspecified bit
rate 2 service.

Service Rate read/write|  Specify the data rate of the connection,.

« Rate 64KB(default)- This selects a
service rate of 64 kbps.

+ Rate 384KB- This selects a service
rate of 384 kbps.

+ Rate 1536KB- This selects a service
rate of 1536 kbps/1.536 Mbps.

+ Rate 1MB- This selects a service rate

of 1 Mbps.

« Rate 2MB- This selects a service rate
of 2 Mbps.

« Rate 5MB- This selects a service rate
of 5 Mbps.

« Rate 10MB- This selects a service rate
of 10 Mbps.

+ Rate 40MB- This selects a service rate
of 40 Mbps.

+ Rate 50MB- This selects a service rate
of 50 Mbps.
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button Type Action/Description
Service Rate read/write | ¢ Rate 100MB- This selects a service
(continued) rate of 100 Mbps.

« Rate 150MB- This selects a service
rate of 150 Mbps.

¢ User Defined- This selects a
user-defined service rate (not currently
supported).
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button Type Action/Description

Congestion Control

Strategy read/write | Specify the type of congestion control on
this connection:

¢ None(default)- This selects no
strategy for dealing with congestion.

¢ SetEFCI- TheSet EFCloption uses
the explicit forward congestion
indicator to determine if congestion (¢
impending congestion) exists in a node.
When selected, the congested node
modifies the EFCI bit in the ATM cell
header to indicate congestion. If the
equipment connected to the SA 100
can use the EFCI bit to adjust its
transmission rate, it may lower the
connection cell rate to relieve the
congestion. EFCI is only set in the
UBR queue and affects all connections
in the queue of the physical port,
therefore, so not select this option if
you do not want to use the EFCI
strategy on this physical port.

» EarlyPacketDi- TheEarly Packet
Discardoption drops a whole packet t
relieve congestion under AALS5
adaptation.

e DropCLP1- TheDrop CLPloption
drops low-priority cells (CLP=1) to
relieve congestion.

=

[®)
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Buffer Size

read/write

Specify the buffer size allocated for

controlling congestion on this connection:

e Shallow(default)- This selection
provides the smallest buffer for dealin
with congestion on this connection.

¢ Medium- This selection provides a
moderately-sized buffer for dealing
with congestion on this connection.

* High - This selection provides the
largest buffer for dealing with
congestion on this connection.

g

Traffic Descriptors
(Forward or Reverse)

PCR (CLP=0)

read/write

Specify the forward/reverse peak cell r3
where the cell loss priority is 0.

ate,

SCR (CLP=0)

read/write

Specify the forward/reverse sustainable
rate, where the cell loss priority is O.

cel

MCR (CLP=0)

Not supported.

MBS (CLP=0)

read/write

Specify the forward/reverse maximum

burst size, where the cell loss priority is Q.

PCR (CLP=0+1)

read/write

Specify the forward/reverse peak cell rq
where the cell loss priority is 0+1.

nte,

SCR (CLP=0+1)

read/write

Specify the forward/reverse sustainable
rate, where the cell loss priority is O+1.

cel

MCR (CLP=0+1)

Not supported.
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Table 5-2.  Add ATM UNI Connection Fields and Buttons (Continued)

Field/Button Type Action/Description
MBS (CLP=0+1) read/write | Specify the forward/reverse maximum
burst size, where the cell loss priority is
0+1.
CDVT (microsec) read/write| Specify the forward/reverse cell delay
variation tolerance for this connection in
microseconds.

Traffic Descriptors
(Forward and Reverse)

Tagging read-only Displays the method of changing a
high-priority cell to a low-priority cell for
this connection.

UPC read/write | Specify whether usage parameter contrpl is
enabled or disabled on this connection.
Clear Fields command| Clears any data entered in this window.
button
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Modifying a Connection

To modify a connection:

1. Select the connection from the defined connections list in the ATM UNI
Connections windowHjgure 5-3. The UNI Connection Options window appears

(Figure 5-5:

E%' UMI Connection Options [SA-100) 9 =] 2

Endpoint &4 Endpoint B Conmnect Connect

¥PI ¥CI 5-P-PF WPI ¥CI MName itatus Detail

| 2] sof 1 f3f1] 2] sofea | o | |
s

Figure 5-5. UNI Connection Options
2. Choose the Modify button. The Modify ATM UNI Connection window appears
(seeFigure 5-§.
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24 Modify ATM UNI Connection (SA-100)

Modify ATM UNI Connection Eventa/dlarns. . | | Major

— aerwvice Descriptors —— | Traffic Parameters
TNI Contiection Name CLP=0 CLP=0+1 F
| Wolcott-Wallingford PCR: | of 167 0O
Connect Type: IVC— ACR: | of o R
Endpoint & Endpoint B HCE: | | W
sen [Tzl 1050 ms: | o] 7
VPI: IT IT CD¥T: Iﬁmicrosec R
WCI: 128 256 D
Set Connect Momt: IUp - CLP=0 CLP=0+4+1 R
Connect Status: [Town PCR: | ol 167 E
ACR: | of o ¥
Service Definition: CER-1 - MCE: | | E
Service Rate: Rate 64Kh ¥ MBS: | of o B
— CDVT: [ 1s70 microsec 3
— Congestion Control E
Tagging: IND—
Strateqy: None - TPC: 0ff -
Buffer Hize: Shallow -

ﬁl Ca.ncell Applyl

| Specify a CES-IWF Connection Name (max. 24 characters).

=gl | Unsigned Java &pplet Window

Figure 5-6. Modify ATM UNI Connection Window

3. Make any desired changes to the connection parameters. R&féfadb-2for
parameter details.

4. When you are finished modifying this connection, choose OK.
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Deleting a Connection

> Before deleting a connection, you must set the Connect Status to down.
The SA 100 will not allow you to delete an active connection.

To delete a connection:

1. Select the connection from the Configured ATM UNI Connections list in the ATI
UNI Connections window. The UNI Connection Options window appears.

2. Choose the Connect Mgmt button. The Connection Management window appe
(Figure 5-7.

23 Connection Management [SA-100) [5[=] [£1

— Connection Management ——

Connect
Name atatus
| Comhection 1 | [1)a]

commect|  BiEEORREGE Cancel |

2rf=3| | Unsigned Java Applet Window

Figure 5-7. Connection Management Window
3. Choose the Disconnect button. The UNI Connection Options window appears.

4. Choose the Delete button to remove the connection from the port configuratiol
The Delete UNI Connection window appears, asking you to confirm this action

5. Choose the Yes button. The connection is removed from the SA 100’s databas
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Making a Connection

After you have configured an ATM UNI connection, you must enable it. You can d
this from the Add or Modify ATM UNI Connection windows or from the ATM UNI
Connections window.

From the Add or Modify ATM UNI Connection window

To make an ATM UNI connection from the Add ATM UNI Connection window
(Figure 5-4 on page 5r%r Modify ATM UNI Connection windowKigure 5-6 on
page 5-1%

1. Setthe Set Connect Mgmt parameter to “up.”

2. Choose OK.

From the ATM UNI Connections window

To make an ATM UNI connection from the ATM UNI Connections windéwre
5-3 on page 5¥4

1. Select the connection from the Configured ATM UNI Connections list. The UN
Connection Options window appeaksgure 5-5.

2. Choose the Connect Mgmt button. The Connection Management window appe
(Figure 5-7.

3. Choose the Connect button. The connection is now enabled.

Breaking a Connection
To break (disconnect) a connection:

1. Select the connection from the connections list in the ATM UNI Connections
window (Figure 5-3. The UNI Connection Options window appedfg(re 5-5.

2. Choose the Connect Mgmt button. The Connection Management window appe
(Figure 5-7.
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3. Choose the Disconnect button. The connection is broken.

> Disconnecting a connection does not remove the connection configuration
from the SA 100 database. You can reconnect it at any time using the
procedure described in “Making a Connection” on page 5-20.
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Configuring Native LAN Services

To configure Native LAN service (NLS):
From the Main menu:

1. Choose the Service Management button in the Main menu of WebXtend. The
Select Service window appeaFsdure 5-1 on page 5y2

2. Choose the Native LAN Service (NLS) button. The Native LAN Service (NLS)
Groups window appears (segjure 5-§.

E‘%Nalive LAN Service [NLS] Groups [152.148.128 12)
Native LAN Service (NLS) Groups —
— Conficured NL3 Groups
# OF3 POD 1 POD 2 LB
HNLS Group Name Tnls Status 1 2 | 4 1 2 | 4 Aoge
Default IFNI 0 Enabled (<l ri1ririrairirarca a
testl LEnshled [ 1[XI 0101010101071 300
test 2 lEnabled [ 1[1[X1[01C01C01C01CL071 300
test 3 LEnshled [ 10101 MXICIC0T01C01 300
[Cswiiiis1 |

R

Figure 5-8. Native LAN Service (NLS) Groups Window
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From the Configure Ethernet Port window:

3. After configuring the ports of a 10/100 Ethernet POD, as described in
“Configuring an Ethernet Port” on page 4-5, you can configure the Native LAN
Service (NLS) by choosing the Service Management button in the Configure
Ethernet Port window. The Native LAN Service (NLS) Groups window appears
(seeFigure 5-§.

Adding an NLS Group
To add a Native LAN Services Group:

1. Inthe Native LAN Service (NLS) Groups windoidure 5-8, choose the Add
NLS Group button. The Add NLS Group window appeé&igire 5-9.

[E5Add NLS Group (SA-100) (O] |
4dd NLS Group Events/alarns. .. | I Critical
[ NL3 Group Descriptors [ IF Management
Group Name: Set IP Access: IND Ip vl

IF Address: I
Set ADMIN Status: [ifo operarion|s
0P3 Status: Hew Subnet Mask: |

Set Databaze Age: 300

set Buffer Pool: Ipnnl 1= [ Select Ports

POD 1
FEi1 Oz O3 O 4

POD 2
Fi1 Fz: FE3 [ 4

Clear Fields EI Canc:ell App1y|

| Specify a NL3 Group Name.

=) | Unsigned Java Applet Window

Figure 5-9. Add NLS Groups Window
2. Complete the fields describedTiable 5-3
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Table 5-3. Add NLS Group Fields and Buttons

Field/Button Type Action/Description

NLS Group Descriptors

Group Name read/write| Specify a name for this group.

Set ADMIN Status read/write| (This function not currently supported;
NLS Groups are automatically set to UP
Admin Status when created.)

Specify the administrative state of the
connection (up or down) after choosing the
OK or Apply button.

e up (default)- Activates the connectior
when you click the OK or Apply
button.

+ down- Deactivates the connection
when you click the OK or Apply
button.

OPS Status read-only| Displays the operational state of the
connection: up or down.

Set Database Age read/writ¢  Specify the default age in seconds of MA
addresses in the forwarding table.

Set Buffer Pool read/write| Specify the buffer pool for this NLS group:
Mgmt, Comms, Pool 1, or Pool 2. By

assigning Pool 1 and Pool 2 to different
NLS groups, you can provide independent
buffer pools for different customers.

> The Mgmt and Comms pools
are intended for internal

device functions. Do not

assign these to NLS Groups.
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Table 5-3. Add NLS Group Fields and Buttons (Continued)

Field/Button Action/Description

Type

IP Management

Set IP Access read/writef  Specify IP Access for this group:
No IP (default) or IP.

IP Address read/write| Specify the IP addresses for this group.
This field is not available if No IP is
selected in the Set IP Access field.

Subnet Mask read/write|  Specify the IP subnet mask for this graup.

This field is not available if No IP is
selected in the Set IP Access field.

Select Ports
POD 1 read/write | Assign POD1 ports to this group by placing
Ports 1—4 a check mark in the box for each port.
POD 2 read/write | Assign POD2 ports to this group by placing
Ports 1—4 a check mark in the box for each port.
Clear Fields command| Clears any data entered in this window.
button
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Modifying an NLS Group
To modify an NLS group:

1. Select the group from the list of defined groups in the NLS Groups window
(Figure 5-8. The NLS Group Options window appedrgylure 5-10:

23 NLS Group Options [SA-100) (O] x]
— NLS Group Options

# 0OF3
NL3 Group MName Tnls 3Status

| Group 1 | Dl Metr ||

Mg peteve...| Twmels...| Srats...| mac...|  Cancel]
L

Figure 5-10. NLS Group Options Window

2. Choose the Modify button. The Modify NLS Group window appears, nearly
identical to the Add NLS Group window (segjure 5-9.

3. Make any desired modifications, referringrtdle 5-3for details on the fields and
buttons.

4. When you have finished modifying the group, choose OK.
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Deleting an NLS Group
To delete an NLS group:

1. Select the group from the list of defined Groups in the NLS Groups window
(Figure 5-8. The NLS Group Options window appedegy(ire 5-10:

2. Choose the Delete button. The Delete NLS Group window appears, asking yo
confirm this action.

3. Choose OK to confirm the Delete command. The group is deleted and you are
returned to the NLS Group Options window, with no group selected.
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Creating Tunnels for an NLS Group

To define tunnels for an NLS group:

1. Select the group from the list of defined Groups in the NLS Groups window
(Figure 5-8. The NLS Group Options window appedegyire 5-10.

2. Choose the Tunnels button. The NLS Tunnels window apgegrs¢ 5-1).

E%Native LAHN Service [NLS] Tunnels [SA-100]

Natiwe LANW ZSerwice [NL3] Tunnels Event.szlarms...l I Critical

I Associated NLS Group

# OFs POD 1 roD 2 DE
NL5 Group Name Tnls Status 1 2 3 4 1 2 3 4 D
[pefamic 1ent | afEnaniea # B B F EF B F E [
[ Attached NL3 Tunnels
SEE. S, Endpoint B Contect Connect
NL3 Tunnel Name Rate Def. 5 P P WPI VCI Status Detail
Add NLE Tunnel... Ca.ncell

| select to Add a NLS Tunnel.

3| | Unsigned Java Applet Window

Figure 5-11. NLS Tunnels Window

3. Choose the Add NLS Tunnel button. The Add NLS Tunnel window appears
(Figure 5-1%:
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[E5 Add NLS Tunnel (SA-100) S[=]E3
4dd HLS Tunnel Eventa/bhlarms... | I Major
| Serwvice Descriptors [ Traffic Descriptors
NL5 Tunnel Name: CLP=0 CLP=0+1 F
| PCR: f ]| 26042
5CR: I DI o W
Endpoint & Endpoint B MCE: | |
Group: IHanagement “““““ MES: | Dl o D
F=ld=lPg cocmcss=e=s I_I_I_ CDWVT: ITmicrosec
VPI:  —————mm——— |—
VCI:  ——m——mm——- 1 CLR=0 CLP=041 R
ECER: | o] 26042
Set Connect Momt: IUp - SCE: | Dl o E
Connect Status: Tiowm MCR: | |
MES: | of o ¥

Gervice Definition: CER-1 -1 CDVT: | 4o |microsec
Serwvice Rate: SvcRate 10M |3
User Def. Rate: I 10000125 Tagoing: I o

UPC: Ifo -I
Congestion Control

Gtrategy: None - PID Walue: IPID—? -I

Buffer 3ize: Shallow |

Clear Fieldsl EI Ca.ncell Applyl

| Specify a Name for this NLS Tunnel.

g | Unsgigned Java Applet Window

Figure 5-12.  Add NLS Tunnel Window
4. Complete the fields describedTiable 5-4 then choose OK.
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Table 5-4. Add NLS Tunnel Fields and Buttons

Field/Button Type Action/Description

Service Descriptors

NLS Tunnel Name read/write|  Specify a name for this tunnel (32
characters max.).

Group read-only Displays the name of the Group for

(Endpoint A) Endpoint A.

Endpoint B read/write | Specify the connection location (slot, POD,

S-P-P port numbers) of endpoint B.

Endpoint B read/write | Specify the virtual path identifier of

VPI endpoint B for this connection.

Endpoint B read/write | Specify the virtual channel identifier of

VCI endpoint B for this connection.

Set Connect Mgmt read/writg  Specify the administrative state of the

connection (up or down) after choosing the
OK or Apply button.

¢ up (default)- Activates the connectior]
when you click the OK or Apply
button.

* down- Deactivates the connection
when you click the OK or Apply
button.

Connect Status read-only Displays the operational state of the
connection: up or down.
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Service Definition

read/write

Select the type of service of the conneq

CBR-1(default)- This selectgonstant
bit rate service for handling digital
information, such as video and
digitized voice and is represented by
continuous stream of bits. Constant
rate service requires guaranteed
throughput rates and service levels.

RT-VBR1- This selectseal time
variable bit rate 1service for
packaging special delay-sensitive
applications, such as packet video, th
require low cell delay variation
between endpoints.

RT-VBR and NRT-VBR
service definitions apply to the
ATM side of the connection
only. The NLS-side shaping
mechanism treats all RT- and
NRT-VBR services as VBR.

RT-VBR2- This selectseal time
variable bit rate 2service.

RT-VBR3- This selectseal time
variable bit rate 3service.
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Service Definition
(continued)

read/write

NRT-VBRZ This selectaon-real time
variable bit rate 1service for
packaging the transfer of long, bursty
data streams over a pre-established
ATM connection. This service is also
used for short, bursty data, such as
LAN traffic. CPE protocols adjust for
any delay or loss incurred through the
use of non-real time VBR.

NRT-VBR2 This select®on-real time
variable bit rate 2service.

UBR1- This selectsinspecified bit
rate 1service for LAN traffic
applications primarily. The CPE shoul
compensate for any delay or lost cell
traffic.

UBR2 - This selectsinspecified bit
rate 2service for LAN traffic
applications primarily.

ABR- This selectautomatic bit rate
service (not currently supported).

D
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button Type Action/Description

Service Rate read/write|  Specify the data rate of the connection.

e User Defined- This allows you to
specify a custom service rate in the
User Def Rate field.

« Rate 56KB- This selects a service rate
of 56 kbps.

« Rate 64KB- This selects a service rate
of 64 kbps.

+ Rate 128KB- This selects a service
rate of 128 kbps.

+ Rate 256KB- This selects a service
rate of 256 kbps.

+ Rate 384KB- This selects a service
rate of 384 kbps.

« Rate 512KB- This selects a service
rate of 512 kbps.

« Rate 1544KB- This selects a service
rate of 1544 kbps/1.544 Mbps.

« Rate 2M- This selects a service rate of
2 Mbps.

* Rate 10M(default)- This selects a
service rate of 10 Mbps.

*+ Rate 34M- This selects a service rate

of 34 Mbps.

*+ Rate 45M- This selects a service rate
of 45 Mbps.

« Rate 100M- This selects a service rate
of 100 Mbps.
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button Type Action/Description

User Def Rate read/write| If User Defined is selected as the Servijce
Rate, this field becomes available. Enter|a
custom service rate in Mbps.

Congestion Control

Strategy read/write | Specify the type of congestion control on
this connection:

¢ None(default)- This selects no
strategy for dealing with congestion.

» SetEFCI- TheSet EFCloption uses
the explicit forward congestion
indicator to determine if congestion (or
impending congestion) exists in a node.
The congested node modifies the EFCI
bit in the ATM cell header to indicate
congestion. If the equipment connected
to the SA 100 can use the EFCI bit tg
adjust its transmission rate, it may
lower the connection cell rate to relieve
the congestion. EFCI is only set in the
UBR queue and affects all connections
in the queue of the physical port. Don't
select this option unless you want to
use the EFCI strategy on this physica
port.

e EarlyPacketDi- TheEarly Packet
Discardoption drops a whole packet t
relieve congestion under AAL5
adaptation.

* DropCLP1- TheDrop CLP1option
drops low-priority cells (CLP=1) to
relieve congestion.

O
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Buffer Size

read/write

Specify the buffer size allocated for

controlling congestion on this connection:

e Shallow(default)- This selection
provides the smallest buffer for dealin
with congestion on this connection.

¢ Medium- This selection provides a
moderately-sized buffer for dealing
with congestion on this connection.

* High - This selection provides the
largest buffer for dealing with
congestion on this connection.

g

Traffic Descriptors
(Forward and Reverse)

PCR (CLP=0)

read/write

Specify the forward/reverse peak cell r3
where the cell loss priority is 0.

ate,

SCR (CLP=0)

read/write

Specify the forward/reverse sustainable
rate, where the cell loss priority is O.

cel

MCR (CLP=0)

Not supported.

MBS (CLP=0)

read/write

Specify the forward/reverse maximum

burst size, where the cell loss priority is Q.

PCR (CLP=0+1)

read/write

Specify the forward/reverse peak cell rq
where the cell loss priority is 0+1.

nte,

SCR (CLP=0+1)

read/write

Specify the forward/reverse sustainable
rate, where the cell loss priority is O+1.

cel

MCR (CLP=0+1)

Not supported.
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Table 5-4.  Add NLS Tunnel Fields and Buttons (Continued)

Field/Button Type Action/Description
MBS (CLP=0+1) read/write | Specify the forward/reverse maximum
burst size, where the cell loss priority is
0+1.
CDVT (microsec) read/write| Specify the forward/reverse cell delay

variation tolerance for this connection in
microseconds.

Tagging read-only | Displays the method of changing a
high-priority cell to a low-priority cell for
this tunnel.

UPC read/write | Specify whether usage parameter contrpl is

enabled or disabled on this tunnel.

PID Value read/write | Specify PID-1 or PID-7 to enable/disable
error checking. PID-1 preserves the
Ethernet CRC across the network. PID-7|
regenerates the CRC locally.

Clear Fields command| Clears any data entered in this window.
button
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Modifying an NLS Tunnel

Once you have created one or more NLS tunnels, you can modify their attributes.
modify an NLS tunnel:

1. Select the tunnel from the list of defined tunnels in the NLS Tunnels window. T
NLS Group Options window appeafsdure 5-13, showing the Tunnel Name,
Endpoint B Slot-Pod-Port, VPI, VCI, Connection Status, and Connection Deta
(error code if any).

B} NLS Tunnel Options [152.148.126.20] |0 x]
Endpoint B Connect Connect
NLS Tunnel Name 3 -PF-PF WPI Y¥CI SAtatus Detail

| Tunne1 1 | 101 [z] 1] 1| 1 | I

e |

Figure 5-13.  NLS Tunnel Options Window

2. Choose the Modify button. The Modify NLS Tunnel window appears, nearly
identical to the Add NLS Tunnel window (sEgjure 5-13.

3. Make any desired modifications, referringiadle 5-4for details on the fields and
buttons.

4. When you have finished modifying the group, choose OK.
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Deleting an NLS Tunnel

> Before deleting a tunnel, you must set the Connect Status to down. The
SA 100 will not allow you to delete an active tunnel.

To delete an NLS tunnel:

1. Select the tunnel from the list of defined tunnels in the NLS Tunnels window
(Figure 5-1). The NLS Tunnel Options window appeargy{ire 5-13:

2. Choose the Delete button. The Delete NLS Tunnel window appears, asking yo
confirm this action.

3. Choose OK to confirm the Delete command. The tunnel is deleted and you ar
returned to the NLS Tunnel Options window, with no tunnel selected.

Making a Connection

After you have configured an NLS tunnel, you must enable it. You can do this fron
the Add or Modify NLS Tunnel windows or from the Connect Management button
the NLS Tunnel Options window.

From the Add or Modify NLS Tunnel window

To enable an NLS tunnel from the Add or Modify NLS Tunnel windBigfre 5-12
on page 5-2p

1. Setthe Set Connect Mgmt parameter to “up.”

2. Choose OK.

From the NLS Tunnel window
To enable an NLS Tunnel from the NLS Tunnel wind&wg(re 5-11 on page 5-28

1. Select the connection from the Attached NLS Tunnels list. The NLS Tunnel
Options window appear§igure 5-13.

2. Choose the Connect Mgmt button. The Connection Management window appe
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3. Choose the Connect button. The connection is now enabled.

Breaking a Connection
To break (disconnect) a connection:

1. Select the connection from the connections list in the Attached NLS Tunnels
window (Figure 5-11 on page 5-28he NLS Tunnel Options window appears
(Figure 5-13.

2. Choose the Connect Mgmt button. The Connection Management window appe

3. Choose the Disconnect button. The tunnel is disconnected.

> Disconnecting a tunnel does not remove the tunnel configuration from the
SA 100 database. You can reconnect it at any time using the procedure
described in “Making a Connection” on page 5-38.
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Viewing MAC Address Cache Information
To view the MAC address cache information:

1. Select the group from the list of defined Groups in the NLS Groups window
(Figure 5-8. The NLS Group Options window appedegyire 5-10.

2. Choose the MAC button. The MAC Address Cache window appeigis ¢

5-14):
EZiMAC Address Cache (SA-100) =10 %]
MAC Address Cache _

[ NL5 Group Detail
NL% Group Name # Tnls O0F3 Status

I Management Group ||| DI Enabled ||

[ MAC Address Cache
Forwarding Destination

MAC Address 5-PF-P WPI WCI Type

0

1
1
1
1
1
1
1
1
1
1

= e T — I
- e — I

I Uze Up / Down arrows or mouse to scroll through this table. ||

el

Figure 5-14. MAC Address Cache Window
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3. Refer toTable 5-5for details on the MAC Address Cache window.

> Note that one MAC address has a Slot-POD-Port of 1-0-0, an exception to

the usual Slot-POD-Port designation. Each Ethernet port is given a static
MAC address at startup and designated S-P-P 1-0-0. This MAC address
(like all static MAC addresses) never ages out from the MAC address
table, nor may it be deleted by the user.
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Field/Button

Type

Action/Description

NLS Group Detail

NLS Group Name read-only| Display NLS Group name.
# Tnls read-only | Displays the number of tunnels established
for this NLS group.
OPS Status read-only| Displays the operational state of the grouy
up or down.
MAC Address Cache
MAC Address read-only | Displays MAC addresses in cache.
Forwarding
Destination fields:
S-P-P read-only | Displays the forwarding destination (slot,
POD, port numbers) of this MAC Address.
VPI read-only Displays forwarding destination VPI of this
MAC address.
VCI read-only Displays forwarding destination VCI of
this MAC address.
Type read-only | Displays the MAC address type.
Refresh command | Refreshes the data displayed in this
button window.
Static MACs command | Displays the Static MAC addresses screen.
button See"Defining Static MAC Addresses” on

page 5-43or details.
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Defining Static MAC Addresses

Static MAC addresses may be assigned within each NLS Group. To view assigne
static MAC addresses, choose the Static MACs button from the MAC Address Cac
window. The Static MAC Addresses window appea&ig\fre 5-19%, showing the
current NLS Group Name, number of tunnels and OPS status, along with a table ¢
Static MAC Addresses, forwarding destinations, and connection types:

[%3' Static MAC Addresses [152.148.126.20]

Static MAC Addresszes Ewents/alarms. .. | I Critical
[ NLS Group Detail
NLS Group Name # Tnls O0PS Status
Group 1 | 1] Enabled
[ Static MAC Addreszs Tahle
Forwarding Destination
MAC Address 5-PF-PF VPI YCI Twype
Add MAC... | Canc:ell
| Uze Up ¢/ Down arrows of mouse Lo scroll through this table.
g | Unszigned J ava Applet wWindow

Figure 5-15.  Static MAC Adresses Window
To add a static MAC address:

1. Choose the Add MAC button in the Static MAC Addresses window. The Add
Static MAC Address window appeafsdure 5-16 on page 5-%4
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&3 Add Static MAC Address (SA-100) =] B

MAC Address: I |

Forwarding Dest: &5-P-P:
YPI:
YCI:

Type:

H e B
e |

Figure 5-16.  Add Static MAC Address Window

2. Complete the fields describedTiable 5-6 then choose OK. The new static MAC
address is added to the Static MAC Address Table in the Static MAC Addresse
window.
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Table 5-6.  Add Static MAC Address Fields and Buttons

Field/Button Type Action/Description

Port Detalil

MAC Address read-write | Specify the new Static MAC Address, six
two-character hexadecimal numerals
separated by colons.

Forwarding
Destination fields:

S-P-P read-write | Specify the forwarding destination (slot,
POD, port numbers) of this MAC Address

VPI read-write | Specify the forwarding destination VPI of
this MAC address.

VCI read-write | Specify the forwarding destination VCI o
this MAC address.

Type read-only Always displays Static, the type of MAC
address being added.
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Deleting Static MAC Addresses
To remove a Static MAC Address from the database:

1. Select it from the Static MAC Addresses Table in the Static MAC Addresses
window. The Static MAC Address Options window appeBrgifie 5-17:

E‘;_’: Static MAC Address Options [SA-100])

Forwarding Destination

MAC Address 3 -PF-PF WPI YCI Type

| or:or:on:o1:00:00| 1 [z (11 |1 | static i

BRrEE Lenel
) |

Figure 5-17.  Static MAC Address Options Window

2. Choose the Delete button to delete the displayed MAC address from the table
warning dialog box appears, prompting you for confirmation of this action.
Choose Yes to confirm deletion of this static MAC address.
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Configuring Circuit Emulation Services

To configure Circuit Emulation Services:
From the Main menu:

1. Choose the Service Management button. The Select Service window appears
(Figure 5-1 on page 52

2. Choose the Circuit Emulation (CES) button. The Select CES Port window appe
(seeFigure 5-18.

E;a Select CES Port (SA-100) M= E3
— select CES Port
CER OFrs

5 - PF - P Name Serwvice Status

1 2 1 D31 PORT NAME dotm

1 Z 2 D31 PORT MAME dowm

1 Z 3 D31 PORT NAME dotm

1 2 4 D51 PORT NAME dotm

Ca.ncell

| | Unzigned Java Applet Window

Figure 5-18.  Select CES Port Window

3. Select the port you want to configure and the Configure CES Connections wind
appears (seleigure 5-19.

From the Configure DS1 or E1 Port window:

4. After you configure the ports of a DS1/E1 Circuit POD, as described in
“Configuring a DS1/E1 Port” on page 4-8, choose the Next Logical Layer buttc
in the Configure DS1/E1 Port window and the Configure CES Connections
window appears (s€egure 5-19.
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E%'Cunﬁgme CES Connection [SA-100)

Configure CES Contection _

 Port Detail

Slot-Fod-Port: 1 2 1 Port Type: El
Port Name: El PORT NAME Port ID: El CIRCUIT ID
ADMIN 3tatus: Tip OF3 Status: Up

CER Service: Seructured CER Clock Mode: Synchronous
Cas5: Easzic Dynanic Bandwidth: Disabled

" Configured CES Connections

Endpoint B Connect Connect

CES-INF Name 5-P-F WVPI VLI Status Detail

| Select the Signaling Interpretation for this port. ||

B

Figure 5-19.  Configure CES Connection Window

5. Complete the fields describedTiable 5-7to configure the circuit emulation
service.
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Table 5-7.  Configure CES Connection Fields and Buttons

Field/Button Type Action/Description

Port Detalil

—

Slot-POD-Port read-only Displays the location (slot, POD and pof
numbers) of the port. Since there is only gne
slot in the SA 100, the Slot field is always

Lll.H

Port Type read-only Displays the type of port.

Port Name read-only Displays the user designation of the por.

Port ID read-only Displays the user identification of the port.

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port: u
or down.

CBR Service read/write | Select the constant bit rate service of the
port:

e Unstructured(default)— Specifies
unstructured constant bit rate service,
which permits only one CES-IWF per
port.

e Structured - Specifies structured
constant bit rate service, which permit
more than one CES-IWF per port.

[2)

CBR Clock Mode read/write | Specify the clock mode of the constant bit
rate service of the port. Synchronous is the
only clock mode that the SA 100 supports|at
this time.
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Table 5-7.  Configure CES Connection Fields and Buttons (Continued)

Field/Button Type Action/Description

CAS read/write | Specify the channel associated signaling
AAL1 format for this port:

« Basic(default)- Selects the basic
channel associated signalling format.

e« E1Cas- Selects the E1 channel
associated signalling format.

¢ Dsl1SFCas Selects the DS1
superframe channel associated
signalling format.

* Ds1ESFCas Selects the DS1 extended
superframe channel associated
signalling format.

e J2jt2Cas- Not supported.

Dynamic Bandwidth | read/write | Set Dynamic Bandwidth Allocation to
(Structured CBR Enabled or Disabled on this port.

Service only) « Enabled(default)- permits operation of|

the DBA function on any CES-IWF for
which DBA is enabled.

e Disabled- prevents the DBA function
from operating; i.e., each CES-IWF
function’s transmitter will remain
enabled at all times, never allowing free
bandwidth to be utilized by the DBA
function.

This setting acts as a global DBA control
mechanism for the entire port. To enable or
disable DBA on individual IWFs, see
“Configuring Dynamic Bandwidth
Allocation” on page 5-63
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Table 5-7.

Configure CES Connection Fields and Buttons (Continued)

Field/Button

Type

Action/Description

Configured CES Connections

CES-IWF Name

read-only

Displays the user designation of each
configured circuit emulation interworking
function on this port. Choosing a CES-IW
from this list opens the window for
“optioning” your selection. Optioning
includes the ability to modify, delete,
connect, disconnect and obtain statistics
concerning the CES-IWF.

Endpoint B
S-P-P

read-only

Displays the slot-POD-port numbers at
endpoint B of each configured circuit
emulation interworking function on this
port.

Endpoint B
VPI

read-only

Displays the virtual path identifier at
endpoint B of each configured circuit
emulation interworking function on this
port.

Endpoint B
VCI

read-only

Displays the virtual channel identifier at
endpoint B of each configured circuit
emulation interworking function on this
port.

Connect Status

read-only

Displays the state of the connection of
configured circuit emulation interworking
function on this port: up or down.

eac
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Table 5-7.  Configure CES Connection Fields and Buttons (Continued)

Field/Button Type Action/Description

Connect Detall read-only Displays error codes if any failure is presen
on this CES connection. Possible error
conditions include:

* VpvcUsed— "Port/ VPI / VCI" of
either source or destination is already
used.

« vpi-OOR— VPI of either the source of
destination is out of range.

* vCci-OOR— VCI of either the source of
destination is out of range.

» vpi-Rsvd— PVCs source or destination
VPI within range reserved for PVPs.

¢ pvp-OOR— PVPs source or destinatio
VPI outside range reserved for PVPs.

¢ rate-OOR— PCR/SCR in traffic
descriptor out of range. Depending on
service category: PCR is less than SCR,
or rate descriptor is non-0 when it
should be 0, or rate is 0 when it should
be non-0.

>

¢ desc-OOR— Traffic Descriptor out of
range. One or more of these is not in the
list of MIB enumerations: Service
Category, Congestion Action, or Buffer
Size.

e port-bad— The results of the power-on
self-test have disabled this port.

Add CES-IWF window Enables you to add circuit emulation
button interworking functions to the port.
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Configuring CES Interworking Functions

The following sections describe how to:

* Add a CES interworking function to a popage 5-5)
* Modify a CES interworking functiorp@ge 5-6%

« Delete a CES interworking functiopgge 5-72

Make a CES interworking functiopgge 5-73

Break a CES interworking functiopgge 5-7%
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Adding a CES Interworking Function to a Port
To add and configure a CES interworking function to a port:

1. Choose the Add CES-IWF button on the Configure CES Connection window.

Depending on how you configured the Set CBR Service parameter in the
Configure CES Connection window, the following occurs:

a. Ifyou Set CBR Service to “Unstructured” (the default), the Add Unstructure
DS1 CES-IWF window (seleigure 5-20 or the Add Unstructured E1
CES-IWF window (se€&igure 5-2) appears.

E‘%Add Unstructured D51 CES-IWF [152.148.126.20) =]
4dd Unstructured D31 CES-IWF Events/hlarms. .. | | Critical
[ Service Descriptors [ Traffic Descriptors
CE3-IWF Name: CLP=0+1
I | PCR: I 4107
CDVT: | 1992 nicrozec
Endpoint & Endpoint B
3-P-P: I 1 Iz |4| I I UPC: Off -
VPI: I I
VCI: I I
Set Connect Momt: IUp -
Conmect Status: Towt
Max Buffer Size: I 954
Max BX CDV: I 1992
Cell Loss Int. Period: I 2500
Conditiohing. .. Clear Fields DKl Cancell Applyl
| Specify a CES-IWF Connection Name (max. 24 characters).
i | Unzigned Java &pplet Window

Figure 5-20.  Add Unstructured DS1 CES-IWF Window

SA 100 Network Administrator’'s Guide




Configuring CES Interworking Functions A
ASCEND

[£3Add Unstructured E1 CES-IWF (SA-100) O] x|
4dd Unstructured E1 CES-IWF _
[ Serwice Descriptors [ Traffic Descriptors

CE3-IWF Name: CLP=0+1

{1 | PCR: | 5447
CDVT: l 1992 microsec

Endpoint & Endpoint B

s-p-P: [ 1 [z [ 1] | | TPC: 0Ef |—
VPI: I I
WCI: I I

Set Connect Momt: i

Conmect Status: oWt

Max Buffer Size: 3954
Max BX CDV: 1992
Cell Loss Int. Period: 2500

| Specify a CES-IWF Connection Name (max. Z4 characters). ||

N

Figure 5-21.  Add Unstructured E1 CES-IWF Window
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b. If you Set CBR Service to “Structured”, the Add Structured DS1 CES-IWF
window (see~igure 5-23 or the Add Structured E1 CES-IWF window
appears (seleigure 5-23.

[£5 Add Structured DS1 CES-IWF [152.148.126.30) M =]E3
Add Structured D31 CES-IWF Eventzs/Alarm=. . | I Major
[ Serwice Descriptors [ Traffic Descriptors
CE53-IWF Name: CLP=0+1

| PCE: | i
CLWVT: I 1992 microsec

Endpoint & Endpoint B

S-P-F: I 1 I 2 I 4| I I TEC: Off -
WPI:

WCI: | |

Set Connect Momt: IUp -] [ Select Timeslots

Connect 3tatus: T oW

F1 Tz Mz Ma Cs Oe
Partial Fill:
Max Buffer Size: 3084 [Tz Ms [Ms M M1 M1z
Max B CDV: 1992
Cell Loss Int. Period: 2500 [T13 M1a Ma1s Mie D17 [Mis

Pointer Farity Check: [pnopiecals [Cis Mzo Mz Maz ez [Cze

L

Conditioning... Dymamic BEA. .. I Clear Fieldsl DKl Ca.ncell Applyl

| Select to specify whether Pointer Parity Check is enabled.

Zxf=g| [Unsigned Java Applet Window

Figure 5-22.  Add Structured DS1 CES-IWF Window
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[£4 Add Structured E1 CES-IWF [SA-100] M [=] B3
4dd Structured E1 CES-IWF Events/filarms. . | I Major
[ Serwice Descriptors [ Traffic Descriptors
CLP=0+1

CE3-IWF Name: PCE: I i}
| CDWT: I 1997 nicrosec

Endpoint & Endpoint B TUPC: Off -

b [z (s [ |
VPI: l— l— [ Select Timeslots
WCI: | |

Fo D1 Oz Oz [Da [Os
Set Connect Momt: IUp -
Connect Status: om | Te MOz Ces Ce Hw M1
Partial Fill: |D_ iz M1z Mi1a Ti1s Tis 17
Max Buffer Jize: lw
Max RX CDV: [ 199z | [Ti1s M1a Mao Mer ez [Mas

Cell Loss Int. Period: I 2500
Pointer Parity Check: IEnabled vI

[Nza Czs CDas Da7 Has a9

[ao a1

Conditioning... Dymamic BEA. .. I Clear Fieldsl DKl Ca.ncell Applyl

| Specify a CEA-IWF Connection Name (max. 24 characters).

Zxf=g| [Unsigned Java Applet Window

Figure 5-23.  Add Structured E1 CES-IWF Window
2. Complete the fields describedTiable 5-8 as appropriate.

3. When you finish setting parameters, choose the Conditioning button. The
Conditioning window appearsigure 5-24.
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22 Conditioning [SA-100)

— Conditioning

Signaling Hits
Data & E C ]

TH: Iﬁr - = r

Ri: mr - = r

Cancell Applyl

] | Unzigned Java Applet wWindaw

Figure 5-24.  Conditioning Window
For unstructured CBR;

4. Enter the TX and RX Data parameters as required and choose OK. With
unstructured constant bit rate service, signaling bit conditioning is not an optio
therefore the TX and RX Signaling Bits parameters A-B-C-D are not selectable

Conditioning serves the following functions:

* When the SA 100 discovers that the local DS1/E1 circuit is down (a loss of
frame condition), it sends the contents of the TX Data conditioning parame
to the remote interworking function (to replace the lost live traffic).

* When the SA 100 discovers that the remote end of the interworking functic
is down, it sends the contents of the RX Data conditioning parameter over
DS1/E1 circuit (to replace the lost live traffic). It also continues to send the
same signaling (the signaling is “frozen”) that was present at the time the ¢
100 discovered that the remote end was down.

5. When you are finished, choose OK to close the Conditioning window and retul
to the Add Unstructured DS1/E1 CES-IWF window.
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For structured CBR:
6. Enter the TX and RX Data parameters as required.

7. Configure the signaling bit conditioning according to the type of channel
associated signaling (CAS) that is associated with the structured constant bit r
service:

- With basic CAS, signaling bit conditioning is not an option, therefore th
TX and RX Signaling Bits parameters A-B-C-D are not selectable.

- With D4 CAS, two-bit signaling bit conditioning is available, therefore
you may enter the TX and RX Signaling Bits parameters A-B, but not tt
parameters C-D.

- With ESF CAS, four-bit signaling bit conditioning is available, therefore
you may enter TX and RX Signaling Bits parameters A-B-C-D.

If signaling bit conditioning is an option (D4 and ESF CAS), the SA 100 sends t
contents of the Signaling Bits parameter over the DS1/E1 circuit after the cell I
integration period has expired, which by default is 2.5 seconds after the SA 10
discovered that the remote end was down.

8. When you are finished, choose OK to close the Conditioning window and retu
to the Add Structured DS1/E1 CES-IWF window.

9. If desired, configure Dynamic Bandwidth Allocation by choosing the Dynamic
B/W button from the Add Structured DS1/E1 CES-IWF window. See
“Configuring Dynamic Bandwidth Allocation” on page 5-fi8 details.
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Table 5-8.  Add Unstructured/Structured DS1/E1 CES-IWF Fields and
Buttons
Field/Button Type Action/Description

Service Descriptors

it

CES-IWF Name read/write| Specify the user designation of this circ
emulation interworking function (24
characters max).

Endpoint A read only Displays the location (slot-POD-port

S-P-P numbers) of endpoint A of this circuit
emulation interworking function. Since
there is only one slot in the SA 100, the S
field is always “1.”

Endpoint B read/write | Specify the location (slot-POD-port

S-P-P numbers) of endpoint B of this circuit
emulation interworking function.

Endpoint B read/write | Specify the virtual path identifier at

VPI endpoint B of this circuit emulation
interworking function.

Endpoint B read/write | Specify the virtual channel identifier at

VCI endpoint B of this circuit emulation
interworking function.

Set Connect Mgmt read/write|  Specify the administrative state of the

connection of this circuit emulation
interworking function.

¢ up (default)- The connection comes u
when you choose the OK or Apply
button.

e down- The connection is inoperative
when you choose the OK or Apply
button.
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Table 5-8.  Add Unstructured/Structured DS1/E1 CES-IWF Fields and
Buttons (Continued)

Field/Button Type Action/Description

Connect Status read-only Displays the operational state of the
connection of this circuit emulation
interworking function: up or down.

Partial Fill read/write | Sets/displays the number of user octets per
(Structured only) cell for this circuit emulation interworking
function: 0 to 47 (0 disables this function)
(The minimum number of user octets
depends on the number of DSOs and the
selected signalling type.)

Max Buffer Size read/write | Specify the maximum size of the
reassembly buffer in 10 microsecond
increments. The default of 1250 equals
12500 microseconds. As a general rule, set
this parameter to twice the value of the Max
RX CDV parameter.

Max RX CDV read/write | Specify the maximum received cell arriva
jitter in microseconds. Default is 1992
microseconds.

Cell Loss Int. Period | read/write|  Specify the cell loss integration period i
milliseconds. Default is 2500 milliseconds.

]

Pointer Parity Check| read/write | Specify whether the pointer parity checklis
(Structured only) enabled or disabled (on or off). Default is
enabled.

Traffic Descriptors

PCR (CLP=0+1) read-only Displays the peak cell rate, where the cgll
loss priority is O+1.

CDVT (microsec) read-only Displays the cell delay variation timing in
microseconds.
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Table 5-8.  Add Unstructured/Structured DS1/E1 CES-IWF Fields and
Buttons (Continued)

Field/Button Type Action/Description
UPC read/write | Specify whether usage parameter contrgl is
enabled or disabled (on or off). Default is
off.

Select Timeslots (Structured)

1 - 24 (DS1 only) read/write | Sets/displays the timeslots for this circuit
0-31 (E1 only) emulation interworking function: 1 to 24 far
DS1 ports, 0 to 31 for E1 ports.

Conditioning window Opens a window for configuring the
button transmit and received data conditioning.
Dynamic B/W window Opens a window for configuring the
(Structured only) button dynamic bandwidth allocation for this
CES-IWF.
Clear Fields command | Enables you to delete the data you have
button entered in the following fields: CES-IWF

Name, Endpoint B S-P-P, VPI and VCI.
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Configuring Dynamic Bandwidth Allocation

Structured CES interworking functions can take advantage of Dynamic Bandwidth
Allocation to send idle cells out the trunk port when the selected CES-IWF is not i
use. The Dynamic Bandwidth Allocation function monitors the selected IWF, and
when it senses that the IWF is not in use, DBA disables the IWF’s transmitter and
begins sending idle cells out the trunk port. If DBA senses the IWF returning to in-u
the IWF’s transmitter is re-enabled.

Dynamic Bandwidth Allocation of CES interworking functions is accomplished by
allowing combinations of various control sources to control the transmitter of
individual IWFs. Using the Dynamic Bandwidth dialog box, you can select the cont
sources which determine whether an IWF is in-use or not in-use. If multiple contr
sources are selectal DS0’s within the CES-IWF must meadt selected criteria for
the IWF to be considered not in-use and the Dynamic Bandwidth Allocation functi
to operate.Table 5-9shows when a transmitter is enabled or disabled based on the
selected control sources.

Table 5-9.  Transmitter Control Sources

Transmitter Enabled Transmitter Disabled
Control Source When... When...
Signalling codes at least one channel is| NO channels are
‘off-hook’ ‘off-hook’
LOS Alarm LOS alarm is inactive LOS alarm is active
Cell Loss Status No cell loss is reported Cell loss is reported

As Table 5-9shows, a IWF’s transmitter may be enabled or disabled. When an
interworking function is in-use, it’s transmitter is enabled, sending AALL1 cells towal
the switch fabric and out the trunk port. When an IWF is not in-use, the transmitte
disabled, no cells are sent toward the switch fabric, and DBA sends idle cells out t
trunk port. Bandwidth previously used for the IWF may be used for other
lower-priority services.

> There is no interaction with connection management system - all
connections in the cross-connect table remain intact.
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To configure Dynamic Bandwidth Allocation on a structured CES-IWF:

1. Selectthe Dynamic Bandwidth button from the Add Structured DS1/E1 CES-IV
window. The Dynamic Bandwidth window appedfgy(ire 5-23.

> The CES-IWF must have been set to Dynamic Bandwidth: Enabled in the
in the Configure CES Connection window, or the Dynamic Bandwidth
button will be unavailable in the Add Structured DS1/E1 CES-IWF
window. The DBA setting in the Configure CES Connection window acts
as a global DBA control mechanism; if it is disabled, ALL DBA is disabled.

2. Complete the fields describedTiable 5-10 as appropriate, then choose the OK
button to return to the Add Structured DS1/E1 CES-IWF window.

Eﬁf—_,% Dynamic Bandwidth [SA-100] [=[=][3

Transmit Control: ID?nEImiE -I

Control Source(s3):
v signaling-codes
[T Loss of dignal

[T Cell Losz 3tatus

IIIKl Cancel Apply

! a5 | Unsigned Java &pplet Window

Figure 5-25. Dynamic Bandwidth Window
(Structured DS1/E1 CES-IWF only)
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Table 5-10. Dynamic Bandwidth Fields and Buttons

Field/Button

Type

Action/Description

Transmit Control

read/write

Specify the Dynamic Bandwidth Allocat

transmit control:

Enabled(default)- The IWF
transmitter is always enabled.

Disabled—- The IWF transmitter is
always disabled.

Dynamic-The IWF transmitter is
controlled by the selected Control
Source(s) (see below).

Control Sources

read/write

Control sources determine whether an

is in-use or not-in-use. The criteria of all
selected control sources must be satisfied
for a port to be considered not-in-use.

Select one or more Control Source(s):

Signaling-codes (applies to structured
IWF with CAS Super-Frame or
Extended Super Frame framing formg
only) — The IWF is considered in-use i
one or more DSO in the bundle has a
signaling code of off-hook.

Loss-of-Signat The IWF is considered
in-use whenever the loss-of-signal
alarm is not active. When the
loss-of-signal alarm is active, the IWF
considered not-in-use.

Cell Loss-The IWF is considered
in-use whenever the cell-loss status is
‘no loss’. When cell-loss status is ‘loss
the IWF is considered not-in-use.

on

[WF

)

=0
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Modifying CES Interworking

To modify a CES-IWF:

1. Select the CES-IWF from the connections list in the Configure CES Connectic
window. The CES-IWF Options window appears.

[ CES-IWF Options [152.148.126.20)

Endpoint B Connect Conhect

Name i-PF-PF WPI VLI Jtarus Detail

| test pore 123 | 10z [z 3] 300 [mm | [

e |

Figure 5-26. CES-IWF Options Window
2. Choose the Modify button to change the settings in the CES-IWF configuratior

The window that appears depends on how you configured the Set CBR Servic
parameter in the Configure CES Connection window.

If you set CBR Service to Unstructured (the default selection), the Modify
Unstructured DS1 CES-IWF window (segjure 5-27F appears if you are
working on a DS1 port; if you are working on an E1 port, the Modify
Unstructured E1 CES-IWF window appears (Sggire 5-2§.

If you set CBR Service to Structured, the Modify Structured DS1 CES-IWF
window (sed-igure 5-29 appears if you are working on a DS1 port; if you are
working on an E1 port, the Modify Structured E1 CES-IWF window appear

(seeFigure 5-30.
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Ega Maodify Unstructured D51 CES-PWF (152.148.126.20)

Modify Unstructured D31 CES-IWF _

[ Serwice Descriptors [ Traffic Descriptors

CES-IUF Name: CLP=0+1
| cEs-TwF ] | PCR: | 4107
CDVT: l 1992 microsec

Endpoint & Endpoint B

s-p-F: [ 1 [z [3] 1 [z ]2 URC: 0ff -]
¥PI: | [ =
WCI: I I 00

Set Connect Momt: i i
Conmect Status: Tp

Max Buffer Size: 3954
Max BX CDV: 1992
Cell Loss Int. Period: 2500

| Specify a CES-IWF Connection Name (max. Z4 characters). ||

N

Figure 5-27.  Modify Unstructured DS1 CES-IWF Window
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[£3 Modify Unstructured E1 CES-IWF (SA-100) O] x|
Modify Unstructured E1 CE3-IWF _
[ Serwice Descriptors [ Traffic Descriptors

CE3-IWF Name: CLP=0+1

I[u]n:nl|:|:|t.t.—In_T:allingfn:nrn:i- PCR: I 5447
CDVT: l 1992 microsec

Endpoint & Endpoint B

s-P-F: [ 1 [z [a] 1 [z ]2 URC: 0ff -]
VPI: [ [ 1

WCI: I I 51

Set Connect Momt: i i

Conmect Status: oWt

Max Buffer Size: 3954

Max BX CDV: 1992

Cell Loss Int. Period: 2500

| Specify a CES-IWF Connection Name (max. Z4 characters). ||

N

Figure 5-28.  Modify Unstructured E1 CES-IWF Window

SA 100 Network Administrator’'s Guide




Figure 5-29.

Modify Structured DSl CES-IWF

[ Service Descriptors

CES-IVF Name:

Endpoint & Endpoint B

Ega Modify Structured D51 CES-IWF [152.148.126.20)

[ Traffic Descriptors

Configuring CES Interworking Functions
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9 (=] E

s=p-P: [ 1 [z [3] 1 [3 1
VPI: I 3
VCI: I 300
Set Connect Momt: Up

Conmect Status: Do

Partial Fill:

[0

Max Buffer Size: 4000
Max BX CDV: 2000
Cell Loss Int. Period: 2500

CLP=0+1
PCR: [ aoo7 |
CDVT: l 2000 nicrosec

UPC: 0ff E
[ Select Timeslots

1 2 3 4 5 &
M7 Ma Ma Mio M1l M1z
V13 W14 W15 W i1s ¥ 17 V18
Vi1 wzo Wzl M2z Vizs Vza

| Specify a CES-IWF Connection Name (max. 24 characters).

L
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[£3 Modify Structured E1 CES-IWF [SA-100) (O] x|

Modify Structured E1 CE3Z-TIWF Events/hlarms. .. | I Critical

[ Serwice Descriptors Traffic Descriptors

CLP=0+1
CES-IVF Name: PCR: 515
Wolcott-Wallingford CDVT: | 1992 microsec
Endpoint & Endpoint B UPC: 0ff -
s=p-k: [ 1 [z [af 132
VPI: I—l [ Select Timeslots
VCI: |— |T
Fo M1 Wz W3 [Na [Os
Set Connect Momt: IUp -
Cormect Status: [ Tom | Ne M7 [Ns MNe [Nio N1
Partial Fill: [0 ] N1z M3 Mia MDis CDis 17
Max Buffer Size: IW
Max R CDV: [ 1s9z | [Mis Mis Nao Mz MNaz [Cas

Cell Loss Int. Period: I 2500
[Cza [Mzs Mas Czr MNazs [aa

Cao0 Cal

Conditioning... | DKl Canc:ell Applyl

| Specify a CES-IWF Connection Name (max. Z4 characters).

x5 | Unsigned Java &pplet Window

Figure 5-30.  Modify Structured E1 CES-IWF Window

3. The following parameters may be modified. Refefable 5-8for details of each
parameter.

* CES-IWF Name

e Set Connect Mgmt

e Partial Fill (Structured only)
* Max Buffer Size

* Max RX CDV

* Cell Loss Int. Period

« UPC
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e Timeslots (Structured only)

4. Conditioning may also be modified. (Séelding a CES Interworking Function
to a Port” on page 5-5@ndFigure 5-24 on page 5-38r details on Conditioning.)
Select the Conditioning button to open the Conditioning window. Make any
necessary changes and click OK to return to the Modify window.

5. When you have finished making your changes, choose OK.
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Deleting CES from a Port
To remove the configuration of a CES-IWF from the SA 100 data base:

1. Select the CES-IWF from the Configured CES Connections list in the Configul
CES Connection window.

2. When the CES-IWF Options window appears, choose the Connect Mgmt buttc

3. When the Connection Management window appears, choose the Disconnect
button.

4. When the CES-IWF Options window appears, choose the Delete button.

5. When the Delete CES Connection window appears, choose the Yes button.

> You must disconnect the CES-IWF prior to deleting it.
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Making a Connection

After you have configured a CES-IWF, you must enable it. You can do this from th
Add or Modify Unstructured or Structured DS1 CES-IWF window or from the
Configure CES Connection window.

From the Configure CES Connection Window

1. Select the CES-IWF from the Configured CES Connections list in the Configul
CES Connection window.

2. When the CES-IWF Options window appears, choose the Connect Mgmt butt

3. When the Connection Management window appears, choose the Connect but

From the Add or Modify Unstructured or Structured DS1 CES-IWF
Window

1. Setthe Set Connect Mgmt parameter to “up.”

2. Choose the OK or Apply button.

SA 100 Network Administrator’'s Guide




Configuring CES Interworking Functions A
ASCEND

Breaking a Connection
To break (disconnect) a CES-IWF connection:

1. Select the CES-IWF from the connections list in the Configure CES Connectic
window. The CES-IWF Options window appears.

2. Choose the Connect Mgmt button. The Connection Management window appe

3. Choose the Disconnect button. The connection is broken.

> Disconnecting a CES-IWF does not remove the connection configuration
from the SA 100 database. You can reconnect it at any time by using
“Making a Connection” on page 5-73.
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What's Next

After you have configured the SA 100 network services, you can use the SA 100
monitoring functions to check the system, as described in Chapter 6, “Monitoring |
SA 100"
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Monitoring the SA 100

This chapter describes how to monitor the SA 100 at the following levels:
e System (refer tpage 6-)

» Slots (refer tqpage 6-1)

» Protocol Option Devices (PODs) (refergage 6-2%

« Ports (refer tgpage 6-4%

» Logical layers

» Connections (refer tpage 6-10Zor ATM-UNI connectionspage 6-123or NLS
connections andage 6-13dor CES-IWF connections)
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Accessing Monitoring Functions

To access the SA 100 monitoring functions, choose the Monitor Status button from
Main menu.

The Monitor Status window appears ($égure 6-), displaying a graphical
representation of the SA 100 front panel.

Double-click here to
display system status
information.

[25 Monitor Status [SA 100)

The SA 100 has only one slot. Double The SA 100 supports up to Each POD supports a

click on the chassis between the three PODs. Double-click on  number of ports.
PODs to display slot (ICM) status the body of a POD to display Double-click on an
information. POD information. individual port to display

Port information.

Figure 6-1. Monitor Status Window (Front Panel)

If you move the mouse pointer over this window, callouts appear when the pointer
located over a slot, POD and/or port, or the system as a whole. Double-clicking th
mouse while a callout appears enables you to display status information for the
indicated system, slot, POD, and/or port.
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Front Panel Indicators

The Monitor Status window also displays the current state of each front panel
indicator light.Table 6-1describes the SA 100 front panel indicators. For descriptior
of the POD front panel indicators, refer‘tdonitoring PODs” on page 6-29

Table 6-1. SA 100 Front Panel Indicators

Label Name Color Description

PWR Power green On when the SA 100 has power.

RUN Running green Blinks when an SA 100 IPOD or XPOD
sends or receives data.

S/W Software green Blinks when the SA 100 ICM receives new
software.

CRI Critical Alarm | red On when the SA 100 detects a critical ala1rm.

MAJ Major Alarm red On when the SA 100 detects a major alarm.

MIN Minor Alarm yellow | On when the SA 100 detects a minor alafm.
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Monitoring System Level Status

To monitor SA 100 at the system level, choose system from the Monitor Status
window by double-clicking the blank panels below the PODs or the blank panels t
the extreme left or right of the row of PODs (the System callout appears). The Disf
System Status window appears (5erire 6-3.

> Regarding the Select Board list: While some products support multiple
boards, the SA 100 hardware has only one slot in its backplane. That slot

accepts one board, which is always the interface control module (ICM).

Therefore, the Select Board list for the SA 100 displays only the ICM.

[ Display System Status (5A-100) =1
Dizplay System Status Betits /Al arms. . . | | Major

— System Status

Pri 5CM: | Aotive Pri 5ys Timing: [ §o Cfg
Sec SCHM: | ot Pres oec 5¥s Timitg: | No Cfg Power Status...l | 0k

Uptime: | 0 days 01:23:59
— Select Board
(1) 33
# Type Status Alarm
1 ICH 0k Major
Inventory Stats... MIE II 5Stats... Ca.ncell

| Select to display Fan 3tatus.

=gl | Unsigned Java &pplet Window

Figure 6-2. Display System Status Window

Table 6-2describes the buttons and fields in the Display System Status window.
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Table 6-2.  Display System Status Fields and Buttons
Field/Button Type Description
System Status

Pri SCM read-only Displays the state of the primary system
control module: Active, No Cfg, or Failed.
(There is only one SCM in the SA 100.)

Pri Sys Timing read-only Displays the state of primary system timing:
Active, No Cfg, or Failed.

Fan Status window Not supported.

button

Fan Status read-only Not supported.

Sec SCM read-only Displays the state of the secondary system
control module. There is no secondary SCM
in the SA 100, therefore, this field displays
“Not Pres(ent)”.

Sec Sys Timing read-only Displays the state of secondary system timing
Active, No Cfg, or Failed.

Power Status window | Not supported.

button

Power Status read-only Not supported.

Uptime read-only Displays the amount of time (days, hours,
minutes, seconds) that the SA 100 has been
operating since it last powered up.

Select Board (see note opage 6-4
# read-only Since there is only one slot in the SA 100, this

field displays “1".
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Table 6-2.  Display System Status Fields and Buttons (Continued)

Field/Button Type Description

Type read-only Displays the type of the board installed in the
SA 100. Since there is only one slot in the $A
100 and it contains the interface control
module, this field displays “ICM.”

OPS Status read-only Displays the operational status of the board
installed in the SA 100.

Alarm read-only Displays the current highest-level alarm, if
any, associated with the board installed in the
SA 100, i.e., the ICM.

(Other Buttons)

Inventory Status window Enables you to display rack and backplane
button information. Since the SA 100 uses only one
type of rack and backplane, these fields
display “sa100” and “sa-1200-r3,”
respectively. Se@/iewing System Inventory
Information” on page 6-7

MIB Il Stats window Opens the MIB Il Statistics window, enabling
button you to view information on various
Management Information Base groups. Se¢
“Viewing System MIB Statistics” on page 6-

O
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Viewing System Inventory Information

To display “inventory” information about the system, choose the Inventory Stats
button on the Display System Status window. The System Inventory Statistics wino
appears, providing the following system inventory information:

* Rack Type- This parameter indicates the type of rack used by the SA 100
(always “sal00").

* Backplane Type- This parameter indicates the type of backplane used by the &
100 (always “sf-1200-r3").
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Viewing System MIB Statistics

To display Management Interformation Base (MIB) statistics about the system,
choose the MIB Il Stats button on the Display System Status window. The MIB I
Statistics window appearsifure 6-3:

E-‘Eﬁ MIB Il Statistics [S5A-100] =] e
— MIE II Statistics

x/~3)

Figure 6-3. MIB Il Statistics Window

Choose the button for the group of statistics you want to view. The groups are
described inrable 6-3

SA 100 Network Administrator’'s Guide




Monitoring System Level Status A
ASCEND

Table 6-3. MIB |l Statistics Buttons

Button Type Description

Interfaces Group| command| Displays statistics on the MIB Il Interface
button Group.

TCP Group command | Displays statistics on the MIB Il TCP Group.
button

SNMP Group command | Displays statistics on the MIB [l SNMP Group.
button

IP Group command | Displays statistics on the MIB Il IP Group.
button

ICMP Group command | Displays statistics on the MIB Il ICMP Group.
button

UDP Group command | Displays statistics on the MIB 1l UDP Group.
button

> The MIB is a database of information maintained by the agent that the

management can query or set. For details of the MIB, refer to RFC-1213, which
defines MIB Il for use with network managment protocols in TCP/IP-based
internets. SA 100-specific MIB parameters are coverédsaend Broadband
Access Enterprise MIBroduct code #80055).
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Monitoring the Slot

>

There is only one slot in the SA 100, which houses the interface control
module (ICM).

In this section, “slot,” “board,” and “ICM” are used interchangeably. For
example, "monitoring the slot” is the same as monitoring the board or
ICM.

To monitor the SA 100 ICM, you first select the slot in one of two ways:

Choose the slot from the Monitor Status window (the callout displays Slot: 1).

Choose the system from the Monitor Status window (no callout appears).

When the Display System Status window appears, select Slot 1 from the Sele
Board list.

The Display Board Status window appears (Sgere 6-4.

SA 100 Network Administrator’'s Guide




Monitoring the Slot A
ASCEND

E%Display Board Status [152.148.128.12) =] B2

— Board 3tatus

dlot #: Board Type: IcH
ADHI Stavus: 0PS Seatus:

smemg 0 s Ecei ] [mene
nventory. .. |

— &elect POD
# (1) 33
# Type Ports Status Description
1 IPOD-10-100-ENET 4 p Ethernet POD
2 IPOD-D31-CIRCUIT 4 Diotm CES D51 ATM POD
3 XPOD-0C3-3TM1-CELL 1 p aC3 ATM POD

I Select to display Processor Utilization table. ||
L

Figure 6-4. Display Board Status Window

Table 6-4describes the fields and buttons in the Display Board Status window.

SA 100 Network Administrator’'s Guide




Monitoring the Slot A
ASCEND

Table 6-4. Display Board Status Fields and Buttons

Field/Button Type Description

Board Status

Slot # read-only Displays the slot number of the ICM installed
the SA 100. Since there is only one slot in the
SA 100, this field is always “1.”

n

Board Type read-only Displays the type of the board installed in the
SA 100. Since there is only one slot in the SA
100 and it contains an interface control module,
this field is always “ICM.”

ADMIN Status read-only Displays the administrative state (up or down) of

the ICM.

OPS Status read-only Displays the operational state (up or down) of
the ICM.

Proc Util window Opens a window that displays how the

button microprocessor on the ICM is being used. See
“Viewing Microprocessor Utilization” on page
6-14.

Proc Util read-only Displays a percentage indicating how much |of
the SA 100 microprocessor’s capacity is being
used.

PC Card window Not currently supported.

button

PC Card read-only Not currently supported.

Inventory window Enables you to display a variety of “inventory’

button information concerning the ICM.
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Table 6-4.  Display Board Status Fields and Buttons (Continued)
Field/Button Type Description
Select POD
# read-only/ | Displays the POD number (1, 2 or 3) of each
selectable | POD installed in the ICM. Choose a POD from
item the list to view its status information (refer to
“Monitoring PODs” on page 6-29
Type read-only Displays the type of each POD installed in the
ICM.
# Ports read-only Displays the number of ports on each POD
installed in the ICM.
OPS Status read-only Displays the operational state (up or down
each POD installed in the ICM.
Description read-only Displays a brief description of each POD
installed in the ICM.
(Command Buttons)
Cell Hwy Stats window Enables you to pick a cell highway to monitor.
button Cell highways are circuits in the SA 100 that &
used to relay packets between the CPOD and
IPOD(s), XPOD and ICM.
Pro Accel Stats window Enables you to display the status of the ICM
button Protocol Accelerator.
ATM File Check | window Enables you to display the status of ATM files.
button

of

ire
the
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Viewing Microprocessor Utilization

To display how the microprocessor capacity on the ICM is being used, choose the
Proc Util button in the Display Board Status window. The Processor Utilization
window (sed~igure 6-5 shows how the microprocessor is being used by the systen
Refer toTable 6-5for field descriptions.

[25 Processor Utilization [SA-100)
— Processor Utilization
slotdér [1 Average Utilization: [ag :
Task ID Name Prioritys Uil %
0x000003ES TIRETT u] 0.0 % &
0x00000700 DEL_ u] 0.0 %
Oxo0oLooog IDLE o 0.0 %
OxOo00zZ0000 ROOT 240 0.0 %
Ox00030000 PHAD 255 0.4 %
Ox00040000 ja)iE=Na) 254 0.0 %
Ox00150000 POST Q0 0.2 %
0x001l30000 PP _ an 0.0 %
Ox00190000 P2PFT 30 0.0 %
Ox00Z200000 BMM_ 50 1.1 %
Ox00z210000 EMMT L0 0.0 %
Ox00Za0000 DA a0 2.7 %
Ox00270000 B3Nt Ta 0.7 %
0x00220000 ELMt t0 0.0 %
OxO02E0000 DTDt 30 0.0 %
OxO0zZFooo0 BETHE a0 0.0 %
M N0 220000 ROLDW N n mn ;I
Ca.ncell
=gl | Unzigned Java Applet ‘wWindaw

Figure 6-5. Processor Utilization Window
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Table 6-5. Processor Utilization Fields

Field
(read-only) Description

Slot# Displays the slot number of the board/ICM where the
microprocessor is located. For the SA 100, this field is always|*1.”

Average Displays a percentage indicating how much of the
Utilization microprocessor’s capacity is being used. This field assures thg use
that the microprocessor is functioning properly.

Normally, this field is in the upper 90s. If the field is inordinately
low, it may indicate a problem in the microprocessor or the SA {100
software. However, in such a case, it is likely that WebXtend will
fail before you are able to view this screen.

Task ID Displays the hexadecimal number assigned to each function
performed by the microprocessor.

Name Displays the acronym of the name assigned to each function
performed by the microprocessor.

Priority Displays the precedence assigned to each function, the highest
number receiving the greatest precedence.

Util % Displays the percentage of the microprocessor’s capacity being
devoted to each function performed by the microprocessor. This
field also assures the user that the microprocessor is functioning
properly.

The majority of functions performed by the microprocessor us
less than 10% of the microprocessor’'s capacity (most function
require less than 1%). The Util % field jumps to a high reading
immediately after a task is performed (e.g., when you open a
window, the Util % field for the MENU task may rise over 80%).
When the Processor Utilization window is updated (every 5
seconds), the Util % for a performed task should settle down tp a
much lower reading. If the Util % field remains high for an
extended period of time, it may indicate a problem in the SA 100.

U

[72)
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Viewing Slot Inventory Information

Each ICM and CPOD (a daughter-board of the ICM) contains unique identity
information, such as serial number, assembly number, and manufacture date. The
statistics are grouped into a category called “inventory” information.

To display inventory information about the ICM, choose the Inventory button on th
Display Board Status window. The Board Inventory Statistics window appears (set
Figure 6-§ displaying ICM/CPOD inventory informatiomable 6-6describes the
fields in this window. All fields in this window are read-only.

Ega Board Inventory Statistics [SA-100])

Board Inwventory ftatistics Events/hlarms. .. | I Critical

[ ICH 3tatistics

Serial #: I 1000000654 EOM Revw: IAD? Mari. Date: I 0l-Oct—19497
Azzeubly #: I 7504010000 | CFG Rew: I ool |(Warr. Date: I

Revision Status
Customer Code: | Jtatus: I Error
CLEI Code: [ EpTUssoasa SEVELITY! |rpirigalr

CPOD 3tatistics

CFOL Type: I cpod-150 H/W Rew: I 1 Manu. Date: I 24-Jun-1996
derial #: I 3000000004 | BOM Rew: I we |Warr. Date: I
Azzsembly #: I 7504030150 | CFG Rew: anl

Revizion Status

Customer Code: | Status: I 0k
CLET Code: I Sewverity: IEr:i.t.:i.cal -l

EI Eancell Applyl

| Select the 3everity Lewel of this ewent.

“rlsa| |Unsigned Java Applet Window

Figure 6-6. Board Inventory Statistics Window
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Table 6-6.  Board Inventory Statistics Fields

Field Description

ICM Statistics

Serial # Displays ICM serial number.

BOM Rev Displays bill of material (BOM) revision level of the ICM.
Manu. Date Displays date that the ICM was manufactured.
Assembly # Displays ICM assembly part number.

CFG Rev Displays ICM software configuration revision level.
Warr. Date Displays ICM warranty date (not supported).

Customer Code Displays ICM customer code (not supported).

CLEI Code Displays ICM’s Common-Language Equipment Identificatioh.
Revision Displays whether the ICM’s revision level is valid to operate
Status: with the current software revision.

Status

Revision Selects the severity level of the alarm associated with an
Status: out-of-rev ICM: default, info, minor, major, or critical.

Severity

The default setting (recommended) compares the revision lgvel
of the ICM against a database of component revision levels gnd
reports an alarm based on the revision level of the ICM in
relation to the installed software. For example, a recent ICM
might elicit only an informational alarm, while a very old
revision ICM might elicit a critical alarm.

CPOD Statistics

CPOD Type Displays the CPOD type installed on the ICM.

H/W Rev Displays the CPOD hardware revision level.

Manu. Date Displays date that the CPOD was manufactured.
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Table 6-6.  Board Inventory Statistics Fields (Continued)

Field Description
Serial # Displays CPOD serial number.
BOM Rev Displays bill of material revision level of the CPOD.
Warr. Date Displays CPOD warranty date (not supported).

Assembly # Displays CPOD assembly part number.

CFG Rev Displays CPOD software configuration revision level.

Customer Code Displays customer code for the CPOD (not supported).

CLEI Code Displays CPOD’s Common-Language Equipment Identification.
Revision Displays whether the CPOD’s revision level is valid to operate
Status: with the current software revision.

Valid Rev

Revision Selects the severity level of the alarm associated with an
Status: out-of-rev CPOD: default, info, minor, major, or critical.

Severity

The default setting (recommended) compares the revision lgvel
of the CPOD against a database of component revision levels an
reports an alarm based on the revision level of the CPOD in
relation to the installed software. For example, a recent CPQD
might elicit only an informational alarm, while a very old
revision CPOD might elicit a critical alarm.
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Viewing Slot Cell Highway Statistics

Cell highways are the circuits used to relay cells between the CPOD and the IPOL
XPOD and Protocol Accelerator in the SA 100.

To display cell highway statistics:

1. Choose the Cell Hwy Stats button in the Display Board Status window. The Se
Cell Highway(s) window appears.

Egﬁ Select Cell Highwaylz] [SA-_ [B[=] 3
— Select Cell Highway(=s)

Protocol Accelerator

nc3 ATH FODr

Cancel|
o) |

Figure 6-7. Select Cell Highway(s) Window

2. Choose (double-click) the cell highway you want to view. The items in the list
represent one end of the cell highway with the SA 100’'s CPOD at the other en
For example, if “OC3 ATM POD” appears in the list, it represents the cell
highway between an OC-3C/STM-1 ATM POD and the CPOD.

The Cell Highway/Priority Queue Stats window appears fsgere 6-9,
displaying a variety of statistics about the selected cell highwayle®ée 6- 7for
descriptions of the fields and buttons in this window.
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E;a Cell Highway / Priority Queue Stats [SA-100])

Cell Highway / Priority Queus Stats Ewvents/Alarus. | | Major

— Detail Cell Highway Statistics
Total Buffer
Cell Highway(s): Congestionh Empty Cell Congestion
| Protocol iccelerator Threshold  Buffers Adtate
Slotg-POD#: [1 [ || Hww L [1oo [ 51z [ Hot Congested
By & |, J J

— Priority Queue
Jueue Max Queue Congestion Max Oueue Congestion
Priority Size Threshold Depth State

Huy 1 [ High Priority| 97 [ 77 [0 [ Hot Congested
| Prop Bw 4 a7 | a7 | 0 | Hot Congested
| Prop Bu B a7 | 58 | o | Not Congested
| Prop EBw C 97 | 45 | 1} | Hot Congested

oy 2| I I I I
I I I I
/ I I I
I I I I

CAC Bandwidth Stats. .. _Cancel |

| Jelect to examine CAC Bandwidth Statistics.

=gl | Unsigned Java &pplet Window

Figure 6-8. Cell Highway/Priority Queue Stats Window
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Table 6-7.  Cell Highway/Priority Queue Stats Fields and Buttons

Field/Button Type Description

Detall

Cell Highway(s) | read-only Displays the selected cell highway (with the CROL
at the other end).

Slot#-POD# read-only Displays the location (slot and POD number) of
the opposite end of the cell highway (the CPOD is
at the other end). Since there is only one slot injthe
SA 100, the Slot# is always “1.”

Cell Highway Statistics

Congestion read-only| Displays the congestion threshold of cell highwpys
Threshold 1and 2.
(Hwy 1/Hwy 2)
Total Empty read-only| Displays the number of empty cell buffers on cell
Cell Buffers highways 1 and 2.
(Hwy 1/Hwy 2)
Buffer read-only| Displays the status of buffer congestion on cell
Congestion State highways 1 and 2.
(Hwy 1/Hwy 2)

Priority Queue
Queue Priority | read-only| Displays the priority queue on cell highways 1 and
(Hwy 1/Hwy 2) 2.
Max Queue Size| read-only| Displays the maximum queue size of the priority
(Hwy 1/Hwy 2) gueue on cell highways 1 and 2.
Congestion read-only| Displays priority queue congestion threshold op
Threshold cell highways 1 and 2.

(Hwy 1/Hwy 2)
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Table 6-7.  Cell Highway/Priority Queue Stats Fields and Buttons (Continued)

Field/Button Type Description
Max Queue read-only| Displays the maximum priority queue depth on
Depth cell highways 1 and 2.

(Hwy 1/Hwy 2)

Congestion State read-only| Displays the state of priority queue congestion|on
(Hwy 1/Hwy 2) cell highways 1 and 2.

(Other Buttons)

CAC Bandwidth | window | Opens a window displaying connection admissipn
Stats button control (CAC) bandwidth statistics (segyure
6-9). Table 6-8describes the fields in the CAC
Bandwidth Stats window.

SA 100 Network Administrator’'s Guide




Monitoring the Slot A
ASCEND

Viewing CAC Bandwidth Statistics

To display statistics concerning the Connection Admission Control bandwidth, choc
the CAC Bandwidth Stats button in the Cell Highway/Priority Queue Stats window

The CAC Bandwidth Statistics window appears (Seere 6-9, displaying the
relevant statisticslable 6-8describes the fields and buttons in this window.

24 CAC Bandwidth Stats .. [7[=] 7

— CAC Bandwidth Stats

FER VER
Total: H 4z0000 105000
Avail: 403582 105000
& Var. to Load:

B/ CAC Status:

i

g

Figure 6-9. CAC Bandwidth Stats Window
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Table 6-8. CAC Bandwidth Stats Fields

Field
(read-only) Description

Total FBR Displays the amount of fixed bandwidth (fixed bit rate, FBR
that has been allocated for connections.

Avail FBR Displays the remaining fixed bandwidth (fixed bit rate, FBR)
available for connections.

Total VBR Displays the amount of variable bandwidth (variable bit rate,
VBR) that has been allocated for connections.

Avail VBR Displays the remaining variable bandwidth (variable bit raté

VBR) available for connections.

% Var. to Load

)

Displays the percentage of variable bandwidth that is treated

fixed bandwidth (for the purpose of subtracting the fixed
bandwidth that has been allocated for connections from th
remaining fixed bandwidth available for connections).

D

B/W CAC Status

Displays whether bandwidth CAC is enabled or disabled.
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Viewing Protocol Accelerator Statistics

To display statistics concerning a Protocol Accelerator on the ICM, choose the Pre
Accel Stats button in the Display Board Status window. The Protocol Accelerator
Statistics window appears (segure 6-10, displaying the status of the Protocol
AcceleratorTable 6-9describes the fields and buttons in this window.

Ega Protocol Accelerator Statistics [SA-100)

Protocol Accelerator Statistics Eventssalarms. .. | I Critical

| Protocol Accelerator Table: isHNliProtdcc...

¥ RocwCells ¥mtCells Status

Clear P& Cou.ntsl Clear All Cou.ntsl

Cancell

| Uze UTp / Down Arrows or mouse to scroll; select row for additional detail.

“rlsa| |Unsigned Java Applet Window

Figure 6-10. Protocol Accelerator Statistics Window
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Table 6-9. Protocol Accelerator Statistics Fields and Buttons

Field/Button Type Description

# read-only | Displays the slot number of the ICM where the
Protocol Accelerator is located. Since there is o
one slot in the SA 100, this field is always “0.”

y

RcvCells read-only| Displays the number of cells received by the
Protocol Accelerator.

XmtCells read-only| Displays the number of cells transmitted by the|
Protocol Accelerator.

Status read-only] Displays the Protocol Accelerator operational
status.

Clear PA command| Enables you to reset the Protocol Accelerator

Counts button counts to zero (0).

Clear All command| Enables you to reset the RcvCells and XmtCells

Counters button counters to zero (0).
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Viewing ATM File Check Information

To display the status of ATM files, choose the ATM File Check button in the Displa
Board Status window. The ATM File Check window appearsKgpee 6-1),
displaying the status of the ATM Filegable 6-10describes the fields and buttons in

this window.

> By default, these files will be listed as ‘Missing,” meaning that no modified

file has been detected. When a file is listed as Missing, the SA 100 uses
its default CAC values for that file's parameters. See Appendix F,
“Customizing CAC Parameters” for details.

23 ATM File Check [SA-100) - |0O] %]

# File Name atatus

1 VPVC.CDT Missing |

Z PRIN.CDT Mizzing

i WVCEFE.CDT Mizsing

4 CAC.CDT Miz=ing
Cancel

! 5| | Unsigned Java &pplet Window

Figure 6-11. ATM File Check Window
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Table 6-10. ATM File Check Fields and Buttons

Field/Button Type Description

# read-only | Displays the number of the ATM file listed.

File Name read-only| Displays the name of the ATM file listed. Four files
should be listed: vpvc.cdt, prig.cdt, vcbfr.cdt, and
cac.cdt.

Status read-only Displays the status of the ATM file listed:

* Missing(default) - no modified version of the
indicated file is present. The SA 100 will use {ts
default values for the parameters of this file.

UJ

* OK- amodified version of the indicated file i
present and the modified values for the
parameters of this file will be used.

» Error - an error was detected in the indicated
CAC file. Refer to Appendix F, “Customizing
CAC Parameters” and repeat the steps giver
there to re-modify, parse, and load the file to the
SA 100.
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Monitoring PODs

This section describes how to monitor the different Protocol Option Devices (POD
available for the SA 100.

You can monitor POD status information:

e On the Monitor Status window by viewing the POD front-panel indicators

¢ Onindividual POD status windows
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POD Front Panel Indicators

The Monitor Status window mirrors the state of each front panel indicator of the
PODs installed in the SA 100. You can use these indicators to monitor the state of

SA 100.Table 6-11throughTable 6-16describe the front panel indicators of the

following POD types:

10/100 Ethernet

« DS1
« E1
« DS3
« E3
* OC3/STM-1
Table 6-11. 10/100 Ethernet POD Front Panel Indicators
Desig. Name Color Description
ST POD Status green ON when the POD is programmed and
service.
OFF when the POD is not configured.
TX Data green ON when the POD is sending data.
Transmitted
RX Data Received| green ON when the POD is receiving data.
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Table 6-12. DS1 POD Front Panel Indicators

Desig. Name Color Description

ST POD Status green ON when the POD is
programmed and in service.

OFF when the POD is not

configured.

TX Cells Transmitted green ON when the POD sends ATM
cells.

RX Cells Received green ON when the POD receives ATM
cells.

RED Red Alarm red ON when the POD detects a red

alarm condition in the received
signal, perhaps due to loss of
frame, delineation, or pointer.

YEL Yellow Alarm yellow | ON when the POD detects a
yellow alarm condition in the

received signal, i.e., a remote
alarm indication exists in the

incoming path, perhaps due to g
remote defect condition (RDI) or
yellow path layer indication on
the incoming signal.

AIS Alarm Indication | yellow | ON when the POD detects an

Signal alarm indication signal (AlS) in

the received signal, indicating a
service interruption failure due to
a loss of signal LOS),
out-of-frame (OOF) condition, of
internal equipment failure.
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Table 6-12. DS1 POD Front Panel Indicators (Continued)

Desig. Name Color Description

(lower left green ON when the front panel

corner of indicators are reporting the statys

multiport POD of that port (as chosen via the

connectors) PORT SELECT push-button or by
a single-click on the desired port).

(lower right yellow | ON when the link is down for thaf

corner of port.

multiport POD

connectors)
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Table 6-13. E1 POD Front Panel Indicators

Desig. Name Color Description

ST POD Status green ON when the POD is
programmed and in service.

OFF when the POD is not

configured.

TX Cells Transmitted green ON when the POD sends ATM
cells.

RX Cells Received green ON when the POD receives ATM
cells.

SYN Sync Alarm red ON when the POD detects a sync

alarm condition, i.e., the POD is
not receiving a signal, perhaps
due to loss of frame or

delineation.
REM Remote Alarm | yellow | ON when the POD detects a
Indication remote alarm indication in the

received signal.

AIS Alarm Indication | yellow | ON when the POD detects an

Signal alarm indication signal (AlIS) in

the received signal, indicating a
service interruption failure due to
a loss of signal LOS),
out-of-frame (OOF) condition, of
internal equipment failure.

(lower left green ON when the front panel

corner of indicators are reporting the statys
multiport POD of that port (as chosen via the
connectors) PORT SELECT push-button or b

o<

a single-click on the desired por
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Table 6-13. E1 POD Front Panel Indicators (Continued)

Desig. Name Color Description
(lower right yellow | ON when the link is down for thalt
corner of port.
multiport POD
connectors)

SA 100 Network Administrator’'s Guide




Monitoring PODs A
ASCEND

Table 6-14. DS3 POD Front Panel Indicators

Desig.

Name

Color

Description

ST

POD Status

green

ON when the POD is programmed ar]
service.

OFF when the POD is not configured.

TX

Cells Transmitted

green

ON when the POD sends ATM cells.

RX

Cells Received

green

ON when the POD receives ATM cell

RED

Red Alarm

red

ON when the POD detects a red alarn
condition in the received signal, perhaps
due to loss of frame, delineation, or
pointer.

YEL

Yellow Alarm

yellow

ON when the POD detects a yellow alaf
condition in the received signal, i.e., a
remote alarm indication exists in the
incoming path, perhaps due to a remotg
defect condition (RDI) or yellow path
layer indication on the incoming signal.

AIS

Alarm Indication
Signal

yellow

ON when the POD detects an alarm
indication signal (AlIS) in the received
signal, which indicates a service
interruption failure due to a loss of signg
LOS), out-of-frame (OOF) condition, or
internal equipment failure.

dir
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Table 6-15. E3 POD Front Panel Indicators

Desig. Name Color Description

ST POD Status green ON when the POD is programmed ar]
service.
OFF when the POD is not configured.

TX Cells Transmitted green ON when the POD sends ATM cells.

RX Cells Received green ON when the POD receives ATM cell

SYN Sync Alarm red ON when the POD detects a sync alar
condition, i.e., the POD is not receiving
signal, perhaps due to loss of frame or
delineation.

REM Remote Alarm | yellow | ON when the POD detects a remote alarm

Indication indication in the received signal.
AIS Alarm Indication | yellow | ON when the POD detects an alarm

Signal

indication signal (AlS) in the received
signal, which indicates a service
interruption failure due to a loss of signa
LOS), out-of-frame (OOF) condition, or
internal equipment failure.
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Table 6-16.

OC-3¢c/STM-1 POD Front Panel Indicators

Desig.

Name

Color

Description

ST

POD Status

green

ON when the POD is programmed ar]
service.

OFF when the POD is not configured.

TX

Cells Transmitted

green

ON when the POD sends ATM cells.

RX

Cells Received

green

ON when the POD receives ATM cell

RED

Red Alarm

red

ON when the POD detects a red alarn
condition in the received signal, i.e., the
POD is receiving a signal that is not
synchronized to the incoming
SONET/SDH signal, perhaps due to los
of frame, delineation, or pointer.

YEL

Yellow Alarm

yellow

ON when the POD detects a yellow alaf
condition in the received signal, i.e., a
remote alarm indication exists in the
incoming path, perhaps due to a remotg
defect condition (RDI) or yellow path
layer indication on the incoming signal.

AIS

Alarm Indication
Signal

yellow

ON when the POD detects an alarm
indication signal (AlS) in the received
signal, which indicates a service
interruption failure due to a loss of signa
LOS), out-of-frame (OOF) condition, or
internal equipment failure.
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POD Status Windows

To access the POD status windows, you first select the POD in one of three ways

Choose (double-click) the POD from the Monitor Status window (the callout
names only the slot- POD).

Choose (double-click) the slot from the Monitor Status window (the callout nam
only the slot).

When the Display Board Status window appears, select the POD to monitor fr
the Select POD list.

Choose the system from the Monitor Status window (no callout appears).

When the Display System Status window appears, select Slot 1 from the Sele
Board list.

When the Display Board Status window appears, select the POD to monitor fr
the Select POD list.

After selecting the POD, the Display POD Status window appear§i(gee 6-12,
providing status information on the selected POD.

From the Display Pod Status window, you can easily jump to the next logical level
port on this POD) by choosing a port from the Select Ports list. Choosing a port fre
this list opens the Display Port Status window for the selected port. Refer to
“Monitoring Ports” on page 6-4fbr details.
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[ Display POD Status [SA-100) M [=] B3
T POD Status

3lot#-FOD#: PO Type: IPOD-10-100-
ADHIN Status: s Sieines

[ 3elect Port

ars
# Type Name Status Llarm
1 ETHERNET Ethernet Port Tp Hone
2 ETHERNET Ethernet Fort Tp Hone
3 ETHERNET Ethernet Port Tp Hone
4 ETHERNET Ethernet Fort Tp Hone

I Select to wiew POD Inwentory Statistics. ||

Lo

Figure 6-12. Display POD Status Window

Table 6-17describes the fields and buttons in the Display POD Status window.
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Table 6-17. Display POD Status Fields and Buttons
Field/Button Type Description
POD Status
Slot#-POD# read-only Displays the location (slot and POD numberg) o
the POD. Since there is only one slot in the SA
100, the Slot# field is always “1.”
POD Type read-only Displays the type of the POD.
ADMIN Status read-only Displays the administrative state of the POD:
up or down.
OPS Status read-only Displays the operational state of the POD:
up or down.
Inventory window Enables you to display a variety of “inventory
button information about the POD.
Select Port
# read-only Displays the port number of each POD port.
Choosing a port from this list opens the Display
Port Status window for the selected port.
Type read-only Displays the type of each port on this POD.
Name read-only Displays the user designation of each port.
OPS Status read-only Displays the operational state (up or down) of
each port on this POD.
Alarm read-only Displays the current highest-level alarm, if any,
associated with each port.
(Other Buttons)
Cell Hwy Stats window Enables you to display statistics about the PQD
button cell highway.
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Viewing POD Inventory Information

To display “inventory” information concerning the POD, choose the Inventory buttc
in the Display POD Status window. The POD Inventory Statistics window appears
(seeFigure 6-13, displaying POD inventory informatiomable 6-18describes the
fields of this window. (All fields in this window are read-only.)

EE3 POD Inventory Statistics (SA-100) (=] 3

Serial #: I 4000000225 EOM Eewr: I 401 Manu. Date: I 02-Aug-1997
Azzembly #: I 7504040120 CFG Rev: I ool |Warr. Date: I

Revizion Status
Custoner Code: Jtatus: I ok
CLET Code: [ EorUpMmasa deverity: (GRERETEAL -

340 Rew: I 1.1.0.31i5
EI Cancell Applyl

~rt@| |Unsigned Jawa Applet Window

Figure 6-13. POD Inventory Statistics Window

Table 6-18. POD Inventory Statistics Fields

Field Description (All Read-Only)
Serial # Displays serial number of the POD.
BOM Rev Displays bill of material revision level of the POD.
Manu. Date Displays date that the POD was manufactured.

Assembly # Displays assembly part number of the POD.

CFG Rev Displays software configuration revision level of the POD.

Warr. Date Displays warranty date of the POD.

Customer Code Displays customer code for the POD (not supported).
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Table 6-18. POD Inventory Statistics Fields (Continued)

Field Description (All Read-Only)

CLEI Code Displays Common-Language Equipment Identification code for
the POD.

S/W Rev Displays software revision level for the POD.

Revision Displays whether the POD’s revision level is valid for operation

Status: with the currrent software revision.

Status

Revision Selects the severity level of the alarm associated with an

Status: out-of-rev POD: default, info, minor, major, or critical.

Severity The default setting (recommended) compares the revision lgvel
of the POD against a database of component revision levels| anc
reports an alarm based on the revision level of the POD in
relation to the installed software. For example, a recent POD
might elicit only an informational alarm, while a very old
revision POD might elicit a critical alarm.
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Viewing POD Cell Highway Statistics

To display statistics concerning the cell highway between the POD and the CPOD
choose the Cell Hwy Stats button in the Display POD Status window.

The Cell Highway/Priority Queue Stats window appears Esgere 6-8 on page
6-20), enabling you to view statistics about the selected cell highleéje 6-7 on
page 6-21describes the fields and buttons in this window.
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Monitoring Ports

To monitor a port in the SA 100, you first select the port in one of four ways:

Choose the port from the Monitor Status window (the callout lists the slot, POL
and port).

Choose the POD containing the port to monitor from the Monitor Status windo
(the callout lists only the slot and POD).

When the Display POD Status window appears, select the port to monitor fron
the Select Port list.

Choose the slot from the Monitor Status window (the callout lists only the slot)

When the Display Board Status window appears, select the POD containing tt
port to monitor from the Select POD list.

When the Display POD Status window appears, select the port to monitor fron
the Select Port list.
Choose the system from the Monitor Status window (no callout appears).

When the Display System Status window appears, select the Slot 1 from the
Select Board list.

When the Display Board Status window appears, select the POD containing tt
port to monitor from the Select POD list.

When the Display POD Status window appears, select the port to monitor fron
the Select Port list.

The Display Port Status window appears. The contents of this window varies
depending on the type of port you are monitoring. The following sections describe
each type of SA 100 port status window:

Ethernet Ports
DS1/E1 Ports
DS3/E3 Ports
OC-3/STM-1 Ports
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Monitoring Ethernet Ports

To monitor an Ethernet port, select the port as describ&adaessing Monitoring
Functions” on page 6-2'he Display Ethernet Port Status window appearsHisgee
6-14), enabling you to monitor the port.

Ega Dizplay Ethernet Port Status [152.148.128.12)

Display Ethernet Port Status Events/ilarms.. I I Hajor

— Port Detail

Slot#-POD#-Ports: | 1 | 1 | 1 Last Change: | 0 days 00:30:21
ADMIN Status: | Up OF3 Status: | Up
Azzigmed to NL3 Group: ] NL3 Group HName: | Default IPNT

— Faults

Alarms: [T Link Fail Defects: [T Link Fail

— Performance Jtatistics

EX Packets: | 7650 Owerflow Count: | 0
TX Packets: | 2805 Missed Frames: | 0
Clear Cou.nt,ersl
Next Logical Layer... Cancell

| Select to Clear Counters.

i | Unsigned Java Applet Window

Figure 6-14. Display Ethernet Port Status Window

Table 6-19describes the fields and buttons in the Display Ethernet Port Status
window.
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Table 6-19. Display Ethernet Port Status Fields and Buttons
Field/Button Type Description
Port Detail

Slot#-POD#-Port# read-only Displays the location (slot, POD and po
numbers) of the port. Since there is only o
slot in the SA 100, the Slot# field is alway,
Hl'll

Last Change read-only Displays the amount of time (days, hou
minutes, seconds) that the port has been
operating since it became active.

ADMIN Status read-only Displays the administrative state of the p
up or down.

OPS Status read-only Displays the operational state of the port:
up or down.

Assigned to NLS read-only Displays whether the port has been assid

Group to an NLS Group.

NLS Group Name read-only Displays the NLS Group name.
Faults

Alarms: read-only A check mark indicates that a link failure

Link Fail alarm has been detected.

Defects: read-only A check mark indicates that a link failure

Link Fail defect has been detected.

Performance Statistics

RX Packets read-only Displays the number of Ethernet packet

received.
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Table 6-19. Display Ethernet Port Status Fields and Buttons (Continued)

Field/Button Type Description

TX Packets read-only Displays the number of Ethernet packets
transmitted.

Overflow Count read-only Displays the number of overflows that have
occurred.

Missed Frames read-only Displays the number of Ethernet packet
frames that have been missed.

Clear Counters command| Enables you to set all the counter (numerjc)

button fields in the Performance Statistics frame|to

zero (0).

(Other Buttons)

[%2)

Next Logical Layer window Displays the available NLS Groups for thi
button POD, allowing you to drill further for
additional statistics.
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Monitoring DS1/E1 Ports

To monitor a DS1 port, select the port as describé8ldoessing Monitoring
Functions” on page 6;2and use the window that appears, the Display DS1/E1 Stat
window (see~igure 6-150or Figure 6-16, to monitor the port.

&4 Display DS1 Port Status (152.148 128.12) =] 3
Display D51 Port Status —

— Port Status

Last Change: 0 days 00:35:07
Slot-POD#-Porté: Faults... |
ADMIN Status: OF3 Status: Down

— FPerformance 3tatistics

LC¥a: 0 PLVs: 0 SEF3s: 11

LESs: 1 Egs: 11 mass: | zzsa
BESs: | 0 csss: [ 0
SESs: 11

I Select to display D3l Faults. ||

L

Figure 6-15. Display DS1 Port Status Window
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& Display E1 Port Status (SA-100) - O] x]

Display El Port Status _Events/Alarus. .. |

— Port itatus

Last Change: | 0 days 04:37:11 |
31ot#-POD#-Ports: LTI
ADMIN Status: DPS Htatus:

— Performance 3tatistics

LCWs: il PC¥3: i} SEF3a: 11

Es=: | 1 Essi [ 1l UASs: | leeza
EESs: [ 0 casa: [ o0
sEss: [ 0

| Select to display El Faults. ||

e

Figure 6-16. Display E1 Port Status Window

Table 6-20describes the fields and buttons in the Display DS1/E1 Port Status windc

SA 100 Network Administrator’'s Guide




Table 6-20. Display DS1/E1 Port Status Fields and Buttons

Monitoring Ports A
ASCEND

Field/Button Type Description
Port Status

Last Change | read-only| Displays the amount of time (days, hours, minutes,
seconds) that the port has been operating.

Slot#-POD#- | read-only | Displays the location (slot, POD and port numbers)

Port# of the port. Since there is only one slot in the SA 100,
the Slot# field is always “1.”

Faults window Opens a window that indicates alarms and defects

button which have occurred.

ADMIN read-only | Displays the administrative state of the port:

Status up or down.

OPS Status read-only]  Displays the operational state of the port: up or dov
Performance Statistics

LCVs read-only | Displays the number of detected line coding
violations (LCVs), i.e., the number of bipolar
violations (BPVs) and excessive zeros (EXZs)
occurring over the accumulation period.

LESs read-only | Displays the number of line errored seconds (LESS)
i.e., the number of seconds in which one or more
coding violations (CVs) were detected, since the port
came up or since the counters were reset to zero |(0).

PCVs read-only | Displays the number of detected path coding
violations (PCVs) since the port came up or since fthe
Clear Counters button was last used to set the field tc

zero (0). In D4 and E1 non-CRC (cyclic redundan
check) formats, PCVs are frame synchronization
errors. In extended superframe (ESF) and E1-CR
formats, PCVs are CRC errors.

Cy
Dit
C
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Table 6-20. Display DS1/E1 Port Status Fields and Buttons (Continued)

Field/Button Type Description

ESs read-only | Displays the number of errored seconds (ESs), i.e.,
the number of one-second intervals with one or mpre
path coding violations (PCVs), one or more out of
frame (OOF) defects, one or more controlled slip
events or an alarm indication signal (AlS) defect in
extended superframe (ESF) and E1-CRC (cyclic
redundancy check) formats or one or more line

coding violations (LCVs) in D4 and E1 non-CRC
formats, since the port came up or since the counters
were reset to zero (0).

BESs read-only | Displays the number of bursty errored seconds (BE!
or errored seconds type B) since the port came up or
since the counters were reset to zero (0). BES is the
number of one-second intervals with no less than two
and not more than 319 path coding violation error
events, no severely errored frame (SEF) defects, anc
no detected alarm indication signal (AlS) defects.
Controlled slips are not included in this parameter,

SESs read-only | Displays the number of severely errored second
(SESSs) since the port came up or since the counters
were reset to zero (0). For extended superframe
(ESF) signals, an SES is a second with 320 or mare
path coding violation (PCV) error events, one or
more out of frame (OOF) defects or a detected Algrm
Indication Signal (AlS) defect. For E1-CRC (cyclic
redundancy check) signals, an SES is a second with
832 or more PCYV error events or one or more OOF
defects. For E1 non-CRC signals, an SES is 2048
LCVs or more. For D4 signals, an SES is a count of
one-second intervals with framing error events, an
OOF defect or 1544 or more LCVs. This paramete
(1) does not include controlled slips and (2) is not
incremented during an unavailable seconds.

n

=

SA 100 Network Administrator’'s Guide




Monitoring Ports A
ASCEND

Table 6-20. Display DS1/E1 Port Status Fields and Buttons (Continued)

Field/Button

Type

Description

SEFSs

read-only

Displays the number of severely errored framing
seconds (SEFSs), i.e., the number of seconds wit]
one or more out-of-frame defects, or a detected
incoming alarm indication signal (AlS), since the
port came up or since the counters were reset to 1

(0).

rerc

UASs

read-only

Displays the number of unavailable seconds (UA
i.e., the number of seconds the interface is
unavailable due to ten consecutive severely errorg
seconds (SESs) or the onset of a condition leadin

Ss)

|
g tc

a failure, since the port came up or since the counter:

were reset to zero (0).

CSSs

read-only

Displays the number of controlled slip seconds
(CSSs), i.e., the number of one-second intervals
containing one or more controlled slips, since the
port came up or since the counters were reset to }
(0). Counts of controlled slips can be made
accurately only in the path terminating network
element of the DS1 signal, where the controlled s
takes place.

el

ip

Clear
Counters

command
button

Sets all the counter (numeric) fields in the
Performance Statistics frame to zero (0).

Intervals

window
button

Opens a window that permits you to view port
statistics for the current 15-minute interval or a
previous 15-minute interval. (The number of
viewable previous intervals depends on the setting
the Set Max Intervals parameter, which you can
configure to display the previous 1 to 96 intervals |
minutes to 24 hours].) Ségiewing Performance
Statistics for an Interval” on page 6-fof details.

) of
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Table 6-20. Display DS1/E1 Port Status Fields and Buttons (Continued)

Field/Button Type Description

(Other Buttons)

Next Logical | window For ports on a DS1/E1 Cell POD, opens a window
Layer button displaying statistics concerning the ATM UNI.

For ports on a DS1/E1 Circuit POD, opens a windpw
displaying statistics for a selected CES-IWF.
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Viewing Performance Statistics for an Interval

Current Interval
To view performance statistics for the current 15-minute interval:

1. Choose the Intervals button in the Display DS1/E1 Port Status window. The Se
Interval window appears-(gure 6-17.

Egﬁ Select Interval [152.148.128.12) _ O] x|
— aelect Interwval

# LES E3 3E3

—
=
o

o

2
-
—

=
[
[

_Lurrent Interval...| Cancel|
o) |

Figure 6-17.  Select Interval Window

2. Choose the Current Interval button. The Display Current Interval window appec
Its fields are the same as those in the Display DS1/E1 Port Status window exc
that they represent statistics only for the current 15-minute interval. R&&lto
6-20 on page 6-5for field descriptions.
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Ega Display Current Interval [152 148 128 12)

Display Current Interval Events/hlarms... | I Hajor

— Port Detail

Slot#-POD#-Ports: |l |2 |l
ADMIN Status: | Up OF5 Status: | Dowm

— Performance 5tatistics

LC¥a: | 0 PC¥s: | 0 SEFSs: | 0

LES=: | 0 ESs: | 0 Uass: 853
BES=: I i) Ciss: I i)
SESs: | 0

| Select to return to the previous screen.

_x~a | Unsigned J ava Applet wWindow

Figure 6-18. Display Current Interval Window

Previous Interval
To view performance statistics for a previous 15-minute interval:

1. Choose the Intervals button in the Display DS1/E1 Port Status window. The Se
Interval window appears-{gure 6-17.

2. Choose the desired interval from the list using the following criteria:

» To view a specific interval— Use the # column in the list to calculate which
interval you wish to view (the interval numbered 1 is the most recent interva
For example, to view an interval that occurred 90 minutes ago, select the
interval numbered 6 (90 minutes / 15 minutes = 6 intervals).

« Toview an interval containing a specific event— Use the LES, ES and SES
columns to find the interval in which the event occurred, then choose that
interval to view.
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The Display Intervals window appears.

Eg_;’i Display Interval [152.148.128.12)

Display Interwal Events/hlarms. .. I I}[ajm:—
Port Detail
Sloc#-PoDg-Pore#: [ [z [1 | Incerval: N
ADMIN Status: [we | 05 Starus: Dowm

— Performance Statistics

LCVa: | o PCVa: | ZEF3s: | 0

o

LES=: | il E3s: | 0 TaS=: ano
BES=: | 0 Ca%a: | i}
JERs: | o

| delect to return to the prewvious screen.

3| | Unzsigned Java Applet *Window

Figure 6-19. Display Intervals Window
Its fields are the same as those in the Display DS1/E1 Port Status window except:
» The fields represent statistics for the specified 15-minute interval.

* There is one additional field, the Interval field, which indicates the number of tf
interval you are viewing and the total number of intervals that are available for
viewing (e.g., 2 7 indicates that you are viewing the second interval out of a to
of seven intervals).

Table 6-20 on page 6-Flescribes the Performance Statistics fields in the Display
Current Interval window.
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Viewing Alarms and Defects on DS1/E1 Ports

With the Display DS1/E1 Port Status window opEig(re 6-13, you may view

which alarm or defect conditions, if any, have been detected on the DS1/E1 port. T
view the alarms and defects, choose the Faults button. The DS1/E1 Faults windov
appears (seigure 6-20for the DS1 Faults window aritgure 6-21for the E1 Faults

window).
23 DS1 Faults (SA-100) [ [O] x]
— D51 Faults
Alarms: ¥ Lo Defects: ¥ Los
I LoF [ LoF
[© aIs [T aIs
™ vellow I vellow
| Canc:ell
g | Unszigned Java Applet ‘indaw
Figure 6-20. DS1 Faults Window
23 E1 Faults (SA-100) [ [O] x]
— El1 Faults
Alarms: ¥ Lo Defects: ¥ Los
I LoF [ LoF
[© aIs [T aIs
T Distant T Distant
T Ts16 aIs [T Ts1e aIs
[T Tsle LOMF [T Ts1le LOMF
[T CRC LOMF [T CRC LONF
[agor Cancel |
g | Unszigned Java Applet ‘indaw
Figure 6-21.  E1 Faults Window

Table 6-21andTable 6-22describe the fields and buttons in the DS1 Faults and E1
Faults windows respectively.
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Table 6-21. DS1 Faults Fields and Buttons

Field/Button Type Description
LOS Alarms/Defects| read-only | A check mark indicates that a loss of si
(LOS) alarm/defect has been detected.
LOF Alarms/Defects| read-only | A check mark indicates that a loss of fr
(LOF) alarm/defect has been detected.
AIS Alarms/Defects | read-only A check mark indicates that a alarm
indication signal (AlS) alarm/defect has
been detected.
Yellow read-only A check mark indicates that a yellow
Alarms/Defects alarm/defect has been detected.
Next Logical Layer window For ports on a DS1 cell POD, this button
button enables you to view the status of
transmission convergence.
For ports on a DS1 circuit POD, this buttg
enables you select a CES-IWF to monitor.
Next Logical Layer read-only Displays the current highest-level alarm

gna

Ame

detected, if any, on the next logical layer.

SA 100 Network Administrator’'s Guide




Monitoring Ports A
ASCEND

Table 6-22. E1 Faults Window Fields and Buttons

Field/Button Type Description

LOS Alarms/Defects| read-only | A check mark indicates that a loss of signa
(LOS) alarm/defect has been detected.

LOF Alarms/Defects| read-only A check mark indicates that a loss of frame
(LOF) alarm/defect has been detected.

AIS Alarms/Defects | read-only A check mark indicates that a alarm
indication signal (AlS) alarm/defect has
been detected.

Distant read-only A check mark indicates that a distant

Alarms/Defects alarm/defect has been detected.

TS16 AIS read-only A check mark indicates that a time slot 16

Alarms/Defects alarm indication signal (TS16AIS)
alarm/defect has been detected.

TS16 LOMF read-only A check mark indicates that a time slot 16

Alarms/Defects loss of multi-frame (TS16LOMF)
alarm/defect has been detected.

CRC LOMF read-only A check mark indicates that a cyclic

Alarms/Defects redundancy check loss of multi-frame
(CRCLOMF) alarm/defect has been
detected.

Next Logical Layer window For ports on a E1 cell POD, this button
button enables you to view the status of
transmission convergence.

For ports on a E1 circuit POD, this button
enables you to select a CES-IWF to monitor.

Next Logical Layer read-only Displays the current highest-level alarm
detected, if any, on the next logical layer.
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Viewing the Status of Transmission Convergence on DS1/E1 Cell
Ports

From the Display DS1/E1 Port Status window, you can view the state of the
transmission convergence on a DS1/E1 cell POD port. To access this information:

1. Choose the Faults button in the Display DS1/E1 Port Status windoWwi(see
6-19).

2. Choose the Next Logical Layer button in the DS1/E1 Faults window. The Displ
Transmission Convergence Status window appears-(gee 6-2).

You can see if any loss of cell delineation alarms or defects have been detecte
indicated by check marks in the Alarms and Defects fields of the window.

[} Display Transmission Convergence Status (SA-100) [_ (O] x|
Display Transmission Conwergence Status
Alarms: [ LCD Defects: [v LCD
Cancel |

=gl | Unsigned Java &pplet Window

Figure 6-22. Display Transmission Convergence Status Window
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Viewing ATM UNI Statistics on DS1/E1 Cell POD Ports

From the Display DS1/E1 Port Status windéwg(ire 6-19, you can view a variety of
information about the state of the ATM UNI on a DS1/E1 cell POD port. To display
this information, choose the Next Logical Layer button. The Display ATM Status
window appears (sgegure 6-23, providing information on the status of ATM UNI

on the port.
[E3 Display ATM Status (SA-100) B =] B3
Display ATM Status EerieyRuarre | [Mager
— Interface Detail
Slot#-POD#-Porté: [1 [z |1
ADMIN Status: [vp  D0PS Status: e

— Performance Statistics

Tx Cell Count: Z04 Tncorrectable HCSa: 151
RX Cell Count: z89 Idle Cell Count: I A35264

Clear Counters |

Jervice Management. .. PLCF Status... T SGatis, .. I Ca.ncell

| Select to jump to Serwvice Management.

=gl | Unsigned Java &pplet Window

Figure 6-23. Display ATM Status Window
Table 6-23describes the fields and buttons in the Display ATM Status window.
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Table 6-23. Display ATM Status Fields and Buttons

Field/Button Type Description

Interface Detail

Slot#-POD#-Port#| read-only Displays the location (slot, POD and port
numbers) of the port. Since there is only onge
slot in the SA 100, the Slot field is always “1.

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port:
up or down.

Performance Statistics

TX Cell Count read-only Displays the number of ATM cells transmitted.
Uncorrectable read-only Displays the number of uncorrectable header
HCSs checksum sequences (HCSs), that is, the

number of errors that the SA 100 detected in
the ATM cell header but was able to fix.

RX Cell Count read-only Displays the number of ATM cells received.

Idle Cell Count read-only Displays the number of idle cells generated.

Clear Counters command | Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).

(Other Buttons)

Service window Enables you to access ATM connection

Management button information.

PLCP Status window DS1/E1 cell PODs do not support this optiop.
button
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Table 6-23. Display ATM Status Fields and Buttons (Continued)

Field/Button Type Description
TC Status window Enables you to view the status of transmissijon
button convergence. Refer t&/iewing the Status of

Transmission Convergence on DS1/E1 Cell
Ports” on page 6-6for information about the
Display Transmission Convergence Status

window.
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Viewing CES-IWF Statistics

From the Display DS1/E1 Port Status window, you can access information about t
interworking functions and all statistics on a DS1/E1 circuit POD port. To access tl
information:

1. Choose the Next Logical Layer button in the Display DS1/E1 Port Status wind
or the DS1 Faults window. The Configure CES Connection window appears
(Figure 5-19 on page 5-48).

2. Select the interworking function you wish to view from the Configured CES
Connections list. The CES-IWF Options window appeaisufe 6-23.

& CES-IWF Dptions [152.148.128.12)
— CE5-IWF Options

Endpoint E Connect
Name 5-PFP-F VPI WCI Jtatus

testl o fallal 1 =2 [m |
L |

Figure 6-24. CES-IWF Options Window

3. Choose IWF Statistics. The CES-IWF Statistics window appEaysré 6-29,
displaying information about the selected interworking funcflaible 6-24
describes the fields and buttons in the CES-IWF Statistics window.
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[%5 CES-IWF Statistics [152.148.126.20)

CE5-IWF Statistics Ewents/alarms. .. I

I Critical

CES Connection

Name: | full tlZ Connect Status:

Endpoint 3 F P WPI VCI Endpoint 3 F

I

P VPI VCI

As 1Tz =l ] B [17s]

1] 1| 100

Statistics

Reassembled Cells: lm Incorrect SNP:
Header Errors: I—U Transmitted Cells:
Pointer Reframes: I—U B OAM Cells:

ALl Sequence Errors: I—g Fo{ O4M Cells Dropped
Lost Cells: Iw T Suppressed Cella:
Buffer Underflows: |—2 TX Conditioned Cells
Buffer Owerflows: IW Cell Loss Status:

]
[Ssasiiess |
5
S —
—
: [ coarnz |

Clear Counters |

Canc:ell

| Select to Clear all Counters.

g | Unszigned J ava Applet wWindow

Figure 6-25. CES-IWF Statistics Window
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Table 6-24. CES-IWF Statistics Fields and Buttons

on the CES-IWF.

Field/Button Type Description
CES Connection

Name read-only Displays the name of the CES-IWF.

Connect Status read-only Displays the status of the CES-IWF connectior
up or down.

Endpoint A read-only Displays the location (slot, POD, port, VPI

S-P-P-VPI-VCI (virtual path identifier) and VCI (virtual channel
identifier) numbers) of endpoint A of the
CES-IWF.

Endpoint B read-only Displays the location (slot, POD, port, VPI

S-P-P-VPI-VCI (virtual path identifier) and VCI (virtual channel
identifier) numbers) of endpoint B of the
CES-IWF.

Statistics

Reassembled read-only Displays the number of cells that have been

Cells reassembled on the CES-IWF.

Header Errors read-only Displays the number of detected header errors
on the CES-IWF, i.e., a discrepancy between
what the port expected in the header and what
was received.

Pointer Reframesg read-only Displays the number of loss of pointer (LOP)
defects that have been corrected (reframed) on
the CES-IWF.

AAL1 Sequence | read-only Displays the number of ATM adaptation layer

Errors type 1 (AAL1) errors that have been detected|on
the CES-IWF.

Lost Cells read-only Displays the number of cells that have been los
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Table 6-24. CES-IWF Statistics Fields and Buttons (Continued)

Field/Button Type Description
Buffer read-only Displays the number of cells that represent an
Underflows underflow in the reassembly buffer of the
CES-IWF.

Buffer Overflows | read-only Displays the number of cells that represent gn
overflow in the reassembly buffer.

Incorrect SNP read-only Displays the number of sequence number
protection (SNP) defects that have been dete¢ted
on the CES-IWF.

-

Transmitted Cellg read-only Displays the number of cells that have bee
transmitted on the CES-IWF.

RX OAM Cells read-only Displays the number of operations
administration and maintenance (OAM) cells
that have been received on the CES-IWF.

RX OAM Cells read-only Displays the number of operations
Dropped administration and maintenance (OAM) cells
that have been dropped on the CES-IWF.

TX Suppressed | read-only Displays the number of transmitted cells that
Cells were suppressed on the CES-IWF.

TX Conditioned | read-only Displays the number of conditioned cells that
Cells were transmitted on the CES-IWF.

Cell Loss Status | read-only Displays whether any cell loss has occurred
(“loss” or “no loss™) on the CES-IWF.

(Other Button)

Clear Counters command| Resets all the counter (numeric) fields in the
button Statistics frame to zero (0).
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Viewing CES-IWF Cell Statistics

From the Display DS1/E1 Port Status window, you can access information about t
interworking functions on a DS1/E1 circuit POD port. To access this information:

1. Choose the Next Logical Layer button in the Display DS1/E1 Port Status windt
or the DS1/E1 Faults window. The Configure CES Connection window appear
(Figure 5-19 on page 5-48).

2. Select the interworking function you wish to view from the Configured CES
Connections list. The CES-IWF Options window appeaisufe 6-23.

3. Choose Cell Stats. The Cell Statistics window appé&agsie 6-29, displaying
information about the selected interworking function. The fields and buttons
displayed in this window are describedrizble 6-45 on page 6-135

Ega Cell Statistics [152.148.128.12)

Cell &Ztatistics Events/ilarms... I I Major

Connection

Hame: | testl Connect Status: Up

Endpoint 5-PFP-FPF Endpoint 5-PF-PF ¥PI VCI

A [t =11 & [ 1=zl 1] 32
Cells Endpoint & Endpoint B GCRA Endpoint & Endpoint B
R O+1: I DI 0 | GCRAD ¥iol: I DI 0
T O+1: | of 0 | GERAD Mode: [ | Monitor
BX 0: | of 0 | GCRAD Incr: | of 1

GCRAD Limit: | ol 49501

Congestion
Cells Drop: | gl 0 | GCRAL Wiol: | gl 0
Curr Q Depth: | 0 0 | GCRAL Mode: [ | Monitor
Max 0 Depth: | 3 3 | GCRAL Flow: [ cipp | cipol
Cngst Thresh: | 2 7 | GCRAL Incr: | Dl GO0E7
Cngst State: | Not Conges |Not Conges | GCRAL Limit: | o 55887

Clear Cou.nt,ersl

| Select o return to the previous Screen.

i | Unsigned Java Applet Window

Figure 6-26. Cell Statistics Window
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Viewing IMA Group and Link Statistics

IMA DS1/E1 PODs support multiple DS1/E1 ports which may be “grouped” togeth
to provide a higher aggregate bandwidth. Refer to the following sections for
information on configuring IMA links and groups, and viewing statistics on IMA links
and groups.

— “Configuring an IMA Group” on page 4-21

— “Configuring IMA Links” on page 4-31

—  “Viewing IMA Group Statistics” on page 4-34
—  “Viewing IMA Link Statistics” on page 4-40
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Monitoring DS3/E3 Ports

To monitor a DS3 or E3 port, select the port as describ&tessing Monitoring
Functions” on page 6;2and use the Display DS3 Port Status windeigyre 6-27 or
Display E3 Port Status windowigure 6-28, to monitor the port.

[ Display DS3 Port Status [SA-100) =] 3
Display D33 Port Status —

— Port Status

Last: Change: 0 days 00:32:10
Slot#-POD#-Port#: | 1 FaniEs
UPS Status:

ADMIN Status:

|
]
i

— Performance Statistics

NELF. END
PCVa: 3448 LCVs: 262140 CCVs: 3103
PES=: 22 LEj3s: 20 CE3s: 22
PSES=: [ 2z | SEFSs: 22 csEs=: [ 2z |

UASs: Ere

FAR. END
CCVs: 7919
CEss: [ 0
Mext Logical Layer...| Lancel |

I Select to display D33 Faults. ||

L e

Figure 6-27. Display DS3 Port Status Window
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[3 Display E3 Port Status [SA-100) B =] B3
Dizsplay E3 Port Status Events/ilarms. .. | | Major

— Port Status

Uptime: | 0 days 00:11:14
Slot#-POD#-Port#: I 1 I 2 I 1 Faults...l I Major
ADMIN Status: I Up OPS Status: I Dowmn
— Performance Statistics
LC¥s: I 344] BIFS: I 0
LES=: I 11 FEEE: I 0
SEF3a: I 11
TiSs: 579
Clear Cou.ntersl Intervals...
Next Logical Layer... Ca.ncell

| Select to display E3 Faults.
| | Unsigned Java &pplet Window

Figure 6-28. Display E3 Port Status Window

Table 6-25andTable 6-26describe the fields and buttons in the Display DS3 Port
Status and Display E3 Port Status windows, respectively.

> The fields in the Performance Statistics frame of the Display DS3/E3 Port
Status window represent a running total that has been tallied since the
port came up or since the Clear Counters button was last used to set the

fields to zero (0).
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Table 6-25. Display DS3 Port Status Fields and Buttons

Field/Button Type Description

Port Status

Last Change read-only Displays the amount of time (days, hours,
minutes, seconds) that the port has been
operating.

Slot#-POD#-Port# read-only Displays the location (slot, POD and port
numbers) of the port. Since there is only gne
slot in the SA 100, the Slot# field is always

Hl'"
Faults window Opens a window that indicates which of the
button following alarms and defects have occurred:

loss of signal (LOS), loss of frame (LOF),
alarm indication signal (AIS) and yellow.

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port: u
or down.

Performance Statistics

PCVs read-only Displays the number of detected P-bit
coding violations (PCVs). PCVs occur
when the received P-bit code on the DS3
M-frame does not match the locally
calculated code.

PESs read-only Displays the number of detected near-end
P-bit errored seconds (PESS), i.e., the
number of seconds with one or more
P-coding violations (PCVs), one or more
out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AIS).

SA 100 Network Administrator’'s Guide




Monitoring Ports A
ASCEND

Table 6-25. Display DS3 Port Status Fields and Buttons (Continued)

Field/Button

Type

Description

PSESs

read-only

Displays the number of detected P-bit

severely errored seconds (PSESS), i.e., the

number of seconds with 44 or more P-code

violations (PCVs) or one or more
out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AIS).

LCVs

read-only

Displays the number of detected line cod
violations (LCVs), i.e., the number of
bipolar violations (BPVs) and excessive
zeros (EXZs) occurring over the
accumulation period.

LESs

read-only

ing

Displays the number of line errored secgnds

(LESS), i.e., the number of seconds in whi

one or more coding violations (CVs) or one

or more loss of signal (LOS) occurred.

SEFSs

read-only

Displays the number of detected severely

errored framing seconds (SEFSs), i.e., th
number of seconds with one or more

out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AlS).

UASs

read-only

Displays the number of detected unavailg
seconds (UASSs), i.e., the number of seco
the interface is unavailable (from the onse
of 10 contiguous PSESs or the condition
leading to a failure).

Near End CCVs

read-only

Displays the number of detected near-¢
C-bit coding violations (CCVs), i.e., the
number of coding violations reported via t
C-bits.
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Table 6-25. Display DS3 Port Status Fields and Buttons (Continued)

Field/Button Type Description

Near End CESs read-only Displays the number of detected near-end
C-bit errored seconds (CESs), i.e., the
number of seconds with one or more C-code
violations (CCVs) or one or more
out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AIS).

Near End CSESs read-only Displays the number of detected near-end
C-bit severely errored seconds, i.e., the
number of seconds with 44 or more C-cogle
violations (CCVs) or one or more
out-of-frame (OOF) defects, or detected
incoming alarm indication signal (AlS).

Far End CCVs read-only Displays the number of detected far-end
C-bit coding violations (CCVs), i.e., the
number of coding violations reported via the
C-bits.

Far End CESs read-only Displays the number of detected far-end
C-bit errored seconds (CESS), i.e., the
number of seconds with one or more C-code
violations (CCVs).

Far End CSESs read-only Displays the number of detected far-end
C-bit severely errored seconds, i.e., the
number of seconds with 44 or more C-code
violations (CCVs).

Clear Counters command| Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).
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Table 6-25. Display DS3 Port Status Fields and Buttons (Continued)

Field/Button Type Description
Intervals window Enables you to view port statistics for the
button current 15-minute interval or a previous

15-minute interval. (The number of
viewable previous intervals depends on the
value of the Set Max Intervals parameter.

See"Viewing Performance Statistics for an
Interval” on page 6-5for instructions on
viewing interval statistics.

(Other Buttons)

Next Logical Layer window Enables you to view statistics concerning
button the ATM layer.
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Table 6-26. Display E3 Port Status Fields and Buttons

Field/Button Type Description
Port Status
Uptime read-only Displays the amount of time (days, hours,
minutes, seconds) that the port has been
operating.

Slot#-POD#-Port# read-only Displays the location (slot, POD and port
numbers) of the port. Since there is only gne
slot in the SA 100, the Slot# field is always

Hl'"
Faults window Opens a window that indicates which of the
button following alarms and defects have occurred:

loss of signal (LOS), loss of frame (LOF),
alarm indication signal (AIS) and yellow.

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port:
up or down.

Performance Statistics

LCVs read-only Displays the number of detected line coding
violations (LCVs), i.e., the number of
bipolar violations (BPVs) and excessive
zeros (EXZs) occurring over the
accumulation period.

LESs read-only Displays the number of line errored secgnds
(LESS), i.e., the number of seconds in which

one or more coding violations (CVs) or one
or more loss of signal (LOS) occurred.
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Table 6-26. Display E3 Port Status Fields and Buttons (Continued)

Field/Button Type Description

SEFSs read-only Displays the number of detected severely
errored framing seconds (SEFSs), i.e., th
number of seconds with one or more

out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AlS).

1)

UASSs read-only Displays the number of detected unavailable
seconds (UASSs), i.e., the number of seconds
the interface is unavailable (from the onse
of 10 contiguous PSESs or the condition
leading to a failure).

—

BIP8 read-only Displays the number of detected bit
interleaved parity 8 errors (BIP8), i.e., the
number of detected bit errors in the payload.

FEBE read-only Displays the number of detected far end
block errors (FEBE), i.e., the number of bjt
errors in the payload detected at the far end.

Clear Counters command| Allows you to set all the counter fields in the
button Performance Statistics frame to zero (0).

Intervals window Enables you to view port statistics for the
button current 15-minute interval or a previous

15-minute interval. (The number of
viewable previous intervals depends on the
setting of the Set Max Intervals parametey.)

See"Viewing Performance Statistics for an
Interval” on page 6-5for instructions on
viewing interval statistics.

(Other Buttons)

Next Logical Layer window Enables you to view statistics concerning
button the ATM layer.
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Viewing Performance Statistics for an Interval on DS3/E3 Ports

See"Viewing Performance Statistics for an Interval” on page Gef4nstructions on
viewing interval statistics. Refer T@ble 6-25 on page 6-7ar DS3 field descriptions
or to Table 6-26 on page 6-7T6r E3 field descriptions.

Viewing Alarms and Defects on DS3/E3 Ports

From the Display DS3 Port Status or Display E3 Port Status window, you can view
any alarm or defect conditions which have been detected on the DS3 or E3 port. 1
view the alarms and defects:

1. Choose the Faults button. The DS3 Faults or E3 Faults window appieans (
6-29, displaying any faults detected on the port. Bege 6-27for a description
of each button and field in the DS3 Faults and E3 Faults windows.

23 DS3 Faults (SA-100) [ [O] x]
— D33 Faults
Alarms: [ LO3 Defects: [ LO3
[ LoF F LoF
[~ &aIs I 413
I vellow M vellow
[agor Cancel |

=8 | Unszigned Java Applet ‘indaw

Figure 6-29. DS3/E3 Faults Window (DS3 shown)

2. Choose the Next Logical Layer button. The window that appears depends on
whether PlcpFrame or HcsBased cell delineation is selected for the port.

If PlcpFrame cell delineation is selected— The Display PLCP Status window
appears (sefeigure 6-3) and you may view statistics concerning near and far-en
phase layer convergence protocol (PLCP) faults. Refeatite 6-28for
descriptions of the fields and buttons in the Display PLCP Status window.

If HcsBased cell delineation is selected- The Display Transmission
Convergence Status window appears (Sgare 6-3) and you can see if any loss
of cell delineation alarms or defects have been detected, as indicated by chec
marks in the Alarms and Defects fields.
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[} Display PLCP Status (SA-100) [_ (O]

— Display PLCP Status
HEAR END FAR END
CVs3: | 70 | a Alarms: I~ LOF
Eas: | i 1 [ Yellow
SES3: | 2 I 1
GRS B | = Defecta: [# LOF
UaSs: I o 0 [ Yellow
Frame Errors: 262 ———-—-———-
Ca.ncell

| | Unzigned Java Applet Window

Figure 6-30. Display PLCP Status Window

[} Display Transmission Convergence Status (SA-100) H=E

Display Transmission Conwergence Status

alarms: [ LCD Defects: [V LCD

Canc:ell

=gl | Unsigned Java &pplet Window

Figure 6-31. Display Transmission Convergence Status Window
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Table 6-27. DS3/E3 Faults Fields and Buttons

Field/Button Type Description

LOS Alarms/Defects| read-only | A check mark indicates that a loss of signa
(LOS) alarm/defect has been detected.

LOF Alarms/Defects| read-only A check mark indicates that a loss of frame
(LOF) alarm/defect has been detected.

AIS Alarms/Defects | read-only A check mark indicates that an alarm
indication signal (AlS) alarm/defect has
been detected.

Yellow read-only A check mark indicates that a yellow
Alarms/Defects alarm/defect has been detected.

Next Logical Layer window If PlcpFrame cell delineation is selected,
button enables you to view statistics concerning
near and far-end phase layer convergenc
protocol (PLCP) faults. Se®iewing
Alarms and Defects on DS3/E3 Ports” on
page 6-78or a description of the Display
PLCP Status window.

If HcsBased cell delineation is selected,
enables you to view the status of
transmission convergence. S&ewing
Alarms and Defects on DS3/E3 Ports” on
page 6-78or a description of the Display
Transmission Convergence Status windoy.

D

Next Logical Layer read-only Displays the current highest-level alarm
detected, if any, on the next logical layer.
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Table 6-28. Display PLCP Status Fields and Buttons

Field/Button Type Description

Near End CVs read-only Displays the number of detected near-gnd
code violations (CVs).

Near End ESs read-only Displays the number of detected near-end
errored seconds (ESS), i.e., the number of
one-second intervals with one or more
bipolar violations (BPVs), excessive zeros
(EXZs), or loss of signal (LOS) defects. For
a B8ZS-coded signal, BPVs that are part jof
the zero substitution code, as defined in
ANSI T1.102, are excluded.

Near End SESs read-only Displays the number of detected near-¢nd
severely errored seconds (SESs), i.e., the
number of one-second intervals with 1544
or more bipolar violations (BPVs) plus
excessive zeros (EXZs), or one or more lgss
of signal (LOS) defects. For a B8ZS-code|
signal, BPVs that are part of the zero
substitution code, as defined in ANSI
T1.102, are excluded.

o

Near End SEFSs read-only Displays the number of detected near-end
severely errored framing seconds (SEFSs),
i.e., the number of seconds with one or more
out-of-frame (OOF) defects, or a detected
incoming alarm indication signal (AlS).

Near End UASs read-only Displays the number of detected near-end
unavailable seconds (UASS), i.e., the
number of seconds the interface is

unavailable.
Near End Frame read-only Displays the number of detected near-end
Errors frame errors.
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Table 6-28. Display PLCP Status Fields and Buttons (Continued)

Field/Button Type Description

Far End CVs read-only Displays the number of detected far-end
code violations (CVs).

joN

Far End ESs read-only Displays the number of detected far-en
errored seconds (ESSs), i.e., the number g
one-second intervals with one or more
bipolar violations (BPVs), excessive zeros
(EXZs), or loss of signal (LOS) defects. For
a B8ZS-coded signal, BPVs that are part jof
the zero substitution code, as defined in
ANSI T1.102, are excluded.

=2

Far End SESs read-only Displays the number of detected far-end
severely errored seconds (SESs), i.e., the
number of one-second intervals with 1544
or more bipolar violations (BPVs) plus
excessive zeros (EXZs), or one or more lgss
of signal (LOS) defects. For a B8ZS-code|
signal, BPVs that are part of the zero
substitution code, as defined in ANSI
T1.102, are excluded.

o

Far End UASs read-only Displays the number of detected far-end
unavailable seconds (UASS), i.e., number|of
seconds the interface is unavailable.

LOF Alarms/Defects| read-only A check mark indicates that a loss of frame
(LOF) alarm/defect has been detected.

Yellow read-only A check mark indicates that a yellow

Alarms/Defects alarm/defect has been detected.

Clear Counters command| Resets the near and far end counter
button (numeric) fields to zero (0).
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Viewing ATM Layer Statistics on DS3/E3 Ports

From the Display DS3/E3 Port Status window, you can view information about the
state of the ATM layer on the port. To display this information, choose the Next
Logical Layer button. The Display ATM Status window appearsKspee 6-32.

[E3 Display ATM Status (SA-100) H[=]
Dizplay ATM Status Ements hlarms. .. | | Major

— Interface Detail

Slot#-POD#-Port#: |l |2 |l
ADMIN Status: | Up OPS Status: | Up

— Performance Statistics

Tx Cell Count: Z04 Tncorrectable HCSa: 151
RX Cell Count: z89 Idle Cell Count: I A35264

Clear Counters |

Jervice Management. .. PLCF Status... T SGatis, .. I Ca.ncell

| Select to jump to Serwvice Management.

=gl | Unsigned Java &pplet Window

Figure 6-32. Display ATM Status Window
Table 6-29describes the fields and buttons in the Display ATM Status window.
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Table 6-29. Display ATM Status Fields and Buttons

Field/Button Type Description

Interface Detall

Slot#-POD#-Port#| read-only Displays the location (slot, POD and port
numbers) of the port. Since there is only one
slot in the SA 100, the Slot field is always “1.

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port:
up or down.

Performance Statistics

TX Cell Count read-only Displays number of ATM cells transmitted.
Uncorrectable read-only Displays number of uncorrectable header
HCSs checksum sequences (HCSs), that is, the

number of errors that the SA 100 detected in
the ATM cell header, but was able to fix.

RX Cell Count read-only Displays number of ATM cells received.

Idle Cell Count read-only Displays number of idle cells generated.

Clear Counters command| Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).

(Other Buttons)

Service window Enables you to view status information

Management button concerning ATM connections. S&éewing
ATM-UNI Connection Information” on page
6-103
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Table 6-29. Display ATM Status Fields and Buttons (Continued)

Field/Button Type Description
PLCP Status window If PlcpFrame cell delineation is selected,
button enables you to view statistics concerning near

and far-end phase layer convergence protocol
(PLCP) faults. Refer toviewing Alarms and
Defects on DS3/E3 Ports” on page 6f@Ba
description of the Display PLCP Status

window.
TC Status window If HcsBased cell delineation is selected,
button enables you to view the status of transmission

convergence. Refer t&/iewing Alarms and
Defects on DS3/E3 Ports” on page 6féBa
description of the Display Transmission
Convergence Status window.
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Monitoring OC-3¢c/STM-1 Ports

To monitor a OC-3¢c/STM-1 port, select the port as describ&tiressing
Monitoring Functions” on page 6-The Display OC-3/STM-1 Status window
appears (seligure 6-33.

EgaDisplay 0OC-3 / STH-1 Port Status [SA-100]

Display 0C-3 / STM-1 Port Status Event.s,-"Alarms...I I Major

— Port Detail

Last Change: I 0 days 00:45:10
3lot#-POD#-Port#: I 1 I 3 | 1 Line Fault,s...l I Major

ADMIN Status: | p 0P Status: Down

— Performance 3tatistics

SECTION LINE - NEAR END LINE - FAR END
C¥s: I 1677 C¥a: I za C¥a: I 11
E3s: I 2712 Ejis: I 3 Ess: I 1
SESs: I 2712 SESs: I i) SESs: I i)
SEFa: I 2711 Ukis: I 0 Udss: I 0
FCa: | 0 FCa: | 0

Clear Cou.nt,ersl Intervals... |

Display Path Status... | Canc:ell

| Select to display 0OC-3c / STH-1 Line Faults.
x| | Unsigned Java Applet Window

Figure 6-33. Display OC-3/STM-1 Port Status Window

Table 6-30describes the fields and buttons in the Display OC-3/STM-1 Port Status
window.

> The fields in the Performance Statistics frame of the Display OC-3/STM-1

Port Status window represent a running total that has been tallied since
the port came up or since the Clear Counters button was last used to set
the fields to zero (0).
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Field/Button Type Description
Port Detalil

Last Change read-only Displays the amount of time (days, hours
minutes, seconds) that the port has been
operating since it came up.

Slot#-POD#-Port# | read-only Displays the location (slot, POD and port
numbers) of the port. Since there is only on
slot in the SA 100, the Slot# field is always
“1."

Line Faults window Enables you to view line alarms and defect

button which may have occurred: loss of signal

(LOS), loss of frame (LOF), alarm indication
signal line (AlS-L), or remote defect
indication line (RDI-L).

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port
up or down.

Performance Statistics

Section read-only Displays the number of coding violations

CVs (CVs) detected in the section layer, i.e., the
number of detected BIP-8 errors.

Section read-only Displays the number errored seconds dete

ESs (ESs) in the section layer, i.e., the number ¢

one-second intervals containing one or mor
bit interleaved parity (BIP) section errors, of
or more loss of signal errors (LOS), or one
more severely errored frame (SEF) defects
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Table 6-30. Display OC-3/STM-1 Port Status Fields and Buttons (Continued)

Field/Button Type Description
Section read-only Displays the number severely errored secands
SESs (SESs) detected in the section layer, i.e., the

number of one-second intervals containing
2500 or more bit interleaved parity (BIP)
section errors, one or more loss of signal
(LOS), or one or more severely errored frame
(SEF) defects.

Section read-only Displays the number of severely errored frame
SEFs (SEFs) defects detected in the section layer,
i.e., the number of one-second intervals
containing one or more SEF defects.

Line Near CVs read-only Displays the number of near-end coding
violations (CVs) detected in the line layer, i.¢.,
the number of detected bit interleaved parity
(BIP) errors.

Line Near ESs read-only Displays the number of near-end errored
seconds (ESs) detected in the line layer, i.€.,
the number of one-second intervals containing
one or more bit interleaved parity (BIP) line
errors or one or more alarm indication signal
(AIS) defects.

Line Near SESs read-only Displays the number of near-end severely
errored seconds (SESs) detected in the line
layer, i.e., the number of 1 second intervals
containing 2500 or more bit interleaved parity
(BIP) line errors or one or more alarm
indication signal line (AlS-L) defects.
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Table 6-30. Display OC-3/STM-1 Port Status Fields and Buttons (Continued)

Field/Button Type Description

Line Near SEFs read-only Displays the number of near-end severely
errored framing seconds (SEFs) defects
detected in the line layer, i.e., the number of
one-second intervals containing one or more
SEF defects.

Line Near FCs read-only Displays the number of near-end failure
counts (FCs) detected in the line layer, i.e., the
number of alarm indication signal line
(AIS-L) events.

Line Far CVs read-only Displays the number of far-end coding
violations (CVs) detected in the line layer, i.¢.,
the number of detected bit interleaved parity
(BIP) errors.

Line Far ESs read-only Displays the number of far-end errored
seconds (ESs) detected in the line layer, i.€.
the number of one-second intervals containing
one or more bit interleaved parity (BIP) line
errors, one or more alarm indication signal
(AIS) defects.

Line Far SESs read-only Displays the number of far-end severely
errored seconds (SESs) detected in the line
layer, i.e., the number of 1 second intervals
containing 2500 or more bit interleaved parity
(BIP) line errors, one or more alarm indication
signal line (AIS-L) defects.

Line Far SEFs read-only Displays the number of far-end severely
errored framing seconds (SEFs) defects

detected in the line layer, i.e., the number of
one-second intervals containing one or more
SEF defects.
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Table 6-30. Display OC-3/STM-1 Port Status Fields and Buttons (Continued)

Field/Button Type Description

Line Far FCs read-only Displays the number of far-end failure couints
(FCs) detected in the line layer, i.e., the
number of alarm indication signal line
(AIS-L) events.

Clear Counters command| Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).

Intervals window Enables you to view port statistics for the
button current 15-minute interval or a previous

1”4

15-minute interval. (The number of viewabls
previous intervals depends on the value of the
Set Max Intervals parameter.)

See"Viewing Performance Statistics for an
Interval” on page 6-5for instructions on
viewing interval statistics.

(Other Buttons)

Display Path Status window | Enables you to view statistics concerning the
button OC-3c/STM-1 path. Se&jiewing Path
Statistics on OC-3¢c/STM-1 Ports” on page
6-94 for details.
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Viewing Interval Performance Statistics on OC-3c/STM-1 Ports

See"Viewing Performance Statistics for an Interval” on page Gef4nstructions on
viewing interval statistics. Refer fable 6-30 on page 6-8ar field descriptions.

Viewing Alarms and Defects on OC-3c/STM-1 Ports

From the Display OC-3/STM-1 Port Status window, you can view any line-level alar
or defect conditions which have been detected on the OC-3¢c/STM-1 port. To view

alarms and defects:

1. Choose the Line Faults button. The OC-3c/STM-1 Line Faults window appear:
(seeFigure 6-34, displaying any faults detected on the OC-3c/STM-1 line.

f&4 OC-3 / STH-1 Line Faults (SA-100)

— OC-3 / STM-1 Line Faults

Alarms: ¥ Los
LOF
Line A4T5
Line EDI

aTn

Defects:

| Major

LoE
LOF
Line AT5
Line EDT

= N B N

Canc:ell

=8 | Unszigned Java Applet ‘indaw

Figure 6-34. OC-3/STM-1 Line Faults Window

2. Choose the Next Logical Layer button. The OC-3/STM-1 Path Faults window
appearsKigure 6-39, displaying any faults detected on the OC-3c/STM-1 path.

f&4 OC-3 / STM-1 Path Faults (SA-100)

— 0OC-3 4/ &THM-1 Path Faults

Alarms: IC LorF Defecta: =
I Path aIs I
[T Path RDI I
I Path Unequipped =
[T Path Label Mismatch I

Next Logical Layer... | W

LOP
Path AT3
Path RDI

Path Unequipped
Path Label Mismatch

Ca.ncell

8| |Unsigned Java Applat 'windo

i)

Figure 6-35. OC-3/STM-1 Path Faults Window
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Table 6-31andTable 6-32describe the fields and buttons in the OC-3/STM-1 Line
Faults and OC-3/STM-1 Path Faults windows, respectively.

Table 6-31. OC-3/STM-1 Line Faults Fields and Buttons

gna

AMe

ect

Field/Button Type Description

LOS Alarms/Defects| read-only | A check mark indicates that a loss of si
(LOS) alarm/defect has been detected.

LOF Alarms/Defects| read-only A check mark indicates that a loss of frg
(LOF) alarm/defect has been detected.

Line AIS read-only A check mark indicates that an alarm

Alarms/Defects indication signal line (AlS-L) alarm/defect
has been detected.

Line RDI read-only | A check mark indicates that a remote delf

Alarms/Defects indication line (RDI-L) alarm/defect has
been detected.

Next Logical Layer window Enables you to view OC-3c/STM-1 path

button alarms and defects.
Next Logical Layer read-only Displays the current highest-level alarm

detected, if any, on the OC-3c/STM-1 pat
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Table 6-32. OC-3/STM-1 Path Faults Fields and Buttons

Field/Button Type Description

LOP Alarms/Defects| read-only | A check mark indicates that a loss of pajinte
(LOP) alarm/defect has been detected.

Path AIS read-only A check mark indicates that an path alarm

Alarms/Defects indication signal (AIS) alarm/defect has
been detected.

Path RDI read-only A check mark indicates that a path remote

Alarms/Defects defect indication (RDI) alarm/defect has

been detected.

Path Unequipped read-only A check mark indicates that an path signal
Alarms/Defects label unequipped alarm/defect has been
detected.

Path Label Mismatch read-only A check mark indicates that an path signal
Alarms/Defects label mismatch alarm/defect has been
detected.

Next Logical Layer window Enables you to view statistics concerning
button the ATM UNI layer.
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Viewing Path Statistics on OC-3¢/STM-1 Ports

From the Display OC-3/STM-1 Port Status window, you can access status informat
related to the OC-3¢/STM-1 path. To view this information, choose the Display Pa
Status button. The Display OC-3/STM-1 Path Status window apgegtsd 6-39.

&4 Display OC-3 / STM-1 Path Status (SA-100)

Dizplay 0OC-3 / 5TM-1 Path Status Events bl arns. | | Major

Interface Detail

Slot#-POD#-Port#: I]_ |3 |l

ADMIN Status: | Up OPS Status: | Up
— Performance Statistics
PATH - NEAR END PATH - FAR EHND
C¥3: I A8 C¥s: I 14
ESs: 729 Ess: 729
SESa: 728 SESs: 728

Tada: | i} TAGa: | i)
FCs: I i} FCs: I 0

Clear Cou.ntersl Intervals. .. |

Next Logical Layer... | Ca.ncell

| Select to display 0OC-3c / 5TM-1 Path Faults.

=gl | Unsigned Java &pplet Window

Figure 6-36. Display OC-3/STM-1 Path Status Window

Table 6-33describes the fields and buttons in the Display OC-3/STM-1 Path Status
window.

> The fields in the Performance Statistics frame of the Display OC-3/STM-1

Path Status window represent a running total that has been tallied since
the path came up or since the Clear Counters button was last used to set
the fields to zero (0).
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Table 6-33. Display OC-3/STM-1 Path Status Fields and Buttons

Field/Button Type Description

Interface Detail

Slot#-POD#-Port# read-only Displays the location (slot, POD and port
numbers) of the path. Since there is only gne
slot in the SA 100, the Slot# field is always

Hl."
Path Faults window Enables you to view any of the following
button alarms and defects which may have

occurred: loss of pointer (LOP), path alarf
indication signal (AlS), path remote defec
indication (RDI), path signal label
unequipped and path signal label mismatch.
Refer to“Viewing Alarms and Defects on
OC-3c/STM-1 Ports” on page 6-%dr a
description of this window.

- 3

J

ADMIN Status read-only Displays the administrative state of the path:
up or down.

OPS Status read-only Displays the operational state of the path:
up or down.

Performance Statistics

Path - Near End CVS read-only Displays the number of coding violations
(CVs) detected in the near-end path layer,
i.e., the number of detected BIP-8 errors.
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Table 6-33. Display OC-3/STM-1 Path Status Fields and Buttons
(Continued)

Field/Button

Type

Description

Path - Near End ESs

read-only

Displays the number errored seconds
detected (ESs) in the near-end path layer,
i.e., the number of one-second intervals
containing one or more BIP-8 section errofs,
one or more loss of signal errors (LOS), Q
one or more severely errored frame (SEF
defects.

=

Path - Near End SES

s read-only

Displays the number severely errored
seconds (SESs) detected in the near-end
path layer, i.e., the number of one-second
intervals containing 2400 or more BIP-8
section errors, one or more loss of signal
(LOS), or one or more severely errored
frame (SEF) defects.

Path - Near End
UASs

read-only

Displays the number unavailable seconds
(UASSs) detected in the near-end path layer,
i.e., the number of seconds the path is
unavailable

Path - Near End FCs

read-only|

Displays the number of near-end failure
counts (FCs) detected in the path layer, i.e.,
the number of alarm indication signal line
(AlS-L) events.

Path - Far End CVs

read-only

Displays the number of coding violations
(CVs) detected in the far-end path layer, i.
the number of detected BIP-8 errors.

®
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Table 6-33. Display OC-3/STM-1 Path Status Fields and Buttons

(Continued)
Field/Button Type Description
Path - Far End ESs read-only| Displays the number errored seconds

detected (ESs) in the far-end path layer, ile.,
the number of one-second intervals
containing one or more BIP-8 section errofs,
one or more loss of signal errors (LOS), Q
one or more severely errored frame (SEF
defects.

=

Path - Far End SESs| read-only Displays the number severely errored
seconds (SESs) detected in the far-end path
layer, i.e., the number of one-second
intervals containing 2400 or more BIP-8
section errors, one or more loss of signal
(LOS), or one or more severely errored
frame (SEF) defects.

Path - Far End UASs| read-only Displays the number unavailable seconds
(UASSs) detected in the far-end path layer,
i.e., the number of seconds the path is
unavailable

Path - Far End FCs read-only Displays the number of far-end failure
counts (FCs) detected in the path layer, i.
the number of alarm indication signal line
(AlS-L) events.

®

Clear Counters command| Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).
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Table 6-33. Display OC-3/STM-1 Path Status Fields and Buttons

(Continued)
Field/Button Type Description
Intervals window Enables you to view port statistics for the
button current 15-minute interval or a previous

15-minute interval. (The number of
viewable previous intervals depends on the
setting of the Set Max Intervals parameter.)

See"Viewing Performance Statistics for an
Interval” on page 6-5for instructions on
viewing interval statistics.

(Other Buttons)

Next Logical Layer window Enables you to view statistics concerning
button the ATM layer. SeéViewing ATM

Statistics on OC-3¢/STM-1 Paths” on pag
6-99.

D

Viewing Performance Statistics for an Interval on OC-3¢c/STM-1
Paths

See"Viewing Performance Statistics for an Interval” on page @ef4nstructions on
viewing interval statistics. Refer iable 6-33 on page 6-96r field descriptions.
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Viewing ATM Statistics on OC-3c/STM-1 Paths

From the Display OC-3/STM-1 Path Status window, you can view information abol
the state of the ATM layer on the path. To display this information, choose the Nex
Logical Layer button. The Display ATM Status window appears ksgere 6-37.

[E3 Display ATM Status (SA-100) H[=]
Dizplay ATM Status Ements hlarms. .. | | Major

— Interface Detail

Glot#-POD#-Port#: |l |3 |1
ADMIN Status: | Up 0PS Status: | p

— Performance Statistics

Correctable HCHa: I i}
Tncorrectable HCHa: | 7

R Cell Count: 256

T¥ Cell Count: I §51482

Faults

Alarms: [ LCD

Defects: [ LCD

Service Management... Ca.ncell

| Jelect to Clear Counters.

=gl | Unsigned Java &pplet Window

Figure 6-37. Display ATM Status Window
Table 6-34describes the fields buttons in the Display ATM Status window.
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Table 6-34. Display ATM Status Fields and Buttons

Field/Button Type Description

Interface Detail

Slot#-POD#-Port#| read-only Displays the location (slot, POD and port
numbers) of the path. Since there is only one
slot in the SA 100, the Slot field is always “1.

ADMIN Status read-only Displays the administrative state of the path:
up or down.

OPS Status read-only Displays the operational state of the path
up or down.

Performance Statistics

Correctable HCSs| read-only Displays number of correctable header
checksum sequences (HCSSs), the number of
errors that the SA 100 detected in the ATM
cell header and was able to fix.

Uncorrectable read-only Displays number of uncorrectable header
HCSs checksum sequences (HCSSs), the number of
errors that the SA 100 detected in the ATM
cell header but was unable to fix.

RX Cell Count read-only Displays number of ATM cells received.
TX Cell Count read-only Displays number of ATM cells transmitted.
Clear Counters command| Resets all the counter (numeric) fields in the
button Performance Statistics frame to zero (0).
Faults
Alarms read-only A check mark indicates that a loss of cell
LCD delineation (LCD) alarm was detected.
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Table 6-34. Display ATM Status Fields and Buttons (Continued)

Field/Button Type Description
Defects read-only A check mark indicates that a loss of cell
LCD delineation (LCD) defect was detected.

(Other Buttons)

Service window Enables you to access status information

Management button concerning ATM connections. S&éewing
ATM-UNI Connection Information” on page
6-103
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Monitoring ATM Connections

You can view status information about ATM connections by viewing the ATM UNI
Connections window. You can access this window from the main menu or from a
Display Port Status or Display Path Status window.

From the Main Menu:

1.
2.

Choose the Service Management button from the Main Menu.

When the Select Service window appears (see Figure 5-1 on page 5-2), choos
ATM User Network Interface (UNI) button.

When the Select ATM UNI Port window appears (see Figure 5-2 on page 5-3)
select the desired port to view. The ATM UNI Connections window appears (S
Figure 5-3 on page 5-4).

From a Display Port or Path Status Window

4,

From a Display Port Status window, choose the Display Path Status button to o
the Display Path Status window.

From a Display Path window, choose the Next Logical Layer button to open th
Display ATM Status window.

From the Display ATM Status window, choose the Service Management butto
The ATM UNI Connections window appears (see Figure 5-3 on page 5-4).
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Viewing ATM-UNI Connection Information

The ATM-UNI Connections window displays information on configured ATM-UNI
connections. (This dialog box is the same one shown in Figure 5-3. For convenienc
is repeated here.)

FE3ATM UNI Connections (icm183)
ATH UNI Connections Ewents/ilarms... | I Critical
[ Port Detail
Total Connhections: I i}
Slot-Pod-Port: I 1 I 3 I 1 Port Type: I AtmLogical
Port Name: | ATM INTERFACE | Port ID: | ATM CIRCUIT I
ADMIN Status: I p 0P3 Status: I p
SEYBTEERATEITY]  ATH Port stats.. | CAC Port Stata.. |
[ Configured ATH UNI Connections
Endpoint & Endpoint B Connect Connect
Name Type WPI VCI 5 P P ¥PI WCI Atatus Detail
Connection 1 THI 1 4 L 2z 1 11 21  Add Pend
Add Connection... Connection SUNMArY... Connection Stats... Cancel
I Select to examine Physical Layer Port 3tats.
x| |UnsignedJava Applet wWindow

Figure 6-38. ATM UNI Connections Window

> Unlike the CES and NLS connections dialog boxes, which show only the

CES or NLS end of a connection, the ATM-UNI Connections dialog box
allows you to see both ends of connections passing through the ATM port.
This “mirroring” of connections makes this dialog box a valuable
clearing-house of information.
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Table 6-35. ATM UNI Connections Fields and Buttons

Field/Button Type Action/Description
Port Detail
Total Connections read-only Displays the number of defined connection:
on the port.
Slot-POD-Port read-only Display the ports’ slot, POD and port

numbers. Since the SA 100 has only one
slot, the Slot field is always “1.”

Port Type read-only Displays the type of port.

Port Name read-only Displayshe port name (32 characters makx).

Port ID read-only Displayshe port ID (32 characters max).

ADMIN Status read-only Displays the administrative state of the port:
up or down.

OPS Status read-only Displays the operational state of the port:
up or down.

Phy Port Stats window | Enables you to view physical port statistigs

button by opening the Display Port Status window

corresponding to the specific port type.
Refer to the subsection on the specific port
type earlier in this chapter.

ATM Port Stats window Enables you to view ATM port statistics by
button opening the Display ATM Status window.
Refer to the subsection on the specific port
type earlier in this chapter.

CAC Port Stats window Enables you to view the Connection
button Admission Control port statistics by
opening the CAC Port Statistics window.
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Table 6-35. ATM UNI Connections Fields and Buttons (Continued)

Field/Button Type Action/Description
Configured ATM UNI Connections

Name read-only Displays the user designation of each
configured connection on this port.

Type read-only Displays the connection type: CES, NLS
ATM.

Endpoint A read-only Displays the virtual path identifier at

VPI endpoint A of each configured connection
on this port.

Endpoint A read-only Displays the virtual channel identifier at

VClI endpoint A of each configured connection
on this port.

Endpoint B read-only Displays the slot-POD-port numbers of

S-P-P endpoint B of each configured connection
on this port.

Endpoint B read-only Displays the virtual path identifier of

VPI endpoint B of each configured connection
on this port. (Applies to ATM connections
only; CES and NLS connections have no
VPL.)

Endpoint B read-only Displays the virtual channel identifier of

VCI endpoint B of each configured connection
on this port. (Applies to ATM connections
only; CES and NLS connections have no
VCl.)

Connect Status read-only Displays the connection state of each
configured connection on this port:
up or down.

Connect Detalil read-only Displays the reason it is down if the Con
Status field is not “up.”

or

nec
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Table 6-35. ATM UNI Connections Fields and Buttons (Continued)

Field/Button Type Action/Description

(Other Buttons)

Add Connection window Opens a window for adding an ATM UNI
button connection. See “Adding a Connection” on
page 5-9.

Connection Summary window | Enables you to view a summary of the
button configuration data related to all the
connections on this port.

Connection Stats window | Enables you to view connection statistics for
button all the connections on this port.
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Viewing CAC Statistics

To view Connection Admission Control (CAC) statistics on the currently selected
ATM-UNI port, select the CAC Port Stats button. The CAC Port Statistics window
appearsKigure 6-39:

24 CAC Port Statistics (5A-100) =1

CAC Port 3tatistics Events/alarms. .. | I Critical

[ Port Detail

5lot-Pod-Porte: I 1 I 2 I 4 Port Name: I ATH INTERFACE

[ Port Bandwidth VPI/VCI Ranges
Forward Backward VPI Range VCI Range
FER. VEE. FER. VEE
we: [0 [ o]
Total: | 4szs| 113z 4528| 1132
Avail: | 431 1132 4361 1132 LUCERRUN o | s11
[ CAC Priority Queue Allocation ¥C Buffer Allocation
rt. nrt UBR/S
rt nrt TER./ CER1 VEER. VER ABR

Buffers CERL VER VER ABR

Shallow: I 3| gl lDI I
Total: | a7| 101 116 48 Wediww: [ g 15 25| soo
dvail: | g4 93| o8| 477 High: | 8] 25| 35| zooo

CAC Config Stats... | Ca.ncell

Zxf=g| [Unsigned Java Applet Window

Figure 6-39. CAC Port Statistics Window

SA 100 Network Administrator’'s Guide




Monitoring ATM Connections A
ASCEND

Table 6-36. CAC Port Statistics Fields and Buttons
Field/Button Type Description
Port Detail

Slot-POD-Port read-only] Displays the location (slot and POD number) (of
the currently selected port. Since there is only one
slot in the SA 100, the Slot# is always “1.”

Port Name read-only) Displayke port name (32 characters max).

Port Bandwidth

Total FBR read-only| Displays the amount of fixed bandwidth (fixed |bit
rate, FBR) that has been allocated for connections.

Avail FBR read-only | Displays the remaining fixed bandwidth (fixed bit
rate, FBR) available for connections.

Total VBR read-only | Displays the amount of variable bandwidth
(variable bit rate, VBR) that has been allocated for
connections.

Avail VBR read-only | Displays the remaining variable bandwidth
(variable bit rate, VBR) available for connectiors.
VPI/VCI Ranges

VPI Range: read-only | Displays the VPI Range for PVP.

PVP

VPI Range: read-only | Displays the VPI Range for PVC.

PVC

VCI Range: read-only | Displays the VCI Range for PVC.

PVC:
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Total/Available

Table 6-36. CAC Port Statistics Fields and Buttons (Continued)
Field/Button Type Description
CAC Priority Queue Allocation
CBR1 read-only | Displays total/available buffers for CBR1.
Total/Available
rt VBR read-only | Displays total/available buffers for rtVBR.
Total/Available
nrt VBR read-only | Displays total/available buffers for nrtVBR.
Total/Available
UBR/ABR read-only | Displays total/available buffers for UBR/ABR.

VC Buffer Allocation

CBR1 read-only | Displays shallow/medium/high VC buffer
Shallow/ allocations for CBR1.
Medium/High
rt VBR read-only | Displays shallow/medium/high VC buffer
Shallow/ allocations for rtVBR.
Medium/High
nrt VBR read-only | Displays shallow/medium/high VC buffer
Shallow/ allocations for nrtVBR.
Medium/High
UBR/ABR read-only | Displays shallow/medium/high VC buffer
Shallow/ allocations for UBR/ABR.
Medium/High

(Other Fields and Buttons)
CAC Config window Enables you to display CAC Config Statistics.
Stats button
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f23 CAC Configuration Stats [SA-100] [=[=[ 3

% War. to Load:
E/W CAC 3tatus:

Cencel
e |

Figure 6-40. CAC Configuration Stats Window

Table 6-37. Connections Summary Fields

Field
(read-only) Description

% Var to Load | Displays the percentage of variable bandwidth that is treated
as fixed bandwidth (for the purpose of subtracting the fixed
bandwidth that has been allocated for connections from the
remaining fixed bandwidth available for connections).

B/W CAC Displays whether bandwidth CAC is enabled or disabled.
Status
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Viewing Statistics on Individual ATM-UNI Connections

From the ATM UNI Connections window, there are three ways to display ATM
connection status information:

» Select the Connection from the Configured ATM UNI Connections list in the
ATM UNI Connections windowage 6-118

» Select the Connection Summary button in the ATM UNI Connections window,
then select the desired connection from the list in the Connections Summary
window (page 6-11}
or

+ Select Connection Statistics button in the ATM UNI Connections window, ther
select the desired connection from the list in the Connections Statistics windov
(page 6-12)L

All three paths bring you to the UNI Connection Options window, shown below in
Figure 6-41 Select the Statistics button in the UNI Connection Options window to
display the Connection Statistics window showirigure 6-42 on page 6-1%&hd
described inrable 6-39

E;*:; UNI Connection Options [5A-100] O] x|
Endpoint & Endpoint B Connect Connect
VPI VLI 5-PFP-PF WPI VLI INane Status Detail
I 1] s3] 1 s fu] 1] szf1m; | o | |

L v

Figure 6-41.  UNI Connection Options Window

Table 6-38describes the fields and buttons in the UNI Connection Options window
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Table 6-38. UNI Connection Options Fields and Buttons
Field/Button Type Description

Endpoint A read-only | Displays the virtual path identifier (VPI) at

VPI endpoint A of the ATM connection.

Endpoint A read-only | Displays the virtual channel identifier (VCI) at

VClI endpoint A of the ATM connection.

Endpoint B read-only | Displays the location (slot, POD and port

S-P-P numbers) of the endpoint B port of the ATM
connection. Since there is only one slot in the §
100, the Slot field is always “1.”

Endpoint B read-only | Displays the virtual path identifier (VPI) at

VPI endpoint B of the ATM connection.

Endpoint B read-only | Displays the virtual channel identifier (VCI) at

VCI endpoint B of the ATM connection.

Name read-only| Displays the name of the currently selected A
connection.

Connect Status read-only Displays the state of the ATM connection: up
down.

Connect Detall read-only Displays an error code if any failure is presen

this connection, or blank if no failure exists. Seg¢
“Common Fields/Buttons” on page 2-15 for a li
of error codes.

(Other Fields and Buttons)

bA

or

tor

5t

Modify window Enables you to modify the selected connection
button See “Modifying a Connection” on page 5-17.

Delete window | Enables you to delete the selected connection.
button “Deleting a Connection” on page 5-19.

See
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Table 6-38. UNI Connection Options Fields and Buttons (Continued)

Field/Button Type Description
Connect Mgmt window | Enables you to set the selected ATM connectio
button status to up or down. See “Making a Connectig
and “Breaking a Connection” on page 5-20.
Statistics window | Enables you to view ATM statistics on the select
button connection. SeEigure 6-42 on page 6-114

n’'s
nll

ed
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[23 Connection Statistics (SA-100)

Connection Statistics Eventa/dlarns. . | | Major
Connection
Hame: [ wolcott-compounce wtn Connect tatus: [
Endpoint 5-PF-F ¥PI VCI Endpoint 5-PF-F WPI YCI
A [Tz 1 12[ 128 B [1 [z 1l zal 2
Cells Endpoint & Endpoint B GCERA Endpoint & Endpoint B
BX 0+1: | of o GCRAD ¥iol: | of 0
Tx 0+1: | of 0 GCRAD Mode: | Monitor | Monitor
RX 0: | ol 0 GCRAD Inmcr: | 1 1
GCRAD Limit: | 30251 | 39251
Congestion
Cells Drop: | of o GCRAL ¥iol: | of 0
Curr O Depth: | i 0 GCRAL Mode: [ monitor | Monitor
Max O Depth: | 3 3  GCRAL Flow: | cipol | cipo1
Cngst Thresh: | z 2z GCRAL Incr: | 149700 | 149700
Cngst State: [ §ot Conges Not Conges CGCRAL Limit: | 188950 | 158950
Clear Cou.ntersl
| Jelect to return to the previous screen.
=3 | Unsigned Java &pplet Window

Figure 6-42.

Connection Statistics Window
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Table 6-39. Connection Statistics Fields and Buttons

Field/Button Type Description
Connection
Name read-only| Displays the user designation of the ATM
connection.

Connect Status read-only  Displays the state of the connection of the ATM
connection: up or down.

Endpoint A/B read-only | Displays the location (slot, POD and port

S-P-P numbers) of the endpoint A/B port of the ATM
connection. Since there is only one slot in the SA
100, the Slot field is always “1.”

Endpoint A/B read-only | Displays the virtual path identifier (VPI) at
VPI endpoint A/B of the ATM connection.

Endpoint A/B read-only | Displays the virtual channel identifier (VCI) at
VCI endpoint A/B of the ATM connection.

(Other Fields and Buttons)

Cells read-only | Displays the number of cells with a cell loss
Endpoint A/B priority of 0+1 received at endpoint A/B.

RX 0+1

Cells read-only | Displays the number of cells with a cell loss
Endpoint A/B priority of 0+1 transmitted at endpoint A/B.
TX 0+1

Cells read-only | Displays the number of cells with a cell loss
Endpoint A/B priority of O received at endpoint A/B.

RX 0

Congestion read-only | Displays the number of cells dropped at endpoint
Endpoint A/B A/B in order to control congestion.

Cells Drop
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Table 6-39. Connection Statistics Fields and Buttons (Continued)
Field/Button Type Description
Congestion read-only | Displays the present number of cells in the
Endpoint A/B congestion buffer at endpoint A/B.
Curr Q Depth
Congestion read-only | Displays the maximum number of cells that can be
Endpoint A/B contained by the congestion buffer at endpoint
Max Q Depth A/B.
Congestion read-only | Displays the congestion threshold at endpoint
Endpoint A/B A/B, that is, the number of cells in the congesti
Cngst Thresh buffer that triggers the implementation of the
congestion strategy, if any.
Congestion read-only | Displays the state of the ATM connection relat
Endpoint A/B to congestion at endpoint A/B.
Cngst State
GCRA read-only | Displays the number of generic cell rate algorithm
Endpoint A/B 0 (GCRA 0) violations at endpoint A/B.
GCRAO Viol
GCRA read-only | Displays the generic cell rate algorithm 0 (GCH
Endpoint A/B 0) mode of operation at endpoint A/B.
GCRAO Mode
GCRA read-only | Displays the generic cell rate algorithm 0 (GCH
Endpoint A/B 0) increment at endpoint A/B.
GCRAO Incr
GCRA read-only | Displays the generic cell rate algorithm 0 (GCH
Endpoint A/B 0) limit at endpoint A/B.
GCRAO Limit
GCRA read-only | Displays the number of generic cell rate algorithm
Endpoint A/B 1 (GCRA 1) violations at endpoint A/B.
GCRAL Viol
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Table 6-39. Connection Statistics Fields and Buttons (Continued)

Field/Button Type Description

GCRA read-only | Displays the generic cell rate algorithm 1 (GCRA

Endpoint A/B 1) mode of operation at endpoint A/B.

GCRA1 Mode

GCRA read-only | Displays the generic cell rate algorithm 1 (GCRA

Endpoint A/B 1) flow type at endpoint A/B.

GCRA1 Flow

GCRA read-only | Displays the generic cell rate algorithm 0 (GCRA

Endpoint A/B 0) increment at endpoint A/B.

GCRAL1 Incr

GCRA read-only | Displays the generic cell rate algorithm 0 (GCRA

Endpoint A/B 0) limit at endpoint A/B.

GCRAL Limit

Clear Counters commangResets all the counter (numeric) fields in the
button Connection Status window to zero (0).
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Viewing the Connection Statistics window from the ATM UNI
Connections Window

To view the Connection Statistics window from the ATM UNI Connections window:

1. Select a connection to view from the list of connections in the ATM UNI
Connections windowHigure 6-38 on page 6-1)03

2. When the UNI Connection Options window appears, choose the Statistics but
to open the Connection Statistics winddvig(ire 6-42 on page 6-1)L4
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Viewing Connection Statistics via the Connections Summary Window
To view the Connection Statistics window via the Connections Summary window:

1. Choose the Connection Summary button in the ATM UNI Connections window
The Connections Summary window appears ksgere 6-43andTable 6-40).

2. From the list of connections in the Connections Summary window, select the
desired connection.

3. When the UNI Connection Options window appears, choose the Statistics but
to display the Connection Statistics winddwolure 6-42.

Eg_;’i Connections Summary [SA-100]) =10] x|
Endpoint & Prov Serwvice Forwrard Backward Congestion
VPI WCI Type Category FER VEE FER VER Stratedqy

33 UNI CER-1 57 0 67 0 None

|

Figure 6-43. Connections Summary Window
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=

Field
(read-only) Description
Endpoint A | Displays the virtual path identifier (VPI) at endpoint A of eac
VPI connection.
Endpoint A | Displays the virtual channel identifier (VCI) at endpoint A of
VCI each connection.
Prov Type Displays the provisioning type used by each connection.
Service Displays the type of service used by each connection.
Category
Forward Displays the forward fixed bandwidth (FBW) of each
FBW connection.
Forward Displays the forward variable bandwidth (VBW) of each
VBW connection.
Backward Displays the backward fixed bandwidth (FBW) of each
FBW connection.
Backward Displays the backward variable bandwidth (VBW) of each
VBW connection.
Congestion | Displays the method of controlling connection congestion ug
Strategy by each connection.
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Viewing Connection Statistics via the Connections Statistics Window
To view the Connections Statistics window via the Connections Statistics window:

1. Choose the Connection Stats button in the ATM UNI Connections window. The
Connections Statistics window appears (Seere 6-44andTable 6-4):

2. Select the desired connection from the list in the Connections Statistics windo

3. When the UNI Connection Options window appears, choose the Statistics but
to display the Connection Statistics winddwigure 6-42.

Eg_;’i Connections Statistics [152.148.126.20])

Endpoint A Endpoint B

VPI VCI Cells In Type 3 VPI VCI Cells In

259566785
259459739
2p0619149

1 lon 259567948 CES 1
2 200 259461045 CES 1
3 300 0 CE3 1

[ SRR
LR e

Sancel|
e |

Figure 6-44. Connections Statistics Window
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Table 6-41. Connections Statistics Fields
Field
(read-only) Description
Endpoint A/B | Displays the virtual path identifier (VPI) at endpoint A/B of
VPI each connection.
Endpoint A/B | Displays the virtual channel identifier (VCI) at endpoint A/B |of
VCI each connection.
Endpoint B Displays the type of connection at the origin (endpoint B).
Type
Endpoint B Displays the location (slot, POD and port numbers) of the
S-P-P endpoint B port of each connection. Since there is only one|slot
in the SA 100, the Slot field is always “1.”
Endpoint A/B | Displays the number of incoming cells detected at endpoint
Cells In A/B of each connection.
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Monitoring NLS Connections

You can view status information about the NLS groups and tunnels.
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Viewing NLS Group Status Information
To view NLS group status information:
1. Select Service Management from the Main menu.

2. Select an NLS Group from the Configured NLS Groups list to open the NLS
Group Options window (see Figure 5-10 on page 5-26).

3. Choose the Stats button. The NLS Group Statistics window appéars(6-49:

[E4NLS Group Statistics (SA-100) Ol =]
NL3 Group Statistics Events/fAlarms. .. | I Critical
[ NL3 Group Detail
# O0P3 POD 1 POD 2 LB
NLS Group Name Trnls SHtatus 1 2 3 4 1 2 3 4 Lge
Defaulc TPNI | 0] Enaplea 1 B B F F F F F [T

Total TX Packets: I 0 Total REX Packets: I 0

Clear Group Counts Clear 411 Counts Ca.ncell

| Select to Clear Counters for this Group.

Zxf=g| [Unsigned Java Applet Window

Figure 6-45. NLS Group Statistics Window

4. Table 6-42describes the fields and buttons shown in the NLS Group Statistics
window.
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Field/Button

Type

Action/Description

NLS Group Detail

NLS Group Name read-only| Display NLS Group name.
# Tnls read-only | Displays the number of tunnels established
for this NLS group.
OPS Status read-only| Displays the operational state of the grouy
up or down.
POD 1 read-only Displays a check-mark next to the POD|1
Port 1—4 ports which are part of this NLS Group.
POD 2 read-only Displays a check-mark next to the POD|2
Port 1—4 ports which are part of this NLS Group.
DB Age read-only | Displays the age of the database.
Total TX Packets read-only Displays the total number of packets
transmitted by this NLS group.
Total RX Packets read-only| Displays the total number of packets
received by this NLS group.
Clear Group Counts command Resets the group count (numeric) fields in
button the NLS Group Statistics window to zero
(0).
Clear All Counts command| Resets all the counter (numeric) fields in
button the NLS Group Statistics window to zero

0).
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Viewing NLS Tunnel Status Information

To view NLS tunnel status information:

1. Open the NLS Tunnels Options window (see “NLS Tunnel Options Window” o

page 5-37).
2. Choose the Stats button. The NLS Tunnel Statistics window appé&ars(
6-46):
EEINLS Tunnel Statistics [152.148.128.12)
NLS Turmel Statistics Events/Alarms. .. | [Taior
— Associated NLS Group
# OPF3 POD L POD E DE
HNL: Group Name Tnls &Status 1 2 3 4 1 2 3 4 Age
[test1 [ ofEnawiea @ F E F F F F F [ s
— HNL3 Tumnel Detail
HL3 Tunnel Name: | tunl Connect 3tatus: | Up
Cells Endpoint & Endpoint B GCRA Endpoint & Endpoint B
R O41: [ 0 | GCRAD Viol: [ 0
R O: | o | GCRAD Mode: | Monitor
GCRAD Incr: G685
GCRAD Limit: I 250685
Congestion
Cells Drop: | DI 0 | GCRAL Viol: | 0
Curr 0 Depth: | DI 0 | GCRAL Mode: | Monitor
Max [ Depth: I ]_DI 10 GCRAL Flotr: I Clpol
Cngst Thresh: | 8 5 | GCRAL Incr: 685
Cngst State: | fior Conges| Mot Conges | GCRAL Limit: I 250685
Clear Cnuntersl
| select to return to the previous Screen.
5| |Unsigned Java Applet Window

Figure 6-46. NLS Tunnel Statistics Window
3. Table 6-43describes the fields and buttons in the NLS Tunnel Statistics windov
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Field/Button

Type

Action/Description

Associated NLS Group

NLS Group Name read-only| Display NLS Group name.

# Tnls read-only | Displays the number of tunnels established
for this NLS group.

OPS Status read-only| Displays the operational state of the grouy
up or down.

POD 1 read-only Displays a check-mark next to the POD|1

Port 1—4 ports which are part of this NLS Group.

POD 2 read-only Displays a check-mark next to the POD|2

Port 1—4 ports which are part of this NLS Group.

DB Age read-only | Displays the age of the database.

NLS Tunnel Detail

NLS Tunnel Name

read-only

Displays the name of the NLS tunnel.

Connect Status

read-only

Displays the connection status of the INLS

tunnel.

(Other Fields and Buttons)

Cells RX 0+1 read-only | Displays the total number of cells recei
on this connection.

Cells RX 0 read-only Displays the total number of CLPO cells
received on this connection.

Congestion Cells Drop read-only Displays the number of cells dropped
to congestion.

Congestion Curr Q read-only | Displays the current queue level for this

Depth

connection.
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Table 6-43. NLS Tunnel Statistics Fields and Buttons (Continued)
Field/Button Type Action/Description

Congestion Max Q read-only | Displays the maximum queue size. Cells

Depth are dropped when the queue level reaches
this limit.

Cngst Thresh read-only| Displays the congestion threshold, the
gueue level at which corresponding
congestion control actions are invoked.

Cngst State read-only| Displays the congestion state for this VC:
congested or not congested.

GCRAO Viol read-only | Displays the number of cells that did not
conform to GCRAO.

GCRAO Mode read-only Displays the current GCRAO configuratjon:
disabled, monitor, tag, or drop. This
specifies action taken by GCRAO for
non-conforming cells.

GCRAO Incr read-only Displays the increment parameter for
GCRAO.

GCRAO Limit read-only Displays the size of the bucket (I+L) in
GCRA (I,L).

GCRAL Viol read-only | Displays the number of cells that did not
conform to GCRAL.

GCRA1 Mode read-only Displays the current GCRAL configuratjon:
disabled, monitor, tag, or drop. This
specifies action taken by GCRAL1 for
non-conforming cells.

GCRA1 Flow read-only Displays the CLP flow which GCRAL is
programmed to operate in: CLPO or CLP|
0+1.
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Table 6-43. NLS Tunnel Statistics Fields and Buttons (Continued)

Field/Button Type Action/Description
GCRAL Incr read-only | Displays the increment parameter for
GCRAL.
GCRAI1 Limit read-only | Displays the size of the bucket (I+L) in
GCRA (I,L).
Clear Counters command Clears all counters in this window.
button
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Monitoring CES-IWF Connections

To view CES-IWF connection status information:
1. Open the CES-IWF Options window (see Figure 5-26 on page 5-66).

2. Choose the IWF Stats button. The CES-IWF Statistics window appéguise(
6-47):

23 CES-IWF Statistics [152.148.128.12)

CES-INF Statistics Events/Alarns... | [Taor

— CEJ Comnection

Name: | testl Connect Status: | T

Endpoint 3-P -7 Endpoint 5-P-PF WPI VCI

A [T =2 E: T s i ==
— &tatistics

Reassembled Cells: Incorrect 3SNP: | i}
Header Errors: Transmitted Cells: | i}
Pointer Reframes: R D&M Cells: | g

ALL]1 Secuence Errors:
Lost Cells:
Buffer Underflows:

Fx 0&M Cells Dropped: I—D
TX Suppressed Cells: I—g
TX Conditiened Cells: [ zagsisla |
Cell Loss Status: [Tosz |

I

Buffer Owerflows:

Cancell

| delect to Clear all Counters.

=5 |Unsigned Java Applet Window

Figure 6-47. CES-IWF Statistics Window

3. Table 6-44describes the fields and buttons shown in the CES-IWF Statistics
window.
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Table 6-44. CES-IWF Statistics Fields and Buttons

Field/Button Type Action/Description
CES Connection
Name read-only | Display CES-IWF Connection name.
Connect Status read-only|  Displays the current connection status: uf
or down.
Endpoint A: read-only | Displays the slot-POD-port location of
S-P-P Endpoint A.
Endpoint B: read-only Displays the slot-POD-port location of
S-P-P Endpoint B.
Endpoint B: read-only Displays the virtual path identifier and
VPI & VCI virtual channel identifier for Endpoint B.
Statistics
Reassembled Cells read-only Displays the number of AAL1 cells that

have been reassembled on the CES-IWF.
Excludes cells that were discarded for any
reason, including cells that were not used
due to being declared misinserted or
discarded while the reassembler was
waiting to achieve syncronization.

Header Errors read-only Displays the number of detected header
errors on the CES-IWF, i.e., the number pof
AAL1 cells with uncorrectable CRC. Cell
with correctable CRC and cells with bad
parity arenotincluded.

1°2)
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Table 6-44. CES-IWF Statistics Fields and Buttons (Continued)

Field/Button Type Action/Description

Pointer Reframes read-only|  Displays the number of loss of pointer
(LOP) defects that have been corrected
(reframed) on the CES-IWF. This
parameter is meaningful only for structured
CES mode, as unstructured CES
connections do not use pointers. For
unstructured CES, this count indicates zero.

AAL1 Sequence read-only | Displays the number of ATM adaptation
Errors layer type 1 (AAL1) errors that have been
detected on the CES-IWF.

Lost Cells read-only | Displays the number of cells that have heer
lost on the CES-IWF.

Buffer Underflows read-only Displays the count of the number of times
the CES reassembly buffer underflows. In
the case of a continuous underflow caused
by a loss of ATM cell flow, a single buffer
underflow is counted.

Buffer Overflows read-only Displays the count of the number of times
the CES reassembly buffer overflows.

Incorrect SNP read-only Displays the number of sequence number
protection (SNP) defects that have been
detected on the CES-IWF. This is the
number of AAL1 cells received with
uncorrectable sequence number CRC.

Transmitted Cells read-only Displays the number of cells that have bee
transmitted on the CES-IWF.

RX OAM Cells read-only Displays the number of operations
administration and maintenance (OAM)
cells that have been received on the
CES-IWF.
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Table 6-44. CES-IWF Statistics Fields and Buttons (Continued)

(“loss” or “no loss”) on the CES-IWF.

Field/Button Type Action/Description

RX OAM Cells read-only | Displays the number of received operations

Dropped administration and maintenance (OAM)
cells that have been dropped on the
CES-IWF.

TX Suppressed Cells read-only Displays the number of transmitted cells
that were suppressed on the CES-IWF; ile.,
cells which were not sent because of a line
resynchronization.

TX Conditioned Cells | read-only Displays the number of conditioned cells
that were transmitted on the CES-IWF.

Cell Loss Status read-only Displays whether any cell loss has occrre

(Other Fields and Buttons)

Clear Counters

command
button

Clears all counters in this window.
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Viewing CES-IWF Cell Statistics
To view CES-IWF cell status information:
1. Open the CES-IWF Options window (see Figure 5-26 on page 5-66).
2. Choose the Cell Stats button. The Cell Statistics window appegrsg 6-43.

3. Table 6-45describes the fields and buttons shown in the Cell Statistics window

F£4 Cell Statistics [152.148.128.12)

Cell Statistics Eventsmlarms...l | Major
Connection
Name: | raatl Connect Status: | T
Endpoint 5 -F-F Endpoint 5-F-PF WPI WCI
A [t =1 B: [T = i ==
Cells= Endpoint & Endpoint B GCRA Endpoint & Endpoint B

B 041: | o 0 | GCRAD Viol: | o o
TH O+1: [ o] o | GCRAD Mode: g | Momitor
B 0: | DI 0 | GCRAD Incr: | DI 1
GCRAD Limit: | o] 49801
Congestion
Cells Drop: | DI 0 | GCRAL Viol: | DI 0
Curr { Depth: | 0 n | GCRAL Mode: | g | Monitor
Max O Depth: | 3 3 | BCRAL Flow: [ Clipo | cipol
Cngst Thresh: | 2 2z | GCRAL Incr: | DI 6087
Cngst %tate: | §ot Conges |Not Conges | GCRAL Limit: | o 55387

Clear Cnuntersl

| select to return to the previous Screen.

5| |Unsigned Java Applet Window

Cancell

Figure 6-48. Cell Statistics Window
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this limit.

Field/Button Type Action/Description
Connection

Name read-only | Display CES-IWF Connection name.

Connect Status read-only|  Displays the current connection status: ufg
or down.

Endpoint A: read-only | Displays the slot-POD-port address of

S-P-P Endpoint A.

Endpoint B: read-only Displays the slot-POD-port address of

S-P-P Endpoint B.

Endpoint B: read-only Displays the virtual path identifier and

VPI & VCI virtual channel identifier for Endpoint B.

(Other Fields and Buttons)

Cells RX 0+1 read-only | Displays the total number of cells received
on this connection.

Cells TX 0+1 read-only | Displays the total number of cells
transmitted on this connection.

Cells RX 0 read-only Displays the total number of CLPO cells
received on this connection.

Congestion Cells Drop read-only]  Displays the number of cells dropped due
to congestion.

Congestion Curr Q read-only | Displays the current queue level for this

Depth connection.

Congestion Max Q read-only Displays the maximum queue size. Cells

Depth are dropped when the queue level reaches
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Table 6-45. Cell Statistics Fields and Buttons (Continued)

[

[

Field/Button Type Action/Description

Cngst Thresh read-only| Displays the congestion threshold, the
queue level at which corresponding
congestion control actions are invoked.

Cngst State read-only| Displays the congestion state for this \
congested or not congested.

GCRAO Viol read-only | Displays the number of cells that did no
conform to GCRAO.

GCRAO Mode read-only | Displays the current GCRAO configurat
disabled, monitor, tag, or drop. This
specifies action taken by GCRAO for
non-conforming cells.

GCRAQO Incr read-only | Displays the increment parameter for
GCRAO.

GCRAO Limit read-only Displays the size of the bucket (I+L) in
GCRA (I,L).

GCRA1 Viol read-only | Displays the number of cells that did no
conform to GCRAL.

GCRAL1 Mode read-only | Displays the current GCRA1 configurat
disabled, monitor, tag, or drop. This
specifies action taken by GCRAL1 for
non-conforming cells.

GCRAL1 Flow read-only | Displays the CLP flow which GCRAL is
programmed to operate in: CLPO or CLP|
0+1.

GCRAL Incr read-only Displays the increment parameter for
GCRAL.

GCRAL Limit read-only Displays the size of the bucket (I+L) in
GCRA (I,L).

SA 100 Network Administrator’'s Guide

C:

on:

on:



Monitoring CES-IWF Connections A
ASCEND

Table 6-45. Cell Statistics Fields and Buttons (Continued)

Field/Button Type Action/Description
Clear Counters command Clears all counters in this window.
button
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What's Next

After you understand the monitoring functions of WebXtend, you may want to
customize the event and alarm functions of the SA 100, or generate event log files
These functions are described in Chapter 7, “Managing Events”.
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Managing Events

This chapter describes how to:
» Display events and alarms (refemtage 7-2
* Generate event log files (refergage 7-3

e Customize SA 100 events and alarms functions (refeage 7-3
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Displaying the Events/Alarms Log

The Events/Alarms button (located in the upper-right corner of most WebXtend
windows) enables you to view a summary of any current SA 100 events and alarm

To view current events and alarms, choose the Events/Alarms button. The
Events/Alarms Log window appears (segure 7-).

[E3Events / Alarms Log [SA-100) [0 x|
Events ¢/ Alarms Log Events/ilarms:

Date Time Description Sewvericy
Z2-0ct-1997 20:02:11 TIfIndex=11, 1 2 Z: link dowm Info =
22-0ct-1997  20:02:11 IfIndex=5, 1 2 l: link dowm Info
22-0ct-1997 20:02:11 IfIndex=2, 1 2 l: link dowmn Info
22-0e0t-1997  20:02:11 IfIndex=13, 1 2 Z: link up Info
22-0ect-1997 20:02:11 IfIndex=12, 1 2 Z: link up Infao
Z2=-0ct-1997 20:0Z2:11 IfIndex=11, 1 2 2: link up Info
22-0ct-1997 20:02:11 IfIndex=10, 1 1 4: link up Info
22-0ct-1997 20:02:11 IfIndex=3, 1 3 1: link up Info
22-0ect-1997  20:02:11 IfIndex=7, 1 2 l: link up Info
22-0ect-1997 20:02:11 IfIndex=9, 1 1 3: link up Infao
ZZ-0ct-1997 Z20:02Z:11 IfIndex=4, 1 1 Z: link up Infao
22-0ct-1997 20:0Z2:11 IfIndex=6, 1 3 1l: link up Info
22-0ct-1997 20:02:11 IfIndex=5, 1 2 1: link up Info
22-0ct-1997 20:02:11 IfIndex=3, 1 3 l: link up Info
22-0et-1997  20:02:11 IfIndex=2, 1 2 1: link up Info
22-0ect-1997 20:02:11 IfIndex=1, 1 1 1: link up Infao
ZZ-0ct-1997 Z0:0zZ:08 1 2 Z: 0C3 LO3 set Majalrm
Z2-0ct-1997 20:02:08 1 2 1: 0OC3 LOS set Majalrm
22-0ct-1997 20:02:05 L1 2 : POD Unsupported Hardware Erro Critdlrm
22-0ct-1997 20:02:05 1 : ICM Unsupported Hardware Err Critdlrm
22-0ct-1997 2 2104 ¥ 2lot 1 active Info
ZZ-0ct-1997 Z20:0Z:053 Config restore failure Critdlrm
22-0ct-1997 20:0Z:03 Config restore started Info =

I Uze Up / Down arrows or mouse to scroll; select row for additional detail. "

e |

Figure 7-1. Events/Alarms Log Window

The Events/Alarms Log window displays four fields of information about each evel
and alarm detected by the SA 108ble 7-1describes each field in the window.
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The newest event or alarm appears at the end of the log. When the log becomes 1
the oldest event or alarm is deleted from the log (the log capacity is approximately
events/alarms).

Table 7-1.  Events/Alarms Log Fields

Designation Description

Date Displays the date in European format (day-month-year) when the
SA 100 detected the event or alarm.

Time Displays the time in 24-hour format when the SA 100 detected the
event or alarm.

Description Displays a short statement about the type of alarm.

Severity Displays the importance of the event or alarm that the SA 100
detected:

e CritAlrm for critical alarm
e MajAlrm for major alarm
e MinAlrm for minor alarm

* Info forinformational purposes (applies to events, rather than
alarms)

»  Debug for software debugging purposes.
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Viewing Details of Individual Events/Alarms

To view additional details on an individual event or alarm, select it from the log. Th

Event/Alarm Detail window appears:

23 Event/Alarm Detail (5A-100) —[Of %]
Date: IZZ—DCt—lBQ? Type: ID}:DDDZDDDl
Time: I 20:02: 04 deverity: I Info

[ Description
system slot 1 actiwve ;l
El

Cancell

=gl | Unzsighed Java Applet Window

Figure 7-2. Event/Alarm Detail Window

Table 7-2describes each field in the window.

Table 7-2. Event/Alarm Detail Fields

Designation Description

Date Displays the date in European format (day-month-year) when
SA 100 detected the event or alarm.

Type Displays the type code for the selected error or alarm.
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Table 7-2.  Event/Alarm Detail Fields (Continued)

Designation Description

Time Displays the time in 24-hour format when the SA 100 detected the
event or alarm.

Severity Displays the importance of the event or alarm that the SA 100
detected:

e CritAlrm  for critical alarm
e MajAlrm for major alarm
*  MinAlrm for minor alarm

e Info forinformational purposes (applies to events, rather than
alarms)

» Debug for software debugging purposes.

Description Displays a short statement about the type of alarm.

SA 100 Network Administrator’'s Guide




Managing Events and Traps A
ASCEND

Managing Events and Traps

WebXtend provides several functions for handling alarms and events detected by
SA 100. You can use the Event Management window to:

» Create a file containing the current contents of the Events/Alarms log
» Filter the types of events and alarms that appear in the Events/Alarms log
» Filter the types of events and alarms that generate a trap

To access the Event Management window, choose the Event Management button
the Main menu. The Event Management window appé&aysie 7-3.

Egj Event Management [SA-100) M =]E3
Event Management Events/hlarms. .. | I Critical
. Aystem Detail
Systen Name: | a4 100
System Date _Time: | 24-0ct-1397 | 10:21:32
I File Management Filter Management
[FErD et KAlEs s | Set Event Filters.. |
Set Trap Filters.. |
Ca.ncell
| Select to Setup Event Filters.
8| |Unsigned Java Applet Window

Figure 7-3. Event Management Window

Table 7-3briefly describes the fields and buttons in the Event Management windov
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Table 7-3.  Event Management Buttons and Fields

Button/Field Type Description
System Name read-only Displays the name of the SA 100.
System Date _Time| read-only Displays the current date in European

format (day-month-year) and the current
time in 24-hour format as measured by the
SA 100 clock.

File Management

Gen Event File window button Enables you to save the current contents
of the Events/Alarms log to a file (not
supported).

Filter Management

Set Event Filters window button  Enables you to select or filter the types o
events and alarms that appear in the
Events/Alarms log.

Set Trap Filters window button Enables you to select or filter the types o
events and alarms that cause a trap to be
transmitted.
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Generating Event Files (not supported)

To save the Events/Alarms log to a file:

1. Choose the Gen Event File button from the File Management frame of the Eve
Management window. The Generate Event File window appears.

2. Enter a name for the event file in the “Enter a File Name” field. You may enter
maximum of eight characters in this field.

3. Select the Now box.
4. When you are finished, choose OK.

If you choose the OK or Apply button, the SA 100 creates the event file and stores |
flash memory.

To retrieve the event file, you use the Zmodem file transfer protocol to transfer the
event file from the SA 100 flash memory to your computer. (Refer to “Transferring
Files with Zmodem” on page A-12 for instructions on how to use Zmodem.)

After the file is stored on your computer, you may view, format, and print it with a te
editor, word processor, or spreadsheet program.

Filtering Events and Alarms

By default, the Events/Alarms log contains each type of event and alarm at every ¢
of severity detected by the SA 100. When diagnosing SA 100 or network problem:
is convenient to filter this information so that you see only the alarms and events y
are specifically concerned with. For instance, you can filter the log to display only
alarms and events of a particular type and/or severity level.

To use the event and alarm filtering function:

1. Choose the Set Event Filters button from the Filter Management frame of the
Event Management window. The Setup Event Log Filters window appears (se
Figure 7-4.
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[&: Setup Event Log Filters [SA-100) ) [=]
Setup Ewvent Log Filters Events/alarms. . I I Major
— Filter Typez ——————— — Sewverity Lewvels
¥ ctritical
|7 Systen
[ Major
W Control Change
V Minor
¥ Flash Driver
|7 Informational
[¥  Bus Error
W  Debug
W oan Subtypes...l
¥ rop
[¥ EBoot

ﬁl Ca.ncell Applyl

WiEC] | Unzighed Java Applet Window

Figure 7-4. Setup Event Log Filters Window

2.

Select the types of events and alarms that you want to include in the
Events/Alarms log.

Select the event and alarm severity levels that you want to include in the
Events/Alarms log.Table 7-4briefly describes the fields in the Setup Event
Filters window:.)
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For example, to include system related events and alarms and informational

severity-level events and alarms from the Events/Alarms log, select the Syster
field (in the Filter Types frame) and the Informational field (in the Severity Level
frame) of the Setup Event Log Filters window.Leave the other check boxes bla

> The OAM field in the Filter Types frame has an associated button

(Subtypes) that enables you to filter specific types of OAM events and
alarms. This is in contrast to selecting the OAM field itself, which enables
you to filter all types of OAM events and alarms.

4. When you are finished, choose OK.

Table 7-4.  Setup Event Log Filters Fields and Buttons

Field/Button Type Description
Filter Types

System read/write | A check mark indicates that system events
alarms are included in the Events/Alarms log

Control Change read/write| A check mark indicates that control change
events and alarms are included in the
Events/Alarms log.

Flash Driver read/write | A check mark indicates that flash driver eve
and alarms are included in the Events/Alarms
log.

Bus Error read/write | A check mark indicates that bus error events
alarms are included in the Events/Alarms log

OAM read/write | A check mark indicates that operations
administration and maintenance (OAM) even|
and alarms are included in the Events/Alarms
log.

Subtypes window Enables you to select specific OAM events af

button alarms to include in the Events/Alarms log.

and

nts

an.

nd
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Table 7-4.  Setup Event Log Filters Fields and Buttons (Continued)

Field/Button Type Description

POD read/write | A check mark indicates that protocol option
device (POD) events and alarms are included in
the Events/Alarms log.

Boot read/write A check mark indicates that boot events and
alarms are included in the Events/Alarms log

Severity Levels

Critical read/write A check mark indicates that critical events apd
alarms are included in the Events/Alarms log

Major read/write | A check mark indicates that major events and
alarms are included in the Events/Alarms log

Minor read/write A check mark indicates that minor events and
alarms are included in the Events/Alarms log

Informational read/write A check mark indicates that informational
events and alarms are included in the
Events/Alarms log.

Debug read/write | A check mark indicates that debug events and
alarms are included in the Events/Alarms log
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Filtering Traps

By default, the SA 100 generates a trap for every event and alarm it detects. To re
the transmission of extraneous information to receiving management stations, you
set the SA 100 to generate traps only in response to certain types of events and al
and to events and alarms of certain severity-levels.

To use the trap filtering function:

1. Choose the Set Trap Filters button from the Filter Management frame of the Ex
Management window. The Setup Trap Filters window appears-(gee 7-3.

[&2 Setup Trap Filters (SA-100) (O] ]
Jetup Trap Filters Events/Alarms. .. I I Major
— Filter Typez ——————— — Sewverity Lewvels
¥ ctritical
|7 Systen
[l Major
W Control Change
V Minor
[T Flash Driver
|7 Informational
[ Bus Error
vl Debug
W oan Subtypes...l
¥ rop
[ EBoot
Destination... | UKl Ca.ncell Applyl
WiEC] |UnsignedJava Applet wWindow

Figure 7-5. Setup Trap Filters Window
2. Select the types of events and alarms that you want to generate a trap.

3. Select the event and alarm severity levels that you want to include.
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Table 7-5briefly describes the fields in the Setup Event Filters window.

For example, to generate a trap on POD-related events and alarms and debuc
severity-level events and alarms, select the POD field in the Filter Types frame
and the Debug field in the Severity Levels frame of the Setup Trap Filters wind

> The OAM field in the Filter Types frame has an associated button

(Subtypes) that enables you to select specific types of OAM events and
alarms to generate traps. This is in contrast to selecting the OAM field
itself, which enables you to select all types of OAM events and alarms to
generate traps.
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Table 7-5.  Setup Trap Filters Fields and Buttons
Field/Button Type Description
Filter Types

System read/write | A check mark indicates that system events and
alarms will generate traps.

Control Change read/write| A check mark indicates that control change
events and alarms will generate traps.

Flash Driver read/write | A check mark indicates that flash driver events
and alarms will generate traps.

Bus Error read/write | A check mark indicates that bus error eventg an
alarms will generate traps.

OAM read/write | A check mark indicates that operations
administration and maintenance (OAM) events
and alarms will generate traps.

Subtypes window Enables you to select specific OAM events and

button alarms that will generate traps.

POD read/write | A check mark indicates that protocol option
device (POD) events and alarms will generate
traps.

Boot read/write | A check mark indicates that boot events and
alarms will generate traps.

Severity Levels

Critical read/write | A check mark indicates that critical events and
alarms will generate traps.

Major read/write | A check mark indicates that major events and
alarms will generate traps.




Managing Events and Traps A
ASCEND

Table 7-5.  Setup Trap Filters Fields and Buttons (Continued)

Field/Button Type Description

Minor read/write | A check mark indicates that minor events and
alarms will generate traps.

Informational read/write | A check mark indicates that informational
events and alarms will generate traps.

Debug read/write | A check mark indicates that debug events and
alarms will generate traps.
Other Buttons

Destinations window Enables you to specify which nodes will receive

button traps generated by the SA 100.

4. When you are finished selecting which events, alarms, and severity levels will
generate traps, choose the Destinations button. The Trap Destinations windov
appears, listing any current trap destination addresses and their opFStatees (

7-6):
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25 Trap Destinations [SA-100)  [5[=] [

— Trap Destinations

Destc TP OPS
Addreszz 3tatus

Addpest...|  Cancel]
) et |

Figure 7-6. Trap Destinations Window

5. Choose the Add Dest(ination) button. The Add Trap Destination window appe:
(Figure 7-7:
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Eéf’,g Add Trap Destination [SA-100]) - |O] x|
— &dd Trap Destination

Destination IP Addreszs: | |

Set ADMIN Status: IUI:' j

Community Strings

Get: |

Set: |

Trap: |

Clear Fields 0k| Cancel| Apply

Pt | Unzigned Java applet Wwindow

Figure 7-7. Add Trap Destination Window

In the Destination IP Address field, enter the IP address of the management

station you want to receive the traps generated by the SA 100. Set the ADMIN
Status to up or down, and complete any community strings you wish in the Ge
Set, and/or Trap fields, then click OK to return to the Trap Destinations windov

6. Inthe Trap Destinations window, you can double-click on a destination addres:
the Trap Destinations list to display the Trap Destination Options screen for the
selected destination. The Trap Destination Options screen enables you to moc
or delete a destination, or enable or disable the sending of traps to this IP addt
using the connect button.
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7. When you are finished assigning trap destinations, choose OK in the Trap
Destinations window and the Setup Trap Filters window.
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What's Next

After you understand how to manage the SA 100’s events, alarms and traps, you
ready to perform diagnostic tests on the SA 100, as described in Chapter 8, “Testi
the SA 100"
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Testing the SA 100

This chapter describes how to test SA 100 operation using built-in diagnostics
including:

e Cell highway diagnostics (refer pmge 8-3
» Port loopback diagnostics (refergage 8-3

e Intentional error insertion (refer fmge 8-1%
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Accessing Diagnostics Functions

To access the SA 100 diagnostic functions, choose the Diagnostics button from th
Main menu. The Diagnostics window appears (Sgeare 8-).

F4 Diagnostics (SA-100)

Diagnostics Events/alarms. .. I Major
[ 8elf Test [ 0AM Flows
[Systen] [Sum] [Fl1-Fegenerator Section]

[ICH]
[FOD]
[Port]

[F2-Digital Section]

[F3-Transmission Path]

— Loopbacks

Port Loopback... [F4-Virtual Path]

[Seqment Loopback]
[End-to-End Loopback] [F5-Virtual Channel]

[Continuity Check]

Cancell

| delect to execute a Cell Highway Self Test.
x5 ‘UnsignadJavaApplatWimdow

Figure 8-1. Diagnostics Window
Choose one of the following buttons:

Cell Hways— Cell highways diagnostic. Ségesting Cell Highways” on page 8f8r
instructions.

Port Loopbacks - Port loopback diagnostics test a port by creating paths within the
port circuitry that enable you to route test data back to its source for validation. Se
“Testing with Port Loopbacks” on page &t instructions.

> You can also access Port Loopbacks by selecting ports in the Interface
Management window.
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Testing Cell Highways
To run diagnostics testing on the Cell Highways:

1. Select Cell Hways from the Diagnostics menu. The Select Cell Hwys window
appearsKigure 8-2:

[£5 Select Slot (ICM) (SA-100) —10] ]
Gelect Slot [(ICH) Eventas/hlarms. . . I I

— melect Slot [(ICH)

# Tvype OPS Status Alarm

1 ICH Ok Hajor

Cancell

| idCHErd| a4
i@l |Unsigned Java Applet WWindow

Figure 8-2. Select Cell Hwys Window
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2. Choose the ICM whose cell highways you wish to test. (The SA 100 has only ¢
ICM; double-click on it in the Select Slot list.) The Select Cell Highways Self Te:
window appearsHigure 8-3:

[E5 Select Cell Highway Self Test [SA-100) —|O] x|
Select Cell Highway Self Test Events/alarms. . | IHajor—
— Board Information

Slot #: [T Board Type: icH
ADMIN Status: [tp | 0PS Status: [

— Select Cell Highway Self Test

Test Test Results Test Good Total Last
Type State Summary Time Cells Errors Error
Podd Not Punming Pasz i) Ja i) Hone |
¥pod Not Bunnineg Pass ] 16 ] Hone
Proto Acc Not Punning Fail ] ] 1 Hot CEgd
Gysten Not Bunning Pazs u] 128 u] Hone

l:ancell

| idcHSel |35
x| | Unsigned Java Applet Window

Figure 8-3. Select Cell Highways Self Test Window

3. Choose the cell highway you want to test from the Select Cell Highway Self Te
list. The Cell Highway Self Test Window appedfgyire 8-9:
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[£5 Cell Highway Self Test [SA-100) =] S
Cell Highway Self Test Events/alarms. . | I Major
— Test Setup

Test Type: I Podz Luration: I 1 | Loopback: IInternal 'l
Counters: IClear -.-l Frequency: Iljn.:e i Sec 'l

— Test Results

Test Results Test Good Total Last
State SUmMmAary Time Cells Errors Error
| Hot Ru.nningl PFaszs | Dl 32| Dl None

Jtart Testl ) Testl Cancell

| Select to specify the Frecquency of the Cell Highway Self Test.
i@l |Unsigned Java Applet WWindow

Figure 8-4. Cell Highways Self Test Window

4. Complete the fields describedTliable 8-1and choose Start Test to begin running
a self test on the cell highway according to the parameters you have selected.
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Table 8-1.  Cell Highway Self Test Fields and Buttons

Field/Button Type Description
(Test Setup)
Test Type read-only Displays the type of test selected.
Duration read/write | Specify the duration of the self test in secongds.

(0 = infinite duration; runs until cancelled.)

Loopback read/write | Specify the loopback method for the test:
Internal or External.

Counters read/write | Specify whether to clear or accumulate test
counters when the test begins.

Frequency read/write|  Specify how often the test is to be run.

(Test Results)

Test State read-only Displays the current testing state:
Running or Not Running.

Results Summary read-only Displays a brief description of the test results:

Pass or Fail.

Test Time read-only Displays the total run-time of the test.

Good Cells read-only Displays the total number of good cells passed
during the test.

Total Errors read-only Displays the total number of errors recorded
during the test.

Last Error read-only Displays the last error recorded before the test
was halted.

(Other Buttons)

Start Test command | Start the cell highway self test according to the
button parameters selected in the Test Setup frame.
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Table 8-1.  Cell Highway Self Test Fields and Buttons (Continued)

Field/Button Type Description
Stop Test command | Stop the test and display the results in the Test
button Results frame.
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Testing with Port Loopbacks

To perform port loopback tests on the SA 100:

1.

From the Main menu, choose either the Diagnostics or Interface Management
button. If you choose Interface Management, skip Step 2.

If you chose the Diagnostics button in Step 1, the Diagnostics window appear:
Choose the Port Loopbacks button.

When the Interface Management window appears, select the port you wish to
using the same procedure you use for selecting a port to configure, i.e., by
double-clicking the desired port in the window (refer to “Selecting a Port” on pa
4-3).

When the configuration window for the selected port appears, select the desir
port loopback from the Set Port Loopback field in the Fault Management frame
and click Apply or OK to begin the test. The test will continue until you return th
Set Port Looback field to (port type)NoLoop and choose OK or Apply.

You can select various port loopbacks depending on the port type you select for
testing: DS1/E1, DS3/E3, or OC-3c/STM-1. The following sections describe the pc
loopbacks available for each type of SA 100 port.
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Testing DS1/E1 Ports
Two port loopbacks are available with DS1/E1 ports:

Payload - Payload loopback tests the internal circuitry of a DS1/E1 port by routing
received data through the port receiver and transmitter circuitry and back out of th
port (see-igure 8-5.

Line - Line loopback tests a DS1/E1 port interface by routing received data back ¢
of the port (se&igure 8-5.

OtherLoop - OtherLoop loopback tests a DS1/E1 port interface by routing outgoin
data back toward the CPOD. On an IMA POD, the data gets looped back toward t
IMA chip.

Line
Loopback

IPOD/XPOD

Port

Interface CPOD

Other Payload
Loopback Loopback

Figure 8-5. DS1/E1 POD Port Loopbacks

To perform a port loopback test — Select the desired test (Dsx1PayloadLoop for
payload loopbacks, Dsx1LineLoop for line loopbacks, or Dsx10therLoop for
otherloop loopbacks) from the Set Port Loopback field and choose OK or Apply to
begin the test. Use the Monitor Status function to check the progress of the test.

To stop a port loopback test— Select Dsx1NoLoop from the Set Port Loopback
field and choose OK or Apply.

To insert intentional errors into the loopback— Select the desired error from the
Set Error Insertion field:

TxYellow- This enables the insertion of yellow alarms in the transmit path.

SA 100 Network Administrator’'s Guide




Accessing Diagnostics Functions A
ASCEND

TXAIS- This enables the insertion of alarm indication signal (AIS) alarms ir
the transmit path.

TxElFasError- (E1 only) This enables the insertion of frame alignment
errors in the transmit path.

TXE1TS16AIS (E1 only) This enables the insertion of time-slot 16 alarm
indication signal (AlS) alarms in the transmit path.

TxE1MASerror (E1 only) This enables the insertion of multiframe
alignment errors in the transmit path.

To stop intentional error insertion — Select None from the Set Error Insertion field
and choose OK or Apply.
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Testing DS3/E3 Ports
Three port loopbacks are available with DS3/E3 ports:

Line — Line loopback tests a DS3/E3 port interface by routing received data back
of the port (se&igure 8-6.

Diagnostic— Diagnostic loopback tests the internal circuitry of a DS3/E3 port by
routing transmit data back through the port receiverkspee 8-§.

Payload - Payload loopback tests the internal circuitry of a DS3/E3 port by routing
received data to through the port receiver and transmitter circuitry and back out of
port (sed-igure 8-§.

IPCD / XPCD

-.__..’9.___

< Transceiver
A

Line Payload
Loopback Loopback
Diagnostic
Loopback

Port
Interface

CPQOD

Figure 8-6. DS3/E3 POD Loopbacks

To perform a port loopback test— Select the desired test from the Set Port
Loopback field and choose OK or Apply to begin the test. Use the Monitor Status
function to check the progress of the test.

To stop a port loopback test— Select None from the Set Port Loopback field and
choose OK or Apply.

To insert intentional errors into the loopback— Select the desired error from those
that are available in the Set Error Insertion field:

TXLOS- This enables the insertion of loss of signal alarms in the transmit
path.
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TXAIS- This enables the insertion of alarm indication signal (AIS) alarms ir
the transmit path.

TxFERF- This enables the insertion of far end receive failure (FERF) or
yellow alarms in the transmit path.

Txldle- (DS3 only) This enables the insertion of idle maintenance signals |
the transmit path.

TXLCV- This enables the insertion of line code violations (LCV) in the
transmit path.

TxPbitErrs— (DS3 only) This enables the insertion of P-bit errors in the DS
stream.

TXChitErrs— (DS3 using C-bit framing only) This enables the insertion of
C-bit parity errors in the DS3 stream.

To stop intentional error insertion — Select None from the Set Error Insertion field
and choose OK or Apply.

SA 100 Network Administrator’'s Guide




Accessing Diagnostics Functions A
ASCEND

Testing OC-3¢c/STM-1 Ports
Three port loopbacks are available with OC-3¢c/STM-1 ports:

Line — Line loopback tests an OC-3c/STM-1 port interface by routing received dat:
back out of the port (sé€gure 8-7.

Internal Section - Internal section loopback tests the internal circuitry of a
OC-3c/STM-1 port by routing received data through the port receiver and transmit
circuitry and back out of the port (sEgure 8-7.

Internal Path - Internal path loopback tests a OC-3¢/STM-1 port interface by routin
received data back out of the port (§égure 8-7.

IPOD / XPOD

Section/Line Path CPOD

Processor Processor
AN AN
N A\
Line Internal Internal Path
Loopback  Section Loopback
Loopback

Figure 8-7. OC-3c/STM-1 POD Loopbacks

To perform a port loopback test— Select the desired test from the Set Port
Loopback field and choose OK or Apply to begin the test. Use the Monitor Status
function to check the progress of the test.

To stop a port loopback test— Select None from the Set Port Loopback field and
choose OK or Apply.

To insert intentional errors into the loopback— Select the desired error from the
Set Error Insertion field:

TxDigitalLOS- This enables the insertion of digital loss of signal (LOS)
alarms in the transmit path.
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TxLineAlS- This enables the insertion of line alarm indication signal (AIS)
alarms in the transmit path.

TxLineRDI- This enables the insertion of line remote defect indication (RDI
or line yellow alarms in the transmit path.

TxFrameBitErr— This enables the insertion of frame bit errors in the transm
path.

TxSectBipEre This enables the insertion of section BIP errors in the transir
path.

TxLineBipErr— This enables the insertion of line BIP errors in the transmit
path.

To stop intentional error insertion — Select None from the Set Error Insertion field
and choose OK or Apply.
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Inserting Intentional Errors

The error insertion feature is available on DS1, E1, DS3, E3, and OC-3¢c/STM-1 p«
and OC-3c/STM-1 paths. In addition to using this feature in conjunction with port
loopback tests (as already described), you may use this feature as a self-containe
diagnostic to test a port or OC-3c/STM-1 path.

Inserting Errors to Test a Port
To intentionally insert errors on a DS1, E1, DS3, E3 or OC-3¢c/STM-1 port:

1. IntheFault Management frame of the Configure window for the port you wish t
test, select the desired error from the Set Error Insertion field and choose OK:

Apply.
2. Use the Monitor Status function of WebXtend to check the progress of the tes

3. To stop intentional error insertion, select None from the Set Error Insertion fiel
and choose OK or Apply.

Inserting Errors to Test an OC-3¢/STM-1 Path

To intentionally insert errors in an OC-3¢c/STM-1 path:

1. IntheFault Management frame of the Configure OC-3/STM-1 Path window,
select the desired error from the Error Insertion field and choose OK or Apply.

2. Use the Monitor Status function to check the progress of the test.

3. To stop intentional error insertion, select None from the Error Insertion field ar
choose OK or Apply.

SA 100 Network Administrator’'s Guide




Inserting Intentional Errors "
ASCEND

What's Next

After you have learned to test the SA 100, refer to Chapter 9, “Using System
Utilities”, for information on functions such as saving SA 100 configurations and
shutting down the SA 100.
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This chapter describes how to:

Save SA 100 configurations (refergage 9-%

Initialize the SA 100 system (referpage 9-%

Shut down the SA 100 system (refeptme 9-%

Exit to the shell operating system of the SA 100 (referige 9-%

Send and receive files using the Zmodem file transfer protocol (refeig9-§
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Accessing SA 100 Utilities

To use the SA 100 utilities, choose the Utilities button from the Main menu. The
Utilities window (see-igure 9-) appears.

e Utilities (SA-100)

Utilities Hvente/flarms, . Major

dysten Detail

Systen Name: [ sa-100

Systen Location: [ Location

Systen Contact: [ contact

dysten Date/Time: lm lm
[ File Management System Control
dave... I e ezl b= I
\Teie e ShEllI
EhutdaT. ..

— ZImodem

HEpeive, . .
Fend. . I

Cancel

| aelect to Save the existing System Confiquration.

=g [Unsigned Java Applet Window

Figure 9-1. Utilities Window

In addition to buttons that provide access to utility tasks, the Utilities window contai
fields that provide information about the SA 100 systeable 9-1describes the fields
and buttons in the Utilities window.
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Table 9-1.  Utilities Fields and Buttons

Field/Button Type Description

System Detail

System Name read-only Displays the name of the SA 100.

System Location read-only Displays the name of the site where the $A
100 is located.

System Contact read-only Displays contact information for the SA 100.

System Date/Time| read-only Displays the SA 100 date and time.

Ei

le Management

Save window Enables you to save current configuration file.
button

System Control

Initialize n/a This function is not available through the

WebXtend browser interface. Use the Craft
interface for this function. See Appendix A for
details.

Exit to Shell n/a This function is not available through the

WebXtend browser interface. Use the Craft
interface for this function. See Appendix A for
details.

Shutdown n/a This function is not available through the

WebXtend browser interface. Use the Craft
interface for this function. See Appendix A for
details.
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Table 9-1.  Utilities Fields and Buttons (Continued)

Field/Button Type Description

Zmodem

Receive n/a This function is not available through the

WebXtend browser interface. Use the Craft
interface for this function. See Appendix A for
details.

Send n/a This function is not available through the

WebXtend browser interface. Use the Craft
interface for this function. See Appendix A for
details.
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Saving Configurations

You can save the current configuration of the SA 100 when you log off or at any tir
using the Utilities function.

To save configuration at logoff:
» Select the Save Configuration radio button in the Log Off window.

To save the configuration at any other time, choose the Save button in the File
Management frame of the Utilities window. The Save Configuration File window
appears, enabling you to save the configuration immediately or at a future specifie
date and time (not yet supported).

» To save the configuration immediately, click in the box labeled Now, then choo
OK.

* In a future software release, you will also have the ability to schedule a Save
Configuration to occur at a specified date and time.
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Initializing the System

Initializing the SA 100 is not supported in the WebXtend browser interface. To
initialize the SA 100 system, use the Craft interface as described in Appendix A.

Shutting Down the System
Shutting down the SA 100 is not supported in the WebXtend browser interface. To
shut down the SA 100 system, use the Craft interface as described in Appendix A

Exiting to the Shell

Exiting to the Shell is not supported in the WebXtend browser interface. To exit to 1
shell operating system of the SA 100, use the Craft interface as described in Appe
A

Transferring Files with Zmodem

File transfers are not supported in the WebXtend browser interface. To transfer file
and from the SA 100 system, use the Craft interface as described in Appendix A.
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What's Next?

You've now completed the general instructions for configuring, operating, managir
and testing the SA 100. For troubleshooting information, refer to Chapter 10. For
additional information on using the SA 100, refer to the Appendices of this manua
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Resolving Problems

This chapter describes how to troubleshoot the SA 100 and provides Customer
Support information.
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Technical Support Checklist

Before placing a call to the Ascend Technical Assistance Center, review the follow
checklist to make sure you have gathered all the information you need:

* SA 100 serial number

* Alist of the PODs installed in the SA 100

« Type of management interface (craft or ethernet)
* SA 100 IP address and subnet mask

Please have access to your SA 100 when calling the Ascend Technical Assistanc
Center.

Contacting the Technical Assistance Center

Ascend provides a full range of support to ensure that maximum network uptime i
achieved with low equipment cost. Ascend’s Technical Assistance Center can ass
you with any problems you may encounter when using the SA 100. You can conte
the Technical Assistance Center by phone, electronic mail (email), or fax.

Phone
Support is available by phone 24 hours a day, 7 days a week at:

1-800-DIAL-WAN or 1-978-692-2600

E-mail and Fax

Include the following information when requesting assistance electronically (by em
or fax):

* Your name and telephone number
* Name and telephone number of contact person (if different from you)
» Brief description of the problem

» List of identifiable symptoms
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To contact the Technical Assistance Center by email, address your email to:
cs@casc.com
To contact the Technical Assistance Center by fax, call:

1-978-392-9768
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Using the Craft Interface

This appendix describes:

Setting up the VT-100 Terminal to access the SA 100 (refesde A-J
The SA 100 boot sequence (refeptme A-3

The functions and features of the SA 100 craft interface (refexde A-§
How to access the craft interface (refeptme A-9

Craft interface conventions (referpage A-10

How to perform functions unique to the craft interface (referaipe A-12
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Setting up the V T-100 Terminal

Before you access the craft interface:

1. Make the necessargonnectims to the crdfinterface asdescribe in theSA 100
Hardware Installation Guide.

2. Setyour VT100 terminabr your computer terminal emulator sefre to the
following parameters (if yoare accessing the craftérfac remotey, sd your
modem to the sae parameters):

* 38,400 bgdata rate

e 8 data bits, no patjt 2 stop bits

» software flow control (XON/XOFF) enabled

e hardware fbw control RTS/CTS, DSR/DTR) disabled

* VT100 terminal emulatin display selected
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About the SA 100 Boot Sequence

When the SA 100 is powered up, it follows a defined boot sequénicie. A-1shows
the sequence of events, what is shown on the screen during each segment of the
sequence, and what access is available during each period.

Procedure Name Screen Shows: What you may access...
Initial boot sequence Press SPACEBAR if Press the spacebar
you want to send a during this countdown to
new boot file... send a new boot file. See
2...1... “Uploading a new Boot

File to the SA 100" on
page A-4for details.

Boot service terminal Booting... For Ascend technical
Hit the enter key service personnel only.
to begin the boot See"About the SA 100
service terminal. Boot Service Terminal”
on page A-5

Counting down to
SA-100 system

boot...
0
Booting SA-100...
Login prompt Login: Enter your user name and
Password: password to access the

craft interface main
menu, described in
“Accessing the Craft
Interface” on page A-9

Table A-1. SA 100 Boot Sequence
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Uploading a new Boot File to the SA 100

> When you access the Zmodem function during the initial SA 100
power-up sequence, its functionality is limited to receiving (downloading)
new boot files only.

To access the Zmodemceivefunction during the power-up sequence of the SA 100
1. Toggle on the power switch.

2. When the “Press SPACEBAR if you want to send new boot filme$sage
appears, quickly press the space bar (before the SA 100 starts booting).

3. After the “Starting Zmodem receive, send boot file now” message appears, se
the desired file (typically Izrom.bin) using the Zmodem file transfer protocol.
(Refer to the documentation that accompanies the terminal emulator or data
communications software for information on how to use its Zmodem functions.

> To cancel a Zmodem file transfer, enter CTRL-Xs until the file transfer
stops.

4. After completing the file transfer, shut down, and power up the SA 100.
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About the SA 100 Boot Service Terminal

> The boot service terminal is for use by Ascend technical service
personnel only. Please use the Exit to Shell command from the Ultilities

menu (see “Accessing the SA 100 Operating System Shell” on page
A-14) to access OASOS commands.

SA 100 Network Administrator’'s Guide




About the Craft Interface "
ASCEND

About the Craft Interface

The craft interface enables you to configure, monitor, and control the SA 100 local
or remotely using a series of menu-driven screens on a VT100 terminal or on a
computer running VT100 terminal-emulation software.

All the functions and windows available in WebXtend are also available through th
craft interface. Since the craft interface consists of text-based windows versus the
graphic user interface (GUI) of WebXtend, its windows look different but provide
exactly the same functions as their WebXtend counterparts. For a comparison, se
Figure A-landFigure A-2 which illustrate the craft interface and WebXtend version:
of the System Administration window.

In addition to supporting all the functions accessible with WebXtend, the craft
interface also provides two additional functions that are not supported by WebXter

« Zmodem file transfer

e SA 100 operating system (OASOS) access
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#5A100 - HyperT erminal

Dl 5151 DH| &

ztem Administration [Eventz-/Alarms...1:

System Detail
System Software Uersion: B.0.A.eg2
System Uptime: @ days B5:08:06

— Configure System
System Mame. .. ]H SA 1848
[System Pocation...]1: Location
[System Bontact...]1: Contact
[System Wate/Time...1: 15-Aug—1997 14:33:87

[Security...] [System Timing...] [EEEtER1:lae| [IP Routes...] [OK]

Select to createsedit a System Name <maximum 128 characters).

Figure A-1.  System Administration Window — Craft Interface Version
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24 System Administration (S4-100) =]

Major

Systen Administration Events/ilarns, . .

System Detail

dystem Software Version: | SYSTEST970407
System Uptime: 0 days 06:11:18

Configure Systen

System Naue. .. [ sa-100

System Location... | Location

System Contact... | [ contact

System Date/Time... [zl-apr-1s57 [ 1s:38:10

System Security... Specify MaP... System Timing. .. EIKl
[ select to specify Systew Timing.

/x| [Unsigned Java Applet Window

Figure A-2.  System Administration Window — WebXtend Version
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Accessing the Craft Interface

To access the craft interface:

1. Power up the SA 100 by toggling on the power switch located on the rear pane
the unit.

2. After toggling on the power switch, the SA 100 displays a number of message:
your terminal window as the system boots. After approximately one minute, th
system prompts you for login.

3. Type your user name at the Login prompt (“root” is the default user name) anc
press Enter.

4. Type your password at the Password prompt (“ascend” is the default passwor
and press Enter.

After accepting your password, the SA 100 displays the Main menu of the craft
interface.

Upon logging in to the SA 100 for the first time, you should use the
A System Administration>System Security menu item to establish a new
user name and password and disable the default user name and
password, to prevent unauthorized access to the unit. See “System
Security” on page 3-5 for instructions on establishing a new user and
assigning a password.
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Craft Interface Conventions

In order to use the craft interface efficiently, you should be familiar with its
conventions.

Navigating Buttons and Fields

There are two ways to navigate the buttons and user-selectable fields that appear
each craft interface window.

* You can use the Tab, Arrow, Enter, and Space Bar control keys.

— To move between buttons and user-selectable fields, use the Tab and Arrc
key.

— To choose a highlighted button or highlighted option in a user-selectable fie
use the Enter key.

> Highlighted buttons and fields contain reversed text, i.e., black text on a
light background.

— To place or remove an X in a user-selectable field, use the Tab and/or Arrc
key to move the cursor to the field, then press the Space Bar to place or
remove the X in that field.

* You can use alphanumeric keys.

The names of some buttons and user-selectable fields contain an alphanumer
character displayed in reverse text. Typing that highlighted character and the E
key causes the cursor to move to that button or field.

> You can select OK, Cancel and Apply buttons at any time by typing O, C
and A, respectively, followed by the Enter key.

Activating Pull-down Menus

To use pull-down menus in the craft interface, select the menu by using the arrow |
as described above, then press F2 to display the pull-down menu options. Use the
arrow keys to make your selection, then press the Enter key.
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OK vs. Cancel vs. Apply Buttons

OK, Cancel and Apply buttons appear in various craft interface windows. These
buttons serve the following functions:

OK — confirms all previous actions you have performed in a window and then
closes that window. It also saves all configuration work you performed in that
window.

Apply — confirms all previous actions you have performed, but it keeps the
window opened for further work. It also saves all configuration work you
performed in that window.

Cancel— performs the opposite function of the OK button. It negates all previol
actions you have performed in a window and then closes that window. Al
configuration work you performed in that window is lost.

Events/Alarms Button/Field

In the upper-right corner of each craft interface full-size window is an Events/Alarr
field and button, which serves the following functions:

Events/Alarms field displays the current highest level alarm (Critical, Major, or
Minor), if any, detected by the SA 100.

Events/Alarms button permits you to obtain a summary of any the current ever
and alarms.

Help Field

Near the bottom of each craft interface windows is a Help field. This field provides
brief, one-line description of whatever button or selectable field is currently
highlighted in that window.
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Using the Craft-Only Functions

The following sections describe how to use the craft interface to perform those
functions that are not accessible with WebXtend. (For those functions that are
accessible with the craft interfaaad WebXtend, refer to Chapters 2 through 10.)

Transferring Files with Zmodem

The SA 100 supports the Zmodem file transfer protocol, which enables you to upl
configuration files and new software from your computer to an SA 100, or to
download configuration files from the SA 100 to your computer for backup.

> Your computer must have a terminal emulator or data communications
program that supports the Zmodem file transfer protocol in order to use
this function.

There are two ways of accessing the Zmodem function from the craft interface:
* From the Utilities window of the interface

e During the SA 100 power-up sequence

> When you access the Zmodem function during the SA 100 power-up
sequence, its functionality is limited to receiving (downloading) new boot
files only.
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Accessing Zmodem from the Utilities Window
To access the Zmodem function from the Ultilities window:
1. Choose the Utilities button from the Main menu of the craft interface.

2. When the Utilities window appears ($egure A-3, choose the Receive button in
the Zmodem frame of that window.

2 SA100 - HyperTerminal

Utilities [Events/Alarms...1:

System Detail

System MName: £A 160

System Location: Location

System Contact: Contact

System DatesTime: 15-Aug—1997 14:48:25

— File Management — System Control
[Save. .. ] [Ihitialize...1

[ERit to Shelll

[ShutTlown...]

— Zmodem
[eceive...]
[£3nd...]

[Cancell
Select to Save the existing System Configuration.

Figure A-3.  Craft Interface Utilities Window

3. After the “You may start the ZModem transfer now” message appears, send tt
desired file(s) using the Zmodem file transfer protocol. (Refer to the
documentation that accompanies the terminal emulator or data communicatiol
software for information on how to use its Zmodem functions.

> To cancel a Zmodem file transfer, enter CTRL-Xs until the file transfer
stops.

4. After completing the file transfer, log off, shut down, and power up the SA 100
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Accessing the SA 100 Operating System Shell

The SA 100 has an internal operating system called “OASOS” that enables you tc
perform several functions that are not accessible with WebXtend. However, the typ
user only needs OASOS to perform one task: setting the IP address of the SA 10(
This function is described in “Changing the IP address” on page 2-3.

The procedure below describes how to access OASOS. The commands available
OASOS> prompt are described in Appendix B, “SA 100 OS Command Set".

Accessing OASOS

To access the SA 100 operating system (OASOS), after logging in to the craft
interface:

1. Choose the Utilities button from the Main menu of the craft interface. The
Utilities window appears (séegure A-3.

2. Choose the Exit to Shell button in the System Control frame of the Utilities
window.

When the OASOS prompt appea®®GOS}, you have access to the SA 100 operating
system.
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This appendix describes:

e The SA 100’s built-in operating system commands
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OASOS Commands

Figure B-1shows the commands available at the OASOS> prompt.

2 SA100 - HyperTerminal

3| 05| =

Type “Exit" and press the [Enterl] key to return to the user interface.

0ASOS> help

clear cp echo help 1= mu pud rodir tail
cmp date head kill mkdir ping rm sync touch
sa_exec sa_flog rehoot s= sa_iploy

za_lnbhs za_rlog sa_flash rz telnet

OASOS> _

Figure B-1.  OASOS Commands
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NAME

cat - concatenate and display

SYNOPSIS

cat [ -benstv ] filename

DESCRIPTION

cat reads each filename in sequence and displays it on the standard output. Thus

OASOS>cat goodies

displays the contents of goodies on the standard output.

OPTIONS
-b  Number the lines, as -n, but omit the line numbers from blank lines.

-e Display non-printing characters, as -v, and in addition display a $ character at
end of each line.

-n Precede each line output with its line number.

-s Substitute a single blank line for multiple adjacent blank lines.

-t Display non-printing characters, as -v, and in addition display TAB characters
Al (CTRL-I).

-v Display non-printing characters (with the exception of TAB and NEWLINE
characters) so that they are visible. Control characters print like ~X for CTRL-X; th
DEL character (octal 0177) print as '"*?'. Non-ASCII characters (with the high bit s
are displayed as M-x where M- stands for 'meta’ and x is the character specified by
seven low order bits.
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NOTES

Using cat to redirect output of a file to the same file, such as cat filenamel > filenar
or cat filenamel >> filenamel, does not work. This type of operation should be avoic
at all time since it may cause the system to go into an indeterminate state.
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CD

NAME

cd - change working directory

SYNOPSIS
cd [ directory |

DESCRIPTION

directorybecomes the new working directory.
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CLEAR

NAME

clear - clears the terminal screen
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NAME

cmp - perform a byte-by-byte comparison of two files

SYNOPSIS

cmp [ -Is ] filenamel filename2 [ skipl ] [ skip2 ]

DESCRIPTION

cmp compares filenamel and filename2. With no options, cmp makes no commer
the files are the same; if they differ, it reports the byte and line number at which th
difference occurred, or, that one file is an initial subsequence of the other. skipl an
skip2 are initial byte offsets into filenamel and filename2 respectively, and may be
either octal or decimal; a leading O denotes octal.

OPTIONS

-l Print the byte number (in decimal) and the differing bytes (in octal) for all
differences between the two files.

-s Silent. Print nothing for differing files.
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CP

NAME
cp - copy files

SYNOPSIS

cp [ -i ] filenamel filename2 cp -rR [ -i ] directoryl directory2 cp [ -irR ] filename...
directory

DESCRIPTION

cp copies the contents fitnamel onto filename2f filenamelis a symbolic link, or
a duplicate hard link, the contents of the file that the link refers to are copied; links
not preserved.

In the second form, cp recursively copitectory], along with its contents and
subdirectoriesto directory2.If directory2does not exist, cp creates it and duplicates
the files and subdirectories directory] within it. If directory2does exist, cp makes a
copy of thedirectoryldirectory withindirectory2(as a subdirectory), along with its
files and subdirectories.

In the third form, each filename is copied to the indicated directory; the base name
the copy corresponds to that of the original. The destination directory must alread
exist for the copy to succeed.

cp refuses to copy a file onto itself.

OPTIONS

-i Interactive. Prompt for confirmation whenever the copy would overwrite an
existing file. A y in answer confirms that the copy should proceed. Any other answ
prevents cp from overwriting the file.

-r
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-R Recursive. If any of the source files are directories, copy the directory along w
its files (including any subdirectories and their files); the destination must be a
directory.

EXAMPLES
To copy dfile:

OASOS> cp goodies goodies.old
OASOS>Is

goodies goodies.old

To copy a directory, first to a new, and then to an existing destination directory.
OASOS> cp -r src bkup
OASOS> Is -R bkup
X.C yx z.sh
OASOS> cp -r src bkup
OASOS>Is-R  bkup
Src xx yx z.sh
SIC:

XX y.c z.sh
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DATE

NAME

date -display or set theate

SYNOPSIS
date [ yyyymmddhhmm [ ss]]

DESCRIPTION

If no argument is given, date displays the current date and time. Otherwise, the cut
date is set.

yyyy is the four digits of the year; the first mm is the month number; dd is the day
number in the month; hh is the hour number (24 hour system); the second mm is
minute number; ss (optional) specifies seconds. The year may be omitted; the cul
year is supplied as default.

EXAMPLES

date 10080045

sets the date to Oct 8, 12:45 A.M. of the current year.
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ECHO

NAME

echo -echoarguments to the standard output

SYNOPSIS

echo[-n][argument...]

DESCRIPTION

echo writes its arguments on the standard output. Arguments must be separated |
SPACE characters or TAB characters, and terminated by a NEWLINE.

OPTIONS
-n Do not add the NEWLINE to the output.
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HEAD

NAME

head -display first few lines of specified files

SYNOPSIS

head [ -n ] filename...

DESCRIPTION

head copies the first n lines of each filename to the standard output. The default v
of nis 10 lines.

When more than one file is specified, the start of each file looks like:

==>filename<==

EXAMPLE

The following example:

OASOS> head -4 junkl junk2

produces:
=> junkl <==
This is junk file one
=> junk2 -

This is junk file two
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HELP

NAME

help - get help about shell commands

SYNOPSIS

help [ command-name ]

DESCRIPTION

help prints to the console information about shell commands. If no command nam
given, help prints out a list of shell commands. If a valid command name is given, h
prints out information about that command.

OPTIONS

NONE

EXAMPLE
OASOS> help
cat MP echo help mkfs pcmount
cd Cp getid kill mount ping
clear date getpri Ls MV popd
console du head mkdir pcmkfs pushd

OASOS> help cat

cat - concatenate and display (reentrant, not locked)
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kill - terminate a task

SYNOPSIS

kill tname|-tid

DESCRIPTION

kill will terminate a task named tname or a task with a tid. It does this by calling
t_restart with a second argument of -I. The task must be designed to read this sec
argument and do its own resource clean up then terminate.

OPTIONS
NONE

EXAMPLE

OASOS> kill tftd
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NAME

Is - list thecontents of a directory

SYNOPSIS
Is [ -aACdfFgilgrRsl] filename ...

DESCRIPTION

For each filename which is a directory, Is lists the contents of the directory; for eac
filename which is a file, Is repeats its name and any other information requested. |
default, the output is sorted alphabetically. When no argument is given, the curren
directory is listed. When several arguments are given, the arguments are first sort:
appropriately, but file arguments are processed before directories and their conter

OPTIONS
-a List all entries.
-A (Is only) Same as -a, except that '." and '.." are not listed.

-C Force multi-column output, with entries sorted down the columns; for Is, this is
the default when output is to a terminal.

-d If argument is a directory, list only its name (not its contents); often used with -|
get the status of a directory.

-f Force each argument to be interpreted as a directory and list the name found i
each slot. This option turns off -1, -s, and -r, and turns on -a; the order is the order
which entries appear in the directory.

-F Mark directories with a trailing slash ('/'), executable files with a trailing asterisl|

().
-g Forls, show the group ownership of the file in a long output.

-i  For each file, print the i-number in the first column of the report.
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-l Listin long format, giving mode, number of links, owner, size in bytes, and tim¢
of last modification for each file. If the time of last modification is greater than six
months ago, it is shown in the format 'month date year'; files modified within six
months show 'month date time'.

-q Display non-graphic characters in filenames as the character ?; for Is, this is tt
default when output is to a terminal.

-r Reverse the order of sort to get reverse alphabetic or oldest first as appropriat
-R Recursively list subdirectories encountered.

-s Give size of each file, including any indirect blocks used to map the file, in
kilobytes.

-1 Force single-column output.
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MKDIR

This command reserved for Ascend technician use only.
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MV

NAME

mv - move or rename files

SYNOPSIS
mv [-if] filenamel filename2
mv [-if] directoryl directory2

mv [-if] filename... directory

DESCRIPTION

mv moves files and directories around in the file system. A side effect of mv is to
rename a file or directory. The three major forms of mv are shown in the synopsis
above.

The first form of mv moves (changes the name of) filenamel to filename2. If
filename2 already exists, it is removed before filenamel is moved.

The second form of mv moves (changes the name of) directoryl to directory2, only
directory2 does not already exist - if it does, the third form applies.

The third form of mv moves one or more filenames (may also be directories) with
their original names, into the last directory in the list.

mv refuses to move a file or directory onto itself.

OPTIONS

-i Interactive mode. mv displays the name of the file followed by a question mark
whenever a move would replace an existing file. If you type a line starting with y, n
moves the specified file, otherwise mv does nothing with that file.

-f Force. Override any mode restrictions and the -i option.
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NAME
ping - send ICMP ECHO_REQUEST packets to network hosts

SYNOPSIS

ping [ -s ] host_address [ timeout ]

DESCRIPTION

ping utilizes the ICMP protocol's mandatory ECHO_REQUEST datagram to elicit
ICMP ECHO_RESPONSE from the specified host, or network gateway.
ECHO_REQUEST datagrams, or "pings," have an IP and ICMP header, followed k
struct timeval, and then an arbitrary number of bytes to pad out the packet. If host
responds, ping will print host is alive on the standard output and exit. Otherwise af
timeout seconds, it will write no answer from host. The default value of timeout is :
seconds.

When the -s flag is specified, ping sends one datagram per second, and prints on
of output for every ECHO_RESPONSE that it receives. No output is produced if th
is no response. The default datagram packet size is 64 bytes.

When using ping for fault isolation, first 'ping’ the local host to verify that the local
network interface is running.

EXAMPLE
OASOS> ping 192.103.54.190
PING (192.103.54.190): 56 data bytes

192.103.54.190 is alive
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NAME

pwd - display the pathname of the current working directory

SYNOPSIS
pwd

DESCRIPTION

pwd prints the pathname of the working (current) directory.

OPTIONS
NONE

EXAMPLE
OASOS> cd 5.5/usr
OASOS> pwd

5.5/usr
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REBOOT

NAME
reboot - reboots the SA 100

SYNOPSIS

reboot

DESCRIPTION

Reboots the SA 100 after prompting you for confirmation.

OPTIONS

None

EXAMPLE

OASOS> reboot
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RMDIR

This command reserved for Ascend technician use only.
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RZ

NAME

rz - receive Zmodem

SYNOPSIS

Iz

DESCRIPTION

Sets the SA 100 to receive mode, awaiting a Z-modem file transfer.

OPTIONS

None

EXAMPLE

OASOS>rz

NOTES

While in shell mode, any incoming Z-modem file transfers are auto-detected. Ther
no need to issue an additional rz command to receive an incoming Z-modem file
transfer.

SA 100 Network Administrator’'s Guide




-

SA_CFG

NAME

sa_cfg -configure SA 100 IP address, subnet mask and serial port baud rate.

SYNOPSIS

sa_cfg

DESCRIPTION

sa_cfg enables you to configure the SA 100’s management IP address, manageme
subnet mask, and the baud rate for the console serial port. Enter each item when
prompted, pressing ENTER after each one. Baud rates up to 38.4kbps are suppol

OPTIONS

None

EXAMPLE

OASOS>sa_cfg
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SA_EXEC

This command reserved for Ascend technician use only.
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SA_FLASH

NAME

sa_flash -provides information on the flash file system’s available space

SYNOPSIS

sa_flash [-v]
DESCRIPTION

sa_flash displays a summary of the space used and space available to the SA 10
flash file system.

OPTIONS

-v turns on verbose diagnostic output, displaying additional information

EXAMPLE

OASOS> sa_flash
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SA_FLOG

NAME

sa_flog -displays the last three fatal error logs

SYNOPSIS

sa_flog [c]
DESCRIPTION

sa_flog displays the last three fatal error logs for diagnostic purposes.

OPTIONS

¢ the c option clears the fatal error logs

EXAMPLES
OASOS> sa_flog

OASOS> sa flog ¢
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SA_IPLOG

This command reserved for Ascend technician use only.
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SA_LNBS

NAME

sa_Inbs -load new boot application into flash memory

SYNOPSIS

sa_lInbs filename...

DESCRIPTION

sa_Inbs loads the filename into flash memory. This file is usually named Izrom.bin

OPTIONS

None

EXAMPLE

OASOS> sa_Inbs
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SA_RLOG

NAME

sa_rlog -displays non-volatile event log.

SYNOPSIS

sa_rlog X
DESCRIPTION

sa_rlog displays the X most recent event logs.

OPTIONS

X The integer x represents the number of event logs to display.

EXAMPLE

OASOS> sa_rlog 3

The example shown would display the three most recent event logs.

NOTES

The format of the event logs display may seem cryptic; this command is intended
Ascend technician use. You should access event log information using the craft
interface or WebXtend.
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SYNC

NAME

sync -force changed blocks to disk

SYNOPSIS

sync

DESCRIPTION

sync brings a mounted volume up to date, by writing to the volume all modified file
information for open files, and cache buffers containing physical blocks that have b
modified.

This call is superfluous under immediate write synchronization mode and is not
allowed on a NFS volume.

OPTIONS

None

EXAMPLE

OASOS> sync
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SZ

NAME

sz -send Zmodem

SYNOPSIS

sz filename

DESCRIPTION

Initiates a Z-modem transfer of the indicated file. This function enables you to back
SA 100 configuration files prior to performing an sa_format command.

OPTIONS

None

EXAMPLE

OASOS> sz nv_db.dat
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NAME

tail - display the last part of a file

SYNOPSIS

tail +|- number [ Ic ] filename

DESCRIPTION

tail copies filename tthe standard output beginning at a designated place.

OPTIONS
Options are all jammed together, not specified separately with their own '-' signs.

+number  Begin copying at distance number from the beginning of the file. numt
is counted in units of lines or characters, according to the appended option | or c.
When no units are specified, counting is by lines. If number is not specified, the va
10 is used.

-number  Begin copying at distance number from the end of the file. number is
counted in units of lines or characters, according to the appended option | or c. W
no units are specified, counting is by lines. If number is not specified, the value 10
used.

|  number is counted in units of lines.

¢ number is counted in units of characters.
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TELNET

This command reserved for Ascend technician use only.
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TOUCH

NAME

touch - update the access and modification times of a file

SYNOPSIS

touch|[ -cf ] filename ...

DESCRIPTION
touch sets the access and modification times of each argument to the current time
file is created if it does not already exist.

OPTIONS
-c Do not create filename if it does not exist.

-f Attempt to force the touch in spite of read and write permissions on filename.
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Downloading the
Enterprise MIB

This appendix describes:

e The procedure to download the Ascend Broadband Access Enterprise MIB fro
the Ascend FTP site
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Accessing the Ascend FTP Site

The Ascend Broadband Access Enterprise MIB can be found at the Ascend FTP
The URL is:

ftp. casc.com

Once you are connected to the FTP site, log in with the following user name and
password:

username: sauser

password . sauser

The Ascend Broadband Access Enterprise MIB is available in two forms:
Windows 95/NT: