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ASCEND COMMUNICATIONS, INC. END-USER LICENSE AGREEMENT

ASCEND COMMUNICATIONS, INC. IS WILLING TO LICENSE THE ENCLOSED SOFTWARE
AND ACCOMPANYING USER DOCUMENTATION (COLLECTIVELY, THE “PROGRAM”) TO
YOU ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF THE TERMS AND CONDI-
TIONS OF THIS LICENSE AGREEMENT. PLEASE READ THE TERMS AND CONDITIONS OF
THIS LICENSE AGREEMENT CAREFULLY BEFORE OPENING THE PACKAGE(S) OR USING
THE ASCEND SWITCH(ES) CONTAINING THE SOFTWARE, AND BEFORE USING THE
ACCOMPANYING USER DOCUMENTATION. OPENING THE PACKAGE(S) OR USING THE
ASCEND SWITCH(ES) CONTAINING THE PROGRAM WILL INDICATE YOUR ACCEPTANCE
OF THE TERMS OF THIS LICENSE AGREEMENT. IF YOU ARE NOT WILLING TO BE BOUND
BY THE TERMS OF THIS LICENSE AGREEMENT, ASCEND IS UNWILLING TO LICENSE THE
PROGRAM TO YOU, IN WHICH EVENT YOU SHOULD RETURN THE PROGRAM WITHIN
TEN (10) DAYS FROM SHIPMENT TO THE PLACE FROM WHICH IT WAS ACQUIRED, AND
YOUR LICENSE FEE WILL BE REFUNDED. THIS LICENSE AGREEMENT REPRESENTS THE
ENTIRE AGREEMENT CONCERNING THE PROGRAM BETWEEN YOU AND ASCEND, AND
IT SUPERSEDES ANY PRIOR PROPOSAL, REPRESENTATION OR UNDERSTANDING
BETWEEN THE PARTIES.

1. License Grant.Ascend hereby grants to you, and you accept, a non-exclusive, non-transferabl
license to use the computer software, including all patches, error corrections, updates and revisiol
thereto in machine-readable, object code form only (the “Software”), and the accompanying User
Documentation, only as authorized in this License Agreement. The Software may be used only on
single computer owned, leased, or otherwise controlled by you; or in the event of inoperability of tt
computer, on a backup computer selected by you. You agree that you will not pledge, lease, rent,
share your rights under this License Agreement, and that you will not, without Ascend’s prior writte
consent, assign or transfer your rights hereunder. You agree that you may not modify, reverse asse
reverse compile, or otherwise translate the Software or permit a third party to do so. You may mak
copy of the Software and User Documentation for backup purposes. Any such copies of the Softwe
the User Documentation shall include Ascend’s copyright and other proprietary notices. Except as
authorized under this paragraph, no copies of the Program or any portions thereof may be made k
or any person under your authority or control.

2. Ascend’s RightsYou agree that the Software and the User Documentation are proprietary,
confidential products of Ascend or Ascend's licensor protected under US copyright law and you will
your best efforts to maintain their confidentiality. You further acknowledge and agree that all right, t
and interest in and to the Program, including associated intellectual property rights, are and shall re
with Ascend or Ascend's licensor. This License Agreement does not convey to you an interest in o
the Program, but only a limited right of use revocable in accordance with the terms of this License
Agreement.

3. License FeesThe license fees paid by you are paid in consideration of the license granted und
this License Agreement.
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4. Term. This License Agreement is effective upon your opening of the package(s) or use of the
switch(es) containing Software and shall continue until terminated. You may terminate this License
Agreement at any time by returning the Program and all copies or portions thereof to Ascend. Asci
may terminate this License Agreement upon the breach by you of any term hereof. Upon such
termination by Ascend, you agree to return to Ascend the Program and all copies or portions there
Termination of this License Agreement shall not prejudice Ascend's rights to damages or any othe
available remedy.

5. Limited Warranty. Ascend warrants, for your benefit alone, for a period of 90 days from the dz
of shipment of the Program by Ascend (the “Warranty Period”) that the program diskettes in which
Software is contained are free from defects in material and workmanship. Ascend further warrants
your benefit alone, that during the Warranty Period the Program shall operate substantially in
accordance with the User Documentation. If during the Warranty Period, a defect in the Program
appears, you may return the Program to the party from which the Program was acquired for either
replacement or, if so elected by such party, refund of amounts paid by you under this License
Agreement. You agree that the foregoing constitutes your sole and exclusive remedy for breach by
Ascend of any warranties made under this Agreement. EXCEPT FOR THE WARRANTIES SET
FORTH ABOVE, THE PROGRAM IS LICENSED “AS 1S”, AND ASCEND DISCLAIMS ANY AND
ALL OTHER WARRANTIES, WHETHER EXPRESS, IMPLIED OR STATUTORY, INCLUDING,
WITHOUT LIMITATION, ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS
FOR A PARTICULAR PURPOSE AND ANY WARRANTIES OF NONINFRINGEMENT.

6. Limitation of Liability. Ascend’s cumulative liability to you or any other party for any loss or
damages resulting from any claims, demands, or actions arising out of or relating to this License
Agreement shall not exceed the greater of: (i) ten thousand US dollars ($10,000) or (ii) the total lic
fee paid to Ascend for the use of the Program. In no event shall Ascend be liable for any indirect,
incidental, consequential, special, punitive or exemplary damages or lost profits, even if Ascend he
been advised of the possibility of such damages.

7. Proprietary Rights Indemnification. Ascend shall at its expense defend you against and,
subject to the limitations set forth elsewhere herein, pay all costs and damages made in settlemer
awarded against you resulting from a claim that the Program as supplied by Ascend infringes a Ur
States copyright or a United States patent, or misappropriates a United States trade secret, provid
you: (a) provide prompt written notice of any such claim, (b) allow Ascend to direct the defense an
settlement of the claim, and (c) provide Ascend with the authority, information, and assistance that
Ascend deems reasonably necessary for the defense and settlement of the claim. You shall not cc
to any judgment or decree or do any other act in compromise of any such claim without first obtain
Ascend’s written consent. In any action based on such a claim, Ascend may, at its sole option, eithe
obtain for you the right to continue using the Program, (2) replace or modify the Program to avoid 1
claim, or (3) if neither (1) nor (2) can reasonably be effected by Ascend, terminate the license gran
hereunder and give you a prorata refund of the license fee paid for such Program, calculated on the
of straight-line depreciation over a five-year useful life. Notwithstanding the preceding sentence,
Ascend will have no liability for any infringement or misappropriation claim of any kind if such claim
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based on: (i) the use of other than the current unaltered release of the Program and Ascend has pr
or offers to provide such release to you for its then current license fee, or (ii) use or combination of
Program with programs or data not supplied or approved by Ascend to the extent such use or
combination caused the claim.

8. Export Control. You agree not to export or disclose to anyone except a United States national
portion of the Program supplied by Ascend without first obtaining the required permits or licenses t
so from the US Office of Export Administration, and any other appropriate government agency.

9. Governing Law. This License Agreement shall be construed and governed in accordance with
laws and under the jurisdiction of the Commonwealth of Massachusetts, USA. Any dispute arising
of this Agreement shall be referred to an arbitration proceeding in Boston, Massachusetts, USA by
American Arbitration Association.

10. Miscellaneouslf any action is brought by either party to this License Agreement against the otl
party regarding the subject matter hereof, the prevailing party shall be entitled to recover, in additic
any other relief granted, reasonable attorneys’ fees and expenses of arbitration. Should any term
License Agreement be declared void or unenforceable by any court of competent jurisdiction, suct
declaration shall have no effect on the remaining terms hereof. The failure of either party to enforce
rights granted hereunder or to take action against the other party in the event of any breach hereu
shall not be deemed a waiver by that party as to subsequent enforcement of rights or subsequent:
in the event of future breaches.
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About This Guide

This guide is a task-oriented guide that describes how to configure an Accounting
System, which consists of one or more NavisXtend Accounting Servers, one or m
WAN switches, and your Billing Operations Server.

This guide is intended for network administrators who are responsible for the
installation, configuration, and administration of wide-area networks. The network
administrator who configures the Accounting System must also understand netwo
accounting and why accounting should be enabled on the network.

What You Need to Know

You should be familiar with concepts relating to wide-area networking, as well as
network services such as ATM and Frame Relay. You should have a working
knowledge of Bellcore standards, and have access to the following Bellcore
documents for reference purposes:

* Bellcore GR-1100-CORE
 Bellcore GR-1110-CORE
+ Bellcore GR-1343-CORE
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Documentation Reading Path A
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Documentation Reading Path

The complete document set for the Accounting System includes the following

manuals:

ASCEND ;i

NavisXtend
Accounting
Server
Administrator’s
Guide

ASCEND ;i

Network
Configuration
Guide for
CBX 500

Describes how to configure a network the Accounting
System, which consists of one or more NavisXtend
Accounting Servers, one or more WAN switches, and
your Billing Operations Server.

Explains how to use HP OpenView and CascadeView/UX
to configure a CBX 500 network.
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How to Use This Guide

TheNavisXtend Accounting Server Administrator's Guglerganized as follows:

Read

To Learn About

Chapter 1

The Accounting System and Accounting System features

as well as the various types of accounting data that ca
collected for each PVC and SVC in the network.

Chapter 2

Various issues you need to consider before installing
configuring the Accounting System on your network,
including network design guidelines, hardware
requirements, and disk space requirements.

Chapter 3

Installing the Accounting Server software and configu
the Accounting Servers in your network.

Chapter 4

N be

and

ring

Configuring the Accounting System in your Cascade\fiew

network, which involves enabling and disabling varioug
Accounting System settings in CascadeView.

Chapter 5

Using CascadeView to display Accounting System

statistics and settings, as well as force data uploads from :

switch to its Accounting Server.

Chapter 6

Using console commands to manage and monitor the
Accounting Servers in your network.

Chapter 7

The set of asynchronous events that are generated b
Accounting Server in the Accounting System to indicat
anomalous conditions or task completions that have
occurred.

Chapter 8

The SNMP traps that are generated by the switches in
network and sent to each NMS that is enabled to recei
traps.
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Read

To Learn About

Appendix A

Information on the contents/layout of the three final file

formats that are available: standard Bellcore AMA format,

standard Bellcore AMA format with proprietary
extensions, and ASCII format. This appendix also inclu

des

a table that lists the cause values for circuit terminations.

Appendix B

Configuring an NMS workstation for Network Timing
Protocol, which enables you to specify a reference ser
to be used as a clock synchronization source for the
switches in your network.

ver
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Customer Comments

Customer comments are welcome! Please fill out the Customer Comment Form
located at the back of this guide and return it to us.

Related Documents

This section lists the related Ascend switching system and third-party documentat
that may be useful to reference.

Ascend
* Network Configuration Guide for CBX 5@Broduct Code: 80049)
» Diagnostic and Troubleshooting Guide for CBX §B@oduct Code: 80050)
e CBX 500 Hardware Installation Guid@roduct Code: 80011)
* Network Management Station Installation Gu{@eoduct Code: 80014)
* Networking Services Technology Overvi@soduct Code: 80001)

Third Party
* Bellcore GR-1100-CORE
» Bellcore GR-1110-CORE
* Bellcore GR-1343-CORE
e ATM Forum ATM UNI Specification
* Bellcore TRW-NWT-000508

NavisXtend Accounting Server Administrator’s Guide
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Conventions

This guide uses the following conventions to emphasize certain information, such
user input, screen options and output, and menu selections. For example:

Convention Indicates Example

Courier Bold User input on a separate line.eject cdrom

[bold italicq Variable parameters to enter. [your IP addresk

Courier Regular Output from a program. Please wait...

Boldface User input in text. Typed install and ...

Menu ->Option Select an option from the  CascadeView->Logon
menu.

Border surrounding Notes and warnings. See examples below.

text

Italics Book titles, new terms, and Network Management
emphasized text. Station Installation Guide

>

é Warns the reader to proceed carefully in order to avoid equipment
damage or personal harm.

this manual.

Provides helpful suggestions or reference to materials not contained in |

NavisXtend Accounting Server Administrator’s Guide
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Overview

CBX 500 Accounting System

The CBX 500 Accounting System takes PVC and SVC usage measurements with
switch network and converts the data into formatted call data records. The call dat
records can be created in either standardized Bellcore AMA Format (BAF), BAF
format with proprietary extensions, or a comma-delimited ASCII format. The recor
can then be used for customer billing and invoice processing on your central billin
system.

The Accounting System is composed of the following components:

A switching system (which consists of CBX 500 switches)
One or more NavisXtend Accounting Servers

A disk array (either connected directly to the Accounting Servers, or installed ir
data server connected to the Accounting Servers)

A management and control component (CascadeView)

Your Billing Operations Server (BOS)

NavisXtend Accounting Server Administrator’s Guide
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Accounting data is collected witn the switting systemwith switch managenm
and control povided via Cascadéew running on the Network ManagemenStation
(NMS). In adition, the Accouating System & configured, maaged, ard monitored
via Cascad¥iew and the Accounting Seer. BOS processing is interna your
billing centa. The Accainting System is sown in Figure1-1.

Data Server/ D
Disk Array

Billing
Operations
. Server
Accounting
Servers

HH ]
HH )

Management

and Control D
|

CascadeView
Network
Management
Station

Figure 1-1.  CBX 500 AccountingSystem

Within the switchihg system, usagrecods ae collected ad stored in the switch
heg storage. Allusage data is collected in real timEhe types of datthat are
collected includecall duration and various cell counts forboth directions of a circuit
(see“Usage Data” on page 1fbr acomplete lisend description of usage dtathat is
cdlected on aswitch). Multiple recordsfrom thesame switch pertaining to thesame
call are transferred to the Acading Sewer for crrelation and srage. The AMA
files, which ma be in eitheBAF or ASCII format, are transferred the Billing
Opeations Srver every five mnutes.
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The CascadeView NMS is used to configure, manage, and control the Accounting
System. Using CascadeView, you can selectively enable and disable usage data
collection for PVCs at the circuit, port, switch, and network levels, and for SVCs al
the port, switch, and, network levels. You can also use CascadeView to monitor th
system, add your Accounting Servers to the Accounting System, and designate a
primary and secondary Accounting Server for each switch in the network.

Features

The Accounting System provides or supports the following features:

« Usage measurement of inter-network SVCs, intra-network SVCs, intra-networl
PVCs, and inter-network PVCs, including point-to-point and point-to-multipoint
circuits, with the ability to enable or disable recording of cell counts at:

The originating end of a point-to-point circuit
The originating end of a point-to-multipoint circuit
The terminating end of a point-to-point circuit
The terminating end of a point-to-multipoint circuit

Ingress and egress endpoints

» Both time-based and usage-based accounting, with the ability to disable
usage-based accounting on CBR circuits.

* Near-realtime SVC billing, in which accounting records are produced within 15
minutes of the end of an SVC call or within 15 minutes of the occurrence of ar
unsuccessful call.

* Recording of separate cell counts for the CLP=0 (high-priority) and CLP=0+1
(aggregate) cell streams.
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* Flexible management via CascadeView to control what is billed, when it is bille
and how much information is recorded, including the ability to:

Include or exclude OAM cells in cell count totals (on circuits that are enabl
for OAM ftraffic).

— Record unsuccessful SVC creation attempts (including the failure reason)
both the originating and terminating ends of the SVC.

— Record end-system subaddresses for both the calling party and called par
regardless of whether the subaddress is in ATM AESA or native E.164 form

— Provide a default billing address for the UNI.
— Enable or disable per-port billing.
» Generation of call data records, in one of the following formats:
— Standard Bellcore AMA format (BAF)
— Extended BAF (includes proprietary modules)
— Comma-delimited format (ASCII)

» Two different options for transporting data from the Accounting Server to your
Billing Operations Server:

— Periodic AMA file transfer via internet-standard FTP.

— AMA file processing on your own server(s) by customer-specific applicatior
(e.g., conversion from AMA format to your proprietary format). In this
scenario, you have to design your own process for transferring call data file
from the Accounting Server for further conversion, processing, and storage

NavisXtend Accounting Server Administrator’s Guide
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Usage Data

This section desribes the wsage data that is dlected for each circuit on thenetwork
for which accanting is enaled. Somedata is ollected for both PVC and SVC
circuits, while ober data applies only to P\s@r only to SVCs.

PVC Usage Data

Table 1-1 describes the key usage data that is collected for inter- ard intra-network
PVCs For a complete lisbf items containgin PVC usage datéiles, seeéAppendix A,
“Record Formats”.

Table 1-1. PVC Usage Data
Statistic Definition

Connection | Specifies whethertie PVC isaVirtual Path Connection (VPG or Virtual

Type Channel Canection (VCC).

Carrier ID, A 3-digit decimalnumber hat uniquely idetifiesthe carrier a the other

Transit end of thenetwork interface. Thisvalue appliesonly to network interfaces

Carrier ID for inter-network PVGs. Figure 1-2ill ustrates the relatiorship betwen the
Carrier ID anl the Transit Carrie ID.

Chageable | The 15-digit decimal number that identifies the ATM address to clarge for

Party ID circuit usgge.

Recording Right-justiied 17-digit decim& number hat uniquely idetifies the local

Interface ID, | and remote irdrfaces of the circuit. Thisvalue iscomprised of the 12-digit

Renote IP address (padded with zeros) and the 4-digit logical port interface

Recordng (Ifl ndex) numbe. For exanple, if the IP adiressof the switch is

Interface ID | 152.148.401, ard the logical potinterface i287, the Interface 1D auld
be 1521480400010287. Figure 1-3illustrates the relatiorship between the
Recordng Intefface ID and Remote Recording Iritare ID.

VPI/VCI The 2-digitVirtual Path ID and3-digit Virtual Connection ID hat is

corfigured for the circuit.

NavisXtend Accounting Server Administrator’s Guide




Usage Data "
ASCEND

Table 1-1. PVC Usage Data

Statistic Definition
Traffic The ATM traffic descriptor parametes for both the ingress andegress
Descrptor directions ofthe circuit. For more infornation ontraffic descriptors, see the

Network Cafiguration Guide for CBX500.

Ingress and Separate cellaunts are tken at ingressral egress points.

Egress Cells
Total Cell A total cell count is teken at the ingressnd egress points of the PV@if
Counts both the originating ad terminathg switch.

Leg Counts | Leg cauntsapply only to originating nodepoint-to-multi point circuits. This
value is dymamically calculated as the numberof |eaves alded to the circuit
root mirus thenumber of leves deleted from the circuit root.

If usage measurement is enabled here: If usage measurement is enabled here:
Carrier Identifier = 1 Carrier Identifier = 2
Transit Carrier Identifier = 2 Transit Carrier ldentifier = 1
ATM
Network
Carrier | Inter-carrier PVC | Carrier
#1 | Inter-carrier SVC | #2
Public Public
UNI UNI

Figure 1-2. Carrier ID/Transit Carrier ID Relationship
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PVC UNI x/Lport y UNI x/Lport y pPvC
Endpoint Recording Recording Endpoint
#1 | Interface ID =1 PVC

Interface ID = 2 | #2

If usage measurement is enabled here: If usage measurement is enabled here:

Recording Interface Identifier = 2
Remote Recording Interface Identifier = 1

Recording Interface Identifier = 1
Remote Recording Interface Identifier = 2

Figure 1-3. Local and Remote Recording Interface ID Relationship
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SVC Usage Data

Table 1-2 describeshe usage data that isltected for inter-network SVCs ad
intra-netvork SVCs.

Table 1-2.

SVC Usage Data

Statistic

Definition

ActivationTime

The time at which the SVCwas create.

Length of Indicates low long the circuiwas adtve.
Recordng
Interval
Traffic The Traffic Parameters necesgdor ddiningthe QoS of theicculit,
Parameters including whether or noTagging and Bestfiort are enbled on the
circuit.
For maeinformdion ontraffic parameterssee théNetwork
Configuration Guide fo CBX 500
Calling Party The address of the calgrparty’s local gagdway node.
Address
CalledParty The address of the callgdrty's localgateway mode (which is the
Address remote gadway for the cding paty).
Default Normally, you have to manually specify a Daftt Accounting
Accounting Address; otherwise, the Acaoting System uses the CalliiRarty
Address Insertion Address as the Daillt UNI Address geepage 4-2h
Called Party An ATM address that unigely identifies the clled party.
Subadiress
Calling Party An ATM address that uniqgely identifies the alling pary.
Subadiress
Traffic The ATM traffic descriptor parameters fboth the foward and
Descrptors badward directions 6 the circuit.For more information o traffic

degriptors, see theNetwork Cafiguration Guide for CBX500.
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Table 1-2. SVC Usage Data (Continued)

Statistic Definition

QoS Class The Q& class @ the circuit, in both taforward ard backvard
directions ofthecircuit. QoS class may be CBEBR, ABR, or VBR.
No differentiation is made between VBRF and VBR-NRT circuits.
For mae information on QoS dasses, e the Network Cofiguration
Guide for CBX500.

Broadband The Bearer Class ofi¢ circuit.
Capabiity

Backward Total The totd number of cells detered m the circuit from tte terminating
Cells node o the originathg nade. This value incldes both high- ah
low-priority cels?

This statgtic is collected only for point-to-point circuits.

Baclkward High | The totd number of high-priority (CP=0) cells deVered m the
Priority Cells circuit from the terminating nade to the orignating node.

This statstic is collected only for point-to-point circuits.

Forward Total The totd number of cells delered m the circuit from tte originating
Cells node b the termhating node. Thisvalue includeoth high- and
low-priority celsP

Forward High The rumber d high-priority (CLP=0) cells deVered on the cingt
Priority Cells from the originating ode to the terminatingode.

a. Backward cell countsaken at the ingress point on the terminatingeindude OAM cell
counts, providing thaDAM Cell Counting is enabled at the network
(global) level. See“Forward and Backard Cell Counts” on page 1-Hhd the description of
OAM Cell Counting on page 441.

b. Forward cell counts takeat the ingress point oneloriginaing node intude OAM cell
counts, providing that th@AM Cell Countirg is enabled at the ngbrk
(global) level. See“Forward and Backard Cell Counts” on page 1-Hhd the description of
OAM Cell Counting on page 441.
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Forward and Backward Cell Counts

This section describes where forward and backward egress and ingress cell count
taken along the path of a circuit. There are two measurement points each for forw
and backward traffic. Forward cell counts are taken at the egress point on the
terminating switch, or at the ingress point on the originating switch. Backward cell
counts are taken at the ingress point on the terminating switch, or at the egress pc
on the originating switch.

For forward cell counts, OAM cells are added to the user cell counts measured at
ingress point on the originating switch, while OAM cell counts, depending on the
Accounting System configuration, may or may not be added to user cell counts
measured at the egress point on the terminating switclpgseed-4).

For backward cell counts, OAM cells are added to the user cell counts measured a
ingress point on the terminating switch, while OAM cell counts, depending on the
Accounting System configuration, may or may not be added to the user cell count
measured at the egress point on the originating switclpésge4-4).

This feature enables an Accounting System to count OAM cells independently; fo
example, on the forward direction of the circuit, the OAM cell count would be the
difference between the cell count taken at the ingress point on the originating swit
and the cell count taken at the egress point on the terminating switch.

Figure 1-4shows an example of a circuit connection, indicating where forward and
backward ingress and egress cell counts are taken on the originating and termina
switches.
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——> Forward direction of circuit |E| = Port
SR Backward direction of circuit
-~ - RN o

Forward ingress P “  ATM Network - — o
cells are counted N
at this point. OAM / Originating Terminating \
cell counts are Switch Switch
always added to /
the user cell p <
count. 4 A

\ ' . '
| \ Intermediate 7 !

[ SN Switch p — = -
UNI ——— S - .
Calling Called
Party Party
Backward egress Backward ingress Forward egress
cells are counted at cells are counted at cells are counted at
this point. OAM this point. OAM cell this point. OAM
cell counts may or counts are always cell counts may or
may not be added added to the user may not be added
to the user cell cell count. to the user cell
Figure 1-4. Egress and Ingress Cell Measurement Locations
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Accounting System Timing

This section describes subjects relating to Accounting System timing, including:

How timing is synchronized across the network
How an SVC call is determined to be short-duration or long-duration

The frequency with which PVC statistics are uploaded to your billing system

Network Timing Synchronization

Usage-based accounting requires that the switch network and the associated
Accounting Servers maintain loosely synchronized and reliable time-of-day clocks
There are two ways to maintain time synchronization in the Ascend switch networ

The CascadeView NMS sets the time of each switch once per day via an SNM
set. The reference time used is the time of day on the CascadeView NMS. Thi
results in loose synchronization of time among the switches, but does not inclt
the Accounting Servers in the network. In addition, the time of day clock on a
switch is automatically updated when:

— A switch-level parameter is changed
— You perform a PRAM sync on the switch’'s SP

— CascadeView performs its daily update of the time-of-day clock

Also, when a switch boots and detects that it is not configured with a valid time
day, an SNMP trap is generated. In this situation, you can usettbkock
command to set the time of day on the switch to the proper time. Normally, se
clock is run automatically as a cron job at midnight every day. However, you c:
execute set clock manually at any time from the NMS console window.

To execute the set clock command, you must log in to the NMS as the superu:
and type the following command:

/opt/CascadeView/bin/setclock

This command updates the time on all switches in the network that are reacha
by the NMS. The output from this command goes to the BillingClock.log file in
/tmp. You can then view the file to see if the switch time was updated.
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e The CBX 500 executes the Netork Time Protocol ® synchranize time ofday on
all IOMswith the time of day on the switchs SP. The time of day meach switcts
SPis then acquired fom the Accounting Sewer. In order fa the switdh nework to
maintainreliable and synchonized tme with the Accounting Seer, NTP
software must be adigured to run a the Acounting Sewers.

You can usehe standard Netvork Time Potocol (NTP) b achieve netvork
timing syndironization For more nformation on how to un NTP @ a Sun
workstatbn, seeAppendix B, “Corfiguring NTPon the Accounting Serer”.

SVC Long-Duration and Normal Calls

SVC calls are cayorized as log-duraton calls and armal calls. At he end of each
24-hour periad, which rames fiom midnight-to-midnight Greenwich Medrme
(GMT), all SVC call data records for agt circuitsare aggegated, and the aggoated
call data ecords br these circuits are then gaeraed. The agregated call dtarecords
arethen etrieved by the Accourting Server for processing.

Long-Duration Calls

Long duration calls se SVCs for whid, at michight GMT, the calling ard called
parties remain connected, and the elapsed time of the SV@ya&ezeeds 24ours.
In otherwords a longduration call is ay call that starts in one 24-hour period, and
spans at leat one more 2-hour period All other calls areshort duration calls.

For long-duration calls, multiple call data recordsare gererated. One reord is created
at the end of the second 24-hourperiod, ard subsequent cal data reords are created at
the endof eadh succeedig 24-harr period until the call is terminated.

Figure 15 illustrates whenfirst and catinuation records foralong-duration SVC ae
generatedIn this example, the 24-har day ends at3 a.m. local time.
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svC svC
Connect Disconnect
8 p.m. GMT 12 a.m. GMT 12:01:10 a.m. GMT 12:02 a.m. GMT 2 p.m. GMT
Day 1 Day 2 Day 3 Day 4 Day 4
| | |
| | |
| | |
<> | |
Elapsed Time ! | '
Less Than 24 hrs. | \
< > Continuation record

Elapsed Time generated
Greater Than 24 hrs. /

Long duration SVC Deactivation record
recognized. First generated at
activation record disconnect
generated

Figure 1-5. Long-duration SVC Record Generation

Normal Calls

For normal calls that begin and end in the same 24-hour period, a call data record
generated and sent to your Billing Operations Server within 15 minutes of the end
the call. For normal calls that begin in one 24-hour period and end in the following
24-hour period, the SVC call data records also are created at the end of the call a
sent to your Billing Operations Server within 15 minutes of the end of the call.

Figure 1-6illustrates when call data records are generated in both of these situatio
As with the previous example, the 24-hour day ends at 3 a.m.

NavisXtend Accounting Server Administrator’s Guide




Accounting System Timing A
ASCEND

SvC SvC
Connect Disconnect
8 p.m. GMT 1am. GMT 12 a.m. GMT
Day 1 Day 1 Day 2
‘ |
Elapsed Time

|
|
|
Less Than 24 hrs. |
|
|

Normal SVC call
record is generated

SVC SvC
Connect Disconnect
12:00:01 a.m. GMT
Day 3
I
8 p.m. GMT 12 a.m. GMT 11:59:50 p.m. GMT |
Day 1 Day 2 Day 2 |
|
| |
| |
-€ >| |
Elapsed Time ' |
Less Than 24 hrs. |
-€ > I

Elapsed Time
Greater Than 24 hrs.

If Elapsed Time reaches or
Normal SVC call exceeds this point, the SVC
record is generated becomes a long duration SVC

Figure 1-6. Normal SVC Call Record Generation
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PVC Recording Inter vals

The PVC Recaling Interval is a onfigurablevalue that determeshow often PVC
call data records are gerated ad sent toyour Billing Operations Seser. If this
interval is set taone tour, then new cal data reords are createdf ead PVC on an
hourly basis.

The PVC Recaling Interval canbe from15 minutes to 140 minutes (24 lours).

Accounting System Terminolo gy

This sectiondescribes some of the Amanting System terms used to see tagious
types offiles produced by the system thraghout he accainting process. Aile
creation fobw chart is alsomcluded to illustrate thevarious stages at which each type
of file is created (seFigure 1-7 onpage 1-18).

Table 1-3 describeshe variousfile types producedby the systemkigure 1-7shows
the creation sequence for these files.

Table 1-3.  File Types Roduced by the Accaunting System

File Type Description

BAF files Theséefiles are created fromompleted cal datafiles by the BAF
generatio process. hiere arewo caggories: primary ad secodaty.
PrimaryBAF files are create directly by the BAF generation process ang
are maked as seconday after siccessful transfer to the Bitly Operatons
Sewer. All seconary files are storg on the Accouting Sewer for a
configurable periodf days (see“Accounting File Purging” on page3-18).

Thesefiles are produced if you select Bellcore ANFArmatduring the
installation of theAccounting Sever software.

ASCII files Thesefiles are created directly the Data Aggrgation processand are
transferred to your Billing Operations Seser without further processing.
Thesefiles replaethe completed cafiles ard BAF files that are used in
stardard Bellcore processing.

Thesfiles areproduce if you select ASCIFormat during the installation
of the Accounthg Sewxer softvare.
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Table 1-3.  File Types Produced by the Accounting System (Continued)
File Type Description

AMA files This is a generic term that refers to both BAF and ASCII files.

Active call The system creates these files for collecting and aggregating usage data

data files each call on an IOM. There is one active call data file for each IOM that
contains logical ports on which accounting is being performed.

Completed | Once a call is completed or has reached a billable state, the completed

call data files | record is copied to a completed call data file. The state of the call is marke
appropriately in the active call data file. If you selected ASCII as the file
format, these files are produced in ASCII; if you selected Bellcore as the

file format, these files are eventually converted to BAF format.

Transfer call

These are completed call data files that have been compressed for m

ore

ner:
call

nda

data files efficient storage.

Usage data | These are the raw usage data files that contain the raw usage data ge

files on the switch IOMs. Records in these files are aggregated into active
records.

Archived BAF files that have been transferred successfully and marked as seco

AMA files They prevent loss of data in the event that a BAF file becomes corrupted
unusable. In this scenario, the Billing Operations Server can retrieve thes
files again.
If ASCIlI AMA generation is enabled, this directory contains transferre
ASCII files. These files are not modified after transfer.

Archived These are data records that have been moved to the archive directory

call data files

storage. They are completed call data files that have already been
processed. If you are using BAF format, these are binary files.

for
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Table 1-3.  File Types Produced by the Accounting System (Continued)

File Type Description
Archived These are usage data files that have already been processed by the data
usage data | aggregation function, and are no longer needed by the system. They
files prevent loss of data in the event that a completed call file becomes

corrupted or unusable, in which case the system uses these files to recre
active call records.

If a usage data file becomes corrupted, you have to shut down the
Accounting System, then move the archived copy of the usage data file
from the /CascadeAS/archive/udfiles directory to the
/CascadeAS/data/udfiles directory for reprocessing.

Audit count | These files contain a set of audit counts for tracing AMA record activity on
files the Accounting Server. They ensure acceptable billing services and
generate an audit trail of daily record processing.

Archive Archive
Usage Completed
Data Call Data
‘ File ‘ File
Usage Active Completed Primary Compressed
Data | Call Data | Call Data AMA — Call Data
Files File File File File
L Archive
AMA
File

Figure 1-7. Accounting System File Creation Sequence
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Preparing for the
Installation

This chapter discusses various issues you need to consider before installing and
configuring the Accounting System software on your NavisXtend Accounting
Servers. The following subjects are discussed:

* Accounting Server requirements, including hardware requirements (such as
system type, memory, and processor), and operating system software
requirements

» The transport options and bandwidth requirements for sending data to the
Accounting Server

* \olumef/file system requirements for your disk array

» Accounting Server directory structure
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Task Flowchart

Figure 2-1shows the order in which you have to perform the necessary high-level
tasks for setting up your Accounting System. References to the sections describir
these tasks are included on the right.

Figure 2-1.

Install the Operating System on
Your Accounting Server(s)

y

Set up and configure your disk
array(s)

L]

Create mount points from the
Accounting Server to the disk
array

L]

Install the Accounting Server
software

v

(Optional) Configure Network
Time Protocol, and verify the
configuration

L]

Create management PVCs from
your switches to their
Accounting Server(s)

L]

Configure Accounting
Server(s) in CascadeView

L]

Configure the Accounting
System settings in
CascadeView

See “Installing Solaris 2.5.1" on
page 2-4.

See “Configuring Your Disk Array”
on page 2-7.

See “Creating Mount Points” on
page 3-2.

See “Installing Software on the
Accounting Server” on page 3-2.

See Appendix B, “Configuring
NTP on the Accounting Server”.

See “Communication Between
Switches and Accounting
Servers” on page 4-7.

See “Assigning Switches to Your
Accounting Servers” on page 4-2.

See “Configuration Hierarchy” on
page 4-13 to begin.

Accounting System Setup Task Flowchart
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Hardware Requirements

This section describes the hardware requirements for the Accounting Server.
Sun Ultra Enterprise 2 workstation with two processors, configured with:

* 256 MB of onboard RAM and a minimum 2.1 GB internal boot drive.

+ CD-ROM drive.

« Adisk array large enough to store the files produced by each switch from whic
your Accounting Server(s) will be retrieving accounting data ‘(Geeafiguring
Your Disk Array” for more information on determining how much storage space
you need in the array).

> The SPARCStations you are using as Accounting Servers should be

dedicated solely for that purpose. You should not use these servers for
any other purpose, such as an NMS workstation or bulk statistics
collector.

To ensure maximum performance, you can configure one disk array to
service multiple Accounting Servers via a data server (which is the
recommended configuration).

In addition, you have two options for connecting your Accounting Servers to the
switch network:

* Via an ATM Network Interface Card. In this situation, you need the following
hardware:

— An ATM Network Interface Card (NIC), installed in the Accounting Server
(for installation instructions, see the documentation you received with the
ATM NIC).

— An OC3c or OC12c cable for connecting the Accounting Server to a switch
the Accounting System.

* Via arouter.

For instructions on how to connect switch hardware to an Accounting Server, follo
the instructions for connecting an NMS console inGBX 500 Hardware Installation
Guide
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Software Requirements

Before you can install the Accounting Server software, you have to install the
following operating system software on the Accounting Server:

e Solaris 2.5.1
e Solaris 2.5.1 Cluster Patch

See the next two sections for installation instructions.

Installing Solaris 2.5.1

The Accounting System requires that the Solaris 2.5.1 operating system be install
on each of your Accounting Servers. For complete installation instructions, see the
Solaris SMCC" Hardware Platform GuideThe instructions contained in this section
relate only to Ascend-specific recommendations for installing the operating systen

1. Follow the instructions in th&olaris SMC Hardware Platform Guidentil the
Upgrade System dialog box appears.

2. When the Upgrade System dialog box appears, choose Initial to repartition the
disk.

3. Inthe System Type dialog box, select Standalone and choose Continue.

4. In the Software dialog box, select Developer System Support and choose
Customize.

> After selecting a software group, you can add or remove software by
selecting Customize. However, this function requires an understanding of
software dependencies and how Solaris software is packaged.
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5. In the Customize Software dialog box, under the Software Clusters and Packe
section, scroll through the list and add the following required new features to tl
Development System Support (a black square indicates the feature is selectec

« Automated Security Enhancement Tools (this feature provides options for
securing the system)

» Basic Networking
* Point-to-Point Protocol

» System Accounting (this selection does not have any relationship to the
Accounting System; it merely enables logging features for Solaris)

6. Choose OK.
7. Inthe Software dialog box, choose Continue.

8. In the Disks dialog box, highlight the line that has “bootdrive” on it. Select Add
and choose Continue.

9. Inthe Preserve Data dialog box, choose Continue. This allows the current file
systems and unnamed slices to be overwritten.

10. In the Automatically Layout File Systems dialog box, select Manual Layout.
11. In the File System and Disk Layout dialog box, select Customize.

12. In the Customize Disks dialog box, enter the values shoWaile 2-1
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Table 2-1.  Boot Drive File System Layout
Slice Mount Point Size
Slice 0 / 150 MB
Slice 1 /swap 768 MB (3*RAM)
Slice 2 DO NOT CHANGE
Slice 3 DO NOT CHANGE
Slice 4 DO NOT CHANGE
Slice 5 lusr 300 MB
Slice 6 /opt (Remaining unallocated drive space after g
other settings have been configured)
Slice 7 DO NOT CHANGE

13. In the File System and Disk Layout dialog box, choose Continue.

14. In the Profile dialog box, confirm that the displayed information is correct. If it |
correct, choose Begin Installation. If you have to change any information, choc

Change.

15. At the reboot after installing Solaris dialog box, choose Reboot.

16. After the Solaris installation completes and the system reboots, see the next

section for instructions on how to install the required cluster patch.

Installing the Solaris 2.5.1 Cluster Patch

After installing the Solaris 2.5.1 operating system, you need to install the latest clu:

patch file on your system. There are several versions of the cluster patch file

2.5.1_Recommended.tafPZatch.] Patch.2 Patch.3.etc.). Select the latest numerical

version. For more information on obtaining this file, contact Sun at

1-800-USA-4SUN.
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Perform the following steps to install the Solaris 2.5.1 cluster patch:
1. Log in as the root user.
2. Open a command tool window, and at the # prompt, enter the following comme

zcat /[path to file]/2.5.1_Recommended.tar.z | (cd /tmp; tar -xvpf -)

where “path to file” is the directory path to the cluster file’s location.
After executing this command, wait for the # prompt to reappeatr.

3. When the # prompt reappears, enter the following commands:
cd /tmp/2.5.1_Recommended/

Jinstall_cluster

After several lines of output, the following message appears:
Are you ready to continue with install? [y/n]:

4. Entery to continue. The installation takes several minutes to complete.

5. When the # prompt reappears, reboot the workstation.

Configuring Your Disk Array

Once Solaris 2.5.1 is installed on all of your Accounting Servers, you can install a
configure the disk array on which the accounting data files are to be stored. For
instructions, see the configuration manuals you received with your disk array.

> We recommend that you connect the disk array to your Accounting
Servers via a data server.

See the following sections to determine the volumef/file system requirements for tf
disk array.
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Disk Array Storage Requirements

The disk array for your Accounting Server(s) must contain seven volumes/file
systems, which you have to set up when configuring your storage array. These
volumesffile systems are listedTable 2-2 To determine the amount of space you
need to reserve for each file system, use the formulas in the following sections, th
record the resulting values in the right-most column of this table. To determine yot
total disk space requirements, add all seven values.

Table 2-2.  Volume/File System Requirements for NFS-Mounted Disk Array

Volume Space Required for
Name? File System Type Each File Systerf
volO1 ICASC/CascadeAS Mirrored 100 MB
vol02 /ICASC/udfiles Mirrored
vol03 /CASC/ama Mirrored
vol04 /ICASCl/calls Mirrored
vol05 /CASC/ar_udfiles Raid5
vol06 /ICASC/ar_calls Raid5
vol07 /CASC/ar_ama Raid5
Minimum Disk Storage Required ->

a. The volume names shown here are defaults. When configuring your disk array, you
can change them to any volume name you want to use.

b. Record these values as you determine them in the following sections. Add all
values to determine your total disk storage requirements.

The disk array storage requirements are primarily based on the total number of S\
calls/sec plus the total number of PVCs for all switches in the network whose
accounting data is being stored on the disk array. The SVC calls/sec and number
PVCs are a basis for determining how much accounting data is produced by the
switches whose usage data you plan to store on the disk array. Other factors inclu
mirroring and Raid5 requirements and, for some file systems, the number of days
plan to store archived data.
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Use the following formulas to determine the amount of storage space needed for t
accounting data that your switches will produce. As you determine each value, rec
the value in the right-most column ©ible 2-2 on page 2-8/hen determining the
total SVC calls/sec, you have to determine the average # of SVC calls/sec for eac
switch, then total all averages. Similarly, when determining total PVCs, you have t
determine the number of PVCs on each switch, then total all values.

/CASC/CascadeAS File System

You need to reserve 100 MB of space for this file system in all situations, regardles
your network size and other factors. Half of this space is needed for the active file
system, and half for the mirrored file system. Therefore you need to reserve half o
this space on one physical volume, and the other half on a second physical volum

/CASC/udfiles File System

Use the following formula to determine disk space requirements for the
/CASC/udfiles file system. The formula is the same regardless of whether you are
using ASCII or Bellcore format.

(total SVC calls/sec for all switches x 18KB)
+ (total PVC circuits x 300 bytes)/(recording interval in min tes)

> The factor of 4 accounts for drive mirroring and the fact that there are two
endpoints for each SVC and PVC (and therefore two records for each
SVC and PVC).

Example

You have three switches sending data to this disk array. Switchl averages 800 SV
calls/sec, Switch2 averages 600 calls/sec, and Switch3 averages 700 calls/sec. T|
three switches average a total of 2100 SVC calls/sec. Switchl has 5,000 PVCs,
Switch2 has 7,000 PVCs, and Switch3 has 4,000 PVCs. These switches have a to
16,000 PVCs.

Also, your PVC recording interval is set to 5 minutes.
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The disk storage requirements for /CASC/udfiles in this network would be:

[(2100 x 18 KB) + (16,000 x 60 bytes)] x 4 = 155,040,000 byi6§ (IB)

/ICASC/ama File System

If you are using Bellcore format, use the following formula to determine disk space
requirements for the /CASC/ama file system:

(total SVC calls/sec for all switches x 150KB) 4
+ [(total PVC circuits x 2.5KB)/(recording interval in minut sﬁ

If you are using ASCII format, use the following formula to determine disk space
requirements for the /CASC/ama file system:

(total SVC calls/sec for all switches x 162KB) 4
+ [(total PVC circuits x 2KB)/(recording interval in minute )ﬁ(

Example

You have three switches sending data to this disk array. Switchl averages 600
calls/sec, Switch2 averages 900 calls/sec, and Switch3 averages 400 calls/sec. T!
three switches average a total of 1900 calls/sec. Switchl has 2,000 PVCs, Switch:
1,000 PVCs, and Switch3 has 1,500 PVCs. These three switches have a total of 4
PVCs.

Also, your PVC recording interval is set to 10 minutes.

If you plan to use Bellcore format, the disk storage requirements for /CASC/ama i
this network would be:

[(1900 x 150KB) + [(4500 x 2.5KB)/1Dk 4 = 1,144,000 KB1,144 MB)

If you plan to use ASCII format, the disk storage requirements for /CASC/ama in tl
simple network would be:

[(1900 x 162KB) + [(4500 x 2KB)/1)x 4 = 1,234,800 KB1,235 MB)
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/ICASC/calls File System

To determine the total file system requirements for /CASC/calls, you need to
determine the disk space required for the three subdirectories (active, complete, &
transfer) in this file system.

If you are using Bellcore format, use the following three formulas to determine dis|
space requirements for the /CASC/calls file system. Then add the three values:

active
total PVC circuits x 296 bytes x 4

complete

(total SVC calls/sec x 266,400 bytes) 4
+ [(total PVC circuits x 4440 bytes)/(recording interval in minu eé]

transfer

(total SVC calls/sec x 266,400 bytes)
+ [(total PVC circuits x 4440 bytes)/(recording interval in minut s)]

If you are using ASCII format, use the following three formulas to determine disk
space requirements for the /CASC/calls file system. Then add the three values:

active
total PVC circuits x 296 bytes x 4

complete
(total SVC calls/sec x 242,100 bytes) X
|+ [(total PVC circuits x 3,000 bytes)/(recording interval in minu esﬂ
transfer
(total SVC calls/sec x 242,100 bytes)
|+ [(total PVC circuits x 3,000 bytes)/(recording interval in minu es)]
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Example

You have three switches sending data to this disk array. Switchl averages 700
calls/sec, Switch2 averages 600 calls/sec, and Switch3 averages 900 calls/sec. Ti
switches average a total of 2200 calls/sec. Switchl has 1,000 PVCs, Switch2 has
1,000 PVCs, and Switch3 has 1,500 PVCs. These three switches have a total of 3
PVCs.

Also, the PVC recording interval is set to 5 minutes.

If you plan to use Bellcore AMA format, the disk storage requirements for
/ICASCl/calls in this network would be:

3500 x 296 bytes x 4 = 4144KB (or 4.2 MB)
[(2200 x 266,400 bytes) + [(3500 x 4440 byted)5} = 2,356,640 KB (2,357 MB)
[(2200 x 266,400 bytes) + [(3500 x 4440 byted)&} = 2,356,640 KB (2,357 MB)

4.2 MB + 2,357 MB + 2,357 MB 4,718 MB

If you plan to use ASCII format, the disk storage requirements for /CASC/calls in t
network would be:

3500 x 296 bytes x 4 = 4144KB (or 4.2 MB)
[(2200 x 242,100 bytes) + [(3500 x 3000 byted)%5# = 2,138,880 KB (2,139 MB)
[(2200 x 242,100 bytes) + [(3500 x 3000 byted)%5} = 2,138,880 KB (2,139 MB)

4.2 MB + 2,139 MB + 2,139 MB 4,282 MB

/ICASC/ar_udfiles File System

Use the following formula to determine disk space requirements for the
/CASC/ar_udfiles file system. The formula is the same whether you are using Bellc
format or ASCII format.

(total SVC call/sec x 150bytes)
L (total PVCs x 2.5bytes)/(recording inter aﬁ(#days before purge x 84600sec/day) x 2.4

> The factor of 2.4 accounts for Raid5 error correction requirements (1.2)
and the fact that there are two endpoints for each SVC and PVC.
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Example

You have three switches sending data to this disk array. Switchl averages 800
calls/sec, Switch2 averages 900 calls/sec, and Switch3 averages 750 calls/sec. Ti
switches average a total of 2450 calls/sec. Switchl has 1,000 PVCs, Switch2 has
2,000 PVCs, and Switch3 has 2,000 PVCs. These three switches have a total of 5
PVCs.

Also, the recording interval is set to 10 minutes, and the file purging value for usac
data files is set to 5 days.

The disk storage requirements for /CASC/ar_udfiles in this network would be:

[(2450 x 150 bytes) + (5000 x 2.5bytes)/10] x (423,000) x B75355 MB

/ICASC/ar_calls File System

If you are using Bellcore format, use the following formula to determine disk space
requirements for the /CASC/ar_calls file system:

(total SVC call/sec x 296 bytes)
L (total PVCs x 5 bytes)/(recording interv ﬁ(#days before purge x 84600sec/day) x 2.4

If you are using ASCII format, use the following formula to determine disk space
requirements for the /CASC/ar_calls file system:

(total SVC call/sec x 269 bytes) |y (#days before purge x 84600sec/day) x 2.4
+ (total PVCs x 10 bytes)/(3 x recording interyal)

Example

You have three switches sending data to this disk array. Switch1 averages 500
calls/sec, Switch2 averages 900 calls/sec, and Switch3 averages 800 calls/sec. Ti
means your network averages 2200 calls/sec. Switchl has 1,000 PVCs, Switch2 |
1,000 PVCs, and Switch3 has 1,000 PVCs. These three switches have a total of 3
PVCs.

Also, the recording interval is set to 10 minutes, and the file purging value for call d
files is set to 4 days.
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If you plan to use Bellcore AMA format, the disk storage requirements for
/CASCl/ar_calls in this network would be:

[(2200 x 296 bytes) + (3000 x 5 bytes)/4] x (338,400) x 258%,925 MB

If you plan to use ASCII format, the disk storage requirements for /CASC/ar_calls
this network would be:

[(2200 x 269 bytes) + (3000 x 10 bytes)/12] x (338,400) x 482667 MB

/ICASC/ar_ama File System

If you are using Bellcore format, use the following formula to determine disk space
requirements for the /CASC/ar_ama file system:

(total SVC call/sec x 250 bytes) x (#days before purge x 84600sec/day) x 2.4
L (total PVCs x 250 bytes)/(recording interval x O)( y purg y)x2.

If you are using ASCII format, use the following formula to determine disk space
requirements for the /CASC/ar_ama file system:

(total SVC call/sec x 269 bytes) . X (#days before purge x 84600sec/day) x 2.4
+ (total PVCs x 200 bytes)/(recording interval x 60)

Example

You have three switches sending data to this disk array. Switchl averages 700
calls/sec, Switch2 averages 800 calls/sec, and Switch3 averages 900 calls/sec. T|
switches average a total of 2400 calls/sec. Switchl1 has 3,000 PVCs, Switch2 has
1,000 PVCs, and Switch3 has 3,000 PVCs. These three switches have a total of 7
PVCs.

Also, the recording interval is set to 5 minutes, and the file purging value for call d:
files is set to 4 days.

If you plan to use Bellcore AMA format, the disk storage requirements for
/CASC/ar_ama in this network would be:

[(2400 x 250) + ((7000 x 250)/300)] x 338,400 x 2.492,034 MB
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If you plan to use ASCII format, the disk storage requirements for /CASC/ar_ama
this network would be:

[(2400 x 269) + ((7000 x 200)/300)] x 338,400 x 2.839,558 MB

Minimum Storage Requirements

To determine the minimum disk space requirements for your storage array, add e:
of the values you entered in the right-most colummadifie 2-2 on page 2-8

When determining your disk space requirements, keep the following points in min

If you add any PVCs or SVCs to your network (either on existing switches or b
adding new switches to the network), you will need additional storage space ft
the usage data produced for these circuits. Therefore, you may want to compt
the values based on future expansion of your network, instead of computing tr
based on the current state of your network.

If you change the file purging values on any of your Accounting Servers, it will
affect your storage space requirements. For example, if you increase the file
purging value for the /CASC/ar_udfiles file system from 3 days to 6 days, you w
need twice as much storage space for this file system than you originally
computed, because you are retaining the files for twice as long.

If you turn off the Accounting Server’s file compression process (using the
ascomp-start script), data files will no longer be compressed, and the amount
storage space required for these files will increase by at least a factor of two. F
this reason, it istrongly recommendetiat you not turn off file compression
unless you have configured your disk array with a significant amount of extra
storage space. (For information on the ascomp-start scripfabée6-1 on page
6-3.)
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Accounting Server Directory Structure

This section details the default structure of the Accounting Server directories. If yc
want, you can change the default directories during the initial stages of the Accoun
Server software installation (spege 3-%. If you changed the defaults, you should
make a list of the directories you are using. Any directory changes made during
installation are symbolically linked to the directory structure showialre 2-3

The Accounting Server directory structure layout is designed for use with a data
server. Many of the directories are intended to be stored in their own file system. F
example, the raw usage data files from the switch are stored in a different file syst
than the archive files for that same data.

Table 2-3.  Accounting Server Directory Structure

Directory Description

The following is the high-level Accounting Server directory structure.

/CascadeAS This is a link to the Accounting Server file system (for
example, /CascadeAS —> /CASC/CascadeAS).

/CascadeAS/archive Contains directories (or links to directories) that are uged 1
store data considered by the Accounting Server to be alread:
processed or inactive. Files are removed from the
subdirectories in this directory based on the File Purging
values specified during the Accounting Server configuration
(see"Accounting File Purging” on page 3-1.8

/CascadeAS/bin Contains all of the executables required to run the
Accounting Server.

/CascadeAS/data Contains all of the active data file directories (or links fo
directories), including directories for AMA files, active and
completed call data files, and audit count files.

/CascadeAS/etc Contains all of the scripts that are periodically executed by
the root crontab.

/CascadeAS/install Contains the process status scripts, as well as the scripts 1
start up and shut down processes.
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Table 2-3.  Accounting Server Directory Structure (Continued)

Directory Description

/CascadeAS/lib Contains the Cygnus gnu libraries that are needed to run t
Accounting Server.

/CascadeAS/tools Contains the dump utilities and other tools that you can us
to check the processing of data throughout the system.

The /CascadeAS/archive and /CascadeAS/data directories ceotadirectories. The
following is a breakdown of subdirectories in each of these high-level directories.

/CascadeAS/archive/ama Contains AMA files (in either BAF or ASCII format) that
have been successfully transferred from the Accounting
Server to the File Transfer Site specified during the
Accounting System configuration (s&ecounting AMA
File Transfer Configuration” on page 3)18lo data appears
in this directory until a completed AMA file has been
transferred. If the File Transfer option is disabled, or the File
Transfer Configuration is not set up properly, then this
directory remains empty.

Note: Data in this directory is not compressed and requirgs
significant storage space.

/CascadeAS/archive/calls | Contains completed call data files that have been previopsly
ftransfer compressed in the /CascadeAS/data/calls/transfer directory.

/CascadeAS/archive/udfiles  Contains the raw usage data files from each of the swjitch
that are configured to use the Accounting Server. The data i
actually stored in a subdirectory called “compressed” after
the compression function has successfully compressed the
data.

/CascadeAS/data/audit Contains the audit count files for each dayiSekying
the Contents of Audit Count Files” on page 6f@2more
information on audit count files.
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Table 2-3.  Accounting Server Directory Structure (Continued)

Directory

Description

/CascadeAS/data/ama

Contains the files created by the BAF/ASCII generatig
process, as well as a storage area called primary, which
subdirectory in which completed AMA files are placed fo
transfer to your Billing Operations Server.

Note: If FTP is disabled, AMA files will remain here until
another process is executed to retrieve this data or the
secondary file age limit is met.

/CascadeAS/data/calls

Contains three subdirectories: active, complete, and t

active— Contains a single file for each switch/IOM pair.
This file contains all of the call data for calls that are
currently active on each IOM.

Filenames consist of the switch’s IP address concatenat
with the IOM number (e.g., 193.2.3.4.10 indicates data fi
IOM 10 on a switch with IP address 193.2.3.4).

complete— Contains a pair of files for both SVC and PV
billable calls. Each pair contains a record file and a status
for both PVCs and SVCs. Filenames consist of SA or PA
the switch’s IP address, the IOM number, the year, day,
hour of day. If the file is a status file, the letter s is
concatenated onto the filename. For example, the filenar
SA.193.2.3.4.10.1997.102.02.01s indicates a status file
an ATM SVC on IOM 10 on a switch with IP address
193.2.3.4, and that the file was generated during the seg
quarter of the second hour of the 102nd day of 1997.

transfer— Contains the completed call data files for the
previous 1/4 hour. These files have been fully processed
the BAF/ASCII generation process.

n
s th

[aNS

one

by

/CascadeAS/data/config

Contains the Accounting Server configuration file.

NavisXtend Accounting Server Administrator’s Guide




Accounting Server Directory Structure A
ASCEND

Table 2-3.  Accounting Server Directory Structure (Continued)

Directory Description
/CascadeAS/data/logs Contains the Accounting Server error log, the time chang
log, and any intermediate files created by the execution
scripts.
/CascadeAS/data/udfiles Contains raw usage data files. When a switch sends data

the Accounting Server, the data is placed in this directory.
Upon execution, these files are moved into their approprjate
switch directories based on the switch IP address in the
filename. If the Accounting Server is configured to receiye
data from the switch, the data is stored in a directory namec
SW.[ip_addresy whereip_addresss the IP address of the
switch.

Note: If there is no switch configured on the Accounting
Server for the file that is received, the file is moved to a
suspense subdirectory in this directory.
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Accounting Server Setup

This chapter describes how to install the Accounting Server software and configur
the Accounting Servers in your network. As part of the installation process, you ca

also specify the storage directories for the various stages of data files produced b
system.

Before following the instructions in this chapter, you should have performed the
following tasks as described in Chapter 2:

g Installed the Solaris 2.5.1 operating system and Solaris 2.5.1 patch rele
g Installed and configured your disk array
g Configured the volumes/file systems on your disk array

Before You Begin the Installation

Prior to beginning the installation, we recommend that you read the following
installation instructions thoroughly to determine the information you need for the ty
of installation you want to perform. Record the information you will need for the
installation, especially if you decide to use settings that differ from the defaults.
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Creating Mount Points

Before you can install the Accounting Server software, you must create mount poi
from the Accounting Server boot drive to the seven file systems you created on yc
disk storage array (s@eble 2-2 on page 248r a listing of these file systems).

After creating the mount points, you can begin the Accounting Server software
installation as described in the next section.

Installing Software on the Accounting Server

To install the Accounting Server software on the Accounting Servers in your netwc
1. Log into the Accounting Server as the root user.

2. Enter the following command to add the software package:
pkgadd -d[ device_name |

where device_name is the device you are installing from (e.qg., /cdrom/cdromO
you are installing from CD-ROM).

The following prompt appears:

The following packages are available

1 CASCaccsv NavisXtend Accounting Server
Sparc [ version # |

Select package(s) you wish to process (or ‘all’ to process
all packages). (default): all) [?,??,q]:

3. Typel and press Return to select the Accounting Server package. The followir
prompts appear:

Processing package instance <CASCaccsv> from [ device_name |

NavisXtend Accounting Server
[ workstation type ]
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If the directory /CASC/CascadeAS does not exist, the following message is
displayed:

The selected base directory </CASC/CascadeAS> must exist
before the installation is attempted.

Do you want this directory created now [y,n,?,q] y

4. If you see this prompt, typeand press Return to continue. The following
message and menu appear:

Using </CASC/CascadeAS> as the package base directory.

During the installation you will be prompted for information
about the type of installation, the directory structure and
the Accounting Server Configuration. Please refer to the
installation guide for preinstallation instructions and a
further description of the installation process.

What type of installation would you like to perform?
1 - Bellcore AMA Format
2 - ASCIl AMA Format

5. Select the type of installation you want to perform. If you want to use Bellcore’
AMA format (BAF) for the final AMA file format, select option 1 and press
Return. If you want to use the comma-delimited ASCII format for the final AMA
file format, select option 2 and press Return. Sgeendix A, “Record Formats”
for more information on these formats.

The system displays the following prompt:

Continue with the [ installation type ] Installation?
Is this correct (y or n)? <y>
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6. Typey to continue with the installation. If you made the wrong selectionntype
return to the previous menu, then select the correct option to continue.

The following message and prompt appear:

You now have the opportunity to DISABLE the generation of
AMA records for SVCs and PVCs. If you choose to DISABLE
record generation, this choice will remain in effect until

a NEW installation of the Accounting Server is done.

Would you like to DISABLE SVC record generation at this time?
Is this correct (y or n)? <y>

7. If you do not want to generate SVC records on this Accounting Servey, tfpe
you want to generate SVC records on this Accounting Servemtyfeep in
mind that if you choose not to generate SVC records, and you later decide yol
want to generate them, you will have to remove the Accounting Server packag
and re-install it.

The following prompt appears:

Would you like to DISABLE PVC record generation at this time?
Is this correct (y or n)? <y>

8. If you do not want to generate PVC records on this Accounting Servey, tfpe
you want to generate PVC records on this Accounting Servemiyfeep in
mind that if you choose not to generate PVC records, and you later decide yol
want to generate them, you will have to remove the Accounting Server packag
and re-install it.

The following message and prompt appear:

Your current selection for AMA record generation is:
SVC Records : [ ENABLED) DISABLED
PVC Records : [ ENABLED) DISABLED

Is this correct(y or n)? <y>
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9. If the selections are as desired, tyge continue. Otherwise, typeand reselect
these options.

If you typey, the following menu appears next. This menu enables you to
configure the Accounting Server directory structlisble 3-1provides

information on each of these directories. For information on the Accounting
System directory structure and the file types that are stored in these directorie
seeTable 1-3 on page 1-16

Select the directory you would like to configure
1 - Root Directory Structure

2 - Raw (Switch) Usage Data Files

3 - Active Calls Database files

4 - AMA Format files

5 - Archive usage data files

6 - Archive call data files

7 - Archive AMA data files

v-View the current settings
r-Reset the current settings to the defaults
c-Accept the current settings and continue

> Do not choose option c until all directories have been configured to point

to your disk array file systems. When you choose option c, the Accounting
Server installation continues, and you cannot go back to specify the
directories.

You can view a listing of the current directory settings at any time by
selecting option v.

While this menu is displayed, you can reset all directories to the defaults
by selecting option r.
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Table 3-1.  Directory Structure Defaults

Selection Default

Root Directory Structure The base directory under which all other file storag

[}

directories will reside. The default is /CascadeAS.

Raw (Switch) Usage Data Files /CASC/CascadeAS/data/udfiles

Active Calls Database Files ICASC/CascadeAS/data/calls
AMA Format Files ICASC/CascadeAS/data/ama
Archive Usage Data Files ICASC/CascadeAS/archive/udfiles
Archive Call Data Files ICASC/CascadeAS/archive/calls
Archive AMA Data Files /ICASC/CascadeAS/archive/ama
10. Choose option v to display the current settings. If you accept the defaults, you'

11.
12.

run out of disk space because the files produced by the Accounting System wil
stored on the Accounting Server’s boot drive instead of on the disk array.
Therefore, you have to change each directory setting to point to the file system:
the disk array. To do so, select the appropriate number for the file system you w
to change, and press Return.

A prompt similar to the following appears:

Enter in the directory path for the location
of the Accounting Server [ selected file type ]-
< default directory ] > current setting ]

Type the full path name of the directory you want to use for the selected item.

Once you have specified all of the directory locations you want to use, select
option ¢ to continue with the installation.

The following prompt appears:

Are you sure these are the settings you wish to use?
Is this correct (y or n)? <y>
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13.

14.

If the settings are correct, tygeand press Return to accept the settings and
continue. If any settings are incorrect, typand press Return to go back to the
previous menu.

The following message and prompt appear:
The NavisXtend Account ing Se rver product provides a version
of the Network Time Protocol which can be used to synchronize

the time-of-day clocks of all Ascend switches that perform
usage-based accounting in your network.

Please refer to the installation guide for more information
on

the use of the Network Time Protocol in the Accounting
System.

Do you wish to install and execute the Network Time Protocol
on this server (y or n)?

If you want to install the Network Time Protocol on this server, gnter
Otherwise, type and continue t&tep 14 If you typey, the following message
appears:

Support for the Network Time Protocol will be installed.

The following message and prompt appeatr:

This package contains scripts which will be executed with super-user
permission during the process of installing this package.

Do you want to continue with the installation of this package [y,n,?] y

Typey and press Return to continue.

At this point, the Accounting Server files are installed. The installation takes le:
than a minute.
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Once the Accounting Server files have been installed, the Accounting Server
Configuration Main Menu (shown here) appears. At this point, you can begin
configuring the Accounting Server as describetanfiguring Your Accounting
Servers” on page 3-10

Accounting Server Configuration Main Menu

1 - Bellcore Standard Configuration Parameters
2 - Accounting File Purging

3 - Accounting AMA File Transfer Configuration
4 - File System Capacity Monitoring

5 - Switch Configuration

6 - SNMP Trap Destinations

g - Exit this program

Select the number of an item :

At a minimum, you must define the switches whose usage data records are to be
transferred to this Accounting Server ($&ecend Switch Configuration” on page
3-26). If you prefer to do so, you can configure all other items after completing the
installation. SeéConfiguring Your Accounting Servers” on page 3fb®instructions
on how to configure your servers after the software has been installed.

> Once you choose q from the main menu, the installation completes and
the Accounting Server processes start. If you choose g before completing
the configuration, the system may not function as you want it to.

If you choose q before completing the Accounting Server configuration,
you can access the Accounting Server Configuration Main Menu by
logging in as the superuser and entering the following command:

/CascadeAS/bin/configAS

For instructions on how to complete the installation, see the next section. It is
recommended (but not required) that you complete the configuration of the
Accounting Server before quitting the installation program.
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Completing the Installation

To complete the installation, select option g from the Configuration Main Menu. On
you do so, the Accounting Server processes are started automatically, and the
following sequence of messages is displayed. This example shows the output if y«
elected to install the Network Time Protocol; if you did not, the second group of
messages relating to NTP are not displayed when you quit the installation.

Executing postinstall script

Current Accounting Server Status
Data Aggregation: RUNNING
PVC BAF Generation: RUNNING
SVC BAF Generation: RUNNING
BAF Transfer: RUNNING
File Aging: RUNNING
File Compression: RUNNING
File Transfer: RUNNING
AS SNMP Agent: RUNNING

Starting NTP daemon
KERNEL tick = 10000 us
PRESET tick = 10000 us
dosynctodr is on

kernel level printf’s: on
calculated Hz = 100.00 Hz
zeroing dosynctodr: done!

Installation of <CASCaccsv> was successful.
The following packages are available:
1 CASCaccsv  NavisXtend Accounting Server

Sparc [ version # |

Typeq and press Return to exit the installation script.
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Configuring Your Accounting Servers

This section describes how to use the Accounting Server Configuration Main Ment
configure each of the Accounting Servers in your network. Each server must be
configured separately; you must perform the instructions in this section for each
Accounting Server in your network.

There are two ways to display the Accounting Server Configuration Main Menu:

* When you complete the software installation, the Accounting Server
Configuration Main Menu displays automatically. In this scenario, the Accountir
Server processes are not running yet.

* When the system is operating, you can enter the following command to access
Configuration Main Menu.

/CascadeAS/bin/configAS

In this scenario, the Accounting Server processes may already be running. An
changes you make to the configuration take effect the next time a process exec
(for example, if the file transfer process is currently executing and you change
destination system to which files are being transferred, the change does not te
effect until the next time the file transfer process executes).

The Accounting Server Configuration Main Menu is shown here:
Accounting Server Configuration Main Menu

1 - Bellcore Standard Configuration Parameters
2 - Accounting File Purging

3 - Accounting AMA File Transfer Configuration
4 - Recording Office Configuration

5 - File System Capacity Monitoring

6 - Switch Configuration

7 - SNMP Trap Destinations

g - Exit this program

Select the number of an item :
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Select the item you want to configure. Each of the configuration options is
described in the following sections. See the listed page number for more
information on a given menu choice.

> If you chose “ASCII Format” instead of “Bellcore AMA Format” during the
installation, the first item, “Bellcore Standard Configuration Parameters” is
not included as a menu choice since it does not apply to ASCII data files.

Menu Selection See
Bellcore Standard Configuration Parameters page 3-12
Accounting File Purging page 3-18
Accounting AMA File Transfer Configuration page 3-19
Recording Office Configuration page 3-22
File System Capacity Monitoring page 3-23
Switch Configuration page 3-26
SNMP Trap Destinations page 3-29
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Bellcore Standard Configuration Parameters

This option is available only if you selected Bellcore AMA Format on the initial
installation menu. You need to select this option if:

* You want to use BAF file format with proprietary extensions (extended BAF)
* You want to modify any of the default settings for the items shown in this ment

When you select Bellcore Standard Configuration Parameters from the Configurat
Main Menu, the following menu is displayed:

Bellcore Standard Configuration Parameters Menu

1 - Enable inclusion of proprietary BAF modules
2 - AMA File Size Capacity
3 - Disable AMA Four-Field Suppression
4 - AMA Structure Call Types for BAF Records
5 - AMADNS Source Component Identifier
6 - AMADNS Destination Component Identifier
7 - Return to previous m enu

Once all items on this menu are configured as desired, select “Return to previous
menu” to return to the Configuration Main Menu. You are then prompted to confirn
any changes you made. Typand press Return to commit your changes, ortiype
and press Return to cancel any changes you made. In either case, the Accounting
Server Configuration Main Menu reappears.

For information on each of the items on this menu, see the associated page numt

shown here:
Menu Selection See

Inclusion of Ascend-proprietary modules page 3-13
AMA File Size Capacity page 3-13
AMA Four-Field Suppression page 3-14
AMA Structure Call Types for BAF Records page 3-15
AMADNS Source Component Identifier page 3-15
AMADNS Destination Component Identifier page 3-17
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Inclusion of Ascend-proprietary Modules

Ascend proprietary modules (Ascend extensions) include usage data that is not
included in standard BAF filesAscend BAF Extensions” on page Al8ts and
describes each of the proprietary modules. If you do not include these modules, tt
the BAF files produced by the system only contain Bellcore standard information.
you include these modules, the BAF files contain all of the Bellcore standard
information, plus the additional information listed pmge A-9

When you select option 1, the following prompt appears:

Inclusion of the proprietary modules is now disabled.
Do you want to include the modules? (y/n):

Typey and press Return to enable the following proprietary modules. If you do not
need or do not want to use these modules, riygred press Return to return to the
Bellcore Standard Configuration Parameters menu.

AMA File Capacity

By default, an AMA file can be a maximum size of 2000 KB (2 MB), and the
maximum number of records that each file can contain is 16,000. During installatic
you should accept these default values. If you later determine that you need to chg
these defaults, you can do so by running the Accounting Server configuration progt
(see“Configuring Your Accounting Servers” on page 310

If you want to change these values, select option 2 from the Bellcore Standard
Configuration Parameters menu. The following menu appears:

AMA File Size Capacity Parameters

1 - The maximum size of the file in Kbytes (current: 2000).
2 - The maximum number of records in a file (current: 16000).
3 - Return to previous menu.

Select a parameter to change:

To change either of the current values, type in the appropriate menu number, ther
enter the desired value at the prompt that appears. When you finish, select option
return to the Bellcore Standard Configuration Parameters menu.
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AMA Four-Field Suppression

Standard AMA files contain a common set of fields that contain the same values i
each file produced for a given switch-Accounting Server pair. These fields are:

* Sensor type

» Sensor identification
» Recording Office type
* Recording Office ID

The sensor type and sensor identification fields uniquely identify the generating
switch. The Recording Office type and Recording Office ID are not applicable to tf
Accounting Server; the Accounting Server sets both of these values to zero (0).

You can suppress these fields to reduce the size (by 12 bytes) of each BAF recorc
is produced in a given BAF file. The four fields are still contained in the header for t
file, and can be extracted from the header if needed. By enabling four-field
suppression, you can save significant storage space, since you are decreasing the
record size of BAF records by 12 bytes.

To disable (or enabled) four-field suppression, select option 3 from the Bellcore
Standard Configuration Parameters menu. The following prompt is displayed:

Four-Field Suppression is currently enabled.
Do you want to disable it ? (y/n)

If you want to include these four fields in your final BAF records, typed press
Return. Otherwise, type and press Return to exclude these fields from your final
BAF record.

NavisXtend Accounting Server Administrator’s Guide




Configuring Your Accounting Servers A
ASCEND

AMA Structure Call Types for BAF Records

This option enables you to change the structure call types for the BAF records tha
system produces. For detailed information on call types, see Bellcore GR-1100 ar
Bellcore GR-1110-CORE, Section 10.

To change any of the default values, select option 4 from the Bellcore Standard
Configuration Parameters menu. The following menu appears. The default settings
shown here.

- Intranetwork Point to Point Terminating SVC Call Type (current: 619).

- Intranetwork Point to Point Originating SVC Call Type (current: 610).

- Intranetwork Point to Multipoint Terminating Leaf Call Type (current: 801).
- Intranetwork Point to Multipoint Originating Root Call Type (current: 800).
- Intranetwork PVC Call Type (current: 609).

- Internetwork PVC Call Type (current: 608).

- Internetwork SVC Originating UNI Call Type (current: 611).

- Internetwork SVC Originating NNI Call Type (current: 612).

9 - Internetwork SVC Terminating UNI Call Type (current: 802).

10 - Internetwork SVC Terminating NNI Call Type (current: 613).

11 - Return to Previous Menu.

O~NOOOA WNE

Select an option :

Type the number for the item you want to change. A prompt similar to the followin
appears:

Enter <[ item ] Type>:[ value ]

Enter the new value. When all values are set as desired, select option 11 to return
the Bellcore Standard Configuration Parameters menu.

AMADNS Source Component Identifier

The Source Component Identifier uniquely identifies the Accounting Server to you
Billing Operations Server. It is a 6-digit value that is comprised of a 2-digit Source
Component Type Code and a 4-digit Source Component Identification Number. Th
items are defined as follows:

Source Component Type Code— A 2-digit code, as defined in Bellcore
GR-1343-CORE, that identifies the type of AMADNS Server (Accounting Server)
that is sending AMA records to the Billing Operations Server. For example, if the
Accounting Server is considered to be an AMADNS Data Server by your Billing
Operations Server, set the Source Component Type to 2 (02).
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This value is 02 by default, and should remain so in order to be Bellcore complian
The valid range of values is 00-15.

Source Component Identification Number— A 4-digit code that uniquely

identifies the Accounting Server that is sending AMA records to the Billing
Operations Server. Enter a different value for each of your Accounting Servers. Tt
value can be in the range of 0000 to 4095.

As an example, if you have three Accounting Servers, you may want to assign the
Source Component Identifiers 020001, 020002, and 020003.

By default, the Source Component Identifier is set to 020000. To change the Sour
Component Type Code or Identifier Number, select option 5 from the Bellcore
Standard Configuration Parameters menu. The following messages and menu apj

The Accounting Server must be assigned a Source Component Identifier
which uniquely identifies the Accounting Server within your
Accounting System.

As defined in GR-1343-CORE (AMADNS), the Component Identifier is composed
of two parts: a Component Type Code and a Component Identification Number.

The Component Identifier is represented as xxyyyy where xx is the
Component Type Code and yyyy is the Component Identification Number.

The Component Identifier currently configured is: 020000

1 - Source Component Type Code (current: 2).
2 - Source Component Identification Number (current: 0).
3 - Return to Previous Menu.

Select an option:

To change either of these values, enter the number for the item, then at the promy
enter the new value. Initially the Source Component Type Code is set to 2 (02) an
should not be changed. The Source Component Identification Number is initially s
to 0000; you can change this value to any code not currently being used by anoth
Accounting Server.

When both values are configured as desired, choose option 3 to return to the Bell
Standard Configuration Parameters menu.
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AMADNS Destination Component Identifier

The following two items identify the Billing Operations Server to which you want
final AMA data files to be transferred. These two items are included in BAF filenam
(seepage 6-1).

Destination Component Type Code— A 2-digit Component Type code, as defined
in Bellcore GR-1343-CORE, that identifies the type of Billing Operations Server to
which completed AMA files are to be transferred. For example, if the Billing
Operations Server is a DPMS, set the Destination Component Type to 03. For dete
information, see Bellcore GR-1343-CORE.

The valid range of values is 00-15. You should use the Destination Component Ty
that is appropriate for the type of Billing Operations Server you have.

Destination Component Identification Number— A 4-digit code that uniquely
identifies the Billing Operations Server to which completed AMA files are to be
transferred. Enter the 4-digit code that identifies your Billing Operations Server. Tt
value can be in the range of 0000 to 4095.

By default, the Destination Component Identifier is set to 030000. To change the
Destination Component Type or Identification Number, select option 6 from the
Bellcore Standard Configuration Parameters menu. The following menu appears:

The Billing Operations Server (e.g., AMADNS DPMS) must be assigned a
Destination Component Identifier which uniquely identifies the BOS
within your Accounting System.

As defined in GR-1343-CORE (AMADNS), the Component Identifier is composed
of two parts: a Component Type Code and a Component Identification Number.

The Component Identifier is represented as xxyyyy where xx is the
Component Type Code and yyyy is the Component Identification Number.

The Component Identifier currently configured is: 000000

1 - Destination Component Type Code (current: 3).
2 - Destination Component Identification Number (current: 0).
3 - Return to Previous Menu.

Select an option :

To change either of the current values, enter the number for the item, then at the
prompt, enter the new value.
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The Destination Component Type Code is initially set to 3, but can be any value fr
0-15. You have to enter the code that is appropriate for the type of Billing Operatic
Server you are using.

The Destination Component ID is also initially set to 0, but can be any value from
0-4095. You can change this value to any value not currently being used by any of
your Billing Operations Servers.

When both values are configured as desired, choose option 3 to return to the Bell
Standard Configuration Parameters menu.

Accounting File Purging

The Accounting File Purging values enable you to specify how long files remain ol
the system before being purged. You can specify values for the following file types

Secondary Files— BAF files are either primary or secondary. Primary files are files
that have not yet been processed. Secondary files are primary files that have alre:
been processed (at which time the primary files are marked as secondary). There
if a file has secondary status, it can be deleted from the system. The Secondary F
Age Limit selection enables you to specify how long these secondary files remain
the Accounting Server before they are automatically purged.

Usage Data Files— These are the raw and compressed usage data files that are
collected from each of the switches in the Accounting System, and stored in the
directories /CascadeAS/data/udfiles and /CascadeAS/archive/udfiles/compressed

Call Data Files— These are the archive call data files that the system can use to
recreate BAF files in the event that a BAF file becomes corrupted. The Call Data F
Age Limit selection enables you to specify how long the archive call data files rem:
on the Accounting Server before they are automatically purged.

By default, the Accounting Server is configured to delete each of these file types a
seven days. If you would like to retain these files for a longer or shorter period of tin
enter the appropriate number of days.
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To change any of the values for these items, select Accounting File Purging from 1
Configuration Main Menu. The following menu appears:

Accounting File Purging Parameters

1 - Secondary File Age Limit in Days (current: 7)
2 - Usage Data File Age Limit in Days (current: 7)
3 - Call Data Age Limit in Days (current: 7)

4 - Return to Previous Menu

Select an option:

Select the number of the item you want to change, then at the prompt, enter the n
value. You are then prompted to verify that you want to make the changey fiype
commit the change, or typeto cancel the change.

When all values have been configured as desired, select option 4 to return to the
Configuration Main Menu.

Accounting AMA File Transfer Configuration

The Accounting Server can be configured as:

FTP Client — The Accounting Server periodically transfers AMA files to
another host via FTP.

FTP Server— The Accounting Server responds to requests from external hos
for accounting data.

The Accounting AMA File Transfer Configuration option enables you to configure tt
Accounting Server as an FTP client. When configured as an FTP client, the
Accounting Server transfers AMA files periodically (every 5 minutes by default) to
another host via FTP.

For information on configuring the Accounting Server as an FTP server, see
“Accounting Server as FTP Server” on page. 6-5
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To configure the file transfer options, select Accounting AMA File Transfer
Configuration from the Configuration Main Menu. The following menu appears:

Accounting File Transfer Configuration

1 - Configure Billing Operations Server Parameters
2 - Disable Accounting file transfer to Billing Operations Server
3 - Return to previous menu

Select an option:

When have finished configuring these options, select option 3 to return to the
Configuration Main Menu.

Configuring Billing Operations Server Parameters

To configure parameters for the Billing Operations Server to which files are to be
transferred:

1. From the Accounting File Transfer Configuration menu, select option 1. The
following list and menu appear:

Server IP Address : (current: 0.0.0.0)
FTP Destination Directory: (current: tmp)
FTP Destination Port: (current: 21)

FTP Login Name: (current: (null))
FTP Login Password: (current: (null))

1 - Modify the Billing Operations Server Parameters
2 - Return to the previous menu

Select an option:

2. Select option 1 to modify the parameters. At each succeeding prompt, type in
value you want to use, then press Return to display the next prompt.
Server IP Address— Enter the IP address of your Billing Operations Server.

FTP Destination Directory — Enter the directory path where AMA files are to
be stored on the Billing Operations Server for further processing. For secure
transfers, enter NULL for the directory name. The system defaults to the login
home directory.
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FTP Destination Port— The port number of the port on the Billing Operations
Server through which all AMA files are to be transferred.This is the port numbe
on which FTP is running (normally, port 21).

FTP Login Name, FTP Login Password— Enter the login name and password
the FTP process should use when connecting to your Billing Operations Serve

The specified login name/password must be configured as a user
name/password on the Billing Operations Server.

When all values have been configured, the following prompt appears:

Accept the above value? (y/n)
Type y to continue, n to cancel

Typey and press Return to save the settings, orriyged press Return to cancel
them. When finished, select option 2 to return to the Configuration Main Menu

Enabling/Disabling AMA File Transfer to the Accounting Server

If you want to transfer AMA files to a Billing Operations Server, select option 2 fror
the Accounting File Transfer Configuration menu so that you can enable the file
transfer process. When file transfer is enabled, all AMA data files produced on the
Accounting Server are transferred automatically on a periodic basis to your Billing
Operations Server. When file transfer is disabled, all AMA data files remain on the
Accounting Server until you manually move them to another location.

You should leave the file transfer process disabled only if either of the following
applies:

You plan to cross-mount or mount the directory to which final data is being
written on your Billing Operations Server. For example, you could cross-moun
the directory where the files are stored, then access the files via NFS.

You want to use your own file transfer process to move data to your Billing
Operations Server, instead of using the Accounting Server file transfer proces:
For example, you may want to use your own script to FTP files from the
Accounting Server to your Billing Operations Server. For FTP server
configuration information, seééccounting Server as FTP Server” on page. 6-5
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When you select option 2, the following prompt appears:

Are you sure you want to enable accounting file transfer ? (y/n) y

Typey and press Return to toggle this setting from enabled to disabled (or disable
enabled, depending on the current setting). When the file transfer process is disakt
it is your responsibility to transfer files off of the Accounting Server to prevent the
AMA data file directory from filling to capacity.

Recording Office Configuration

This selection on the Configuration Main Menu enables you to specify the
information that designates the Accounting Server as the Recording Office.

Recording Office Id — a 6-digit code that represents the Recording Office that
generated the BAF output format.

Recording Office Type— a 3-digit code administered by Bellcore that represents tr
type of office that generated the BAF output format for transport to the down-strea
system.

To change the Recording Office Id or Type, select Recording Office Configuration
from the Configuration Main Menu. The following menu appears:

Recording Office Configuration
1 - Record Office Id (current: 0)

2 - Record Office Type (current: 0)
3 - Return to previous menu

Select an option:

The change either of the values, select the number of the item you want to chang
then at the prompt, enter the new value.

The Recording Office Id is initially set to O, but can be any value from 0 - 999998.
Enter the code that is appropriate for the Accounting Server.

The Recording Office Type is initially set to 0, but can be any value from 0 - 779.
Enter the Bellcore code that is appropriate for the Accounting Server.

NavisXtend Accounting Server Administrator’s Guide




Configuring Your Accounting Servers A
ASCEND

When both values have been configured as desired, select option 3 to return to th
Configuration Main Menu.

File System Capacity Monitoring

This selection on the Configuration Main Menu enables you to specify when alarn
are generated to indicate that the file systems in which data and archive files are st
are nearing their storage capacity.

To do so, select File System Capacity Monitoring from the Configuration Main Men
The following default file system list appears, followed by the File System

Configuration menu. The path names you see represent the defaults that are usec
the Accounting Server. They are either directories or links to directories that reside
one or more file systems. The threshold values shown here are the default values

File System Name Minor  Major Critical

(1) /CascadeAS/archive/lama 70 80 90
(2) [CascadeAS/archive/calls 70 80 90
(3) /CascadeAS/archive/udfiles 70 80 90
4) /CascadeAS/data/ama 70 80 20
(5) /CascadeAS/data/calls 70 80 90
(6) /CascadeAS/data/udfiles 70 80 90

File System Configuration Options :

- Add a File System (directory) to be monitored.
- Delete a File System from the configuration.

- Modify an existing File System.

- Return to previous menu

A WN P

Select an option:

Each value represents a percentage of disk space. When the file system usage ex
the specified percentage, an alarm is generated to notify you. For example, if you k
the default values, when the /CascadeAS/archive/ama file system exceeds 70% o
capacity, a Minor alarm is generated. If it exceeds 90% of capacity, a Critical alarn
generated.

> The Accounting Server stops accepting data from the switches in the
network when the Critical threshold is reached.
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When you have finished editing the disk configuration, select option 4 to return to |
Configuration Main Menu.

Adding a File System To Be Monitored

To add a file system monitoring list:

1.

Select option 1. The following prompt appears:

Enter the name of the disk:

Enter the name of the new file system (e.g., CascadeAS/ar_ama), then press
Return. You are prompted to confirm the file system addition.

Typey and press Return to create the file system. If the new disk is successful
added to the configuration, the message “The entry has been added to the
configuration.” is displayed, and the list reappears, with the newly added file
system included in the list.

All new file systems are added with the default alarm threshold values (90 for Critic
80 for Major, and 70 for Minor).

Deleting a Disk

To delete a file system from the monitoring list:

1.

Select option 2. The following prompt appears:

Select a disk configuration index.

Type the index number of the file system that you want to remove from the list
then press Return. You are prompted to confirm the removal.

Typey and press Return to remove the file system, ortyged press Return to
cancel the operation. In either case, the file system list reappears. If you remov
file system, it should no longer appear in the list.
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Modifying the Disk Configuration
To modify the settings for a currently listed file system:

1. Select option 3. The following prompt appears:

Select a Disk Configuration :

2. Enter the index number for the file system whose values you want to modify. Y
are then prompted to enter the threshold values you want to use for the variou
alarm levels, in a series of successive prompts.

To specify the point at which a given alarm (Critical, Major, or Minor) is
generated for a file system, simply specify the percentage of disk space usage
must be exceeded in order to generate that alarm.

3. At each prompt, enter the value you want to use, then press Return to display
next prompt. When all values have been specified, the following prompt appec

Accept the above values ? (y/n) y

4. Typey and press Return to commit the changes you made, on typeé press
Return to cancel your changes. In either case, the Disk Configuration menu
reappears. Any changes you made and applied should be displayed in the list
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Ascend Switch Configuration

The Ascend Switch Configuration selection on the main menu enables you to spe
switch information required for the AMA generation process. You need to specify tf
information for each switch that may potentially send data to the Accounting Serve
you are currently configuring. This includes all switches to which this Accounting
Server will be assigned as a primary or secondary Accounting Servékgsaming
Switches to Your Accounting Servers” on page férdnformation about primary and
secondary servers).

To edit the switch configuration, select Ascend Switch Configuration from the
Configuration Main Menu. During the initial installation, the message “No Switch i
the Configuration” is displayed, followed by the Switch Configuration menu. If
switches have already been added to the configuration, a listing similar to the
following is displayed, followed by the Switch Configuration menu:

Switch Name  Switch ID Sensor ID  Sensor Type

1) Turmel3 193.4.3.2 1 400
2) Turmel4  193.5.3.2 2 400
1 - Add a switch to the configuration.
2 - Delete a switch from the configuration.
3 - Modify the parameters of a switch in the configuration.
4 - Return to previous menu.

Select an Option:

> The Sensor Type and Sensor ID values are not needed for ASCII

installations. Therefore, if you are performing an ASCII installation, you
are not prompted to enter these values. Also, the Sensor Type and Sensor
ID columns are not displayed on the Switch Configuration menu for ASCII
installations.
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To configure a switch, you need to enter the CascadeView switch name and the
switch’s IP address. In addition, if you performed a BAF installation of the
Accounting Server software instead of an ASCII installation, you must specify the
Sensor Type and Sensor ID for the switch:

Sensor Type— Enter the Sensor Type for your switch network. This value is the
same for all switches you are adding to the configuration. For CBX 500 switches, |
Sensor Type 400.

Sensor ID— Enter a unique 6-digit Sensor ID for each switch. You can use any
6-digit value, as long as you do not use the same value for multiple switches. This
value can be in the range of 000000 to 999999.

When you have finished editing the switch configuration, select option 4 to return t
the Configuration Main Menu.

Adding a Switch to the Configuration
To add a switch to the configuration:

1. Select option 1 and press Return. The following sequence of prompts appear:

Enter the switch name (as defined in your CascadeView map):
Enter the Switch IP address :

Enter the Switch Sensor ID :

Enter the Switch Sensor Type :

2. At each prompt, enter the configuration information for the new switch and pre
Return to proceed to the next prompt. For Switch ID, enter the switch IP addre
When all four values have been reconfigured, the following prompt appears:

Do You really want to Create the Switch ? (y/n)

3. Typey and press Return to add the switch to the configuration, ontgpd press
Return to cancel the add operation. If you select y, a message appears to indi
the switch configuration was successful, followed by the Switch Configuration
list/menu, with the new switch displayed in the list.
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Deleting a Switch from the Configuration

To delete a switch from the configuration:

1.

Select option 2 and press Return. The following prompt appears:

Enter the switch index to delete :

Type in the index number of the switch you want to delete, then press Return.
example, to delete the switch Turmel4, type 2 and press Return. You are then
prompted to confirm the deletion.

Typey and press Return to complete the deletion, oriyged press Return to
cancel the deletion. In either case, the Switch Configuration list/menu reappes
If you deleted the switch, it is no longer displayed in the list.

Modifying an Existing Switch Configuration

To modify an existing switch configuration:

1. Select option 3. The following prompt appears:

Enter the switch index to modify :

Enter the index number of the switch whose configuration you want to modify.
For example, to modify the disk Turmel3, type 1 and press Return. The followi
sequence of prompts is displayed:

Switch Name ([  switch_name ) :

Switch IP Address ([ ip_address ]):
Bellcore Sensor Identifier ([ value 1) :
Bellcore Sensor Type ([ value 1) :

At each prompt, enter the new configuration information and press Return to
proceed to the next prompt. When all four values have been reconfigured, the
following prompt appears:

Accept the above values ? (y/n)

Typey and press Return to accept the values, orrygred press Return to cancel
your changes. In either case, you return to the Switch Configuration list/menu.
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SNMP Trap Destinations

The Accounting Server generates SNMP traps to keep you informed of the state ¢
operations on the Accounting Server and switches. (Bepter or more

information on SNMP traps.) During the installation, you must specify the destinati
workstations to which these traps are to be sent. At the very least, you should ente
IP address of the CascadeView NMS workstation. If you have other workstations t
which you want to send these traps, enter their IP addresses also.

To specify the destination system to which you want SNMP traps sent, select SNN
Trap Destinations from the Configuration Main Menu. If you have not yet defined &
SNMP trap destination, the following message is displayed, followed by the SNMF
Trap Destination menu:

No SNMP Trap Destination in the Configuration
1 - Add a Trap Destination to the configuration.
2 - Delete a Trap Destination from the configuration
3 - Return to previous menu.

Select an option:

Each of these options is defined in the following sections. When you finish
configuring SNMP trap destinations, select option 3 to return to the Configuration
Main Menu.

Adding a New Trap Destination
To add a new SNMP trap destination:

1. Select option 1 from the SNMP Trap Destination menu. The following prompt
appears:

Enter the IP Address of the management station :

2. Enter the IP address of the destination to which you want to send SNMP traps
then press Return. The following prompt appears:

Do You really want to create the Trap Destination ? (y/n)
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3. Typey and press Return to add this destination to the SNMP Trap Destination |
or typen and press Return to cancel. In both cases, the SNMP Trap Destinatio
list/menu reappears. If you added a trap destination, it should now be displaye
the list, similar to the following example:

SNMP Trap Destinations :

Destination Destination
IP Address Port Number
(1) 152.148.51.192 162

> The Destination Port Number is always 162, and is not configurable.

Deleting a Trap Destination
To delete an SNMP trap destination:

1. Select option 2 from the SNMP Trap Destination menu. The following prompt
appears:

Enter the trap destination index to delete :

2. Type the index number for the trap destination and press Return. The followin
prompt appears:

Are you sure you want to delete trap <[ ip_address 1> 7?yin

3. Typey and press Return to delete the trap destination from the configuration, c
typen and press Return to cancel the delete operation. In either case, the SN
Trap Destination list/menu reappears. If you deleted a trap destination, it is no
longer displayed in the list.
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Configuring Accounting
on Switches

Overview

This chapter describes how to configure the Accounting System on your network.
Prior to configuring the circuits, ports, and switches, you have to set up the
NavisXtend Accounting Server as described in Chapter 2 and Chapter 3.

Once you have set up the Accounting Server, you have to perform the following ta
as described in this chapter. These tasks must be performed in the order listed he

e Configure CascadeView to recognize your Accounting ServersASsigning
Switches to Your Accounting Servers” on page 4-2

* Assign a primary Accounting Server, and optionally a secondary Accounting
server, to each of the switches in your network. ‘®esignating Accounting
Servers for Your Switches” on page 4-4

» Configure a management PVC between each switch and its primary and
secondary Accounting Servers. S€@mmunication Between Switches and
Accounting Servers” on page 4-7
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» Enable accounting on each of the circuits, ports, and switches in your network
See“Configuration Hierarchy” on page 4-%8r information on how to approach
Accounting System configuration before you begin.

Assigning Switches to Your Accounting Servers

This section describes how to add Accounting Servers to your network and desigr
the primary and/or secondary Accounting Servers for each of the switches in your
network. Before you begin the Accounting System configuration, you should add ¢
least one Accounting Server to your network.

Adding Accounting Servers to the CascadeView Network
To configure CascadeView to recognize an Accounting Server:

1. From the CascadeView network map, choose Administer=>Cascade
Parameters=>Set All ATM Accounting Parameters=>Set Accounting Servers. T
Set Accounting Servers for ATM Accounting dialog box appéarsife 4-).
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4‘ CascadeMiew - Set Accounting Server for ATH Accounting
Accounling Servers
Mame: 1P Address
Ehop 162
euok 152,148.35.90
¥
Primary Mot Assigned
Switch Name Suitch # Switch Name Switch # Primary AS Secondary AS
Lenl 1.4 0,0,0,0 0,0,0,0
Len2 4.6 0.0,0,0 0,0,0,0
| Add
Remove ﬂ
¥
Secondary
Switch Mame Suitch #
Cosma 1.2
Sumo 1.1
| rdd
Remove ﬂ
¥
Add... Delete Close

Figure 4-1. Set Accounting Servers for ATM Accounting Dialog Box

2. Choose Add. The Add Accounting Server dialog box appears.

A| Add Accounting Server

I
Accounting Server Name I |

Accounting Server IP Address

0Ok | Cancel |

3. Inthe Name field, enter a name for the Accounting Server you are adding.
4. Inthe IP Address field, enter the IP address of the Accounting Server.

5. Choose OK to return to the Set Accounting Server for ATM Accounting dialog
box.

NavisXtend Accounting Server Administrator’s Guide




Assigning Switches to Your Accounting Servers A
ASCEND

6. Repeat Step 2through Step Sfor ead Accounting Server yau want b add When
you finish, chaose Close.

7. Proceed to thenext section to designate the Acounting Severs for your switches.

Designating Accounting Serve rs for Your Switches

Each switch iryour nework has b be assigned primaly Accounting Sewer and,
optionally, aseconday Accounting Server. If the primary sewer isdown or the
switch(es) canot communicate with tle primary sewer, you heveto perform a
manual switclover to he secadary sever from the Set CBX@ Accountig dialog
box. Seesewer Contrd in Table 4-7 onpage 442. Also, se page 4-37for
instructicns an how to accesthis dialog box.

As shown in Figure4-1 on page 4-3thereare bur list boxesin the Accountirg Sewer
dialog box:

Accounting Severs — Lists all Accountng Sewers caifigured o the newvork.

Primary — Lists all switdes hat are usinghe currently selectel Accounting Server
as theirprimary sewer.

Secordary — Lists al switches that areising thecurrently selected Acounting
Server & their secondary ®rver.

Not Assigned — Lists all switches for which the arrently selected Accounting
Sewer is not assigrekas either th@rimary or seconday sewer.

To designate #primaly and secondayr Accaunting Sewvers for yar switches:

1. If the Set Accouting Sewer for ATM Accounting dialog bw (Figure 4-1 on page
4-3) is not displged, from the Cascaddew nework ma, choose Set
Parameters=Set All ATM Acct Params=>Set Accounting Servers.

2. Inthe Accoumting Serers listbox, select a Accounting Setrver.

3. Inthe NotAssignel list box, slect a switch that ya want to asign to theselected
Accounting Sever.

* If youwant the selectg Accounting Sewer to be the primary sesr for this
switch, nmove the switch into the Primay list boxby choosing the Addbutton
to the rghtof the Rimary list box.
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» If youwant the selected Acounting Serverto be he secondary serverfor this
switch, nove the switch into he Secodary list bax by choosing the Adl
button to the ight of the Secondaryibt box.

Repeat Step 3for eah switch thatyou want to assign to the Accating Sewver
selected inStep 2.

Repeat Step 2through Step 4or each Accounting Server in the Accounting
Servers list box, until all switthes in your netvork have been asigned to atéast a
primary Accounting Server.

When you finish, doose Cbse to retun to the CascdeView network map.

Deleting an Accounting Server

To delee an Accounting Seer from te list:

1

In the Accounting Sewers listbox (Figure 441 onpage 4-3), select he sever yau
want to delete.

Verify that the Accanting Sewer you want b delete isnot assigned orwrently
being used as thprimary or secondary Accaiing Sewer for any of your
switchesTo do so, look in the Primay and Secomwlary list boxes. These listboxes
show any switchesthatare using te currently selected Accainting Sever as tleir
primary or seondary sever.

If there are switches listed in eithbe tPrimay or Semndary listboxes you have
to reassign those switchesarother Accounting Sewer. To do so:

a. Select the Acounting Sewer to whid you want to reassign taiswitch.
b. Add the switch to that Acamting Sever. A corfirmation dialog lox appears.

c. Confirm that you want to assig this switch to the selectel sewver. The switch
is then automataly removed from its aiginal sever, and isassgned to the
new rver.

If the Acoounting Sewver has p switches assignied to it choose DeleteA
corfirmationdialog box appears.

ChooseYes b delete the Accatting Sewer from te list, or tioose No to cancel
the delete opration.
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Removing a Switch from an Accounting Server

If you no longer want a switch to send its accounting data to a particular Accountir
Server, perform the following steps to remove the switch from its current server.

1. From the CascadeView network map, choose Set Parameters=>Set All ATM A
Params=>Set Accounting Servers.

2. Inthe Accounting Servers list box, select the Accounting Server from which yc
want to remove a switch. The system displays all switches that are using this
server as a primary server in the Primary list box, and switches that are using
server as a secondary server in the Secondary list box.

3. Locate the switch you want to remove; depending on whether the selected sel
is the primary or secondary server, the switch may be listed in either the Prime
or the Secondary list box.

4. Select the switch and choose the appropriate Remove button to remove the sv
from the Primary (or Secondary) list box. The Not Assigned list box is then
updated to show that the switch is no longer assigned to the server from whict
was removed.

> You cannot remove a switch from an Accounting Server that is currently

being used as the active server for that switch (whether the active server
is the primary or secondary server for the switch). For example, if
Accounting Server Control is set to “Primary” for a given switch, and
Accounting is currently set to Enabled, you cannot remove that switch
from its primary Accounting Server. You must first change Accounting
Server Control to “Secondary” for that switch (see “Configuring
Accounting at the Switch Level” on page 4-36) or disable all accounting on
that switch.
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Communication Between Switches and
Accounting Servers

The switches in the Accounting System transfer usage data files to their Accountit
Servers using a TCP/IP-based transport protocol. In order to transfer files at the
required rate, you need to configure a management PVC between each switch an
Accounting Server(s) to which it sends its data. Otherwise, you have to configure
Ethernet connection between the switch and the Accounting Server, which may crt
congestion at your gateway switch (depending on the amount of data that needs t
transferred to your Accounting Server).

The management PVC you configure must be able to support the data generation
of the SP, which can be as high as 1.5 Mbps on a fully loaded switch accepting 6C
calls/sec on each IOM.

To determine your bandwidth requirements in megabits per second (Mbps) for
transporting usage data files, use the following formula:

ow = | (S x 204) + NX4% )y 6x8 |+ 1048576
r x 60

where:
bw = Bandwidth required (in megabits per second)
S = SVC call rate (average calls/sec/switch)
N = Average number of circuits (PVCs) per switch
r = PVC recording interval (in minutes)

Table 4-1shows the transport bandwidth that is required from a switch to an

Accounting Server as a function of the calls/sec/switch and the average circuit leve
the switch. For example, if you have only 10 switches in the network and each swi
is configured for 15,000 PVCs and averaging 280 SVCs/sec, you need .26 Mbps (
Kbps) of transport bandwidth from the switch to its primary Accounting Server. If tf
switch is also assigned to a secondary Accounting Server, you need an additional
.26 Mbps of transport bandwidth from the switch to the secondary Accounting Ser
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Table 4-1.  Minimum Required Bandwidth (in Mbps) to the Accounting
Server
Circuit Level (# of PVCs per switch)
Call Rate
(calls/sec) 15,000 30,000 60,000 120,000
280 0.28 0.28 0.28 0.28
560 0.55 0.55 0.55 0.55
840 0.83 0.83 0.83 0.83
1120 1.10 1.10 1.10 1.10
1400 1.38 1.38 1.38 1.38

a. A PVC recording interval of 60 minutes (r=60) was used to compute
these values.

For information on how to configure the management PVCs required for the
Accounting System, see the next section. You cannot set up the management PV
until you have installed your Accounting Servers.

Configuring a Management PVC

Before you can enable accounting on your network, you have to configure a
management PVC from each of your switches to their respective Accounting
Server(s). If you do not set up a management PVC, all data collected on the switc
sent to the Accounting Server(s) through your gateway switch via Ethernet, and m
create congestion on your gateway switch.

To configure a management PVC from each switch that is configured to report to
Accounting Server, you need to perform the following steps:

1. Connect the appropriate ATM cable (e.g., an OC3-c cable) between the
Accounting Server and a physical port on any switch in the Accounting System
you are using an ATM NIC card to connect the Accounting Server to the netwo
the cable must match the speed of the ATM NIC card.
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2. From CascdeView, define a logical prt on the physical pot you used in Step 1.
For instructionson configuring a logical rt, see théNetwork Cofiguration
Guidefor CBX 500 You can corfigure this logicalport as a UNI-DTE prt, a
UNI-DCE port, or an NNI portAlso, corfigure it with the maximunavailable
bandwidth.

3. For each switch that yocorfigured b report to the Accanting Sever, define a
managemenPVC in Cascadéiew from the switchs MPVC pot to the Imical
port you defined inStep 2 For encpoint 1, selecthe switchs MPVCport (which
has tte logical portname“MPVCLport:[switthnamé” in the logical pat list). For
endmint 2, select the logicalgnt you corfigured in Step 2 (te logical rt that
connects to the Accounting Ser). For detailel instructions orcorfiguring a
management PV@n Cascad¥iew, see lhe Network Configuation Guide for CBX
500.

4. For eadh management PVC you created3tep 3 use theSet NMS Path function
to corfigure the IP address ahaccess patbf the Accaunting Sever.

> When you create the NMS path, the switch you select on the network map
is the source switch for the accounting data, not the switch that is
connected to the Accounting Server. However, if the source switch is the
same switch that is connected to the Accounting Server, then select that
switch on the network map.

For information on accessing NMS Path dialog box, see the Network
Configuration Guide for CBX 500.

On the Add NMSPath dialog box:
* For AccesdPath, choose Management VPI/VCI.
* Inthe NMS IP Address bg enter be IP adiressof the Accounting Sewer.

* In the ManagemerRRY C Name list box, select the management PVC you
created inStep3.
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If You Are Using Multiple Accounting Servers

If you ae using multiple Accountig Severs n your netvork, corfigure them the
sameway. In thissituation,you have to corfigure a secad logical port (anl cable
connectim) to connect to tke secondayr Accounting Server. This logicalport can be
on the same switch as ttiiest logical port (the porcomected to tk primary sewer)
or on a diferent switch.

Figure4-2, Figure 4-3, andFigure 44 show sample corfiguration paths for your
managemenhPVCs in a simple netork with three swithes andwo Accountig
Servers (aprimaly and asecondary server). In the examplesall switches are using the
same Accounting Seer as their primary seer. However, this is not a restriain. You
can cofigureyour nework so that some switches report to Accounting/&et as
their primary serer ard Accounting Server 2 as their secondary ger, while oher
switches use Accounting Ser 2 aslteir primary sever and Accountng Sewer 1 as
their seondary sewver.

= Logical POrt - — — — — = Mgmt. PVCs to Accounting Server 1
= ManagementPort .- = Mgmt. PVCs to Accounting Server 2
(MPVCLport:switchname)
: Network Interface Card
Switch 2 Switch 3
witc
ML ‘; _____ N M
\\\ ~_—-_—"~—-> -7
- _ = L]‘ Y,
T~ / /
Switch 1 //I';D’
I
lM: ;: - - — - - ’(
-7 y
NIC‘ NIC
Accounting Accounting
Server 1 Server 2

Figure 4-2.  Two Accounting Servers Accessedia Logical Ports on One
Switch
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= Logical Port ~ _ _ _ _ _ _ = Mgmt. PVCs to Accounting Server 1

=ManagementPort .. ________. = Mgmt. PVCs to Accounting Server 2
(MPVCLport:switchname)

= Network Interface Card

Switch 2
.
/ .
Switch 3
/
_ -
“ . — :
/ - \/\ )
/ _ .
Switch 1 v _ - “
|M ------- e P il » L]
/ - - ,
| / _
s -
—
f{ y
o™ NIC NIC
Accountin Accounting
Server 1 J Server 2

Figure 4-3. Two Accounting Servers Accessed Via Logical Ports on Different
Switches
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= LogicalPort T T T T T T - = Mgmt. PVC to Accounting Server 1

= Management Port
(MPVCLport:switchname)

----------- = Mgmt. PVC to Accounting Server 2

Accounting Accounting
Server 1 Server 2

Figure 4-4. Two Accounting Servers Accessed Via a Router
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Configuration Hierarchy

This section describes the configuration hierarchy of the Accounting System, and
provides information on how to approach Accounting System configuration on you
network.

For PVCs, accounting can be enabled/disabled for various parameters at the swit
and circuit levels. In addition, at the port level, you can specify whether or not PV(
parameters are included in usage data by enabling/disabling PVC Parameter
Recording (sepage 4-24or a list of the parameters that are included).

For SVCs, accounting can be enabled/disabled for various parameters at the swit
and logical port levels. To perform a particular type of accounting on a given SVC, 1
related SVC accounting parameter(s) must be set to Enabled on both the switch &
logical port levels. Conversely, if an SVC accounting parameter is set to Disabled
the switch level, setting that parameter to Enabled on individual logical ports on th
switch has no effect (that type of accounting will still be inhibited on all logical port
on the switch).

There are also network-level settings that give you the ability to specify accounting
settings that are applied to all of the switches in your network at once. These setti
are the same as the switch-level settings, except that they apply to all switches in
network, whereas the switch-level settings apply only to a given switch. The netwc
settings give you the ability to modify your Accounting System settings on all
switches at once, without having to configure each switch one at a time.

The following sections describe the general hierarchy in more detail.

Switch Level

When PVC Accounting is set to Enabled at the switch level, you can selectively
disable PVC Accounting on individual PVCs on that switch. This allows you to
selectively perform PVC accounting on some of the PVCs on the switch, while not
performing it on others.

When PVC Accounting is set to Disabled at the switch level, collection of PVC
accounting information is inhibited on all PVCs on that switch, even if PVC
Accounting is set to Enabled on individual PVCs on the switch.
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When an SVC accounting parameter is set to Enabled at the switch level, you car
selectively disable that parameter on individual logical ports on that switch. This
allows you to selectively perform that type of accounting on some of the logical po
on the switch, while not performing it on others. For example, if you set CBR
Recording to Enabled at the switch level, you can still inhibit collection of accountil
information on all CBR SVCs on a given logical port by setting CBR Recording to
Disabled on that logical port.

When an SVC accounting parameter is set to Disabled at the switch level, that typ
accounting is inhibited on all logical ports on that switch, even if the accounting
parameter is set to Enabled on individual logical ports on the switch. For example,
CBR Recording is set to Enabled on a given logical port, collection of accounting
information on all CBR SVCs on the logical port is still inhibited if CBR Recording i
set to Disabled at the switch level.

A given type of accounting does not begin on any circuits or logical ports
on a switch until you set that type of accounting to Enabled at the switch
level.

Port Level

For PVCs, there is one port-level setting that allows you to specify whether or not
traffic parameters (PCR, MBS, and SCR) are included in the usage data producec
all PVCs on the port. In order for traffic parameters to be included in usage data, P
Parameter Recording must be set to Enabled on the port, and PVC Accounting m
be set to Enabled on the switch.

When an SVC parameter is set to Enabled at the switch level, you can selectively
inhibit the collection of that type of data on a given logical port on that switch by
setting the parameter to Disabled on that logical port.

When an SVC parameter is set to Enabled at the port level, collection of that type
data is performed only if the parameter is also set to Enabled at the switch level. If
set to Disabled at the switch level, but Enabled at the port level, collection of that t
of data is still inhibited on the port because of the switch-level setting.

For SVCs, there are five port-level settings in common with the SVC switch-level
settings. Se&able 4-2 on page 4-1ér more details.
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Circuit (PVC) Level

>

To perform usage data collection on a given PVC, PVC Accounting must be set to
Enabled at the switch and circuit levels. If PVC Accounting is set to Disabled at th
switch level, collection of PVC accounting data at the circuit level is inhibited (even
you set PVC Accounting to Enabled at the circuit level).

When PVC Accounting is Enabled at the switch level, you can still inhibit collectio
of all PVC data on a given PVC by setting PVC Accounting to Disabled at the circi
level, or you can inhibit collection of a particular type of PVC accounting data (suc
as Ingress Cell Counting) by setting that parameter to Disabled at the circuit level.

Only PVC parameters can be set at the circuit level.

QoS Service Classes

The four QoS service class settings (ABR, CBR, UBR, and VBR) for SVCs are a
subset of the SVC Accounting parameter at both the port and switch levels. For
example, in order to perform UBR SVC Accounting on a logical port, UBR
Accounting must be enabled at the port and switch levels, and SVC Accounting m
be enabled at the port and switch levels.

In addition, in order to perform CBR Cell Counting on a logical port, you have to
enable CBR Recording at the logical port level, and also enable both CBR Recorc
and CBR Cell Counting at the switch level.

Enable/Disable Settings

Table 4-2 on page 4-lahdTable 4-3 on page 4-J#ovide more detail on the
configuration hierarchy and show the SVC and PVC default enable/disable setting
each level. When configuring the system for the first time, see these charts to
determine which settings you have to change in order to configure your system as
desired. If the default setting for a particular parameter or group of parameters is
adequate for your needs, then you do not have to access the related dialog box tc
configure those parameters.
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SVCs

You can enable/disable the following options for SVCs on the Accounting System:
e SVC accounting on a switch

e SVC accounting on individual logical ports

« Accounting for a given service class on a switch

» Accounting for a given service class on individual ports

» CBR cell counting on a switch

» Accounting on point-to-point SVCs that originate from or terminate at a given
logical port

« Accounting on point-to-multipoint SVCs that originate from or terminate at a
given logical port

e Counting of unsuccessful SVC creation attempts that originate from or termine
at a given logical port

» Logging of the calling subparty address and/or called subparty address associ
with an SVC

If the default setting for a given enable/disable parameter is appropriate for the
accounting information you need to collect, then you do not have to modify that
parameter manually. S@able 4-2 on page 4-1ér the default settings for SVC
accounting parameters.

> For switches/ports on which SVC accounting parameters have already

been configured, any changes made to the accounting parameters do not
affect ongoing SVCs. They apply only to SVCs that are created after you
apply your changes.

NavisXtend Accounting Server Administrator’s Guide




Configuration Hierarchy m

Table 4-2.  SVC Configuration Hierarchy and Default Settings

Enable/Disable Switch

Parameters Level Port Level
SVC Accounting Disabled Disabled
ABR Recording Enabléd Enabled
UBR Recording Enabl&d Enabled
VBR Recording Enabléd Enabled
CBR Recording Enabléd Enabled
CBR Cell Counting Enabléd —
SVC Point-to-Point Originating — Enabl@d
SVC Point-to-Point Terminating — Enabftd
SVC Point-to-MultiPoint Originating — Enabléd
SVC Point-to-MultiPoint Terminating — Enabléd
Unsuccessful SVC Creation Originating — Enabled (@NI

Enabled (NNI)

Unsuccessful SVC Creation Terminating — EnaBled
SubParty Calling Address — Disabfed
SubParty Called Address — Disatfed

a. SVC Accounting must be enabled at the switch level for usage data to be generated.

b. SVC Accounting must be enabled at the switch and port levels for usage data to be
generated. Also, the service class setting must be enabled at the switch level for
usage data to be collected on circuits of that service class type.

c. SVC Accounting and CBR Recording must be enabled at the switch level for usage
data to be generated.

d. SVC Accounting must be enabled at the switch and port levels for usage data to be
generated. Also, the service class setting must be enabled at the switch and port
levels.
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PVCs
You can enable/disable the following options for PVCs on the Accounting System:
» PVC accounting at the switch level.

e PVC Parameter Recording on individual ports (when set to Enabled, traffic
parameters such as PCR, MBS, and SCR are included in the PVC usage date
is produced).

* PVC accounting on individual PVCs.
* Ingress cell counting on individual PVCs.
» Egress cell counting on individual PVCs.

In addition, you can assign a Chargeable Party ID to each end of a PVC.

Table 4-3.  PVC Configuration Hierarchy and Default Settings

Enable/Disable Switch Port Circuit
Parameter Level Level Level
PVC Accounting Disabled — Enabled
PVC Parameter Recording — Disalfed —
Ingress Cell Counting — — EnablRd
Egress Cell Counting — — Enabfd

a. PVC Accounting must be enabled at the switch level for traffic
parameter usage data to be generated.

b. PVC Accounting must be enabled at the switch level for this type of
usage data to be generated.

Table 4-4provides examples of how to configure PVC Accounting for the type of
usage data you need to record. Default settings are shown in bold; if the default se
is appropriate for what you want, you do not have to manually modify the setting.
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Table 4-4.  Sample PVC Configuration Possibilities (for a given circuif)
Ingress Egress
PVC PVC PVC Cell Cell
Enable/Disable Acct. Params Acct. Counts | Counts
Parameter (Switch) (Port) (Circuit) | (Circuit) | (Circuit)
Enable PVC Accounting, Enabled | Enabled | Enabled | Enabled | Enabled
record all PVC data including
PVC parameters
Enable PVC Accounting, Enabled | Disabled | Enabled | Enabled| Enabled
record all PVC data except
PVC parameters
Enable PVC Accounting, Enabled | Enabled | Enabled | Disabled | Disabled
record all PVC data except
ingress and egress cell counts
Enable PVC Accounting, Enabled Enabled | Enabled | Disabled | Enabled
record all PVC data except
ingress cell counts
Enable PVC Accounting, Enabled | Disabled | Enabled | Enabled | Disabled
record all PVC data except
egress cell counts and PVC
parameters
Disable PVC Accountingona  — — Disabled — —
circuit

a. Default settings are shown in bold.

For example, if you want to enable PVC accounting on a PVC and record all PVC
parameters on that PVC, you do not have to modify the accounting settings at the
circuit level for that PVC, since these are the default settings for all PVCs. You simj
have to enable PVC accounting on the PVC port and switch.
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Recommended Configuration Sequence

Use the following general sequence of steps to set up your Accounting System:

1. On each of the switches in your accounting system, set up a data transit chan
between each switch and its Accounting Servers:'Geemunication Between
Switches and Accounting Servers” on pageférimore information.

2. Set up each of your Accounting Servers in the CascadeView network, and
designate the Accounting Server(s) that you want each of your switches to us
See"Assigning Switches to Your Accounting Servers” on pagefdr2
instructions.

3. Configure the accounting settings for each PVC, logical port, and switch on wh
you want to collect accounting data.

For instructions on how to configure port-level settings, Seafiguring
Accounting at the Port Level” on page 4-21

For instructions on how to configure circuit-level settings for PVCs, see
“Configuring PVC Accounting at the Circuit Level” on page 4-28

For instructions on how to configure switch-level settings, Geafiguring
Accounting at the Switch Level” on page 4-36

> If you want to begin collecting usage data simultaneously on all circuits,
ports, and switches in the network, configure accounting on all of your
PVCs and logical ports, then use the network-level settings instead of the
switch-level settings to enable accounting. You can only use this method if
the switch-level settings will be the same on all or most of your switches.

4. Asyou add more logical ports and circuits to your network, you can configure t
accounting settings for those ports and circuits.
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Configuring Accounting at the  Port Level

This sectiondescribes bw to corfigure accounting at te logical portével. These
settings apply to all SVCsdhe bgical port Also, the PVCParameter Recording
setting applies to alif the logicalport's PVCs for which PVC Accoum is set to
Enabled atthecircuit level.

> This section applies only to UNI/NNI ports. If the logical port is a
non-UNI/NNI port, the Set ATM Accounting function is disabled, and you
cannot access the Set ATM Accounting LPort Attributes dialog box.

See theNetwork Cafiguration Guide for CBX500 for informationon dialog loxes
not shown or described here.

To configure Accountng Systensettings athie port level:
1. From the natork map, select the appropriate switch icon.

2. From the mau ba, selet Administer=>CascadBarameters=>Sdtarameters to
access th&witch BackPanel dialog box.

3. Select the pysical port you want b modify, then choose Set Attr to diplay the
SetATM Physicd Port Attributes diabg bax.

4. Choose he Logical Prt command to access the Set Allogical Portsn PPort
dialog box.

5. In the Logical Portdialog box:

» If youare modifying an existing logical port, select the logical porton which
youwant to @nfigure accanting settings,hen choose Modyt The Mdify
Logical PortTypedialog box appears. Clise OK to contirue to the Modiy
Logical Port dialoghox, then go toStep 6

* If you aeadding the Igical port, choose AddThe Add Logical Fort Type
dialog box appears. Select tpert type then dioose OK ¢ continue to the
Modify Logical Port diabg bax. Corfigure the port as desatethengo to
Step 6
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6. Inthe lower left corner of this dialog box, select ATM Accounting from the
Options list button, then choose Set.

Selecty
’7 ATH Accounting _l| Set... |

The Set ATM LPort Accounting Attributes dialog box appears.

A| Set ATH LPort Accounting Attributes
Switch Nane Lent | LPort Name ILeanl
Switch Mumber 1.4 LPort Type I]Jir'ec:t UNI ICE

r—General Parameters

SV Accounting Dizabled = | PVC Parameter Recording Dizabled — |
PYC Carrier 1T Ip PYC Recording Interface 11 |19300100100400009

r—Default Accounting Address:

Same as NI CPI? Yoz Mo

—SVC General Recording

Qriginating Terminating
Point to Point Enabled =] | Enabled — |
Point to Multi-Point Enabled =] | Enabled — |
Unzuccessful Enabled =] | Enabled — |
—SVC Recording —SVC Party Sub-Address Recording

AER Enabled — | Calling Dizabled — |
UER Enabled — | Called Dizabled - |
VER Enabled - |
CER Enabled - |

0Ok | Cancel |

Figure 4-5. Set ATM LPort Accounting Attributes Dialog Box
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7. SeeTable 4-5for information oneach of thefields on thisscreen.

8. When you have finished onfiguring the accounting settings for thegt, choose
OK to goply the mnfiguration to the logical port. Then choose OK from thedd
(Modify) Logical Port dialog bax to apply thenew settings.

9. Repeat Step Sthrough Step 8d add/modif any other bgical ports on whil you
want to corfigure acounting. Whenfinished, choose Close teturn to the
Physicd Port Attributes diabg bak, then choose Aply to retuin to the Switd
BackPaneldialog box.

10. Repeat Step 3throwgh Step 9for each ofhis switchi s physical ports on whicyou
want to perform acounting.

Table 4-5. Logical Port Accounting SystemSettings

Field Description

Switch Name/ | Read-onlfields thatdisplay the name athnumber of the switch wise
Switch Number| logical ports you are malifyi ng. If the logical jprt configuration has not
been savedyet, hesefields ae blank.

LPort Name/ | Read-onlfieldsthatdisplay the name adtype for the dgical portyou
LPort Type are nodifying. If the logical port corfiguration has not beereged yet,
thesefields are blak.

General Parameters

SVC Enabled— SVC usagelata is ollected on this logical pottproviding
Accouwnting that SVC Accountig is set to Babled at the swittlevel.

If SVC Accourting is %t to Disabled atthe swtch level, stting this field
to Enabled harso dfect; SYC Accaunting will still be inhibited o the
logical port.

Disabled — (Default) SVC usagelata is not cidected on this logical
port,even if SVC Accounting is set to Enabled at the switskll Also,
if you sled Disabled, usagedata collection for differenttraffic types
(UBR, VBR, ABR, CBR) is inhibited on this poryen if the related
SVC Recording parameter is $¢o Enabled.

Perf. Sudy — SVC usagelata is ollected on this logical pdrfor
performance analysis gnlNo Bill will occur for this data.
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Table 4-5. Logical Port Accounting SystemSettings (Continued)

Field Description
PVC Enabled— In addition to tle PVC usage data listed ifable1-1 on page
Parameter 1-5, thefollowing ingress and egss taffic desciptor parametersra
Recording included in the usage data collected for allhef ibgical ports PVCs for
which PVC Accourting issé to Enalbedat thecircuit level:
 QoSclass
« PCR
« SCR
e MCR
« MBS
e Tagging

Disabled — (Default) The parameters listed above are not included in any
usage data collected for PVCson the logical port.

PVC Carrier Appliesonly if the port sa nework interfaceport (a B-IClor PNNI port,
ID or an NNI port running UN 3.0/3.1). Oherwise, his field is grayed out.

The PVC Canier ID is a 5-dgit dedmal numberthatuniquelyidentfies
thecarrier on theother end ofa retwork interface Thedefault valueis 0.

Note: In order for changes to tle PVC Carrier IDfield to take dfed on
existing PV/Cs that termiate ona given bgical port, you have b PRAM
sync the IOM on whitthat logical portresidesFor information on how
to PRAM sync an I0lsee theNetwork Corfiguration Guide fo CBX

500.
PvC A readonly field thatdisplaysthe 17-digit P\C Recording Interface ID,
Recordng which is comprisedf the 12-digit IP addressno dots andpadded with

Interface ID zeros tofill al 12 digits) and the logical port interface number.

For example, if the P address i423.45.67 8 and the inteface ID for he
port is 37 the PVC RecordigInterface ID is 130450670080037.
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Table 4-5.

Logical Port Accounting System Settings (Continued)

Field

Description

Default Accounting Address

Default
Accounting
Address, Same
as UNI

Yes— (Default) The accounting address is the same as the Calling P
Insertion Address.

No - If you select No, you have to type a Default Accounting Addres

arty

sin

the field that appears in this section of the dialog box. Then choose et

apply the address you entered.

SVC General Recording

Point to Point
(Originating
and
Terminating)

Enabled- (Default) Usage data is collected on all point-to-point SVQ

that originate/terminate on the logical port, providing that SVC
Accounting is set to Enabled at both the port and switch levels.

S

If SVC Accounting is set to Disabled at the switch or port level, setting

this field to Enabled has no effect (usage data collection on
originating/terminating point-to-point SVCs will still be inhibited).

Disabled— Usage data is not collected on any point-to-point SVCs that

originate/terminate on the logical port.

You can perform usage data collection either for SVCs originating on the

port, SVCs terminating on the port, neither, or both.

Point-to-
Multipoint
(Originating
and
Terminating)

Enabled- (Default)Usage data is collected on all point-to-multipoint
SVCs that originate/terminate on the logical port, providing that SV(
Accounting is set to Enabled at the port and switch levels.

If SVC Accounting is set to Disabled at the switch or port level, setti
this field to Enabled has no effect (usage data collection on
originating/terminating point-to-multiple-point SVCs will still be
inhibited).

Disabled— Usage data is not collected on any point-to-multipoint S\
that originate/terminate on the logical port.

You can perform or inhibit usage data collection either for SVCs

Cs

>

originating on the port, SVCs terminating on the port, neither, or both.
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Table 4-5.  Logical Port Accounting System Settings (Continued)

Field Description
Unsuccessful | Enabled- (Default) Unsuccessful creation of SVCs that
(Originating originate/terminate on the logical port are included in usage data,
and providing that SVC Accounting is set to Enabled at the port and switch

Terminating) levels.

If SVC Accounting is set to Disabled at the switch or port level, setting

these fields to Enabled has no effect; this type of accounting will still be
inhibited.
Disabled— Unsuccessful creation of SVCs that originate/terminate on the
logical port are not included in usage data.

You can include or exclude unsuccessful SVC creation counts either on
SVCs originating on the port, SVCs terminating on the port, or both

Note: The Unsuccessful Terminating setting is unavailable on non-UNI
ports.

Note: Call attempts may fail for the following reasons:
¢ The call fails address screening
* There are insufficient network resources available
e The called party refuses the call

In general, an originating call is unsuccessful if the SVC is cleared
before the calling party receives a CONNECT message from the

originating switch. A terminating call is unsuccessful if the SVC is
cleared before the calling party receives a CONNECT message from th
called party terminating switch.

When an SVC creation attempt is unsuccessful, the cause is recorded i
the record for the SVC. Valid cause values are provided in Annex E of th
ATM Forum’s UNI Specification, as well as in the description of the BAF
Release Cause in Bellcore GR-1100-CORE. Cause values are alsol|listt
in Table A-33 on page A-40
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Table 4-5.

Logical Port Accounting System Settings (Continued)

Field

Description

SVC Recording

If the logical port is not a UNI/NNI port, all ATM accounting logical port fields are gray
out, and cannot be configured. If the logical port is a UNI/NNI port, you can selective
perform or inhibit usage data collection for any or all of the four service classes (ABH
UBR, CBR, or VBR), as well as collect usage data for research only.

ABR
UBR
CBR
VBR

Enabled- (Default) Usage data is collected on all circuits of the sery
class type that are created on the port, providing that SVC Accounti
set to Enabled at the switch and port levels, and SVC Recording for
service class is set to Enabled at the switch level. Otherwise, enabl
SVC Recording for that service class at the port level has no effect

(recording for that service class will still be inhibited).

Disabled— Usage data is not collected on any circuits of the service
type that are created on this port, even if SVC Recording is set to En
for that service class at the switch level.

Study- Functions the same as the Enabled setting, except that the

resulting records are marked as “study” to differentiate them from no
accounting records. This feature enables you to collect usage data
research.

SVC Party Sub-Address Recording
If the logical port is not a user port, these fields are grayed out, and cannot be config

Calling

Enabled—- The Calling Party Sub-Address, which may be either an A
AESA private address or a native E.164 address, is included in usag
collection for all SVCs created on this port, providing that SVC
Accounting is set to Enabled at the switch and port levels.

Disabled— (Default) The Calling Party Sub-Address is not included in

usage data collection on this port, even if SVC Accounting is set to
Enabled at the switch and port levels.

ed
ly

o d

ce

ng i
tha

clas
able

rma
for

urec

T™
e de

NavisXtend Accounting Server Administrator’s Guide




Configuring PVC Accounting at the Circuit Level A
ASCEND

Table 4-5. Logical Port Accounting SystemSettings (Continued)

Field Description

Called Enabled— The CalledParty Sub-Address, which may be either&fM
AESA private adressor naive E164 aldress, isncluded in usage data
collection for all SVCs createzh this port providing that SVC
Accourting is set to Enabled at the switch and portlevels.

Disabled — (Default) The Calle@arty Sub-Address is nob¢luded in
usage datcollection on this porteven if SVC Accounting is set to
Enabled at the swittard port levels.

Configuring PVC Accounting at the Ci  rcuit L evel

Usage datadtlection can befine-tuneddown to the circuit level for PV C circuits. The
circuit-level settigs yau define mayor may notoverride the switch-ével settngs,
depending on he setting at thase levels (see “Configuration Hierardy” on page4-13
for more informationon the cofiiguration hierarcly).

For example, if PVC Accourting isset to Erabled at the switch level, settingit to
Disabled at the circuiglel inhibitsPVC accountng only an that circuit. However, if
PVC Accounting is set® Disabled at the swittlevel, setting ito Enabled at the
circuit level for agiven P\C has o effect (that is PVC accanting is still inhibitedon
that PVC, and e usagedata is ollected on the PVC).

PVC acounting can be corfigured on both point--point and point-to-multipoint
PVCs. Point-tgpoint PVC cofifiguration is described in theaat sectio. For
instructicns an how to corfigure acounting on point-to-multipoint PVCs, see
“Configuring Accountng onPoint-to-Multi point PVCs” an page 4-2.

Configuring Accounting on  Point-to- Point PVCs
To configure circuit-Evel Accounting System settigs for a point-to-pointPVC:

1. From the natork mg menubar, select Admister=>CascadParameters=>Set
All Circuits=>Point-to-Pont. The Set AllPVCs on Mg dialog bax appearskFor
information o thisdialog box, see he dapter oncorfiguring PVCsin the
Network Cafiguration Guide for CBX500.
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2. If you aeadding a sw PVC, seletAdd, then see he Network Coffiguration
Guide forCBX500for instuctionson how to add a P\C to your map When yau
finish corfiguring the cirait, go to Step 3.

If you ae settingup accaintingon an existing PVC, selecthe PVC from the
Defined Circuit Nane list box, then choose Modjf Then go tdtep 3.

3. From the Add (or Modify) PVC dialog box, choo&€M Accounting. The Set
ATM PVC Accounting Attrbutes diabg bax appears.

A| Set ATH PYC Accounting Attributes

Circuit Hame I |

r—Logical Port Endpoint 1 ——————— —Logical Port Endpoint 2

Carrier ID I Carrier ID I

Recording I— Recording I—
Interface ID Interface ID

PVC Accounting Enabled = | PVC Accounting Enabled — |
il Enabled = | [oaress el Enabled = |
i Enabled = | i Enabled = |
e [ | R [emae

0Ok | Cancel |

Figure 4-6.  SetATM PVC Accounting Attri butes Dialog Box

4, SeeTable 4-6for information oneach of thefields on this sreen. You have to
configure the setting for both logical portendpoints.

> If you change any of the circuit parameters in this dialog box from their

current settings, the recording interval for the circuit automatically
terminates and a new recording interval begins as soon as you choose
OK from this dialog box.

5. When you arefinished cafiguring thefields in this dialog bx, choose OK
retun tothe Add (orModify) PVC daog box.
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Table 4-6.  Circuit-Level PVC Accounting Fields

Field

Description

Circuit Name

A read-only field that displays the name of the PVC you are adding ¢
modifying.

Carrier ID

A read-only field that contains the 5-digit Carrier ID specified on the 9
ATM Logical Port Accounting Attributes dialog box. This number
uniquely identifies the carrier at each end of the network interface. If y

have not yet configured accounting at the logical port level, this field i$

Zero.

Recording
Interface ID

A read-only field that contains the 16-digit PVC Recording Interface IL
which is comprised of the 12-digit IP address (no dots, and padded w
zeros to fill all 12 digits) and the logical port interface number.

For example, if the IP address is 123.45.67.8 and the interface ID for
port is 37, the Recording Interface ID is 1230450670080037.

PVC
Accounting

Enabled- (Default) PVC usage data is collected on the PVC, providin
that PVC Accounting is set to Enabled at the switch level.

If PVC Accounting is set to Disabled at the switch level, setting this fiel
Enabled has no effect (accounting will still be inhibited on the PVC).

Disabled— PVC usage data is not collected on the PVC, even if PVC
Accounting is set to Enabled at the switch level.

Study— Functions the same as the Enabled setting, except that the res
records are marked as “study” to differentiate them from normal
accounting records. This feature enables you to collect information fo
research.

=

bet

ou
]
This field applies only to PVCs; otherwise, it is zero. For more information
on Carrier ID, sepage 4-24
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Table 4-6.  Circuit-Level PVC Accounting Fields (Continued)

Field Description
Ingress Cell | Enabled— (Default) Ingress/egress cell counts from this circuit are
Counting, included in PVC usage data collection, providing that PVC Accounting
Egress Cell | setto Enabled at the switch and port levels. If you set either or both ¢
Counting counting fields to Enabled, the resulting accounting records contain b
time-based and usage-based measurements.
Disabled— Ingress/egress cell counts from this circuit are not included
PVC usage data collection. If you set both cell counting fields to Disat
the resulting usage data records contain only time-based measureme
Chargeable | Enter the 1- to 15-digit chargeable party ID (in decimal format) for this
Party ID PVC.
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Configuring Accounting on  Point-to-Multipoint PVCs

Within the Accountihg System, eached of a point-to-multipoint (PmP) circuit is
treated as amdividual point-topoint circuit, each with indepegent cell caints.
However, you only get one oot recod for the circuit Also, as log as at leastre
party is atbched to thecircuit, thecircuit is consideredbctive, and cll counts/elaped
time accumulate.

To oconfigure circuit-evel accountng system setting®ff a point-to-multipoint PVC:

1. From the Cascadikew/UX network mg menu ba select Administer=>Cascade
Parameters=>SetlIACircuits=>Pant-to-Multipaints. TheSet Al
Point-to-Multipoint Circuit Roots dialogoox appears-or more inbrmation on
this dialogbox, see the chapten configuring PVCsin the Network
Configuation Gudefor CBX 500

2. If you aeadding a ew point-to-multipoint PVC, see theext secton. If you are
modifyi ng anexisting point-to-multi point PVC, se“Modifying an ExistingPMP
PVC” on pag4-35.

Adding a N ew PMP PVC

To add anew point-to-multipoint PVC, perform the 6llowing steps:

1. Choose Add to accesselidd Circuit Root dialog lox.

2. Select thedgical porton whichyou are adding #PVCroot.

3. Choose OK b accesshe Add Point-to-Multipoint Circuit Root dialogoox.
4

Configure the circuit rooas described in #Network Cofiguration Guide for
CBX 500

5. Whenfinished, choose SeATM Accounting from the Add Bint-to-Multipoint
Circuit Root dialog box. The SATM PMP Root Accounting Attkutes dialog
box gopears (Figure 4-7.

6. SeeTable 4-6 o page 4-30for information abat thefields in this dialog box.
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~| Set ATH PMP Root Accounting Attributes

Circuit Mame I

r—Logical Port Endpoint 1

Carrier ID I

Recording Ii
Interface ID

PYC Accounting Enabled =
Loaress Cell Enabled
S Enabled
e

Ok | LCancel |

Figure 4-7.  SetATM PMP Root Accounting Attributes Dialog Box

7.

10.

When you have finished onfiguring the settings inthis diabg box, d00seOK to
retun to the Set Al Pointto-Multipoint Gircuit Roots dialog boxyou can ow
begin adding leves b the circuit.

Make sure that the rooby just added is selected in thefied Point-to-
Multiple-Point Circuit Root Recats list box, then choose Modify. The Malify
Point-to-Multipoint Circuit Leaf dialogbox appears.

Select the switchral logical port for the circuit leaf,ral enter the VPI/VCI br
the leaf. For more nformation on configuring circuit leaves see he Network
Configuation Gudefor CBX 500

In the Ddined Point-to-Multi-Point Circuit Leafs sectin of the dialog bx,
chooseATM Accounting. The SeATM PMP Leaf Accounting Attiioutes dialog
box (Figure 4-9 appears. Se Table 4-6 onpage 4-30 for information aout the
fields n thisdialog box.
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—] Set ATM PMP Leaf Accounting Attributes

Circuit Hame I

r—Logical Port Endpoint 1

Carrier ID I

Recording I—
Interface ID

PVC Accounting Enabled — |
éga:i?ﬁgce“ Enabled — |
Eg:zi?nge“ Enabled — |
s

0Ok | Cancel |

Figure 4-8.  SetATM PMP Leaf Accounting Attri butes

11. Once yu have corfigured all fields, dvoose OK ¢ return to the Modif Point-
to-Multipoint Circuit Leaf dialog box.

12. Choose Add to dd the circuit leaf. Ifs now displayed in the Ddined Point-
to-Multiple-PointCircuit Leds list ontheright.

13. Repeat Step 9through Step 12 formy additional leaves yar want b add to this
root.

14. When all leaves tave been added, choose Applthen choose Close to ratn to
the Set All Point-b-Multiple-Point Circuit Roots dialogoox.

15. Repeat these gie for ay additional PMP circuits you want b add.
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Modifying an Existing PMP PVC

If youwant to modify the Accountng settirgs for anexisting PMP PVC, perbrm the
following steps.You canmmt maodify the Accounting settigs for the oot record of an
existing PMPPVC. You can aly modify the Accounting settings for tk leavesof the
circuit. If you need to modif the Acounting settirgs for the 0ot recod, you have to
delete he PMP circuit, the add it again usirg the procedure inhe pevious secton.

The procedure in this secti@assumethat the circuit leaves tave alreadybeen added
to the PMP PVC. If youareadding rw circuit leavesto the PMP PVC, follow Step 8
throughStep 12(stating onpage 4-3Bto canfigure acounting on those leaves.

To modify the Ac®unting settirgs for a PMP PVC circuit leaf:

1. Select the circuit root fronhé Ddine All Point-to-Multiplefoint Circuit Root
Records lisbox, then cbose Modify. Any leavesthat are cofigured df of the
selecte root aredisplayal in the Correspating Point-b-Multiple-Point Circuit
Leafs list box.

2. Select the leaf on whicyouwant to cofigure accountig ard choose Modify.
The Modify Point-to-Multiple-Point Circui Leaf dialog lox appears.

3. From the Déned Point-ib-Multiple-Point Circuit Leafs list box, selectthe circuit
leaf an which you want b configure accouting.

4. From the D&ned Pont-to-Multiple-PointCircuit Leafs Ist box, choosATM
Accounting. The SeATM PMP Leaf Accounting Atthutes dialog boxKigure
4-8 on page 4-3)igppears.

5. SeeTable 46 on page 4-3@or information on ech ofthefields in ths dialog bo.
Valuescanbe @nfiguredonly for thecurrently ®lected leaf.

6. Whenfinished, choose OK.

7. From the Modiy Point-b-Multiple-Point Circuit Leaf dialogbox, choose Apply
to apply the accounting settings to the circuit leaf.

8. Repeat Step 3through Step 7for each additional leaf on this root.Hah all leves
have been anfigured, choose Close teturn to the Set APMP Circuit Rots
dialog box.
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9. Repeattep 1throughStep 8for each PMP PVC which contains circuit leaves on
which you want to configure accounting. When finished, choose Close to returr
the network map.

Configuring Accounting at the Switch Level

This section describes how to configure accounting at the switch level. There are 1
methods you can use:

* You can configure switch-level accounting on a switch-by-switch basis
* You can use the network settings to configure accounting on all switches at on

The second method is useful only if all or most of the switches in your network are
using the same Accounting System settings at the switch level. Also, if you do not
want to use the default settings for the Server Control field on each switch, then yz
must configure your switches one-by-one, as this field is not available at the netwc
level. Similarly, the Administrative Action field applies only to individual switches,
and is not available at the network level.

If you use the network-wide settings, you should be aware that if any of your switcl
require unique settings, you must edit the switch-level settings for that switch aftel
applying the network-wide settings. For example, if you want to perform PVC
accounting on 98 of your 100 switches, and you enable it from the Network Settin
dialog box, PVC Accounting is enabled on all 100 switches. Therefore, you have t
edit the accounting settings for the two switches on which you want to inhibit PVC
accounting.
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To configure the Accoating System athe switch ével:

1. If you need to cdiigure accountig on a switchby-switch basis, pedrm the
following steps (if you an configureall switches at once, go to Step 2.

a. From the Cascadew nework map, select the switch. Then, froine menu
bar, select Admister=>CascadParameters=>Sdlarametersa display the
Switch BackPanel dialog box.

b. Select the Set Sw Athutton to display the SeBwitch Attributes dialog bx.

c. Select the Acounting button to display theSet ATM Accounting Attributes
dialog bo (seeFigure 4-9. Then go tdStep3.

A| Set ATH Accounting Attributes
Switch Mame ILenl | Accounting Operational Status I
Switch Number |1‘4 Server Communications Status I
r—General Parameters rHAccounting Server

SYE Accounting Tizabled = | Server Contral Primary — |

| i I 0,0,0,0
PYC Accounting Disabled - Primary Address

Secondary Address I 0,0,0,0
0AH Cell Counting Enabled — |

| —SYC

{minutes?
mingLes AER Recording Enabled — |
5
UBR Recording Enabled — |
VER Recording Enabled — |
AI CER Recording Enabled — |
(minutes)
Recording Period CER Cell Counting Enabled = |
=)

i

Recording Update Interwal

1

—PYC

Accounting Statiztics | Force Upload | 0k Cancel

Figure 4-9.  SetATM Accounting Attri butes Dialog Box
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2. If your network configuration is such that you can configure accounting on all
switches at once, from the CascadeView menu bar, select Administer=>Casce
Parameters=>Set All ATM Accounting Parameters=>Set Network Parameters.
The ATM Accounting Network Settings dialog box (shown below) appears. Thi
dialog box is similar to the Set ATM Accounting Attributes dialog box, except th:
it does not contain switch-specific fields.

—| ATH Accounting Metwork Settings |
—General Parameters
SVC Accounting Dizabled =
PYC Accounting Dizabled = |
0AH Cell Counting Enabled =1
A |
{minutes}
Recording Update Interwal 5
ki
PG Intra-Metuork
A
(minutes)
Recording Period
i
L
—SMC Intra-Netuork
FER Recording Enabled =
UBR Recording Enabled =
WER Recording Enabled =
CER Recording Enabled =
CER Cell Counting Enabled =
I3 | Cancel |

Figure 4-10. ATM Accounting Network Settings Dialog Box
3. SeeTable 4-7for information on each of the fields.

4. When you finish configuring all values, choose OK. If you are on the Switch
Settings screen, you return to the Switch Back Panel screen. If you are on the
Network Settings screen, you return to the network map.
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Keep in mind that when you choose OK from the Network Settings screen, the
defined configuration is downloaded and applied to all of the switches in the

network. If any switches require unique settings, you then need to configure th
settings from the Switch Settings screen.

> Do not set SVC Accounting and PVC Accounting to Enabled at the switch

level until you have configured accounting as desired on all of the PVCs
and logical ports on the switch. Also, make sure you have defined an
Update Interval that is appropriate for your needs on all of your switches.
By default, the update interval is five minutes.

As soon as you choose OK with these fields set to Enabled, the usage
data collection period begins, and usage data is collected on all circuits
and ports on which accounting is being performed.

Table 4-7.

Switch-Level Accounting System Settings

Field

Description

Switch Name
Switch Number

Read-only fields that display the name and switch ID of the curren
switch. These fields are switch-specific, and are not displayed on 1
Network Settings dialog box.

Accounting
Operational
Status

A read-only field that displays the operational status of the Accour
System on this switch. This field is switch-specific, and is not displg
on the Network Settings dialog box.

Operational status may be one of the following:

Disabled— The Accounting System is disabled on this switch. No
usage data is being collected on this switch.

PVC Enabled- Only PVC usage data is being collected on this swit
No SVC usage data is being collected.

SVC Enabled Only SVC usage data is being collected on this swil
No PVC usage data is being collected.

Enabled- Both PVC and SVC usage data is being collected on thi
switch.

t
ting

yec

ch.

ch.

192}
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Table 4-7.  Switch-Level Accounting System Settings (Continued)
Field Description
Server A read-only field that displays the server communications status of thi
Communications| Accounting System on this switch. This field is switch-specific, and is
Status not displayed on the Network Settings dialog box.
Communications status may be one of the following:
Green— Communications to the Accounting Server is fine.
Yellow— Communications to the Accounting Server is questionable.
Red- Communications to the Accounting Server is severed.
General Parameters
SVC Accounting | Enabled- SVC usage data is collected on all of the switch’s logica
ports for which SVC Accounting is set to Enabled. If SVC Accounting

logical ports (seéConfiguring Accounting at the Port Level” on pag
4-21).

ports on the switch. If you select Disabled, setting SVC Accountin
Enabled on individual logical ports has no effect (it will still be

inhibited on the logical port). Similarly, enabling usage data collect
for the various traffic types (CBR, UBR, ABR, or VBR) at the switg
or port levels has no effect.

Disabled- (Default) SVC usage data is not collected on any logical

is set to Enabled at the switch level, you can still inhibit it on individual

a)

y to

ion
h

PVC Accounting

Enabled— PVC usage data is collected on all of the switch's PVCs
which PVC Accounting is set to Enabled at the circuit level. You cd
still inhibit PVC Accounting on individual PVCs on the switch by
setting this field to Disabled at the circuit level (8€enfiguring PVC
Accounting at the Circuit Level” on page 4328

Disabled- (Default) PVC usage data is not collected on any of the
switch’s PVCs. If you select Disabled, setting PVC Accounting to
Enabled on an individual PVC has no effect (it will still be inhibited
the PVC).

for
N

on
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Table 4-7.

Switch-Level Accounting System Settings (Continued)

Field

Description

OAM Cell
Counting

Enabled— OAM cell counts are added to total cell counts taken at the

ingress and egress points for both forward and backward traffic, on
the originating and terminating switches.

bo

Disabled— OAM cell counts are added to the total cell counts taken at
the ingress point for forward traffic on the originating switch, and af the

egress point for backward traffic on the terminating switch. OAM ¢

countsare notadded to total cell counts taken at the egress point for

forward traffic on the originating switch, nor at the ingress point for
backward traffic on the terminating switch.

For more information, seé&orward and Backward Cell Counts” on
page 1-10

ell

Recording
Update Interval

Specifies how often a snapshot is taken of the state of all ATM PV
and SVCs. The snapshot data is then uploaded to the Accounting
Server. Snapshot data is needed only if an IOM fails. When an 10

Cs

M

fails, the snapshot data is used to complete usage data for all circuits
the IOM. If no IOMs on the switch fail during the update interval, then

the snapshot data is not needed, and is overwritten by data from t
next snapshot.

When set to 0, no snapshots are taken on the switch. Therefore, if
IOM fails, you risk losing some usage data from the circuits on thg
IOM.

If you define this value from the network-wide level, and later defin

ne

an

e it

as something different at the switch level, then the switch-level sefting

takes precedence. If you define this setting on the switch level, and
define it as something different at the network-wide level, the
switch-level setting changes to the specified network-wide setting.
you do not configure this value on a given switch, the switch uses
value specified for the network.
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Table 4-7.

Switch-Level Accounting System Settings (Continued)

Field

Description

PVC Network

PVC Recording
Period

This value specifies how long PVC usage measurements are collg
before being uploaded from the switch to the Accounting Server. T
shorter the recording period is, the more bandwidth you need to
transport PVC usage data to the Accounting Server.

The range of values is 15 to 1440 minutes (24 hours), in 15-minuts
increments. The default setting is 60 minutes. You can use the arr
on the top and bottom of the scroll bar to fine-tune this value.

If you define this value at the network-wide level, and the switch-Ig
setting is different than the network-wide setting, then the switch-I¢
setting takes precedence. If you do not configure this value on a g
switch, the switch uses the value specified at the network-wide lev,
neither is defined, the default setting (60 minutes) applies.

cte
he

D

C

DWSE

vel
bvel
iver
el. |

Settings screen

Accounting Server—These are switch-specific fields, and are not displayed on the Neft

WOl

Server Control

Primary — Usage data is uploaded from the switch to the server
designated in the Primary Address field.

Secondary- Usage data is uploaded from the switch to the server
designated in the Secondary Address field.

Primary Address

A read-only field that contains the IP address of the primary
Accounting Server for this switch. For information on how to config
the Accounting Servers, s&&ssigning Switches to Your Accounting
Servers” on page 4-2

ure

Secondary
Address

A read-only field that contains the IP address of the secondary

Accounting Server for this switch.
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Table 4-7.

Switch-Level Accounting System Settings (Continued)

Field

Description

SvC

ABR Recording

Enabled- (Default) ABR (Available Bit Rate) cell traffic is included i
usage data collection, providing that SVC Accounting is also set tg

n

Enabled on the switch. You can still inhibit ABR usage data collection

on individual user ports by setting ABR Recording to Disabled at tf
port level (se€Configuring Accounting at the Port Level” on page
4-21).

Disabled— No ABR cell traffic is included in usage data collection.
you select Disabled, setting ABR Recording to Enabled at the port
has no effect; it will still be inhibited on the logical port.

ne

If
eve

UBR Recording

Enabled- (Default) UBR (Unspecified Bit Rate) cell traffic is include
in usage data collection, providing that SVC Accounting is also sef
Enabled on the switch. You can still inhibit UBR usage data collect
on individual user ports by setting UBR Recording to Disabled at t
port level (seéConfiguring Accounting at the Port Level” on page
4-21).

Disabled— No UBR cell traffic is included in usage data collection.
you select Disabled, setting UBR Recording to Enabled at the port
has no effect; it will still be inhibited on the logical port.

VBR Recording

Enabled- (Default) VBR (Variable Bit Rate) cell traffic is included iy
usage data collection, providing that SVC Accounting is also set tq

d

ion
he

If
leve

N

Enabled on the switch. You can still inhibit VBR usage data collection

on individual user ports by setting VBR Recording to Disabled at tl
port level (se€Configuring Accounting at the Port Level” on page
4-21).

Disabled— No VBR cell traffic is included in usage data collection.
you select Disabled, setting VBR Recording to Enabled at the port

ne

If
eve

has no effect; it will still be inhibited on the logical port.
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Table 4-7.

Switch-Level Accounting System Settings (Continued)

Field

Description

CBR Recording

Enabled- (Default) CBR (Constant Bit Rate) cell traffic is included
usage data collection, providing that SVC Accounting is also set tg
Enabled on the switch. You can still disable CBR usage data colle
on individual user ports by setting CBR Recording to Disabled at t
port level (se€Configuring Accounting at the Port Level” on page
4-21).

Disabled— No CBR cell traffic is included in usage data collection.
you select Disabled, setting CBR Recording to Enabled at the port
has no effect; it will still be inhibited on the logical port.

in

Ctio
he

If
lev

CBR Cell
Counting

Enabled- (Default) Both time-based and usage-based data is collg
on all CBR circuits.

Disabled- Only time-based data is collected for CBR circuits.

pCte
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Managing Accounting
on the Switch

This chapter describes how to use CascadeView to:

« Display the Accounting System settings for each of the logical ports and PVCs
your network.

» Display daily Accounting System statistics for each of the switches in your
network.

» Force an upload of usage data from a switch to its Accounting Server before tl
end of the Recording Update Interval.
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Displaying Accounting System Settings

This section describes how to use CascadeView to view the current Accounting
System settings on the various logical ports and PVCs in your network.

Viewing Logical Port Settings

To view the current Accounting System settings for a particular logical port:

1.

From the CascadeView network map, double-click the switch on which the logi
port resides.

You access the Switch Back Panel dialog box.

Select the physical port, then choGsat Attrto display the Physical Port
Attributes dialog box.

Choosd.ogical Portto display the Set All Logical Ports in PPort dialog box.
Select the logical port in the Logical Port list box.

In the lower right area of this dialog box, select ATM Accounting from the
Options list button.

Selecty
’7 ATH Accounting _l| View, .. |

Get Oper Info | Close |

Choose View to display the Show ATM Logical Port Accounting Attributes dialo
box.
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Show ATH LPort Accounting Attributes

Switch Mame

Switch Mumber

ILenl

LPort Mame

|1‘4

LPort Type

ILeanl

IDirect UNT ICE

SV Accounting

PYC Carrier ID

r—General Parameters

IDisabled PVC Parameter Recording IDisabled

o

PV Recording Interface ID |19300100100400009

Same as UNI CPI?

r—Default Accounting Address:

es

Point to Point

Unzuccessful

—SVC General Recording

Point to Multi-Point

Qriginating Terminating
IEnabled IEnabled
IEnabled IEnabled
IEnabled IEnabled

—SVC Recording

HER

LUER

YER

CER

IEnabled Calling
IEnabled Called

IEnabled
IEnabled

—SVC Party Sub-Addresz Recording

IDisabled
IDisabled

Close |

Figure 5-1.

Show ATM LPort Accounting Attributes Dialog Box

For information on the fields in this dialog box, Sexble 4-5 on page 4-23

7. Choose Close to exit.
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Viewing Point-to-Point PVC Settings
To view the Accounting System settings for a particular point-to-point PVC:

1. From the network map menu bar, select Monitor=>Cascade Objects=>Show
Circuits=>All on Switch to display the Show All PVCs on Switch dialog box.

2. Select the PVC from the Defined Circuit Name list box, then choose ATM
Accounting to display the Show ATM PVC Accounting Attributes dialog box.

A| Show ATH PYC Accounting Attributes

Circuit Mame I lenlp7-lenlpd

r—Logical Port Endpoint 1 —————————— r—Logical Port Endpoint 2

Carrier ID |0 Carrier ID |0

Resording 13300100100400010 Resording 13300100100400011
Interface ID Interface ID

PVC Accounting IEnabled PVC Accounting IEnabled

Ingres= Cell Ingres= Cell

Counting I Enabled Counting I Enabled

Egres= Cell Egres= Cell

Counting I Enabled Counting I Enabled
Chargeable Chargeable

Party ID Party ID

Close |

Figure 5-2. Show ATM PVC Accounting Attributes Dialog Box
For information on the fields in this dialog box, Jedle 4-6 on page 4-30

3. Choose Close to exit.
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Viewing Point-to-Multipoint PVC Settings

From CascadeView, you can view the Accounting System settings for individual
circuit roots and circuit leaves. For a description of the fields in these dialog boxes,
Table 4-6 on page 4-30

To view the Accounting System settings for a PVC root or leaf:

From the network map menu bar, select Administer=>Cascade Parameters=>
All Circuits=>Point-to-Multipoint to display the Set All Point-to-Multiple-Point
Circuit Roots dialog box.

To display the settings for a PVC root:

1. Selectthe circuit root in the Defined Point-to-Multiple-Point Circuit Root Recorc
list box.

2. Choose ATM Accounting to display the Show ATM PMP Root Accounting
Attributes dialog box.

A| Show ATH PHP Root Accounting Attributes

Circuit Hame ILeanlMP

r—Logical Port Endpoint 1

Carrier ID |0
Resording 13300100100400003
Interface ID
PVC Accounting IEnabled
Ingress Lell IEnabled
ounting
Egres= Cell
Counting IEnabled
Chargeable R
Party ID i

Close |

Figure 5-3. Show ATM PMP Root Accounting Attributes Dialog Box
For information on these fields, s&gble 4-6 on page 4-30

3. Choose Close to exit.
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To view the settings for a PVC leaf:

1. Selectthe circuit root in the Defined Point-to-Multiple-Point Circuit Root Recorc
list box.

2. Choose Modify.

3. Inthe Defined Point-to-Multiple-Point Circuit Leafs list box, select the circuit lez
for which you want to display settings.

4. In the Defined Point-to-Multiple-Point Circuit Leafs list box, choose ATM
Accounting to display the Show ATM PMP Leaf Accounting Attributes dialog
box.

A| Show ATH PHP Leaf Accounting Attributes

Circuit Hame ILeanlMP

r—Logical Port Endpoint 1

Carrier ID |0

Resording 13300100100400003
Interface ID

PVC Accounting IEnabled

Ingres= Cell

Counting IEnabled

Egres= Cell

Counting IEnabled
Chargeable R

Party ID i

Close |

Figure 5-4. Show ATM PMP Leaf Accounting Attributes Dialog Box
For information on these fields, séeble 4-6 on page 4-30

5. Choose Close to exit.
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Viewing Switch Settings
To view the Accounting System settings for a given switch:

1. From the CascadeView network map, double-click the switch.
You access the Switch Back Panel dialog box.

2. Choose the Get Sw Attr button to display the Get Switch Attributes dialog box.

3. Choose Accounting to display the Show ATM Accounting Attributes dialog box
For information on the fields in this dialog box, Sedle 4-7 on page 4-39

=1 Show ATM Accounting Attributes |
Switch Mame ILenl | Accounting Operational Status I
Switch Number |1‘4 Server Communications Status I
r—General Parameters rHAccounting Server

SYE Accounting Tizabled = | Server Contral Primary — |

| i I 0,0,0,0
PYC Accounting Disabled o Primary Address

Secondary Address I 0,0,0,0
0AH Cell Counting Enabled — |

| —SYC

{minutes?
mingLes AER Recording Enabled — |
5
UBR Recording Enabled — |
VER Recording Enabled — |
AI CER Recording Enabled — |
(minutes)
Recording Period CER Cell Counting Enabled = |
=)

i

Recording Update Interwal

1

—PYC

Accounting Statiztics | Force Upload | 0k | Cancel

Figure 5-5. Show ATM Accounting Attributes Dialog Box

4. Choose Close to exit.
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Displaying Switch Statistics

Accounting statistics for any switch can be displayed via CascadeView. You can vi
your current PVC Recording Interval setting, bandwidth usage, and file creation ai
transfer statistics for the selected switch.

The following switch statistics can be displayed:

e The number of AP file transfer failures for the current day

* The start and end time of the current recording interval

e Various usage record statistics, including:

The number of usage record creation failures during the current day

The number of usage records transferred to the AS during the current day
The number of SVC records created during the current day

The number of SVC records created during the current recording interval

The number of PVC records created during the current recording interval

e Transport bandwidth statistics, including:

Average burst and average total burst

Minimum and maximum bursts

To display the accounting statistics for a switch:

1. From the CascadeView network map, double-click the switch.

You access the Switch Back Panel dialog box.

2. Choose the Get Sw Attr button to display the Show Switch Attributes dialog bc

3. Choose the Accounting button to display the Set ATM Accounting Attributes
dialog box.

4. Choose the Accounting Statistics button to display the CBX 500 Accounting
Statistics windowigure 5-6.
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A| Cazcade 500 Accounting Statistics -
Switch Mame Lenl
Switch Number 1.4

Current Time I

Poll Interwval |5

Accounting Server ©AS)
File Transfer Failures Today

r—Current PYC Recording Interval

Start Time

End Time

r—Usage Records

Total Creation Failures Today

Total Transferred to AS Today

SV Records Created Today

SV Records Created During Current Period

PV Records Created During Current Period

r—Tranzport. Bandwidth {bp=z}

Average Total Used

Hinimum Burst

Average Burst

ST

Maximum Burst

Rezet Tranzport Bandwidth

Reset | Rezet Time I

Close

d

Figure 5-6. CBX 500 Accounting Statistics Window
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5. SeeTable5-1 for information on each of thefieldsin thisdialog box. All fieldsare
read-only.

> All field values, with the exception of time-related fields and Poll Interval,

are automatically reset to zero at the end of the 24-hour recording period,
which runs from midnight to midnight, based on local time for the switch’s
Accounting Server. You can also use the Reset button to reset the
Transport Bandwidth Counter fields to zero at any time (see “Resetting the
Transport Bandwidth Counters” on page 5-12).

Table 5-1.  Accounting Statistics

Field Description

Switch Name/ | Displays the switch namea switch number forhe selected switch.
Switch Number

ResefTime Displays the last time that the Rebattonwas pressed to reset the
Transport Bandwidtivalues to zeo (see“Resetting theTransport
Bandwith Counters”on page 5-2).

CurrentTime Displays the curent local ime.

Pdl Interval Displays the cuent polingintewval in minutesThe pdl interval refers
to how often the Accountig Sewer polls his switch for usage dathatis
ready to be uploaded to the Accountingveer

Accounting Displays the omber of times that statisticll e uploads fromlte switch
Sewer File to the Accouting Sewer failedduring the current 24our perod. The
Transfer 24-hour periad runs from midnight ® midnight, basd on local time for

Failures Today | the Accounting Server.

Current PVC Recording Interval

StartTime Displays theitmeof day atwhichthe curent PVCrecordng interval
started, in HH:MMSS format.For information on the PVC recordig
interval, segrage 442.

EndTime Displays theitmeof day atwhichthe curent PVCrecordng peiod is
scheduled to end, in HH:MM:SS format.
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Table 5-1.

Field

Description

Usage Records

Total Creation
Failures Today

Displays the number of times that a usage data record could not be
created on the switch during the current 24-hour period.

Total
Transferred to
AS Today

Displays the total number of usage data records that were transferr

the switch’s Accounting Server (including those transferred to eithef

primary or secondary server) during the current 24-hour period.

ed t
the

SVC Records
Created Today

Displays the total number of SVC usage data records that were cre
on the switch during the current 24-hour period. This total does not
include PVC usage data records that were created.

atec

SVC Records
Created During
Current Period

Displays the total number of SVC records that were created during
current 24-hour SVC rate period.

the

PVC Records
Created During
Current Period

Displays the total number of PVC records that were created during
current recording interval.

the

Transport Bandwidth (bps)

The values in these fields are all shown in bits per second (bps). All values are for th
current 24-hour period (which runs from midnight to midnight GMT), or since the last
of these values during the current 24-hour period.

[€SE

Average Total
Used

Displays the current running average of bandwidth that is being used to

transfer usage data between this switch and its Accounting Server.

Average Burst

Displays the current running average channel burst bandwidth bet

wee

this switch and its Accounting Server. For example, if there were three

bursts of 10Kbps, 15Kbps, and 14Kbps, the value in this field would
13Kbps.

be

Minimum
Burst

Displays the smallest channel burst bandwidth between this switch

and

its Accounting Server. For example, if there were three bursts of 10Kbps

15Kbps, and 14Kbps, the value in this field would be 10Kbps.
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Table 5-1.  Accounting Statistics (Continued)

Field Description
Maximum Displays the largest channel burst bandwidth between this switch and it
Burst Accounting Server. For example, if there were three bursts of 10Kbps,
15Kbps, and 14Kbps, the value in this field would be 15Kbps.

Resetting the Transport Bandwidth Counters

To reset (zero out) the Transport Bandwidth counters, choose the Reset button. A
subsequent values listed in these fields after pressing Reset apply only to the curr
24-hour period, from the time you pressed the Reset button until the end of the

24-hour period. When the current 24-hour period expires, the counters automatice
reset to zero. The Reset Time field displays the last time the Reset button was pre

Pressing Reset does not start a new 24-hour collection period. It merely resets all

counters for the current 24-hour period.
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Forcing a Data Upload to the Accounting Server

In the event that you need to do an immediate upload of usage data from a switch
the Accounting Server before the end of the current recording interval, you can do
from the Set ATM Accounting Attributes dialog box. Normally, you should do this
only when troubleshooting the system.

To force an upload of usage data to the Accounting Server:
1. From the network map, select the switch.

2. From the network map menu bar, select Administer=>Cascade Parameters=>
Parameters to display the Switch Back Panel dialog box.

3. Choose the Set Sw Attr button to display the Set Switch Attributes dialog box.

4. Choose ATM Accounting to display the Set ATM Accounting Attributes dialog
box.

> The settings in this dialog box can be changed. Be careful not to
accidentally change them.

5. Choose the Force Upload button.

6. Once the upload completes, choose Close.
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Managing the
Accounting Server

This chapter describes how to manage and monitor each of the Accounting Serve
your Accounting System, including:

* How to start and stop Accounting Server processes

» How to configure the Accounting Server for secure FTP transferal of accountir
data

* How to view the status of Accounting Server processes

* How to view the contents of files produced by the system, including BAF files,
ASCII files, usage data files, and audit count files
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Starting and Stopping Accounting Server
Processes

This section describes the commands used to start and stop the different Account
Server processes. For information on how to display the current status of the
Accounting Server processes, Seewing the Status of Accounting Server
Processes” on page 6-10

Starting All Accounting Server Processes

To start all Accounting Server processes, log in as the root user, then enter the
following command:

cd /CascadeAS/install
Jas-start start

Stopping All Accounting Server Processes

To stop all Accounting Server processes, log in as the root user, then enter the
following command:

cd /CascadeAS/install
Jas-start stop

Starting and Stopping Individual Processes

There are several scripts available that enable you to start and stop individual
Accounting Server processes. These scripts can be useful when you are trying to
troubleshoot problems in your Accounting System network.

To start a given process, type the command followestdoy To stop a given process,
type the command followed Istop For example, to start the process that transfers
usage data from the switches to your Accounting Server, Aygits-start startand
press Return. To stop the File Transfer process,.tgpéis-start stopand press
Return.

Table 6-1lists and describes the available scripts.
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Table 6-1.  Accounting Server Process Scripts

Script

Purpose

asda-start

Use this script to start and stop the Data Aggregation process. T

process aggregates multiple usage data records from a single|
into a single record for the call in the Calls Database.

Stopping this process will stop the generation of information
required by all of the other processes for the creation AMA filg

asbg-start

Use this script to start and stop the BAF Generation process,
converts raw usage data files for PVCs and SVCs into BAF for

asbt-start

Use this script to start and stop the AMA file transfer process
process transfers AMA records to your Billing Operations Ser

asage-start

Use this script to start and stop the automatic data file deletipn

process, which deletes old usage data files, unformatted call g

whi
mat

Th
er.

ata

files, and successfully transferred AMA files. AMA files that have

been transferred to your Billing Operations Server remain on {
Accounting Server until they have aged for the period of time
specified in the Accounting Server configuration (feeounting
File Purging” on page 3-)8After the specified time period has
passed, this process automatically deletes the files. If you stoy
process, AMA files that have already been transferred remain
the archive directories on the Accounting Server until you

manually delete or remove them, or until you restart this proce

ascomp-start

Use this script to start and stop automatic file compression. T
compression process automatically compresses all data files
(including raw usage data files and call data files) stored on th
Accounting Server. If you stop this process, files are not
compressed, which requires more storage space for the files.

he

D thi
in

SS.

he f

[¢)
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Table 6-1.  Accounting Server Process Scripts (Continued)

Script

Purpose

asfts-start

Use this script to start and stop the transfer of files from your
switches to the Accounting Server. If you stop this process, th
Accounting Server does not receive usage data files from swit|
that use this server, and the files remain on their respective
switches until such time as this process is restarted or the
communications state of the Accounting System goes to a Re
state (seéAnomalous Events” on page 8:3

If you stop this process, it is recommended that you change a
affected switches to their secondary Accounting Server. Othery
communications between the switch and its Accounting Serve
enters a Yellow state when the next five-minute transfer time
arrives, and enters a Red state when the switch’s hard disk fill
capacity (due to usage data being stored there instead of bein
transferred to the Accounting System).

assnmp-start

Use this script to start and stop the Accounting Server SNM
agent. This process provides SNMP access to the Accounting
Server for remote configuration. It also provides error logging.

Note: Do not stop this process. If you do, system events are n(
logged. Also, data may back up on the switches in yowuhting
System, causing valuable data to be lost when storage space
switch is depleted.

11}

che
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[
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.
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g
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Accounting Se rver as FTP Server

In some accatting systemsit is necessary foexternal hostsKTP clients) to access
acounting data directf from the Accountng Sewer (FTP sarer). The script
/CascaeAS/etc/asftpconf Exec.sh facilitates administration of he FTP serviceon the
Accounting Sexer host. ltallows yau to create, modif, ard delete FP uses as well
as cofigure whidy TCP port the FTP daemon listens todbent connectios.

Executirg this script doesiot dfect the eecutian of AMA Fil e Transfer Functions
de<cribed in“Accounting AMAFile Transfer Gonfiguration” on page 3-9.

To begin processig in the sever mode:
1. Log into the Accounting sewer as root.

2. Execute the /CasadeAS/etc/asftpconf_Exec.sh script.
The Accounthng Sewver FTP Sever Configuration menu appear@-igure6-1).

Account i ng Server FTP S erver Configurati on

Main Men u

1) Users
2) FTP Port
3) Exit

Enter C hoice:

Figure 6-1.  asftpconf_Exec.sh (Main Menu)

3. To accessiser administragin functions, select ption 1
To modify which service port the FTP ser uses, select option 2.
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Administering FTP Users
When you select gtion 1 (Users), the User Menu appeéfgjure 6-2).

The followin g users are curre ntly
configured o n this AS:

User Director y

mrtes t /Casc adeAS/archivelam a

1) Add a user

2) Modif y auser

3) Delet e a user

4) Retur n to previous menu

Enter Choice:

Figure 6-2.  asftpconf_Exec.sh (UseMenu)
Select aroption. The script prompts yowith a series of questits.

For example, toadd a use select option 1. Thecriptprompts you tespecify theuser
name, usés homedirectoty, and passvord (Figure 6-3. This information will be
adde to the paswordfile.

To accet the default value (displayed in panthesespress <RETURN>.

The defallt home directory is /CascadeAS/diiwe/amawhich is the directgrwhere
the completed AMAfiles are sired.

The paswordvalues are ot echoed tohe screen.
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Enter user name (none)

mrstest

Enter users home directory
(/CascadeAS/archive/ama)

<Return>
User attributes are as follows:
User Directory

mrstest /CascadeAS/archive/ama

Are you sure you want to commit this
modification? (y/n)

y

New password:

Figure 6-3. Creating a new FTP user

The processes for deleting or modifying users are similar.
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Modifying FTP Port

When you select gtion 2 (FTP Port), the scrip displaysthe currebFTP service port
and albwsyou to change ifFigure 6-9.

FTP Server P ort Men u

The fol | owing Portis ¢ onfigured as an F TP
server:

5003

1) Change FTP Port

2) Return to previo us menu

Enter C hoice:

Figure 6-4.  asftpconf_Exec.shETP ServerPort Menu)
To change he FTPport, select optin 1. The script prorpts yau to specify theort.

Changing the FTP pot necessitateschanges to both he /etcéervices and
letc/inetl.conffileson the Accouting Server. Before ay changes are mde, the script
stores opiesof each of thesfiles in the /tmp directoy of the Accainting Sewer. It is
recommende that you sve these cpies of te original files in case pu ever want to
retum the Accountihg Sewver OSto its defallt state.

> Removing the Accounting Server package will automatically remove the
user-configured FTP port and FTP users.
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Accounting Server Ultilities

This section describes the Accounting Server utilities that are available for monitor
and managing the Accounting Server. In order to use any of these tools, you have
log in as the root user.

The following utilities are described in this section:

Table 6-2.  Accounting Server Utilities

Utility Function
as-status Displays the current state of all Accounting Server processes.
bafdump Displays the contents of completed BAF record filespSge 6-11

auditdump Displays the audit data contained in the specified filgp&8ge6-22

asciidump Displays the contents of the specified ASCII file.[Bee 6-21

udfdump Displays the contents of usage data filespSge 6-27
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Viewing the Status of Accounting Server Processes

The as-status utility enables you to view the current state of the Accounting Serve
processes. For a complete list and description of the Accounting Server processes
Table 6-1 on page 6-3

To view the status of AS processes, log in as root, then enter the following comma

cd /CascadeAS/install
Jas-status

Shown below is a sample process status listing for a Bellcore installation of the
Accounting Server. In this example, every process is running.

Current Accounting Server Status
Data Aggregation: RUNNING
PVC BAF Generation: RUNNING
SVC BAF Generation: RUNNING
AMA Transfer: RUNNING
File Aging: RUNNING
File Compression: RUNNING
File Transfer: RUNNING
AS SNMP Agent: RUNNING

Shown below is a sample process status listing for an ASCII installation of the
Accounting Server. Again, every process is running.

Current Accounting Server Status
Data Aggregation: RUNNING
AMA Transfer: RUNNING
File Aging: RUNNING
File Compression: RUNNING
File Transfer: RUNNING
AS SNMP Agent: RUNNING
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Displ aying BAF Record Files

You can usehe bafdimp utility to display the catents d BAF files. BAF files are
stored in adirectory thaou specify during the installation (ssepage 3-%. By default,
thesefiles are stored in /CasadeA S/data/ama.

BAF Record Filename Format

BAF filenames are in the Bellcore-standard fornat shown in Figure 6-5

120003.033210.00008.01.2

Source
Component Type jori
‘ File Type ‘ Priority Level
Source
Component ID File Sequence
Number
Destination
Component Type

Destination
Component ID

Figure 6-5.  BAF Filename Format

Souce Component ID Code — Specfies he Accountihg Sewer on which tre BAF
file was geerated. hefirst two digits are the &irce CompaentType you ddined
for the Accountiig Sewer during the installatio of the Acounting Sewer softvare.
The rext four digits are tle Source ©@mponeant ID assgned to the Acounting Sewver
by the system administratorhisisthevalue ya specfied as the AMADNS Source
Commnent ID durimg the hstallation of he Accounting Sefer software (see
“AMADNS Source Component Idefigr” on page 3-3).
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Destination Component ID Code— Specifies the Billing Operations Server to
which the BAF file is to be transferred. It consists of the following two parts:

e The first two digits are a code that identifies the component type for your Billin
Operations Server. This is the value you specified as the Destination Compon
Type during your Billing Operations Server software installation.

* The second four digits identify the Billing Operations Server. This is the
AMADNS Destination Component Identifier that you specified for the Billing
Operations Server during your Billing Operations Server software installation.

See’AMADNS Destination Component Identifier” on page 3fb¥ more
information on these values.

> For more information on Component Identification codes, see Bellcore
GR-1343-CORE.

If the value of either the Source Component ID or the AMA Destination
Component ID is less than four digits, then the actual value is padded with
zeros. For example, if the AMADNS Destination Component Identifier for
a Billing Operations Server is 17, then the value in the filename is
represented as 0017, since this part of the filename has to be four digits.

File Sequence Number— This number is automatically generated by the system a
each BAF file is created, and increments by one with each new file created in a gi
file category (that is, files with the same file type priority level and destination

component). This value distinguishes files of the same file category. When the file
sequence number reaches 65535, the next file sequence number cycles back to C

File Type — A two-digit code used in the file header to indicate the type of data
contained in the fileTable 6-3shows the valid file type codes. For standard BAF
AMA files, this value is always 01 in the filename.
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Table 6-3. AMA File Type Codes

Code File Type
00 Tape Format AMA File
01 Standard AMA File
02 Error File
03 Program File
04 Test File

Priority Level — This value is always 2.

Displaying a BAF Record File

To display the contents of a BAF record file, log in as root, then enter the following
commands:

cd /CascadeAS/tools
Jbafdump [  directory path [ filename ]| more

For example, if your BAF files are in /CascadeAS/data/ama:

/bafdump /CascadeAS/data/ama/130003.073210.00008.01.2 | more

A listing similar to the following exampld-{gure 6-§ appears. There is one Record
grouping for each BAF record in the file. Only the header record and one BAF rect
are shown irFigure 6-6as an example. All BAF records display in the same format. |
you are using the Ascend BAF extensions, additional information is included in the
listing.

> Due to the length of the BAF file output, it is recommended that you
redirect the output from this command to a file or printer.
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For more information on BAF record format, gggpendix A, “Record FormatsFor
information on the items contained in BAF records, see Bellcore GR-1110-CORE.

Billing Record File: 130003.073210.00008.01.2

Header Record

File Header :
File Header Length =24
Source Component Id =0
Source Component Type =2

Destination Componentld =0
Destination Component Type = 3

File Type =1

Data Format =0

Field Suppression Type =0
File Priority Level =2
Restart Procedure =0

File Status =1
Unspecified =0

File Sequence Number = 3660
Time File Created =1823
Date File Created =010798
Time File Modified =1830
Date File Modified =010798
File Length =215

Number Of Records In File =1

Record Number : 0

Record Descriptor Word :
Record Size = 215 bytes
Unused =00

Hexadecimal Identifier :
Constant =a

Record Error Indicator = a (No chars missing or in error)

Structure Code :

Module Indicator =4 (Modules are attached)
Structure Code =0216
Sign =0xC
Call Type :
Call Type Code =609
Sign =0xC
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Sensor Type :
Sensor Type Code =400
Sign = 0xC

Sensor Identification :
Previously Output Ind = 0 (Not previously output)
Sensor ID Code = 000002
Sign =0xC

Recording Office Type :
Recording Office Type =123

Sign = 0xC
Recording Office Identification :
Validation Indicator =0
Recording Office ID = 000000
Sign =0xC
Start Date :
Last Digit of Year =8
Month of Year =01
Day of Month =07
Sign =0xC
Study Indicator :
Study Type A =0
Study Type B =0
Unnamed =0
Test Call Indicator =0
BCC-settable =0
Orig/term NumberInd =0
Operator Services =0
Sign =0xC
Connect Time :
Hours =18
Minutes =13
Seconds =11
Tenths of Seconds =1
Sign =0xC
Elapsed Time :
Unused =0
Minutes = 00000
Seconds =41
Tenths of Seconds =2
Sign =0xC
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Aggregation Period Information :

Aggregation Period =1 (Scheduled aggregation period)
Sign = 0xC
Service and Interface Type :
Unused =000
Point to Multipoint Indicator =0 (Does not apply)
Type of Service =001 (PVC CRS)
Recording Interface Type =01 (ATM UNI)
Remote Interface Type =01 (ATM UNI)
Sign =0xC
Significant Digits in Next Field :
Significant Digits =010
Sign =0xC
Recording Interface :
Digits =000004194435081
Sign =0xC
Recording Connection :
Unused =0
Connection Type = 2 (Virtual Channel)
VPI = 0015
VCI =00912
Sign =0xC
Significant Digits in Next Field :
Significant Digits =010
Sign =0xC
Remote Interface :
Digits =000004194369560
Sign =0xC
Remote Connection :
Unused =0
Connection Type = 2 (Virtual Channel)
VPI = 0015
VCI =00912
Sign =0xC
Cell Count Validity Check :
Validity Check =0 (No trouble)
Sign =0xC
Cell Count :
Count Identifier =01 (Ingress total cells)
Cell Count =0000001362137
Sign =0xC
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Cell Count :
Count Identifier =02 (Ingress high priority cells)
Cell Count =0000001362137
Sign =0xC

Module: Cell Count
Module Code Identification :

Module Code =145
Sign = 0xC
Measurement Unit :
Unit Type =4 (Cell)
Unit Size =05 (48 Octets)
Sign = 0xC
Cell Count Validity Check :
Validity Check =0 (No trouble)
Sign =0xC
Cell Count :
Count Identifier = 03 (Egress total cells)n
Cell Count =0000001362135
Sign =0xC
Cell Count :
Count Identifier = 04 (Egress high priority cells)
Cell Count =0000001362135
Sign =0xC

Module: ATM Carrier Identifier
Module Code Identification :
Module Code =146
Sign =0xC

ATM Carrier Identifier :
ATM Carrier Interface = 1 (Recording Interface)
Sign =0xC

Carrier/Network Identifier :
Administrative Domain =1
Network Number = 000000
Sign =0xC

Module: ATM Carrier Identifier
Module Code Identification :
Module Code =146
Sign =0xC
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ATM Carrier Identifier :

ATM Carrier Interface = 2 (Remote Interface)
Sign = 0xC
Carrier/Network Identifier :
Administrative Domain =1
Network Number = 000000
Sign =0xC

Module: Three ATM Traffic Parameters
Module Code Identification :

Module Code =148
Sign = 0xC

Traffic Indicators :
Direction = 3 (Ingress)
Cell Flow =1 (CLP=0+1)
Tagging =1 (Not requested)
Sign =0xC

Traffic Parameter :
Parameter Type =1 (PCR)
Value =00001002
Sign =0xC

Traffic Parameter :
Parameter Type =0 (MCR)
Value = 00000502
Sign =0xC

Traffic Parameter :
Parameter Type =4 (Qos Class)
Value = 00000004 (UBR/ABR)
Sign =0xC

Module: Three ATM Traffic Parameters
Module Code Identification :

Module Code =148
Sign =0xC

Traffic Indicators :
Direction = 4 (Egress)
Cell Flow =1 (CLP=0+1)
Tagging =1 (Not requested)
Sign =0xC
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Traffic Parameter :

Parameter Type =1 (PCR)
Value =00001001
Sign = 0xC

Traffic Parameter :
Parameter Type =0 (MCR)
Value =00000501
Sign = 0xC

Traffic Parameter :
Parameter Type =4 (Qos Class)
Value = 00000004 (UBR/ABR)
Sign =0xC

Module: One Digit String
Module Code Identification :
Module Code =611
Sign =0xC

Generic Context Identifier :

Parse Rules = 00002
Significant Digits =04
Sign =0xC

Digit String :
Digits =000000000005678
Sign =0xC

Module: Cascade Call Correlation Identifier
Module Code Identification :
Module Code =898
Sign =0xC

Reference Switch Id :
Number = 64002
Sign =0xC

Reference Logical Port :

Number = 00009
Sign =0xC
Reference Connection Id :
Number =00000983952
Sign =0xC

Circuit Correlation Identifier :
Number = 00882459069
Sign =0xC
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Module: Cascade Interface Identifier
Module Code Identification :

Module Code =899

Sign = 0xC
Local Slot Number :

Number =008

Sign =0xC

Local Physical Port :

Number =002

Sign = 0xC
Local Logical Port :

Number = 00009

Sign = 0xC
Remote Logical Port :

Number =00024

Sign =0xC

Module: Final
Module Code Identification :
Module Code =000
Sign =0xC

Figure 6-6. Sample BAF Record File (One Record Shown)
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Displ aying the Contents of ASCII Files

You can usehe ascidump utility to displg the catents of ASCII AMAfiles. ASCII
AMA files arestored in a directory that you specify during the instalition (see page
3-5). By default, ASCllIfiles are stored in /CascadAS/data/ama/primar

ASCII filenames arenithe format stown in Figure 6-7

Part of the
SA.152.148.51.192.7.1997.47.11.01 |how
. . . . e . . . (second

SA indicates T %U;]ritser hour

SVC data, example).

PA indicates || IP address of -

PVC data. || the switch that Julian date on Hour of day
produced the IOM slot Year the data | | which the data during which
data. from which was was produced the data was

the data was | | produced. (February 16 in produced.
collected. this example).

Figure 6-7.  ASCII Filename Format

To digplay the contents ofan ASCII rewrd file, log in as root, then enter the foll owing
commands:

cd /Ca scadeAS/tools

Jasci i dump [ directory path [ filename ]| more

For example, if the ASCIfiles are stored in /CascadeAd&ta/ama, iad you want ©
display the SVC reords gaerated from @-11 a.m. e April 1, 197 onIOM 9 ona
switch with IP address 157.819, enter the folbwing commaual:

eAS/data/ama/SA. 152.7.8.19.9.1997 .91.10.00 |

. asciidump /Cascad
ma e

A listing of the ASCII file appess. For informaion onthe layout of the ASClHile,
and how to interpret he datain thefile, see either “SVC ASCII File Structure” on
page A-22or“PVC ASCII File Structure” on page A-33
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Displaying the Contents of Audit Count Files

Audit count files reflect the state of accounting operations on the Accounting Serv
By default, these files are stored in the /CascadeAS/data/audit directory.

There are two categories of audit files:

» Switch Audit Statistics files, which report on the reception of usage records fro
each switch. These files contain information on a specific switch.

e Server Statistics files, which report on Bellcore BAF generations. These statist
report on the translation of usage records into Bellcore BAF records. In additic
these audit files contain statistics that report on AMA file transfers to one or mc
Billing Operations Servers.

Statistics are recorded in hourly increments in ASCII format. A single file is create
each day for a particular set of audit counts (e.g., one file per switch per day).

To display the contents of an audit count file, log in as root, then enter the followin
commands:

cd /CascadeAS/tools
Jauditdump [ directory_path V[ filename ]| more

A listing of the audit count file appears. For information on the filename format anc
layout of the audit count files, see the next two sections.

All audit files are closed at midnight on a daily basis. In the audit count file, counts
aggregated over an hourly period. There is one section per hour in the audit file, a
one audit file per day.

Switch Audit Statistics Files

Switch Audit Statistics files contain the following audit statistics:

SVC call attempts— The number of new SVC call attempts for a switch on a
given day, including call failures.

SVC call completions— The number of SVC call completions for a switch on a
given day, including call failures.

PVCs enabled— The number of PVCs reported to have become operationally
enabled on a switch on a given day.
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PVCs disabled— Thenumber of PVCs reported tae become operationajl
disabled @ a switchon agiven day.

Switch Audit Satisticsfilesuse the filename convertion stown in Figure 6-8.

host1ATM.152.148.51.192.07May1997

UNIX host name of the
Accounting Server for which

the audit file was produced Day, month, and year for
(in this example, host1). which the audit file was
produced (in this example,
Type of service | | IP address of the May 7, 1997).
(ATM or FR). switch to which the
audit file applies.

Figure 6-8.  Switch Audit Statistics File Naming Format

For example, if the switch auditstatistics are storedn /CasadeA S/data/audit, and ya
want to digplay the audit file producedon June 17, 1997 for a switd with IP adiress
152.14.5.12 reporting to a Accounting Sever named “acount” that is ollecting
ATM usage data, ent¢he following command:

Jauditd  ump /CascadeAS/data/audit/account.ATM.152.14.5.19 2.17Jun1997 | more

Accounting Sewer Statisticdiles are n comma-delimitd ASCII format, aad cantain
thefieldslisted here:

Hostna ne,

Switch| P address,
Year,

Month,

Day,

Hour,

SVC cal | attempts,
SVC cal | completions,
PVCs e nabled,

PVCs di sabled
<end!| ine>
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The following sample shows an audit dump produced for April 1, 1997 from
8pm-9pm for a switch with IP address 201.201.250.2 on an Accounting Server cal
accountl. (The file contains one audit record for each hour of the day; only one rec
in the file is shown here.)

USAGE FILE
HOSTNAME = accountl
FILETYPE =ATM
SWITCH ADDRESS =201.201.250.2

DATE = 19May1997
HOUR =21

SVC CALL ATTEMPTS = 16000
SVC CALL COMPLETIONS = 16000
PVCs ENABLED =

0
PVCs DISABLED 0

Accounting Server Statistics Audit Files

Accounting Server Statistics audit files contain the following information:

SVC records created— The number of SVC records created and written to a
primary AMA file (including call completions and call failures).

PVC records created— The number of PVC records created and written to a
primary AMA file.

AMA files created — The number of primary AMA files created.

AMA files transferred — The number of AMA files successfully transferred to
the Billing Operations Server.

AMA file transfer failures — The number of AMA files that were not
transferred to the Billing Operations Server.

AMA records sent— The total number of SVC and PVC records sent from the
switches in the Accounting System to this Accounting Server.

Accounting Server Statistics audit files use the filename convention shdwauire
6-9, and are stored in the directory /CascadeAS/data/audit by default.
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host2.ATM.12Jul1997

UNIX host name of the Day, month, and year for
Accounting Server for which which the audit file was
the audit file was produced produced (in this example,
(in this example, host2). July 12, 1997).

Type of service

(ATM or FR).

Figure 6-9. Server Statistics Filename Format

For example, if the audit files are stored in /CascadeAS/data/audit, and you want t
display the audit file for June 4, 1997 for an Accounting Server name “accountant”
that is collecting ATM usage data, enter the following command:

Jauditdump /CascadeAS/data/audit/accountant. ATM.04Jun1997 | more

Switch Audit Statistics files are in comma-delimited ASCII format, and contain the
fields listed here:

Hostname,

Year,

Month,

Day,

Hour,

SVC records created,
PVC records created,
AMA files created,
AMA files transferred,
AMA file transfer failures,
AMA records sent
<end line>
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The following sample shows an audit dump produced for an Accounting Server cal
“accountant” on May 18, 1997. Audit files contain one audit record for each hour ¢
the day. Only one audit record (for 12am-1am) is shown here.

SERVER FILE
HOSTNAME = accountant
FILETYPE =ATM
DATE = 18May1997
HOUR = 02
SVC RECORDS CREATED = 37653
PVC RECORDS CREATED = 4135

PRIM FILES CREATED = 8674
PRIM FILES TRANS COMPLETE = 8674
PRIM FILES TRANS FAILURE = 0
RECORDS SENT = 41788
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Displaying the Contents of Usage Data Files

You can use the udfdump utility to display the contents of usage data files in a
specified directory. Usage data files store usage data prior to being converted to E
or ASCII format, and are stored in the /CascadeAS/data/udfiles directory by defau
You can display the contents of a particular file or group of files:

» For asingle file, execute the udfdump, specifying the file pathname.

» For a group of files, move the file(s) to a separate directory, then execute the
udfdump command, specifying the directory pathname.

> The udfdump utility is a debugging tool intended to help Ascend Technical

Assistance Center staff determine the cause of an anomoly. Do not use
this tool to validate your AMA file output; these values are interpreted
during processing.

To display the contents of one or more usage data file, log in as root, then enter tt
following commands:

cd /CascadeAS/tools
Judfdump [-f] [-b] [ directory path [ filename ]| more

where directory_path is the pathname to the directory that contains the usage data
you want to display. If you omit a filename, all usage data files in the specified
directory are displayed. If you include a filename, the single file is displayed.

You can also use the following optional command line switches to display addition
information about a file:

-f Includes file header information in the output.
-b Includes usage data buffer header information in the output.

The following sample shows a usage data file dump which includes both file head:
and data buffer header information. Only one data record is shown. In a running
network, usage data files contain numerous data records (the number of records i
indicated in the numrecs field of the buffer header; in this example, there are 398
records in the file).
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UDB Header Types:

service 2
UDB Type 129
IOM 4

ATM Type UDB Header:

time ref Tue May 20 17:05:27 1997
(864147927)

time stamp O

rleSize 7577

level 15920

numrecs 398

seq num 5341

UDR Type =9
Switchld = 3385457153
lomNum =4
inClp0 =1
inClp1 =1
outClp0 =1
outClpl =1

outClpOOverflow =0
outClplOverflow =0
inTaggedOverflow =0

legsAdded =0
legsDeleted =0
legsFailed =0
LPort =112
Connld = 983072
bcci =0
timestamp = 864148198(27101)
timestampl00 =1
cause =1
inClp0 =0

inClp1 =0
outClp0 =0
outClpl =0
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Usage Data Filename Format

The format of usagedata filenamesis shown in Figure 6-D. All usage datafilenames
start with the characters “bs3 indicate hey were producedly the Accounting
System (the billing system). Criticéiles contain criticalusag data recats. Snapshot
files contain cell aunt snaplots that are useil only in the case ofcard or switch
failure (b limit the date loss tooimore than 5 minutes ofta).

bs_C_ATM.201.201.250.2.24May1997192956.17

/

Type of data

(Critical or File sequence
Snapshot) number (1-65535)
Service type
(ATM or FR) | |Switch IP Time of day that
address Date file was file was created
produced (day, (in Greenwich
month, year) Mean Time)

Figure 6-10. Usage DataFilename Format

Recreating Accounting Files

In theevent that ay of your accaintingfiles beome corupted or oherwise unusable,
you @an recrete thefiles in theirentirety by reprocessing the ew usage data that was
originally collected from the switches in yionetwork. The files containng this data
are stored in /CascadeAS/armdludiles/compressidirectory in compressed format.

> Before performing the procedure in this section, you should remove all

files in the /CascadeAS/data/calls/active directory. If you do not, it may
cause the system to bill twice for the same circuit or call, since you are
reprocessing raw data files as if the system were receiving them for the
first time. However, be aware that if you do remove the files from this
directory, it may cause you to lose all data for circuits or calls that span
multiple days.
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To recreate your accounting files:

1.

Create a storage directory on the Accounting Server, using any name you wat
(e.g., /CascadeAS/restore).

Shut down the file transfer process by entering the following commands:

cd /CascadeAS/install
Jasfts-start stop

Move all files in the /CascadeAS/data/udfiles/compressed directory into the
directory you created in Step 1.

Change to the directory you created in Step 1.

Uncompress the files in the directory by entering the following command:

uncompress *.*

Once all files in the directory have been uncompressed, move the files into the
/CascadeAS/data/udfiles directory.

Restart the file transfer process by entering the following commands:

cd /CascadeAS/install
Jasfts-start start

Once you restart the file transfer process, the system processes the files you pl
in the /CascadAS/data/udfiles directory as if they have just been received for t
first time. All subsequent files normally created by the Accounting Server
processes are then recreated from the uncompressed raw data files.
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This chapter describes the set of asynchronous events that are generated by eacl
Accounting Server in the Accounting System. These events indicate anomalous
conditions or task completions that have occurred within the Accounting System.

Some of the events that are generated are simply informational. Other events indi
that a problem or potential problem may exist in the Accounting System (either a
hardware problem or a configuration problem).

These events are logged in the file /CascadeAS/data/logs/ASerror.log. If you are
experiencing problems with the Accounting System, or if you want to monitor
Accounting System activity, you can display the list of Accounting System events tl
have been logged to this file. Also, check the SNMP trap events that are listed in
CascadeView for each switch (s€kapter 8, “SNMP Trap3}”

In addition, time changes are logged in /CascadeAS/data/logs/time_change.log. T
file contains a listing of all time changes made on all switches in the network.
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Resetting the Event Log File

The /CascadeAS/data/logs/ASerror.log file is automatically archived and reset at t
end of the each day (midnight local time). Archived files are numbered 0 through ¢
(representing Sunday through Saturday) and are overwritten every week. If you w
to save the contents of the log file, you can set up a script to copy it to another file
before it is reset. If you do so, make sure you manually delete the copy of the log
when you no longer need it.

Event Log Messages

This section lists the event messages that are logged in ASerror.log, as well as th
condition that generated the message, possible causes, and suggested resolution

All event log (and time log) messages appear in the following format:

[date |[ time ][ error code ][ severity ][ process ][ message]

These items are described as follows:

date — Indicates the day on which the error was generated, in mm/dd/yy form
(GMT).

time — Indicates the time of day that the error was generated, in hh:mm:ss forr
(GMT).

error_code — The error code associated with the error message.

severity — The severity level of the message. If no severity level is displayed il
the message, then the message is simply informational. Severity may be any o

following:
MAJOR A non-fatal major error has occurred
MINOR A non-fatal minor error has occurred
FATAL A fatal error has occurred

WARNING Indicates the existence of a non-fatal condition
process— The Accounting Server process associated with the error.
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Error Messages

This section lists the error and event messages that are generated by the Accoun
System.

Connection to pwitch_ip_addredgerminated unexpectedly
Meaning:
The file transfer protocol between the Accounting Server and the indicated swi
has failed.

Possible cause:
Network congestion or a communication failure is disrupting the file transfer
process.

Corrective Action:

Check CascadeView to determine if the indicated switch is reachable. Then pi
the switch from the Accounting Server to determine if the switch is reachable
from the Accounting Server.

Could not create file filenamé
Meaning:
The file transfer protocol between the Accounting Server and the indicated swi
has failed.

Possible cause:
Network congestion or a communication failure is disrupting the file transfer
process.

Corrective Action:

Check CascadeView to determine if the indicated switch is reachable. Then pi
the switch from the Accounting Server to determine if the switch is reachable
from the Accounting Server.
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Error writing file [ filenamd from switch [switch_ip_addreggo disk
Meaning:
The asfts process could not create the indicated usage data file, preventing th
transfer of the usage data file from the indicated switch to the Accounting Sen

Possible cause:
The disk on which you are storing the usage data files may be full.

Corrective Action:
Check the integrity and capacity of the disk on which you are storing usage da

files.

Failed to receive file from switch pwitch_ip_addregs
Meaning:
The file transfer protocol between the Accounting Server and the indicated swi
is failing.
Possible cause:
Network congestion or a communications failure is disrupting the file transfer
process.

Corrective Action:

Check CascadeView to determine if the indicated switch is still reachable. The
ping the switch from the Accounting Server to determine if the switch is reachal
from the Accounting Server.

Failed to send acknowledgment to switchspvitch_ip_addregs
Meaning:
The file transfer protocol between the Accounting Server and the indicated swi
has failed.

Possible cause:
Network congestion or a communication failure is disrupting the file transfer
process.

Corrective Action:

Check CascadeView to determine if the indicated switch is reachable. Then pi
the switch from the Accounting Server to determine if the switch is reachable
from the Accounting Server.
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Invalid directory [ snapshot directory path

Meaning:
The Data Aggregator received a Card Down UDR and could not process snap:
files for the card that is down.

Possible cause:
The snapshot directory for the switch being processed does not exist.

Corrective Action:
Check the directory path and permissions for the indicated directory.

Unable to Open File flenamé

Meaning:
The indicated file is not available for processing by the indicated process name

Possible cause:
The indicated process does not have the necessary directory permissions, or

directory is full.

Corrective Action:
Check the directory capacity.

Verify that the directory path name is correct.
Check the file permissions on the directory.

Unable to Read File filenamé

Meaning:
The indicated file is not available for reading by the indicated process name.

Possible cause:
The indicated process does not have the necessary directory permissions.

Corrective Action:
Verify that the directory path name is correct.

Check the file permissions on the directory.
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Unable to Write File [filenamé not configured

Meaning:
The indicated file is not available for writing by the indicated process name.

Possible cause:
The indicated process does not have the necessary directory permissions, or |
directory is full.

Corrective Action:
Check the directory capacity.

Verify that the directory path name is correct.

Check the file permissions on the directory.
Switch [switch_ip_addf

Meaning:

The Accounting Server received a UDF from a switch that it is not configured t
recognize.

Possible cause:
The switch was configured to send data to the Accounting Server before the se
was configured to process the switch.

Corrective Action:

Run /CascadeAS/bin/configAS and configure the Accounting Server to proces
data from the switch (for instructions, séecend Switch Configuration” on page
3-26).

Time Change Log

All time changes made to any switch in the network are logged to the file
/CascadeAS/data/logs/time_change.log. Unlike the event log, this file is not reset
automatically, and entries are continually added to it.

A sample time change log message is shown below. In this example, the time on 1
switch with IP address 201.201.205.1 was adjusted by two seconds at 12:36:09 o
May 21.

May 21 12:36:09 CODE=0 SEVERITY=NORMAL OWNER=TIME
EVENT=(Time on the SP for switch 201.201.250.1 changed 2
seconds)
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This chapter describes the SNMP trap events generated by the Accounting Server |
CBX 500 switches. Trap events are sent to each NMS in the switching system tha;
enabled to receive traps.

A list of currently logged SNMP trap events can be displayed at any time on any NI
connected to the switching system using CascadeView. Some events are simply
informational, while other events indicate a problem or potential problem within the
Accounting System or the switching system on which it is running. Events are
categorized adlormal Minor, Major, andCritical.

All SNMP trap messages are preceded by the timestamp (in mm/dd/yy hh:mm:ss
format) and the type of trap (e.g., LPort Status, Node Status). The timestamp indic
when the trap message was generated. The trap type indicates the network comp
that generated the trap event; for example, Node Status traps are generated by CB)
switches, and LPort Status traps are generated by logical ports on a CBX 500 swi
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Normal Events

This section describes the Normal SNMP trap events that are generated by the
Accounting System. These events are simply informational. They do not indicate «
problem or potential problem within the billing system.

The Accounting Server is operational
This is a node-type trap indicating that the Accounting Server is operating normall
The Accounting Server has been shutdown

This is a node-type trap indicating that Accounting Server operations have been
stopped.

Accounting has beeng¢nableddisabled for service ATM

This is a node-type trap signifying that the accounting system state on a switch he
been changed, either from enabled to disabled, or from disabled to enabled. The
accounting state is changed when a switch boots (accounting becomes enabled),
when the state is changed manually via CascadeView.

Accounting has beengnabled/disablepfor service ATM on [LPort ID]

This is an LPort-type trap signifying that the accounting system state on the indice
logical port has been changed, either from enabled to disabled, or from disabled t
enabled. The accounting state is changed on a logical port when the switch boots
(accounting becomes enabled), or when the state is changed manually via
CascadeView.

The state of communications to the ATM accounting system on the switch has
changed to {Green/Yellow/Rel The current switch Level Accounting Server
Control is [Primary/Secondary(Primary Accounting Server = IPAddr,
Secondary Accounting Server = [PAddr)

The Accounting Server communications state trap is generated when the Account
Server Control is changed between Primary and Secondary. When the Accounting
Server Control has changed, the server state indicated in the trap represents the c
state of the Accounting System (Green/Yellow/Red) and does not reflect the
communications status with the new Accounting Server. The communications stat
with the new Accounting Server will be reflected in subsequent traps, if a state cha
occurs.

NavisXtend Accounting Server Administrator’s Guide




Anomalous Events "
ASCEND

Anomalous Events

This section lists the trap event messages that signify an anomalous event has occ
within the Accounting System. Preventative measures or resolutions to these ever
are also provided. If any of these events appear on the CascadeView Events screer
switch, you should also display the /CascadeAS/data/logs/ASerror.log file on the
Accounting Server, as this file contains information that will be helpful in diagnosir
the cause of the anomalous event.

The state of communications to the ATM accounting system on the switch has
changed to [Green/Yellow/Rel The current switch Level Accounting Server
Control is [Primary/Secondary (Primary Accounting Server = [PAddr,
Secondary Accounting Server = IPAddr)

Meaning

This is a node-type trap issued by the CBX 500 when the switch cannot communi
with the indicated Accounting Server (either a connection cannot be made to the
Accounting Server, or an existing connection fails). It indicates that the switch is
unable to upload its current accounting data to the Accounting Server.

Possible Cause

If a switch cannot send its data to the Accounting Server when the transfer time arr
(every five minutes), the state of communications with the Accounting Server entel
Yellow state. When this occurs, the data must be stored on the switch’s hard disk.
the hard disk fills, and communication with the Accounting Server has not been
re-established, the communications state enters a Red state.

Corrective Action
To resolve this situation, configure the switch to use the Secondary Accounting Se
(if one is configured) while investigating the cause of the communication failure to t
Primary Accounting Server. Check the Accounting Server to see if it is online; if it |
check to see if the Accounting Server is connected to and communicating with the
switching system.

A usage record could not be created for service ATM

Meaning
This is a node-type trap signifying that the CBX 500 switch could not create one o
more call records, and the accounting information is being discarded.
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The generation rate of this message is controlled such that only one of these trap:
generated per Update Interval.

Possible Cause

This should occur only when the secondary store has reached capacity, and the
primary store has not been transferred to the Accounting Server (possibly due to
communication failure with the Accounting Server). This trap is not generated whe
the system is in a normal state.

Corrective Action

If this message appears on the Trap Event screen, check the Accounting Server t
if it is online; if it is, check to see if the Accounting Server is connected to and
communicating with the switching system.

Accounting Server disk space fordirectory_namé¢has exceeded
[threshold_valug percent of capacity (fhreshold_typ@

Meaning

This is a Major node-type trap indicating that a configured disk space threshold for
indicated file system or directory has been exceeded, wiheestold_valukis the
percentage that has been exceeded thnekshold_typgis either Minor, Major, or
Critical. Se€’Accounting File Purging” on page 3-18r more information on file
system thresholds.

Corrective Action

Examine the capacity of the indicated file system and the rate of accounting data b
generated to determine if the capacity of the file system should be increased. If sc
allocate more disk space for the indicated file system.

Example
Accounting Server disk space for /CascadeAS/data/ama/primary has exceeded 9-
percent of capacity (critical).

Accounting Server disk space fordirectory_naméhas been reduced to
[disk_percentage uséaf capacity

Meaning
This is a Major node-type trap indicating that the disk space percentage in use for
specified directory or file system is no longer over the threshold value.

Corrective Action
No action needed.
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Example
Accounting Server disk space for /CascadeAS/data/ama/primary has been reduce
80% of capacity.

The Accounting Server has received data from a switch that is not in the
configuration. Please update the Accounting Server configuration.

Meaning
This is a Major node-type trap that is sent when the Accounting Server receives d
from a switch which the Accounting Server has not been configured to process.

Corrective Action

Determine which switch is sending the data, then add the switch to the Accountin
Server configuration by running the configAS utility. S&ecend Switch
Configuration” on page 3-2for instructions on how to add a switch to the Accounting
Server configuration.

The Accounting Server failed to transfer one or more AMA files to the BOS.

Meaning

This is a Major node-type trap that is sent when the Accounting Server has failed
transfer one or more accounting (AMA) files to the Billing Operations Server, whic
is the upstream system to which formatted accounting data (e.g., Bellcore BAF
records) is transferred.

Corrective Action

Verify that the Accounting Server AMA File Transfer Configuration parameters are
set correctly on the Accounting Server ($eecounting AMA File Transfer
Configuration” on page 3-1for information on file transfer configuration). Also,
verify that the Accounting Server is able to communicate with the Billing Operatior
Server.
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The Data Formatting component of the Accounting System formats usage records
one of three different formats, as determined by your configuration of the system
during the Accounting Server installation:

Standard Bellcore AMA Format (BAF) — Usage data is formatted according to the
Bellcore standard defined in GR-1110-CORE, then stored in one or more standart
AMA files, according to the Bellcore standard AMA file format defined in
TR-NWT-000508 and Appendix C of GR-1343-CORE (AMADNS). A standard
AMA file contains BAF records from a single switch.

Extended BAF— Extended BAF files are formatted in the same way as standard
BAF, but contain additional information relating to Ascend’s proprietary extensions
An extended AMA file contains extended BAF records from a single switch.

Comma-delimited ASCII format — Usage data is formatted into ASCII, then storec
in one or more ASCII files. A comma-delimited ASCII file contains usage data
records from a single switch.

Each of these file formats is defined in this appendix. There are two file layouts fol
each format: one for SVC usage data files, and one for PVC usage data files.
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PVC Standard BAF Structure

PVC usage records areofmatted indb BAF Strucure 0216, with the gpropriate Call
Type asprovisioned for the PVC BAF Structure 026 is own in Table A-1. The
modules associated with dtstructure ag shown in Table A-2. See GR-1110-CORE
for more informationon the Stucture 02% tables and mades.

PVC CallTypes are as folbws, providing you did not changehiem durirg the
Accounting Sever installation:

* Intranetwork PVC usage data is recorakas CallType 69
* Intemetwork PVC usage data is recorakas CallType 68

Table A-1. BAF Structure 0216

Number of
Table BCD Byte
Table Name Number | Characters Offset
Record Descriptoword 000 - -
Hexadecimal Identier 00 2 0
Structure Code 0 6 1
Call Type 1 4 4
SensofType? 2 4 6
Sensor Identification®® 3 8 8
Recordig Office Type®® 4 4 12
Recordng Office Identification®® 5 8 14
Interval Stat Date 6 6 18
Study Indicator 8 8 21
Interval StartTime 18 8 25
Interval Elapsedriime 19 10 29
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Table A-1. BAF Structure 0216 (Continued)

Number of
Table BCD Byte

Table Name Number | Characters Offset
Recording Interval Information 446 2 34
Service and Interface Types 469 12 35
Significant Digits in Next Field 55 4 41
Recording Interface Identifier 126 16 43
Recording Connection Identifier 468 12 51
Significant Digits in Next Field 55 4 57
Remote Interface Identifier 126 16 59
Remote Connection Identifier 468 12 67
Count Validity Check 467 2 73
Ingress Cell Count 479 16 74
Egress Cell Count 479 16 82
Total Characters: 180
Total Length of Record in Bytes 90
(without modules)

a. These items uniquely identify the switch that generated the data.

b. These fields can be suppressed (excluded) by enabling four-field suppression
(see’AMA Four-Field Suppression” on page 314

c. These items uniquely identify the Accounting Server that processed the data.
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Table A-2.  Structure 0216 Modules

Module

Module Name Number

Egress Cell Counts 145
Carrier Identifier 146
Transit Carrier Identifier 146
One ATM Traffic Parameter 141
Two ATM Traffic Parameters 142

Three ATM Traffic Parameters 148

Chargeable Party Identifier 611
Point-to-Multipoint Information 897
Circuit Correlation Identifier 898
Interface Identifier Module 899
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SVC Standard BAF Structure

SVC usage records are formatted into BAF Structure 0214 with the appropriate Ci
Type. BAF Structure 0214 is shownTlinble A-3 The modules associated with the
structure are shown ifable A-4 See GR-1110-CORE for more information on the
Structure 0214 tables and modules.

Default SVC Call Types are as follows, providing you did not change them during t
Accounting Server installation:

* Intranetwork point-to-point terminating SVC usage data is recorded as Call Ty}
619

» Intranetwork point-to-point originating SVC usage data is recorded as Call Typ
610

* Intranetwork point-to-multipoint terminating leaf SVC usage data is recorded a
Call Type 913

* Intranetwork point-to-multipoint originating root SVC usage data is recorded a:
Call Type 912

* Internetwork originating UNI SVC usage data is recorded as Call Type 611
* Internetwork originating NNI SVC usage data is recorded as Call Type 612
« Internetwork terminating UNI SVC usage data is recorded as Call Type 914

» Internetwork terminating NNI SVC usage data is recorded as Call Type 613
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Table A-3.  BAF Structure 0214
Number
of
Table BCD Byte

Table Name No. Chars. | Offset
Record Descriptor Word 000 - -
Hexadecimal Identifier 00 2 0
Structure Code 0 6 1
Call Type 1 4 4
Sensor Typ® 2 4 6
Sensor Identificatiof? 3 8 8
Recording Office Typ?¥ 4 4 12
Recording Office Identificatiolf 5 8 14
Connect Date 6 6 18
Timing Indicator 7 6 21
Study Indicator 8 8 24
Calling Party Off-Hook Indicator 9 2 28
Calling Party Number Country Code or DNIC 165 6 29
Calling Party Number Significant Digits in Next Field 55 4 32
Calling Party E.164 Number 126 16 34
Terminating Party Number Country Code or DNIC 16 6 4}
Terminating Party Number Significant Digits in Next Field 55 4 45
Terminating Party E.164 Number 126 16 47
Connect Time 18 8 55
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Table A-3. BAF Structure 0214 (Continued)

Number
of
Table BCD Byte
Table Name No. Chars. | Offset
Elapsed Time 19 10 59
Time Zone 166 4 64
Release Cause Indicator 411 6 66
Broadband Bearer Capabilities 167 16 69
Quality of Service 224 8 77
Forward Peak Cell Rate (CLP=0+1) 225 10 81
Backward Peak Cell Rate (CLP=0+1) 225 10 86
Total Characters: 182
Total Length of Record in Bytes (without modules): 91

a. These items uniquely identify the switch that generated the data.

b. These fields can be suppressed (excluded) by enabling four-field suppressiam{see
Four-Field Suppression” on page 3}14

c. These items uniquely identify the Accounting Server that processed the data.
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Table A-4.  Structure 0214 Modules

Module
Module Name Number
Long Duration Connection 022
One ATM Traffic Parameter 141
Two ATM Traffic Parameters 142
ATM Address Format 143
ATM Rate Periods 144
Calling Party Subaddress 611
Called Party Subaddress 611
Point-to-Multipoint Information 897
Circuit Correlation Identifier 898
Interface Identifier Module 899

NavisXtend Accounting Server Administrator’s Guide




Ascend BAF Extensions "
ASCEND

Ascend BAF Extensions

Ascend has defined a set of AMA modules that are used to extend the informatior
provided in PVC and SVC BAF records. The extensions are proprietary to Ascend
and have been assembled from standard BAF tables.

When included in the BAF records:

e The modules will always be the last modules in the record, followed by the Fin
Module (000).

* For SVC records, the order of the modules will always be the Call Correlation
Identifier, followed by the Interface Identifier module.

The Circuit Correlation Identifier Module

The Call Correlation Identifier module is included in PVC and SVC BAF records. Tt
module provides a network-wide unique identifier which can be used to correlate t
two ends of a PVC circuit or SVC call. Ascend has defined this module in respons:
the lack of a standard Circuit Correlation Identifier in the Bellcore GR-1110-CORE
requirements.

The Circuit Correlation Identifier is an unsigned 32-bit integer that is generated at
originating node of an SVC call. When the call is first set up, the originating node
propagates the CCI to the terminating node, at which point both the originating an
terminating node maintain the CCI for the life of the call.

The Circuit Correlation Identifier module has been assigned Module Code 898.

NavisXtend Accounting Server Administrator’s Guide




Ascend BAF Extensions "
ASCEND

Table A-5. Module 898 Circuit Correlation Identifier Module

Number of
Table BCD Byte

Information Number Characters Offset
Module Code Identification 88 4 0
Reference Switch Identifier 803 6 2
Reference Logical Port Identifier 803 6 5
Reference Connection Identifier 806 12 8
Circuit Correlation Number 806 12 14
Total Characters: 40
Total Number of Bytes: 20

Table A-6. Table 88 Module Code

Chars. Meaning Value

1-3 Module Codeg The 3-digit module code that identifies this module
(898)

4 SIGN 0xC

Table A-7. Table 803 Reference Switch Identifier

Chars. Meaning Value

1-5 Reference Switch The lower two bytes of the IP address (c.d of a.b.¢.d)

Identifier that has been identified as the originating switch (for
SVCs) or the root of the PVC (as assigned by
CascadeView).
6 SIGN oxC
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Table A-8. Table 803 Reference Logical Port Number
Chars. Meaning Value
1-5 Reference The logical port number (Iportifindex) on which the
Lport circuit terminates at the originating switch (for SVCgs)
or the root of the PVC (as assigned by CascadeVig
6 SIGN 0xC
Table A-9. Table 806 Reference Connection Identifier
Chars. Meaning Value
1-11 | Reference The VPI/VCI, reported as an unsigned integer, for t
Connection ID | end of the circuit that terminates at the originating
switch (for SVCs) or the root of the PVC (as assign
by CascadeView).
12 SIGN oxC

Table A-10. Table 806 Reference Connection ldentifier

Chars.

Meaning

Value

1-11

CCN

The Circuit Correlation Identifier (unsigned 32-bit
integer) assigned to the circuit. For SVCs, this is a
monotonically increasing number generated at the
originating IOM. For PVCs, this is the time (in

seconds since January 1, 1970) that the circuit was

provisioned.

12

SIGN

0xC

w).

ed
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The Interface ldentifier Module

The Interface Identifier Module is included in PVC and SVC BAF records. This
module provides port and slot identifying information specific to Ascend switches,
which is not defined in the Bellcore standards. Standard Bellcore BAF Structure 02
does not include information that can be used to identify the port on each switch
where the circuit terminates. The information provided by the module, which includ
the logical port numbers where the circuit terminates, is used to simplify correlatior
the configuration information stored in the CascadeView database and to identify 1
ports where the circuit terminates.

The Interface Identifier Module has been assigned Module Code 899.

Table A-11. Module 899 Interface Identifier Module

Number of
Table BCD Byte
Information Number Characters Offset
Module Code ldentification 88 4 0
Local Slot Number 802 4 2
Local Physical Slot Number 802 4 4
Local Logical Port Identifier 803 6 6
Remote Logical Port Identifier 803 6 9
Total BCD Characters: 24
Total Number of Bytes: 12
Table A-12. Table 88 Module Code
Chars. Meaning Value

1-3 Module Code The 3-digit module code that identifies this modul
(899)

4 SIGN 0xC

U
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Table A-13. Table 802 Local Slot Number

Chars. Meaning Value
1-3 Slot The slot number containing the port where the SVC
Number terminates.
4 SIGN 0xC

Table A-14. Table 802 Local Physical Port Number

Chars. Meaning Value
1-3 Pport The physical port number (ifindex) where the SVC
Number terminates on the local switch.
4 SIGN oxC

Table A-15. Table 803 Local Logical Port Number

Chars. Meaning Value
1-5 Local The logical port number (Iportlfindex) where the SV(Q
Lport terminates on the local switch.
6 SIGN 0xC

Table A-16. Table 803 Remote Logical Port Number

Chars. Meaning Value
1-5 Digits The logical port number (Iportifindex) of the remote
switch’s logical port on which the other end of the SVC
terminates.
6 SIGN oxC
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The Point-to-Multipoint Information Module

The Point-to-Multipoint Information Module is appended to the end of
Point-to-Multipoint SVC and PVC records. This module is currently proposed in
GR-1110-CORE (Section 10.4.2.1, Requirements 10-257 and 10-258). A count of
number of leaves dropped has been added to this module.

The Module Identification Code 897 has been assigned to this module.

Table A-17. Module 897 Point-to-Multipoint Information Module

Number of
Table BCD Byte

Information Number Characters Offset
Module Code Identification 88 4 0
Carrier Network Identifier 488 8 2
Leaves Attempted 803 6 6
Leaves Added 803 6 9
Leaves Dropped (Deleted) 803 6 12
Total BCD Characters: 30
Total Number of Bytes: 15

Table A-18. Table 88 Module Code
Chars. Meaning Value

1-3 Module Code The 3-digit module code that identifies this module
(897)

4 SIGN OxC
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Table A-19. Table 488 Carrier/Network Identifier

Chars. Meaning Value
1 Administrative | 1 = Locally defined
Domain
2-7 Network The 5-digit Carrier Identifier that has been
Number provisioned for the UNI.
8 SIGN oxC

Table A-20. Table 803 Leaves Attempted

Chars. Meaning Value

1-5 Leaves The number of attempts made to add a leaf to the
Attempted | connection since the start of the connection. Range of
values is 0-99999.

6 SIGN 0xC

Table A-21. Table 803 Leaves Added

Chars. Meaning Value
1-5 Leaves The number of leaves added to the connection since|the
Added start of the connection. Range of values is 0-99999.
6 SIGN 0xC
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Table A-22. Table 803 Leaves Dropped

Chars. Meaning Value

1-5 Leaves The number of leaves dropped from the connection since
Dropped the start of the connection. Range of values is 0-99999.

6 SIGN 0xC

Ascend Additions to Bellcore Tables

This section contains information on Ascend-specific exceptions to Bellcore’s
standard tables and modules. The following Bellcore tables and modules have be
modified to support Ascend features:

Table 485 — ATM Number Identify

Table 166 — Time Zone

Table 7 — Timing Indicator

Table 9 — Called Party Off-Hook Indicator

Table 411 — Release Cause Indicator

Table 240 — Traffic Indicators

Module 144 — ATM Rate Periods (related: Table 487 — Rate Period Indicator)

Table 485 ATM Number Identify

This table identifies the type of ATM End System Address that is being reported in
module. Ascend has added values 5 and 6 to support private ATM addresses.
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Table A-23. Table 485 ATM Number Identify

Chars. Meaning Value

1 Number Identify | 1 = Calling Party

2 = Called Party

3 = Calling Party Subaddress
4 = Called Party Subaddress
5 = Default Address

6 = Invalid Calling Party

2-3 Authority and This is the AFI field from the address.
Format Identifier

4 SIGN 0xC

a. Non-standard Ascend addition; used only when the address is a private ATM
address.

Table 166 Time Zone
This table identifies the time zone source and the time zone for ATM SVCs.

Ascend switches are not configured with time zone information. The time-of-day o
all Ascend switches reports Universal Coordinated Time (UTC/GMT). The
NavisXtend Accounting Server reports the following values:

e The value of 1 is always reported in the Timezone Source field.

» The value of 1, corresponding to the timezone of UTC, is always reported in tf
Timezone field.
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Table A-24. Table 166 Time Zone

Chars. Meaning Value

1 Timezone Source 1 = The time zone of the BSS switch is reportef
2 = The subscriber’s time zone is reported, i.e., the
time zone of the ATM UNI port

2-3 Timezone 1 = Universal Coordinated Time (UTC/GMT)
4 = Atlantic
5 = Eastern
6 = Central
7 = Mountain
8 = Pacific
9 = Alaska
10 = Hawaiian-Aleutian
4 SIGN 0xC

Table 7 Timing Indicator

This table contains three flags and indicators related to special timing and service
capability conditions that can occur for circuit-switched calls. If none of the special
conditions applies to a call, Characters 1-5 are zero.

The NavisXtend Accounting Server uses this table to mark the state of long-durati
SVC calls and to indicate if the Connect Time of the call is in doubt.

Table A-25. Table 7 Timing Indicator

Chars. Meaning Value

1 Timing Guard Flag 0 = Default Value

2 = Timing guard condition exists (a timing
guard condition exists when the connect time
or disconnect time of the SVC being reported
is in doubt)

2 Short Called Party 0 = Default Value
Off-Hook Indicatof 1 = Short called party off-hook detected
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Table A-25. Table 7 Timing Indicator (Continued)

Chars. Meaning Value
3 Long Duration/Service| 0 = Default Value
Party Capability 1 = Start of long duration call (Activation)
Indicator 2 = Continuation of long duration call
(Continuation)
3 = Service capability status of Deactivatior
4 - 0
5 - 0
6 SIGN oxC

a. This value is always reported as zero.

Timing Indicator

The Timing Indicator is populated as indicated by the usage measurement
functionality according to Bellcore GR-1100-CORE with the restriction that
Character 2 is always zero.

Timing Guard Flag

The Timing Guard Flag is populated with a value of 2 in the BAF record for an AT
SVC if the connect time, disconnect time, or elapsed time is questionable. Zero is
reported if the values are not in doubt. See Bellcore GR-1110-CORE R10-299 anc
R10-300 for guidance on how to determine the connect time or disconnect time wi
this condition exists.

Recording of Long Duration Indicator

By default, the NavisXtend Accounting Server sets the Long Duration Indicator as
defined in Bellcore GR-1110-CORE:

» The LD/SPC indicator is set to 1 in the first record of a long duration call (see
R10-230 in GR-1110-CORE).
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e The LD/SPC indicator is set to 2 in the second and succeeding records of a lo
duration call (that is, in all records after the first continuation record was
generated).

e The LD/SPC indicator is set to 3 when a long duration call completes after a
continuation record has been generated.

Table 9 Called Party Off-Hook Indicator

The NavisXtend Accounting Server always sets the value of Called Party Off-Hool
Indicator to 1 (Called Party off-hook not detected).

Table 411 Release Cause Indicator
This field indicates the termination cause value of the SVC call being reported.

The NavisXtend Accounting Server always reports standard Cause Indications, as
defined in the ITU/ATM Forum UNI Signalling specifications. Therefore, the
NavisXtend Accounting Server always records a value of zero in the Cause Categ
field.

Table A-26. Table 411 Release Cause Indicator

Chars. Meaning Value

1 Always 0

2 Cause Category 0 = ITU Standard
1 = National
2 = Network Specific

3-5 Cause Indication ITU Standard Release Cause Valugdbée

A-33 on page A-4p

6 SIGN 0xC
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Table 241 Traffic Parameter

Ascend has added Parameter Type 9 to this table to account for the Minimum Cel
Rate (MCR) traffic parameter.

Table A-27. Table 241 Traffic Parameter

Chars. Meaning Value

1 Parameter Type 1 = Peak Cell Rate

2 = Sustainable Cell Rate

3 = Maximum Burst Size

4 = QoS Class

9 = Minimum Cell Rate (MCR)

2-9 Traffic Parameter The decimal representation of the specified
Value ATM Traffic Parameter value. The traffic
parameter value is right-justified and unused
characters are populated with zeros. Possible
values are in the range 0-16,777,216 cells.

10 SIGN 0xC

a. The value for MCR is not defined in GR-1100-CORE. This is a non-standard value.

Module 144 ATM Rate Periods

This module is used for one or more ATM Rate Periods being reported for the SV«
The rate period corresponding to the cell counts is identified by the Rate Period
Indicator table (Table 487).

The Accounting System currently supports only a single Rate Period.

Table 487 identifies the Rate Period corresponding to the cell counts for ATM SVC
Until the Accounting System supports more than one Rate Period, the value of the
Rate Period field is always 1.
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Table A-28. Table 487 Rate Period Indicator

Chars. Meaning Value

1 Rate Period 1 = Rate Period 1
2 = Rate Period 2
3 = Rate Period 3
4 = Rate Period 4
5 = Rate Period 5
6 = Rate Period 6

2 SIGN 0xC

SVC ASCII File Structure

The ASCII file structure for SVC usage records is listed below. A description of ea
of the fields in this file follows imable A-29

VerNum,

Type,

SwitchlID,

lomNum,

Lport,

Pport,

ConnlD,

Bcci,

Timestamp,
Timestamp100,
CauseValue,
Studylind,

SPvcind,
OriginatingNodelnd,
FwdBEInd,
BwdBEInd,
DefaultAddrUsage,
CgSubAddrind,
CdSubAddressind,
ConnectTimeValidind,
ConnectTime,
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ConnectTimel00,
BearerClass,
TrafficType,

Timing,

Clippingind,
PointToMultiPointind,
FwdQos,
FwdTaggingind,
FwdTDBaselnd,
FwdTrafficParami,
FwdTrafficParam2,
FwdTrafficParam3,
BwdQos,
BwdTaggingind,
BwdTDBaseType,
BwdTrafficParami,
BwdTrafficParam2,
BwdTrafficParam3,
PrimOrigAddrNumPlan,
PrimOrigAddNumDigits,
PrimOrigAddrType,
PrimOrigAddr,
SecOrigAddrNumPlan,
SecOrigAddNumDigits,
SecOrigAddrType,
SecOrigAddr,
RecordinglFType,
RemotelFType,
RemoteNodeld,
RemotelLPort,
RemoteConnid,
TermAddrNumPlan,
TermAddNumDigits,
TermAddrType,
TermAddr,
CgSubAddrNumPlan,
CgSubAddNumbDigits,
CgSubAddrType,
CgSubAddr,
CdSubAddrNumPlan,
CdSubAddNumbDigits,
CdSubAddrType,
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CdSubAddr,
LegsAdded,
LegsDeleted,
LegsFailed,
InTotalCLPO1,
InTotalCLPO,
OutTotalCLPO1,
OutTotalCLPO

Table A-29. SVC ASCII Call File Field Descriptions

Field Name Description
VerNum Version number of the record format.
Type Call record type:
0 = Not used
1=ATM PVC
2=ATM SVC
3=FRPVC
4=FR SVC
SwitchID The IP address of the switch from which this data was recegivec
lomNum The slot number of the IOM from which this data was retrieyed
Lport The logical port to which this data applies.
Pport The physical port to which this data applies.
ConnlD The VPI/VCI of the circuit to which this data applies.
Bcci The Billing Call Correlation ID for the circuit.
Timestamp When combined, these two values indicate the last time the
. record was updated. The first 10 digits indicate the time
Timestamp100 expressed in seconds, and the last two digits define the time
down to 1/100ths of a second.
You can determine the elapsed time of a call by subtracting the
Connect Time value from the Timestamp value.
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name Description

CauseValue Indicates why the circuit was terminated.T8bke A-33for
information on possible values and their meaning.

Studylnd Indicates whether or not this record is for study:
0 = Not marked for study
1 = Marked for study

SPvcind Indicates whether this is a normal SVC, or an SVC connected
to a PVC:

0 = Normal SVC

1 = SVC connected to PVC

OriginatingNodelnd Indicates whether or not this record applies to the originating
node:

0 = Not Originating Node
1 = Originating Node

FwdBEInd Indicates whether or not the Best Effort traffic parameter has
been requested for forward traffic on this circuit:
0 = Not Requested

1 = Requested

BwdBEInd Indicates whether or not the Best Effort traffic parameter has
been requested for backward traffic on this circuit:
0 = Not Requested

1 = Requested

DefaultAddrUsage Indicates whether or not the Default Accounting Address is th
same as the Calling Party Address:
0 = Not used

1=Same

2 = Different

3 = Failed call screening

4 = No address provided

5 = No call screening performed
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name

Description

CgSubAddrind

Indicates whether or not the Calling Party Subaddress is k
requested:
0 = Not requested
1 = Requested

CdSubAddressind

Indicates whether or not the Called Party Subaddress is [
requested:
0 = Not requested
1 = Requested

ConnectTimeValidind

Indicates whether or not the Connect Time specified in the
two fields is valid:
0 = Valid
1 = Not valid

ConnectTime

ConnectTimel00

When combined, these two values indicate the length of ti
the circuit was active (connected). The first 10 digits indica
the time expressed in seconds, and the last two digits defin
time down to 1/100ths of a second.

You can determine the elapsed time of a call by subtracting
Connect Time value from the Timestamp value.

BearerClass

The Broadband Bearer Class:
0 = Bearer Class unknown

1=BCOB-A
2=BCOB-C
3 =BCOB-X

TrafficType

The traffic type for the circuit:
0 = Not specified

1 = Constant Bit Rate (CBR)
2 = Variable Bit Rate (VBR)

3 = Unknown traffic type

ein

nein

ne

me
e
th

the
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name Description

Timing Indicates whether or not end-to-end timing was required for the
circuit:

0 = Not specified

1 = End-to-end timing required

2 = End-to-end timing not required
3 = Unknown

Clippingind Indicates whether or not traffic on this circuit was susceptible tc
clipping:

1 = Not susceptible to clipping
2 = Susceptible to clipping

PointToMultiPointind Indicates whether the circuit is point-to-point or
point-to-multipoint:

1 = Point-to-point

2 = Point-to-multipoint

FwdQos The Quality of Service setting for forward traffic on this cirguit:
0 = Unknown

1 = Constant Bit Rate (CBR)

2 = Variable Bit Rate-Real Time (VBR-RT)

3 = Variable Bit Rate-NonReal Time (VBR-NRT)
4 = Unspecified Bit Rate (UBR)

5 = Unspecified

FwdTaggingind Indicates whether or not Tagging was requested for forward
traffic on this circuit:
1 = Not requested
2 = Requested
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name Description

FwdTDBaselnd The traffic descriptor base type for forward traffic on this
circuit:
0 = Unknown
1 =CLPNOSCR
2 =CLPSCR
3 = NOCLPNOSCR
4 = NOCLPSCR

5 =NOCLPNOSCRMCR

FwdTrafficParam1 The total cell count for Forward Traffic Parameter 1. This value
may be in the range of 0 to 16,277,216 cells. The traffic
parameter to which this value applies is always PCR=0+1
regardless of the setting for traffic descriptor base type.

FwdTrafficParam2 The total cell count for Forward Traffic Parameter 2. This value
may be in the range of 0 to 16,277,216 cells. The traffic
parameter to which this value applies depends on the setting fo
traffic descriptor base type (séaeble A-30 on page A-32

FwdTrafficParam3 The total cell count for Forward Traffic Parameter 3. This value
may be in the range of 0 to 16,277,216 cells.The traffic
parameter to which this value applies depends on the setting fo
traffic descriptor base type (séaeble A-30 on page A-32

BwdQos The Quality of Service setting for backward traffic on this
circuit:

0 = Unknown

1 = Constant Bit Rate (CBR)

2 = Variable Bit Rate-Real Time (VBR-RT)

3 = Variable Bit Rate-NonReal Time (VBR-NRT)

4 = Unspecified Bit Rate (UBR)

5 = Unspecified
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name Description

BwdTaggingind Indicates whether or not Tagging was requested for backward
traffic on this circuit:
1 = Not requested
2 = Requested

BwdTDBaseType The traffic descriptor base type for backward traffic on thig
circuit:
0 = Unknown
1 =CLPNOSCR
2 =CLPSCR
3 = NOCLPNOSCR
4 = NOCLPSCR

5 =NOCLPNOSCRMCR

BwdTrafficParaml1 The total cell count for Backward Traffic Parameter 1. This
value may be in the range of 0 to 16,277,216 cells. The traffic
parameter to which this value applies is always PCR=0+1
regardless of the setting for traffic descriptor base type.

BwdTrafficParam?2 The total cell count for Backward Traffic Parameter 2. This
value may be in the range of 0 to 16,277,216 cells. The traffic

parameter to which this value applies depends on the setting fo
traffic descriptor base type (séable A-30 on page A-32

BwdTrafficParam3 The total cell count for Backward Traffic Parameter 3. This
value may be in the range of 0 to 16,277,216 cells. The traffic

parameter to which this value applies depends on the setting fo
traffic descriptor base type (séaeble A-30 on page A-32

PrimOrigAddrNumPlan | The numbering plan for the primary originating address:
0 = Unknown

1 = Native E.164

2 = AESA

PrimOrigAddNumDigits| The number of digits in the primary originating address.
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1°2)

Field Name Description
PrimOrigAddrType The address type of the primary originating address:
0 = Unknown
1 = International
PrimOrigAddr The primary originating address for this circuit.
SecOrigAddrNumPlan The numbering plan for the secondary originating addres
0 = Unknown
1 = Native E.164
2 = AESA
SecOrigAddNumDigits | The number of digits in the secondary originating address,
SecOrigAddrType The address type of the secondary originating address:
0 = Unknown
1 = International
SecOrigAddr The secondary originating address for this circuit.

RecordinglFType

The recording interface type:
1 = Network-to-End User
2 = Network-to-Network

RemotelFType

The remote interface type:
1 = Network-to-End User
2 = Network-to-Network

RemoteNodeld

The last two bytes of the IP address of the remote node.

RemotelLPort

The logical port number for the logical port at the remote e
the circuit.

nd c

RemoteConnlid

The VPI/VCI for the remote end of the circuit.

TermAddrNumPlan

The numbering plan for the terminating address:
0 = Unknown
1 = Native E.164
2 = AESA
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Table A-29. SVC ASCII Call File Field Descriptions (Continued)

Field Name Description
TermAddNumDigits The number of digits in the terminating address.
TermAddrType The address type of the terminating address:

0 = Unknown
1 = International

TermAddr The terminating address for this circuit.

CgSubAddrNumPlan The numbering plan for the calling party subaddress:
0 = Unknown

1 = Native E.164

2 =AESA

CgSubAddNumDigits The number of digits in the calling party subaddress.

CgSubAddrType The address type of the calling party subaddress:
0 = Unknown
1 =NSAP
2 = AESA

CgSubAddr The calling party subaddress for this circuit.

CdSubAddrNumPlan The numbering plan for the called party subaddress:
0 = Unknown

1 = Native E.164

2 = AESA

CdSubAddNumDigits The number of digits in the called party subaddress.

CdSubAddrType The address type of the called party subaddress:
0 = Unknown
1 =NSAP
2 = AESA
CdSubAddr The called party subaddress for this circuit.
LegsAdded The number of legs added to the circuit.
LegsDeletefy The number of legs deleted from the circuit.
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Field Name Description

LegsFailed The number of leg creation failures.

InTotalCLPO1 The total number of inbound CLP=0+1 cells. Value can be|in
the range of 0-9,999,999,999.

InTotalCLPO The total number of inbound CLP=0 cells. Value can be inthe
range of 0-9,999,999,999.

OutTotalCLPO1 The total number of outbound CLP=0+1 cells. Value can he in
the range of 0-9,999,999,999.

OutTotalCLPO The total number of outbound CLP=0 cells. Value can be in th

range of 0-9,999,999,999.

a. These values are non-zero only for point-to-multipoint root records.

Table A-30. Settings for SVC Traffic Parameters

Traffic Descriptor

Base Type TrafficParaml TrafficParam2 TrafficParam3
Unknown n/& n/a n/a
CLPNOSCR PCR=0+1 PCR=0 n/a
CLPSCR PCR=0+1 SCR=0 MBS=0
NOCLPNOSCR PCR=0+1 n/a n/a
NOCLPSCR PCR=0+1 SCR=0+1 MBS=0+1
NOCLPNOSCRMCR PCR=0+1 MCR=0+1 n/a

a. n/fa=Not applicable
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PVC ASCII File Structure

The ASCII file structure for PVC usage records is listed below. A description of ea
of the fields in this file follows imable A-31

VerNum,

Type,

SwitchlID,

lomNum,

Lport,

Pport,

ConnlD,

Bcci,

Timestamp,
Timestamp100,
CauseValue,
ConnectionType,
Studylind,
PointToMultiPointind,
ParamReclInd,
SPvcind,

InTaggingInd,
EgTaggingind,
OriginatingNodelnd,
ConnectTimeValidind,
ConnectTime,
ConnectTimel00,
RemotelFType,
RemoteNodeld,
RemotePort,
RemoteConnectionVPI,
RemoteConnectionVCl,
RecordinglFType,
RecordingConnectionVPI,
RecordingConnectionVCl,
RecordinglFId,

InQos,

INTDBaseType,
InTrafficParami,
InTrafficParam2,
InTrafficParam3,
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EgQos,
EgTDBaseType,
EgTrafficParaml,
EgTrafficParam2,
EgTrafficParam3,
CarrierDomain,
CarrierDomainNetld,
TransitDomain,
TransitDomainNetid,
ChargeablePartyld,
LegsAdded,
LegsDeleted,
LegsFailed,
InTotalCLPO1,
InTotalCLPO,
EgTotalCLPO1,
EgTotalCLPO

Table A-31. PVC ASCII Call File Field Descriptions

Field Name Description

VerNum Version number of the record format.

Type Call record type:
0 = Not used
1=ATM PVC
2=ATM SVC
3=FR PVC
4 =FR SVC

SwitchID The IP address of the switch from which this data was
received.

lomNum The slot number of the IOM from which this data was
retrieved.

Lport The logical port to which this data applies.

Pport The physical port to which this data applies.
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Table A-31. PVC ASCII Call File Field Descriptions (Continued)

were recorded for this circuit:
0 = Not recorded
1 = Recorded

SPvcind

Indicates whether this is a normal SVC, or an SVC
connected to a PVC:
0 = Normal SVC

1 = SVC connected to PVC
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Field Name Description
ConnID The VPI/VCI of the circuit to which this data applies.
Bcci The Billing Call Correlation ID for the circuit.
Timestamp When combined, these two values indicate the last time the
) file was updated. The first 10 digits indicate the time
Timestamp100 expressed in seconds, and the last two digits define the fime
down to 1/100ths of a second.
You can determine the elapsed time of a call by subtracting
the Connection Time value from the Timestamp value.
ConnectionType The type of connection:
1=VPC
2=VCC
Studyind Indicates whether or not this record is for study:
0 = Not marked for study
1 = Marked for study
PointToMultiPointind Indicates whether the PVC is point-to-point or
point-to-multipoint:
0 = Point-to-point
1 = Point-to-multipoint root
2 = Point-to-multipoint leaf
ParamRecInd Indicates whether or not PVC parameters (PCR, MBS, SCI
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Table A-31. PVC ASCII Call File Field Descriptions (Continued)

Field Name Description

InTaggingind Indicates whether or not tagging is enabled for ingress
traffic:

1 = Tagging not enabled

2 = Tagging enabled

EgTaggingind Indicates whether or not tagging is enabled for egress traffi
1 = Tagging not enabled
2 = Tagging enabled

OriginatingNodelnd Indicates whether or not this record is for the originating
node for the circuit:

0 = Not originating node
1 = Originating node

ConnectTimeValidind Indicates whether or not the Connect Time specified inthe
next two fields is valid:
0 = Valid
1 = Not valid

ConnectTime When combined, these two values indicate the length of tim

the circuit was active (connected). The first 10 digits indigate

ConnectTime100 the time expressed in seconds, and the last two digits define
the time down to 1/100ths of a second.
You can determine the elapsed time of a call by subtractjng
the Connect Time value from the Timestamp value.
RemotelFType The remote interface type:
1 = Network-to-End User
2 = Network-to-Network
RemoteNodeld The last two digits of the remote node’s IP address.
RemotePort The logical port number for the logical port at the remote
end of the circuit.
RemoteConnectionVPI The VPI for the remote end of the circuit.
RemoteConnectionVCI The VCI for the remote end of the circuit.
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Table A-31. PVC ASCII Call File Field Descriptions (Continued)

Field Name

Description

RecordinglFType

The recording interface type:
1 = Network-to-End User
2 = Network-to-Network

RecordingConnectionVPI,
Recording Connection VC

The VPI/VCI for the recording end of the circuit.

RecordinglFId

The interface ID for the recording end of the circuit.

InQos The Quality of Service setting for ingress traffic:
0 = Unknown
1 = Constant Bit Rate (CBR)
2 = Variable Bit Rate-Real Time (VBR-RT)
3 = Variable Bit Rate-NonReal Time (VBR-NRT)
4 = Unspecified Bit Rate (UBR)
5 = Unspecified
INTDBaseType The traffic descriptor base type for ingress traffic:
0 = Unknown
1 =CLPNOSCR
2 =CLPSCR
3 = NOCLPNOSCR
4 = NOCLPSCR
5 = NOCLPNOSCRMCR
InTrafficParam1 The total cell count for Ingress Traffic Parameter 1. This
value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies is always
PCR=0+1 regardless of the setting for traffic descriptor b
type.
InTrafficParam?2 The total cell count for Ingress Traffic Parameter 2. This

value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies depends on
setting for traffic descriptor base type (Sedle A-32 on
page A-40.

ase

the
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Table A-31. PVC ASCII Call File Field Descriptions (Continued)

Field Name Description

InTrafficParam3 The total cell count for Ingress Traffic Parameter 3. Thig
value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies depends on the
setting for traffic descriptor base type (Jeéle A-32 on
page A-40.

EgQos The Quality of Service setting for egress traffic:
0 = Unknown

1 = Constant Bit Rate (CBR)

2 = Variable Bit Rate-Real Time (VBR-RT)

3 = Variable Bit Rate-NonReal Time (VBR-NRT)
4 = Unspecified Bit Rate (UBR)

5 = Unspecified

EgTDBaseType The traffic descriptor base type for egress traffic:
0 = Unknown

1 =CLPNOSCR

2 =CLPSCR

3 = NOCLPNOSCR

4 = NOCLPSCR

5 = NOCLPNOSCRMCR

EgTrafficParaml The total cell count for Egress Traffic Parameter 1. This
value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies is always

PCR=0+1 regardless of the setting for traffic descriptor base

type.

EgTrafficParam2 The total cell count for Egress Traffic Parameter 2. Thig
value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies depends on the
setting for traffic descriptor base type (Jedle A-32 on
page A-40.
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Field Name

Description

EgTrafficParam3

The total cell count for Egress Traffic Parameter 3. Thig
value may be in the range of 0 to 16,277,216 cells. The
traffic parameter to which this value applies depends on
setting for traffic descriptor base type (Jeéle A-32 on
page A-40.

CarrierDomain

The Carrier Domain:
1 = Locally defined

CarrierDomainNetld

The network ID for the Carrier Domain on which the cir
resides.

TransitDomain

The Transit Domain;
1 = Locally defined

TransitDomainNetld

The network ID for the Transit Domain on which the cir
resides.

ChargeablePartyld

The chargeable party ID for the circuit.

PVC ASCII File Structure A
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the

cuit

cuit

LegsAdded The number of legs added to the circuit.
LegsDeleted The number of legs deleted from the circuit.
LegsFailed The number of leg creation failures.
InTotalCLPO1 The total number of inbound CLP=0+1 cells.
InTotalCLPO The total number of inbound CLP=0 cells.
OutTotalCLPO1 The total number of outbound CLP=0+1 cells.
OutTotalCLPO The total number of outbound CLP=0 cells.
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Table A-32. Settingsfor PVC Traffic Parameters

Traffic Descriptor
BaseType TrafficParam1 TrafficParam2 TrafficParam3

Unknown n/&d n/a n/a
CLPNOSCR PCR=0+1 PCR=0 n/a
CLPSCR PCR=0+1 SCR=0 MBS=0
NOCLPNOSCR PCR=0+1 n/a n/a
NOCLPSCR PCR=0+1 SCR=0+1 MBS=0+1
NOCLPNOSCRMCR PCR=0+1 MCR=0+1 n/a

a. n/fa=Not applicable

Circuit Termination Cause Values

Table A-33lists ard describes thecause values that indicate why a circuit or circuit

credion attempt has been tainated.

Table A-33 Circuit Termination Cause Values

Value

Meaning (ITU Standard)

001 Unallocated (unassignedyumber

002 No route to specified transit network

003 No route to destination

006 Channel unacceptable

007 Call awarded and beig delvered n an establishdtchannel

016 Normal all clearing
017 User busy
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Table A-33. Circuit Termination Cause Values (Continued)

Value Meaning (ITU Standard)
018 No user responding
019 User alerting; no answer

021 Call rejected

022 Number changed

027 Destination out of order

028 Invalid number format (incomplete address)

029 Facility rejected

031 Normal, unspecified

034 Circuit/channel congestion

035 Requested VPI/VCI is unavailable
036 VPI/VCI assignment failed

037 User cell rate unavailable

041 Temporary failure

042 Switching equipment congestion
043 Access information discarded
044 Requested channel not available

045 No VPI/VCI available

047 Resource unavailable, unspecified reason

049 Quality of Service unavailable

050 Requested facility not subscribed

057 Bearer capability not authorized

058 Bearer capability not currently available
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Table A-33. Circuit Termination Cause Values (Continued)

Value Meaning (ITU Standard)

063 Service or option not available, unspecified reason
065 Bearer capability not implemented

069 Requested facility not implemented

073 Unsupported combination of traffic parameters
078 AAL parameter cannot be supported

079 Service or option not implemented, unspecified reason
081 Invalid call reference value

082 Identified channel does not exist

088 Incompatible destination

089 Invalid end point referenced

091 Invalid transit network selection

092 Too many pending add party requests

096 Mandatory information element missing

099 Information element nonexistent or not implemented
100 Invalid information element contents

101 Message not compatible with call state

102 Recovery on timer expiry

104 Incorrect message length

111 Unspecified protocol error

127 Unspecified interworking
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Configuring NTP

on the Accounting Server

This appendix describes how to configure your Accounting Server for Network Tin
Protocol (NTP). NTP enables you to specify a reference server to be used as a cl
synchronization source for the switches in your network.

The NavisXtend Accounting Server for CBX 500 networks includes a public doma
version of the Network Time Protocol from the University of Delaware. Time

synchronization of the switch network and network management servers via NTP
accomplished by configuring the Accounting Server to execute the NTP software.

The Accounting Servers, via the NTP protocol, synchronize their time-of-day clock
to one or more external time references. The default configuration provided by the
Accounting Server references three publicly available time servers running in the
Internet. If your site already maintains an NTP time server, then this time server
should be included in the set of servers referenced by the Accounting Server.
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Supporting documentation in HTML format is available in the /CascadeAS/ntp/htrr
directory on the Accounting Server. For a list of the supporting documentation tha
stored there, see the following HTML document on the Accounting Server:

CascadeAS/ntp/html/index.html

For more information on the NTP protocol, see http://www.eecis.udel.edu/~ntp.

Copyright Notice

The following copyright notice applies to all files collectively called the Network
Time Protocol Version 4 Distribution. Unless specifically declared otherwise in an
individual file, this notice applies as if the text was explicitly included in the file.

Copyright (c) David L. Mills 1992, 1993, 1994, 1995, 1996

Permission to use, copy, modify, and distribute this software and its documentation
any purpose and without fee is hereby granted, provided that the above copyright
notice appears in all copies and that both the copyright notice and this permission
notice appear in supporting documentation, and that the name University of Delaw
not be used in advertising or publicity pertaining to distribution of the software
without specific, written prior permission. The University of Delaware makes no
representations about the suitability this software for any purpose. It is provided “c
is” without express or implied warranty.
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NTP Overview

When installing the Accounting Server software, the installation script prompts you
to whether or not to install NTP. If you opt to install NTP, the installation script plac
the NTP software in the /usr/ntp directory, and configures the Accounting Server t
execute NTP. (If you do not install NTP, the switch network acquires its time of da
from the CascadeView NMS.)

If you installed NTP, please verify the following:

* In the /etc/services files, verify that the following lines are present and not
commented out. If these lines are not present, or they are commented out, NT
cannot function properly.

ntp 123/tcp# Network Time Protocol
ntp 123/udp# Network Time Protocol

« If you are referencing external time servers in the Internet, your gateway to the
Internet must allow TCP and UDP traffic to and from the NTP port (123).

The NTP daemon, xntp, starts automatically each time the workstation/server is re
The file /etc/rc3.d/S99xntpd is executed at system startup and restarts the NTP
daemon.

At startup time, the xntp daemon reads the initial configuration from the file
/etc/ntp.conf. This file contains a list of servers that the xntpd daemon can poll for
time synchronization. By default, three time servers in the United States are
referenced:

e tick.usno.navy.mil

* clock.linl.gov

e bitsy.mit.edu

Other time servers are included in the configuration, but are disabled.

Ascend recommends that you contact the noted contact person for each time sen
and notify them that you are referencing their clocks, in the event that the time ser
support is changed in the future.
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Ascend provides three reference servers by default. You should edit the refere
server entries in the ntp.conf file only if the reference servers entered by defau

are not adequate for your needs. A list of reference servers can be obtained fr
the following web site:

http://www.eecis.udel.edu/~ntp/

Running NTP

To run NTP, you have to execute the xntpd daemon. You can execute this daemor
a startup file that is run every time the NMS comes up.

Using ntpq to Verify NTP

To verify that the xntpd daemon is running correctly, you have to run the ntpq routi
This routine is able to read the time from the configured reference server, and che
the status information regarding a system’s references.

The following commands are available in ntpg for a quick verification of xntpd:
host |P address of servgr Sets ntp to reference a particular reference server
rv Reads variables from the selected host

pe Reads information regarding a host’s references
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The rv Command

The rv command displays the variable associated with a reference time server. It t
approximately eight time requests or eight minutes for a time server to become
synchronized, before which time the leap field is set to leap=11 to indicate an
unsynchronized state.

Once the server becomes synchronized, leap is set to leap=00, and the refid field |
to the ID of the reference server being used as the synchronization source.

If a server fails to become synchronized to a server other than its own local UNIX
clock, then either the references configured in the ntp.conf file are not responding
network problem exists. To resolve this, make sure that the host machine’s
letc/services file is set up for NTP using udp on port 123. Also verify that port 123
not being blocked by a firewall in either direction.

For more information, reference /CascadeAS/ntp/html/debug.html.

The pe Command

The pe command displays information pertaining to the server’s references under
following columns:

remote refid st t when poll reach delay offset disp

The reach column is non-zero for references from which the server has received ¢
For more information on the columns in this display, see the NTP documentation
stored in the /CascadeAS/ntp/html directory on the Accounting Server.
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configuring 3-17
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